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Choosing the Right Book from the 3174 Library

The 3174 library contains information for installing, customizing, operating, maintaining, and programming
the data stream for the 3174 controller. The list below shows the manuals you need to perform these tasks.

To Find Translations of Safety Notices:

Safety Notices, GA27-3824

To Organize Library Materials:

Binders and Inserts, SBOF-0089
Binder, SX23-0331
Inserts, SX23-0332

To Become Familiar with the 3174:

Master Index, GC30-3515
3174 Introduction, GA27-3850

To Prepare Your Site for the 3174:

Site Planning, GA23-0213
Physical Planning Template, GX27-2999

To Set Up and Operate the 3174:

Models 1L, 1R, 2R, 3R, 11L, 11R, 12L, 12R, 13R User’s Guide, GA23-0337
Models 21L, 21R, 22L, and 23R User’s Guide, GA27-3874

Models 51R, 52R, 53R, 61R, 62R, and 63R User’s Guide, GA23-0333
Models 81R, 82R, 90R, 91R, and 92R User’s Guide, GA23-0313

To Plan for and Customize the 3174:

Configuration Support A and S

Planning Guide, GA27-3844

Utilities Guide, GA27-3853

Central Site Customizing User’s Guide, GA23-0342

Asynchronous Emulation Adapter Description and Reference, GA27-3872

Configuration Support B

Planning Guide, GA27-3862

Model 90R Tokenway Planning, GD21-0036

Utilities Guide, GA27-3863

Central Site Customizing User’s Guide, GA27-3868

Asynchronous Emulation Adapter Description and Reference, GA27-3872

Configuration Support C

Planning Guide, GA27-3918

Utilities Guide, GA27-3920

Central Site Customizing User’s Guide, GA27-3919

Asynchronous Emulation Adapter Description and Reference, GA27-3872



To Perform Problem Determination:

Customer Problem Determination, GA23-0217
Status Codes, GA27-3832

To Install Features or Convert Models on the 3174:

Fixed Disk Installation and Removal Instructions, GA27-3864

Diskette Drive Installation and Removal Instructions, GA23-0263

Device Control Adapters Installation and Removal Instructions, GA23-0265

Model Conversion Instructions, GA23-0295

Token-Ring Network Feature Installation and Removal Instructions, GA23-0329

Storage Expansion Feature Installation and Removal Instructions, GA23-0330
Communication Adapter Installation and Removal Instructions, GA27-3830

Asynchronous Emulation Adapter Installation and Removal Instructions, GA23-0341
Concurrent Communication Adapter and Integrated Services Digital Network Adapter Installation and
Removal Instructions, GA27-3851

Models 21L, 21R, 22L, and 23R Feature Installation and Removal Instructions , GA27-3875

To Use the Asynchronous Emulation Adapter Feature:

Asynchronous Emulation Adapter Description and Reference, GA27-3872
Terminal User’s Reference for Expanded Functions, GA23-0332

To Use the Multiple Logical Terminals Function:

Terminal User’s Reference for Expanded Functions, GA23-0332

To Obtain Data Stream Programming and Reference Information:

Functional Description, GA23-0218

Data Stream Programmer’s Reference, GA23-0059

Asynchronous Emulation Adapter Description and Reference, GA27-3872
3174 Reference Summary, GX27-3872

3174 Character Set Reference, GA27-3831

3270 X.25 Operation, GA23-0204

To Perform Maintenance (Service Personnel):

Models 1L, 1R, 2R, 3R, 11L, 11R, 12L, 12R, and 13R Maintenance Information, SY27-2572
Models 21L, 21R, 22L, and 23R Maintenance Information, SY27-0323

Models 51R, 52R, 53R, 61R, 62R, and 63R Maintenance Information, SY27-2573

Models 81R, 82R, 90R, 91R, and 92R Maintenance Information, SY27-2584

CE Reference Summary, SX27-3873

Status Codes, GA27-3832

Other Publications

The following publications are available for the 3174. They are developed by the International Technical
Support Center. The intended audience for these books are IBM System Engineers and Customer Network
Planners.

IBM 3174 Establishment Controller Installation Guide, GG24-3061.

NetView Distribution Manager Release 2 and 3174 Central Site Change Management Implementation
Guide, GG24-3424.

IBM 3174 CECP Migration Issues, GG24-3380.



Special Notices

The following terms, DENOTED BY AN ASTERISK (*), used in this publication, are
trademarks of the IBM Corporation in the United States and/or other countries:

ANSI 3.64 Terminal PC/FTTERM Mono
Enterprise Systems Connection System/370

ESCON System/390

FTTERM 4201 Proprinter
GDDM 4202 Proprinter XL
NetView 4207 Proprinter X24
PC/FTTERM Color 4208 Proprinter XL24

Personal System/2

The following terms, DENOTED BY A DOUBLE ASTERISK (**), used in this
publication, are trademarks of other companies:

ADDS Viewpoint A2 Applied Digital Data Systems, Inc.
ADDS Viewpoint/78 Applied Digital Data Systems, Inc.
DEC VT100 Digital Equipment Corporation
DEC VT220 Digital Equipment Corporation
DEC VT240 Digital Equipment Corporation
DEC VT241 Digital Equipment Corporation
DEC VT52 Digital Equipment Corporation
D210 Data General

Esprit Executive 10/78 Esprit Systems, Inc.

Hayes AT Hayes Microcomputer Products, Inc.
Hazeltine 1500 Hazeltine Systems, Inc.
Hewlett-Packard 2621B Hewlett-Packard Company

Lear Siegler ADM 3A Dumb Terminal Lear Siegler, Inc.

Lear Siegler ADM 5 Dumb Terminal Lear Siegler, Inc.

Lear Siegler ADM 11 Lear Siegler, Inc.

Lear Siegler ADM 12 Lear Siegler, Inc.

Lear Siegler ADM 1178 Lear Siegler, Inc.

Micom Micom Systems, Inc.

Minitel 1B France Telecom

Switched Service (UKPSS) British Telecom

Tektronix 4105 Tektronix, Inc.

Tektronix 4205 Tektronix, Inc.

TELENET General Telephone and Electronics

(GTE) Telenet Communications
Corporation

TeleVideo 912 TeleVideo Systems, Inc.
TeleVideo 970 TeleVideo Systems, Inc.
United Kingdom Packet

WYSE 50/60 Wyse Technology, Inc.

ES/9000 Users: The 3174 Model 21H used with the ES/9000 Models 120, 130, 150,
and 170 is the same as a 3174 Model 21L throughout this publication.
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Preface

The planning information in this book pertains to Configuration Support C,
Release 1. The customizing and utilities procedures related to this book are
contained in the 3174 Utilities Guide, GA27-3863.

This manual briefly introduces the 3174 Establishment Controller and discusses
considerations to keep in mind when planning for it. The book supplies the
background information required for general and customization planning and
explains the procedures for completing the configuration worksheets.

What This Book Will Do for You

This book:

Introduces you to the 3174 Establishment Controller, its features, model
capabilities, and supporting microcode

Informs you of the planning considerations
Guides you through the planning process
Provides you with the information and knowledge required for planning

Teaches you the microcode customization process

Gives you a solid plan, which, when implemented, results in a smooth
installation and startup.

Who This Book Is For

This book is written for the person who plans for the 3174 Establishment Controller.
In various establishments, different people do this job:

© Copyright IBM Corp. 1991

Systems programmers e Communication analysts
Systems analysts ¢ Operations analysts

Systems specialists * Network planners

Software specialists ¢ Telecommunication specialists.
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How to Use This Book

viii

This book has three parts and five appendixes:

Part 1. Introduction (Chapters 1 and 2): This part introduces the 3174
Establishment Controller and provides considerations when planning. If you are
using this book for the first time, read Part 1.

Part 2. General Planning (Chapters 3 and 4): This part contains general planning
information that aids in planning for 3174 storage and the host.

Part 3. Microcode Customization Planning (Chapters 5 through 17): This part
introduces microcode customization and provides the planning information you
need to customize the microcode. It describes filling in the configuration
worksheets (from Appendix A) and helps you answer the configuration questions.
Appendix A: This appendix contains the configuration worksheets. You may want
to reproduce them in quantity so that you always have an unused set of worksheets
available for planning.

Appendix B: Examples of planning for the Asynchronous Emulation Adapter.
Appendix C: Examples of planning for the Token-Ring Network.

Appendix D: Examples of VTAM/NCP definitions.

Appendix E: Examples of using service access points for Single Link Multi-Host
Support.

Appendix F: Examples of IBM default Class of Service Tables.



Divider Pages

The following divider pages with tabs are included with this book:

* Microcode Customization Planning
¢ Worksheet Summary
¢ 3174 Configuration Questions Reference.

These divider pages are printed on card stock and contain specific planning and
customizing information. They can be used to section off Part 3 and the
Appendixes of this book.

The Microcode Customization Planning divider page contains a step-by-step
procedure that guides you through microcode customization. We recommend that
you use this procedure the first few times that you plan.

The Worksheet Summary lists the worksheets you need to fill out for specific
features and functions. You can use this summary to plan if you are familiar with
microcode customization and have been through the process previously.

The 3174 Configuration Questions Reference lists the possible responses for each

of the configuration questions, the worksheets they appear on, and the page
number they appear on in this publication.
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Related Publications

In addition to this book, you may need to refer to one or more of the following
publications:

e |IBM 3174 Workstation Peer Communication Support Program User’s Guide,
available with the 3174-WPCSP, P/N 96X5677

* IBM Local Area Network Technical Reference, SC30-3383

e |BM LAN Network Manager User’s Guide, Version 1.1

e |/BM Token-Ring Network Architecture Reference, SC30-3374
* [BM Local Area Network Administrator’s Guide, GA27-3748
* |BM Token-Ring Network Installation Guide, GA27-3678

e |BM Token-Ring Network Bridge Program,

Version 1.1 available with P/N 83X8880
Versions 2.0 and 2.1 available with P/N 16F0493
Version 2.2 available with P/N 53F7724.
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The 3174 Establishment Controller

The 3174 Establishment Controller

The 3174 Establishment Controller is available in both local (channel-attached) and
remote (telecommunication-attached) models. It provides a broad range of
connectivity options, workstation and host attachment possibilities, network asset
management capabilities, and the ability to expand features. The major
enhancements for Configuration C Release 1 include Advanced Peer-to-Peer
Networking (APPN), Peer Communication, and Integrated Services Digital Network
(ISDN). Figure 1-1illustrates APPN and Peer Communication, Figure 1-2 on

page 1-4 illustrates ISDN, and Figure 1-3 on page 1-5 illustrates some of the
capabilities provided by previous 3174 releases.

IBM Host
3174 3174
NN/GW NN/GW
with Peer with Peer
Comm. Comm.
I/ or v g
LEN 0 O LEN
EN EN
l‘t_:.—___—b [ ———
C Token-Ring Network ) ( Token-Ring Network
3174
I/ EN EN 11 Y
LEN U or or NN, EN U
EN LEN EN LEN EN or
LEN EN
———————1
3174 NN
with Peer
Comm.
cuT DFT
(coexist)
Legend:

NN = Network Node
EN = End Node
LEN EN = Low-Entry Networking End Node

Figure

1-1. An Example of an APPN Network
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SNA Host
o EZE]J
3174
with
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Adapter
ISDN Cable

from ISDN Adapter
to ISDN Network

ISDN Network

DSPU PU2.0 DSPU PU2.0

Figure 1-2. An Example of an ISDN Network
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IBM IBM
Host 1 Host 2 /
|——| ASCII
Printer
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Host
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Device
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[:] /t::::ﬁ ———H
3174 Controller 3174 Controller
5 (Large-Cluster) (Large-Cluster) ASCHI
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Devices N

D 3299
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ey
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3174 Controller
(Medium-Cluster) D [:]

3270 3270
B Device Device
[ A—
3270 PC
Device
Legend:

Direct Connect
:Communication Facility

Figure 1-3. An Example of the 3174 Establishment Controller

3174 Establishment Controller Models

The 3174 Establishment Controller and the display stations and printers that are
attached to it are collectively called a cluster. Several 3174 Establishment
Controller models are available. Each model falls into one of three categories:
large-, medium-, or small-cluster controllers. Configuration Support C Release 1 is
only supported on large and medium-cluster controllers. Figures 1-4, 1-5, and 1-7

1-5



The 3174 Establishment Controller

illustrate the controller categories and models. The features that each model can
support are listed below each model’s description.

Large-Cluster Controllers

Models 1L, 1R, 2R, 3R, 11L, 11R, 12L, 12R, 13R, 21L, 21R, 22L, and 23R are
large-cluster controllers. Models 1L, 1R, 2R, and 3R can attach up to thirty-two
3270 devices and/or 24 ASCII devices. Models 11L, 11R, 12L, 12R, 13R, 21L, 21R,
221, and 23R can attach up to sixty-four 3270 devices and/or 24 ASCII devices.

ll
ol

[]

I | -
[ 1]

Figure 1-4. Models 1R, 2R, 3R, 11R, 12L, 12R, and 13R (Models 1L and 11L are similar)

Models 1L and 11L have a System/370"-type channel adapter for Systems Network
Architecture (SNA) and non-SNA channel attachment.

Models 1R and 11R have a Type 1 Communication Adapter designed for remote
operation. They contain EIA 232D/CCITT V.24/V.28 or CCITT V.35 interfaces for
SDLC, BSC, or X.25 remote link attachment to a host.

Models 2R and 12R have a Type 2 Communication Adapter designed for remote
operation. They contain an X.21 interface (CCITT V.11) for SDLC or X.25 remote
attachment to a host.

Models 3R and 13R are designed for remote connection to a Token-Ring Network.
They contain a Token-Ring Adapter and cable for connection to a Token-Ring
Network.

Model 12L has an Enterprise System Connection” (ESCON)* Adapter that allows for
SNA and non-SNA channel attachment to the Enterprise Systems Connection
Architecture optical 1/O interface with fiber optic cables.
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Figure 1-5. Model 21L

Model 21L has a System/370-type channel adapter for Systems Network
Architecture (SNA) and non-SNA channel attachment. This model is designed for
rack-mounted physical configurations.
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Figure 1-6. Models 21R, 22L, and 23R

Model 21R has a Type 1 Communication Adapter designed for remote operation. It
contains EIA 232D/CCITT V.24/V.28 and CCITT V.35 interfaces for SDLC, BSC, or
X.25 remote link attachment to a host. This model is designed for rack-mounted
physical configurations.

Model 22L has an Enterprise Systems Connection (ESCON) Adapter that allows for
SNA and non-SNA channel attachment to the Enterprise Systems Connection
Architecture with fiber optic cables. This model is designed for rack-mounted
physical configurations.

Model 23R is designed for remote connection to a Token-Ring Network. It has a
Token-Ring Adapter and a cable for connection to a Token-Ring Network. It also
contains a Type 1 Communication Adapter designed for remote operation and
contains EIA 232D/CCITT V.24/V.28 and CCITT V.35 interfaces for SDLC, BSC, or
X.25 remote link attachment to a host. This model is designed for rack-mounted
physical configurations.
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Medium-Cluster Controllers

Models 51R, 53R, 61R, 62R, and 63R are medium-cluster controllers for attaching
up to sixteen 3270 devices and/or eight ASCII devices.
Notes:

1. Model 52R is not supported for Configuration C microcode because of storage
constraints.

2. Models 51R and 53R require RPQ SW1646 which replaces the 1.2MB diskette
drive shipped with these models.

STl 1 = =M
T L emg g g
[ ——————| 2 e e 1

o HEHH] Lrs =
) T J JOHO B 5Lk
I e o N

[ 1

Figure 1-7. Models 51R, 53R, 61R, 62R, and 63R

Models 51R and 61R have a Type 1 Communication Adapter designed for remote
operation. They contain EIA 232D/CCITT V.24/V.28 or CCITT V.35 interfaces for
SDLC, BSC, or X.25 remote link attachment to a host.

Note: 51R does not support Multi-Host Token-Ring Gateway. The 51R can,
however, provide gateway support to a single host.

Model 62R has a Type 2 Communication Adapter designed for remote operation. It
contains an X.21 interface (CCITT V.11) for SDLC or X.25 remote link attachment to
a host.

Models 53R and 63R are designed for remote connection to a Token-Ring Network.
They contain a Token-Ring Adapter and cable for connection to a Token-Ring
Network.

Note: 53R does not support CCAs or AEAs because of feature slot limitations.
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Features for the 3174 Establishment Controller

There are several hardware features for the 3174 Establishment Controller. Tables
1-1 and 1-2 show which features are supported by which controller models. Not all
features are supported on all 3174 models.

Terminal Multiplexer Adapter (TMA) allows attachment of up to thirty-two 3270
terminals if four TMAs are installed. It attaches to the Terminal Adapter and
multiplexes the data streams from eight 3270 devices into a single coaxial cable.

3299 Terminal Multiplexer is attached to the Terminal Adapter with a coaxial cable,
the IBM Cabling System, or to the Fiber Optic Terminal Adapter using fiber optic
cable. It multiplexes the data streams from up to eight or thirty-two 3270 devices
into a single cable, depending on the multiplexer model.

Type 1 Communication Adapter (EIA 232D/CCITT V.24/V.28 or CCITT V.35) provides
a telecommunication path to a host. It supports SDLC, BSC, or X.25 remote link
attachment.

Type 2 Communication Adapter (CCITT X.21/V.11) provides a telecommunication
path to a host. It supports SDLC or X.25 remote attachment.

16/4Mbps Token-Ring Adapter connects the controller to an IBM Token-Ring
Network. This adapter is also referred to as the Type 3A Communication Adapter.

Asynchronous Emulation Adapter (AEA) allows ASCii terminals to communicate
with ASCII hosts, ASCII terminals to emulate 3270 devices and communicate with
3270/IBM hosts, and 3270 terminals attached to the controller to emulate ASCII
terminals and communicate with ASCII hosts.

Type 1 Concurrent Communication Adapter (EIA 232D/CCITT V.24/V.28 or CCITT
V.35) provides a concurrent telecommunication path to another host. It supports
SDLC, BSC, or X.25 remote link attachment.

Type 2 Concurrent Communication Adapter (CCITT X.21/V.11) provides a
concurrent telecommunication path to another host. It supports SDLC or X.25
remote attachment.

Second diskette drive is required for Configuration C unless a fixed disk drive is
available.

Fixed Disk Drive is used to load and store microcode. If Central Site Change
Management is being used, at least one fixed disk drive should be installed on the
Central Site Controller.

Storage Expansion is available to support additional features and functions not
supported by the base storage.
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Fiber Optic Terminal Adapter provides for attaching 3299 Model 32 terminal
multiplexers. This adapter attaches to the Terminal Adapter with a coaxial cable
and to the 32-port 3299 Terminal Multiplexer with fiber optic cable.

Integrated Services Digital Network (ISDN) Adapter provides a Basic Rate Interface
for attaching to an ISDN Network. Each adapter has four ports and up to four
adapters can be installed in a controller. Each port provides one D-channel for
signaling and two B-channels for data, with each B-channel supporting one device.

3270 Port Expansion Feature allows attachment of 32 additional 3270 terminals.
This feature can also attach Terminal Multiplexer Adapters (TMAs) and 3299
multiplexers. The feature provides a new Terminal Adapter.
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Hardware Features of the 3174

The following tables list, by model, the hardware and combination hardware/microcode features that are
supported on the controller. The first table shows large-cluster models; the second table shows
medium-cluster models. To support some of the features, many of the models require additional storage.
Refer to Chapter 3, “Planning for Controller Storage” on page 3-1 for details. Configuration Support C
requires that the controller contain two 2.4MB Diskette Drives, or one 2.4MB Diskette Drive and a Fixed
Disk, and at least 3MB of storage.

Table 1-1. Features Supported by Models 1L through 23R
Feature 1L 1R 2R 3R 1L 11R  12L 12R 13R 21L 21R  22L 23R
1MB Base Storage B B B B X X X X X X X X X
2MB Base Storage X X X X B B B B B B B B B
Storage Expansion (e} (o} (0] (0] (o] (0] (0] (0] (0] o (0] o (0]
1.2MB Diskette Drive B B B B X X X X X X X X X
2.4MB Diskette Drive (e} (¢] (o} (e} B B B B B B B B B
20MB Fixed Disk (o} o o} (e} o (o} o (o} o o (o] o (o]
Terminal Adapter B B B B B B B B B B B B B
Terminal Adapter (3270 Port X X X X o} (o} (o} o} (0] o (o] o o
Expansion Feature)
Fiber Optic Terminal (o} (o} (o} (0] (0] (0] o (e} (o] (0] (0] (0] (o]
Adapter
Terminal Multiplexer (o} (¢] o} (o} o o} (e} o} o o (0] (o} o
Adaptei”
Channel Adapter B X X X B
ESCON Adapter X X X X X
Type 1 Communication o B X o (¢] B o} X o
Adapter
Type 2 Communication (0] X B o o X (o] B (e] X X X X
Adapter
Type 3A Communication (0] (0] (0] B (o] (0] [e] o B (0] (0] (0] B
Adapter
(Token-Ring Adapter)
Asynchronous Emulation o o (o] (o) (o] (o] o o () (¢] [e] (o] (o]
Adapter
Concurrent Communication (o} o [0} (o} (o} o (0] (o} (6] (o} o (0] (0]
Adapter
ISDN Adapter (o} o o} X (e} (o} o o X o} (o} (o} X
Legend:
B = Base
O = Optional
X = Not Available on this model
*  Although not a feature of the 3174, the 3299 Terminal Multiplexer provides a similar function as the Terminal Multiplexer
Adapter and is supported by all models of the 3174.
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Table 1-2. Features Supported by Models 51R through 63R

Feature

51R

53R

61R

(-]
N
)

63R

1MB Base Storage

2MB Base Storage

Storage Expansion

1.2MB Diskette Drive

2.4MB Diskette Drive

20MB Fixed Disk

Terminal Adapter

Type 1 Communication
Adapter

W(W|O|O|W|O|(X |

X|mlO|{Ojm|O|X|w

W W|O|W|X|O|wW| X

X|m|O|W|X|O|W| X

X | W|O|W|X|[O|w|X

Type 2 Communication
Adapter

Type 3A Communication
Adapter
(Token-Ring Adapter)

Asynchronous Emulation
Adapter

Concurrent
Communication Adapter

ISDN Adapter

Legend:
B = Base
O = Optional
X —

Not Available on this model
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Alternate Configurations

Many models of the 3174 Establishment Controller can be configured to act as
other models; most models require additional hardware to support alternate

The 3174 Establishment Controller

configurations. Functions not normally supported by a particular model controller
may be supported on the controller under an alternate configuration. For example,
a Model 13R can only be customized as Token-Ring attached. By installing a Type
1 Communication Adapter and designating Model 11R in question 100, you can
customize for functions supported on the Model 11R that are not supported on a
Model 13R, such as X.25 or Token-Ring Gateway. The models that can be
alternately configured are listed below, along with the features and the alternate
configurations that can be attained.

Table

1-3. Alternate Configurations. These alternate configurations are for models

that can contain, in addition to their primary communication adapter, a

Type 1, Type 2, or Type 3A Communication Adapter.

Primary Configuration

Additional Adapter Type

Alternate Configuration

Type 1 (3040 or 3041) Model 01R
Model 01L Type 2 (3043) Model 02R
Type 3A (3044) Model 03R
Model 01R Type 3A (3044) Model 03R
Model 02R Type 3A (3044) Model 03R
Model 03R Type 1 (3040 or 3041) Model 01R
Type 2 (3043) Model 02R
Type 1 {3040 or 3041) Model 11
Model 11L Type 2 (3043) Model 12R
Type 3A (3044) Model 13R
Model 11R Type 3A (3044) Model 13R
Type 1 (3040 or 3041) Model 11R
Model 12L Type 2 (3043) Model 12R
Type 3A (3044) Model 13R
Model 12R Type 3A (3044) Model 13R
Model 13R Type 1 (3040 or 3041) Model 11R
Type 2 (3043) Model 12R
Model 21L Type 3A (3044) Model 23R
Model 21R Type 3A (3044) Model 23R*
Model 221 None Required™ Model 21R
Type 3A (3044) Model 23R
Model 23R None Required™ Model 21R
Model 51R Type 3A (3044) Model 53R
Model 61R Type 3A (3044) Model 63R
Model 62R Type 3A (3044) Model 63R

*

o

Model 23R is recommended, but Model 21R can also be used as the model designation for this
alternate configuration.

The Type 1 Communication Adapter, required for the alternate configuration, is integrated in the
planar board for this model.
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Microcode

Microcode! for the 3174 Establishment Controller is on purchased diskettes. This
microcode can be copied from a diskette onto a fixed disk (with the exception of
some RPQ microcode on diskettes that can be merged) as separate diskette
images. Diskettes and fixed disks are used to load and store the operational
microcode and customization data.

In this manual, the word “disk” is used as the generic term for the media (diskette
or fixed disk) on which the microcode is stored. You can use several different
disks:

3174 Utility Disk contains the microcode necessary to run various utilities. This
microcode arrives on a 2.4MB diskette and requires at least 3MB of controller
storage to execute.

3174 Control Disk, when customized, contains the microcode necessary to make
the 3174 Establishment Controller operational. This microcode arrives on a 2.4MB
diskette and requires at least 3MB of controller storage to execute.

The Control Extension Disk is used in conjunction with the Control Disk and
contains microcode necessary to make the 3174 Establishment Controller
operational. This microcode arrives on a 2.4MB diskette and other DSL disks must
be merged onto this disk.

3174 Limited Function Utility Disk is used in networks that are under central site
control to limit the number of 3174 utilities that can be performed and prevent
unauthorized reconfiguration of the controller. This microcode arrives on a 2.4MB
diskette. The diskette is ordered using specify code 9005. (See the 3174 Utilities
Guide, GA27-3863, for more information.)

RPQ Diskette contains a request for price quotation (RPQ), an alteration or addition
to the functional capabilities the controller provides. An RPQ diskette is requested
by a customer. RPQ diskettes can contain the microcode for up to 30 RPQs.
Microcode for mergeable RPQs arrives on a 1.2MB diskette; microcode for RPQ
Control disks is on 2.4MB diskettes.

Downstream Load (DSL) Disks can be used for display stations that require the
controller to downstream-load its operational microcode; for example, the 3290
Information Panel. The following 3174 features also require DSL microcode which
is shipped on individual DSL diskettes:

¢ Asynchronous Emulation Adapter (AEA)
¢ Peer Communication
¢ Advanced Peer-to-Peer Networking (APPN)

For more information on these disks, see the 3174 Utilities Guide, GA27-3863.

1 Microcode may be classified as IBM Licensed Internal Code. See the 3174 Licensed Internal Code notice at the
beginning of this document for more information.
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The 3174 Establishment Controller Library

Each manual in the 3174 library is written to help you perform a specific task. A
task consists of the operations you must perform to reach a specific goal. The
tasks covered by the 3174 library include:

¢ Planning ¢ Operation
¢ Installation ¢ Maintenance
¢ Customization ¢ Problem determination.

The manuals in the 3174 library are grouped by task on page iii. Contact your IBM
representative to order the manuals you need.
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3174 Establishment Controller Planning

Now that you have been introduced to the 3174 Establishment Controller, you are
ready to begin planning to meet the needs of your establishment. Although
planning is a straightforward process, many things must be considered. This
chapter identifies those considerations and provides the “big picture,” which is
required in any planning activity.

The Site

Preparing and planning the site for installation of a controller is made up of many
tasks, which include several subtasks. The major tasks in planning for the site are:

Checking the environment

Ordering the 3174 Establishment Controllers and terminals
Defining the controller’s physical configuration

Designing the site floor plan

Determining the controller cabling

¢ Completing the 3174 cabling worksheets

e Giving the completed worksheets to the setup personnel.

Use the 3774 Site Planning manual, GA23-0213, during this phase of your
installation; it will help you complete these tasks.

Controller Storage

You need to ensure, through planning, that you have sufficient storage for the
features and functions that you wish to use. The procedure in Chapter 3,
“Planning for Controller Storage,” helps you determine these storage
requirements.

Storage capabilities will vary depending on the controller model. In some cases,
you can gain additional storage by installing a storage expansion card. These
storage expansion cards are customer-installable features.

Physical Installation

The controller is a customer-installable product, so the IBM service representative
is needed only to attach the channel interface cables (bus and tag) to Models 1L,
11L, and 21L and set the channel priority switches. Installation of the controlier
involves:

Unpacking the controller

Placing it in the desired location

Installing any features (such as an AEA, TMAs, and so on)

Connecting power

Running tests

Connecting the communication cables

Attaching terminals

Customizing the microcode using completed configuration worksheets
IMLing (initial microcode loading) the controller.

Refer to the 3174 Site Planning, GA23-0213, and to the setup procedure in the 3174
User’s Guide when physically installing the controller.
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Types of Host Attachment

You need to consider your establishment’s needs for host attachment. The
attachment capabilities depend on the controller model and features. The
following types of host attachment are supported:

¢ Channel Attachment (S/370, S/390%) e ASCII
¢ Token-Ring Network ¢ Remote Link (BSC, SDLC, X.25).
S/370 or S/390 Channel

S/370 Channel

S$/390 Channel

Channel attachment is direct attachment to the host using cable and adapter
combinations. The 3174 controller supports two types of channel attachment: S/370
and S/390 Attachment, which supports the Enterprise Systems Connection
Architecture. Both types support SNA and non-SNA.

This method of channel attachment uses Channel Interface Cables (bus and tag)
and a channel adapter. The System/370-architecture channel interface for SNA
and non-SNA is used for attachment. Models 1L, 11L, and 21L are capable of this
kind of channel attachment. They have Data-Chaining Interlocked and High Speed
Transfer channel operational modes. These can provide channel data rates up to
1.0 and 1.25 megabytes per second (respectively) and 2.5MBps with data
streaming. The allowable distance from the host to the controller is 122 meters
(400 feet).

In addition to the channel speed, you should consider burst sizes, priority settings,
and unit control words (UCW) when planning for this type of attachment.

The ESCON Channel Adapter supports S/390 Channel attachment from the host to
the controller. This type of attachment supports both SNA and non-SNA. The
adapter is available on Models 12L and 22L only.

The allowable distance from the host to the controller is increased from 122 meters
(400 feet) to 3 kilometers (1.86 Miles) without an ES Connection Director. If two ES
Connection Directors are installed between the host and the controller, the
controller can be installed up to 9 kilometers (5.5 miles) from the host.

Token-Ring Network

Token-Ring Network attachment is another way to attach controllers to SNA hosts.
With this method of attachment, the Token-Ring and a gateway are between the
controller and the host. To plan for Token-Ring attachment, use the customization
question information in Chapter 6, “Planning to Configure” on page 6-1.

If you will be using your controller as a gateway, use the information in

Chapter 16, “Planning for Gateways (Token-Ring and ISDN)” on page 16-1,
Chapter 12, “Planning for APPN” on page 12-1, and the examples in Appendix C,
“Token-Ring Planning Examples” on page C-1, to plan its configuration.



ASCII

Remote Link

Planning Considerations

ASCII attachment is accomplished through the Asynchronous Emulation Adapter
(AEA). Before you plan for ASCII attachment, read the 3174 AEA Description and
Reference, GA27-3872. To plan for ASCII attachment, use Chapter 14, “Planning

for the Asynchronous Emulation Adapter” on page 14-1 and Appendix B, “AEA

Planning Examples” on page B-1.

Remote attachment requires communication adapters and Data Circuit Terminating

Equipment (DCE) instead of channel adapters.

Table 2-1 illustrates remote link attachment.

Table 2-1. Remote Attachment Adapter Requirements
Remote Link Attachment
Primary Link Secondary Link
Type 1 Type 2 Token-Ring
Model CA CA Adapter Type 1 CCA Type 2 CCA

1L J V
1R v v v
2R v Vv v
3R v v v
1L N, Vv
11R J N v
12L J v
12R J J J
13R J Vv v
21L N, J
21R J Vv
221 V v
23R v J Vv
51R v v J
53R N,
61R J Vv v
62R J N, J
63R Vv J v
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Multi-Host Support

The 3174 Establishment Controller can be configured to access multiple 3270 hosts.
Using the MLT function, each terminal connected to a 3270 controller port can have
up to five host sessions. These sessions may be all to one host or to several hosts.
A terminal can access the different hosts through a keying sequence that switches
between the sessions and/or hosts.

There are two types of Multi-Host Support:

¢ An additional link to hosts through a Concurrent Communication
Adapter (CCA)
¢ Single Link Multi-Host Support (Token-Ring, ESCON Channel, X.25).

Various combinations of Multi-Host Support can be used at the same time. For
instance, the ESCON Channel Adapter, Concurrent Communication Adapters and
X.25 can be used simultaneously. For information on configuring for multiple
hosts, see “Microcode Customization” on page 2-17.

The following terms are used throughout this book in order to differentiate hosts
and links:

¢ Link attachment
¢ Host attachment.

Link Attachment
Link attachment refers generally to the physical means of attaching to a host or
network (the hardware link). Depending upon its type, the link is considered
“primary” or “secondary”. (A primary link is typically the link provided by the
model you have purchased and does not require any optional features.)

Primary links are provided by:

Channel Adapter

ESCON Channel Adapter

Type 1 Communication Adapter
Type 2 Communication Adapter
Token-Ring Adapter.

Secondary links are provided by:

* Type 1 Concurrent Communication Adapter
¢ Type 2 Concurrent Communication Adapter.

Host Attachment
Some kinds of link attachment allow multiple hosts to be accessed. Consider one
of these hosts the primary host and the others, secondary hosts. Thus, on a
primary link, you can have a primary host (1A) and secondary hosts (1B-1H). And
on a secondary link you can have a primary host (2A or 3A) and secondary hosts
(2B-2D, 3B-3D). The following matrix illustrates this concept:

Primary Link Secondary Link
Primary Host 1A 2A, 3A
Secondary Host 1B-1H 2B-2D, 3B-3D
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You make primary and secondary host assignments as part of planning for
customization. The number/letter combinations are the host IDs, by which you
identify each host. A host ID is always two characters: the first is a number and
indicates the link, the second is a letter and indicates the host. The number 1 and
the letter A always indicate primary. (Thus the 1A host is the primary host on the
primary link, and the 2A host is the primary host on a secondary link.)

Concurrent Communication Adapter
The Concurrent Communication Adapter (CCA) is a hardware feature. It provides
access to additional 3270 hosts. It can provide access to one additional host, or it
can provide access over an X.25 network to a maximum of four hosts (X.25 Single
Link Multi-Host Support).

There are two types of these adapters:

e The Type 1 Concurrent Communication Adapter provides for remote link
attachment using BSC, SDLC, and X.25.

e The Type 2 Concurrent Communication Adapter provides for remote link
attachment using X.21 and X.25.

The number of Concurrent Communication Adapters that can be installed in a
controller varies depending on the controller model:

Model Number of CCA’s
1L, 1R, 2R, 3R, 111, 11R, 12L, 12R, 13R 2
51R, 63R 1
21L, 21R, 22L, 23R 2
61R, 62R 2

Figure 2-1 illustrates the multiple 3270 hosts that a terminal can access when
Concurrent Communication Adapters are present in a controller.

Primary Primary Primary
3270 Host 3270 Host 3270 Host

Secondary Links
~

Primary Link

Terminal t:j 3174 Controller with two CCAs

—\ &5

o
0

Figure 2-1. Multiple 3270 Host Access through Concurrent Communication Adapters
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Single Link Multi-Host Support

ESCON Channel

Token-Ring

Single Link Multi-Host Support enables terminals attached to a controller to access
multiple 3270 hosts on a single physical link. If the link is primary, up to eight
hosts can be configured; if the link is secondary, up to four hosts can be
configured.

The 3174 Establishment Controller supports three types of Single Link Multi-Host
Support. Each is explained in the following sections.

ESCON Channel Support allows you to access up to eight IBM hosts on the primary
link through an ES Connection Director connected to a $/390 host. For an
illustration of ESCON Channel Support, see Figure 2-2.

Host Host Host / Host Host Host Host Host
2 [

=
(—) L
'

Terminal 3174 Model 12L or 22L

ES Connection Director

Figure 2-2. ESCON Channel Support

This function is for controllers attached to the IBM Token-Ring Network as a
downstream physical unit. The single link is the link between the controller and
the ring; it is the controller’s primary link. Terminals attached to the controller can
access multiple 3270 hosts.

The Token-Ring is attached to the hosts through gateways. Each gateway has a
unique address. That address is used during the customization of a controller
using Token-Ring Single Link Multi-Host Support to identify the path to the
gateway. Service Access Points (SAPs), specified in conjunction with the gateway
address, identify the different hosts upstream of the gateway.

Models 3R, 13R, 23R, 53R, and 63R support Token-Ring Single Link Multi-Host
Support. Controllers configured as a gateway do not. Alternate configurations
allow other controllers to appear as one of these models and thus support this
function (see Table 1-3 on page 1-13 for more information). Figure 2-3 on
page 2-9illustrates Token-Ring Single Link Multi-Host Support.
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3270 Host 3270 Host 3270 Host
LI L JL__| | —
3270 Host
Fe—_ Gateway
= I
e [——————1
3174 with
Multi-Host
Gateway,
two CCA’s

( Token-Ring )

[_E]— :| l]l'_“ll’_'['l:l

L )

Terminal 3174 Controller configured for Token-Ring
Single Link Multi-Host Support

Figure 2-3. Token-Ring Single Link Multi-Host Support

Single Link Multi-Host Support over a Token-Ring means that primary and
secondary hosts are accessed through the primary link, supplied by the
Token-Ring Adapter. At customization, you can choose which host will be your
primary host on the link and which hosts will be the secondary hosts.

This function is for controllers attached to X.25 networks. Unlike other types of
single link support, X.25 Single Link Multi-Host Support can be accomplished over
the primary or secondary link—or both at once.

On a primary link, up to eight hosts can be configured. The link is accomplished
using a Type 1 or Type 2 Communication Adapter and X.25 protocol.

On a secondary link, up to four hosts can be configured. The link is accomplished
using a Type 1 or Type 2 Concurrent Communication Adapter and X.25 protocol.

Two secondary links can be used on most models of the 3174, making the total
number of hosts accessible through secondary links eight. Some controller models
support only one CCA (and therefore one secondary link).

Figure 2-4 on page 2-10 illustrates X.25 Single Link Multi-Host Support support
through both primary and secondary links.
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2A 2B 2C 2D

t X.25 Network )

Primary
Link
= m:u:D/’V X.25 Network

Secondary Links

3174 with
2 CCA’s X.25 Network

| | S— S— S | E— —

3A 3B 3C 3D

Figure 2-4. X.25 Single Link Multi-Host Support

Gateway

The 3174 can provide the gateway for devices in a Token-Ring Network or an
Integrated Services Digital Network (ISDN). The 3174 supports either type of
network independently or supports both types concurrently. The speed at which
the networks operate may depend on customizing and the type of network.

The devices in the networks are configured as Downstream Physical Units
(DSPUs). A gateway controller supports up to 250 DSPUs, except the Model 1L
which only supports up to 140. The DSPUs are identified by mapping their
addresses to unique host subchannel or SDLC addresses, with one subchannel or
SDLC address reserved for the gateway controller.

Token-Ring Gateway

2-10

3174s customized as Token-Ring Gateway controllers support up to 250 DSPUs
(except the Model 1L which only supports up to 140) attached to the Token-Ring.
These DSPUs can include other 3174s or other PU2.0 devices. Data circulates on
the ring at speeds of either 4Mbps or 16Mbps.

Through customizing, devices on the ring can access more than one host through
either the controller’s primary communication adapter or its Concurrent
Communication Adapters. See “Multi-Host Support” on page 2-6 and “Multi-Host
Gateway Support” on page 2-11.



ISDN Gateway
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3174s customized as ISDN gateway controllers support up to 32 devices in an ISDN
Network. The network supports PS/2s and operates at speeds of 64Kbps.

Through customizing, devices in the network can access more than one host when
the gateway controller is a Model 12L or 22L. See “Multi-Host Support” on
page 2-6 and “Multi-Host Gateway Support.”

Multi-Host Gateway Support

Multi-Host Gateway Support is a microcode function that gives devices in a
Token-Ring Network or ISDN Network access to multiple hosts through a gateway
controller. The hosts for the Token-Ring Network can be attached on either the
controller’s primary or secondary link, but the link must be local SNA or remote
SDLC. The hosts for the ISDN Network must be attached on the controller’s
primary link which must be local SNA. For example, Token-Ring or ISDN devices
on a controller customized for ESCON Channel Single Link Multi-Host Support can
access any of the eight possible channel-attached hosts.

A particular Token-Ring device, depending on the support provided by the device,
may be able to access more than one of the gateway’s hosts. For example, a
Token-Ring device such as a 3174 Model 13R customized for Single Link Multi-Host
Support could access up to 8 hosts through only one 3174 gateway. Figure 2-3 on
page 2-9 shows an example of Multi-Host Gateway Support.

APPN Network Node

Advanced Peer-to-Peer Networking (APPN), is an enhancement to IBM’s Systems
Network Architecture (SNA) and type 2.1 (T2.1) node architecture. It allows
inter-connection of systems of widely differing sizes into networks of a dynamic
topology. An APPN network is easier to use, is more reliable, and provides more
flexibility than existing networks. Figure 2-5 on page 2-12 is an example of an
APPN network.

The 3174 APPN feature enhances the connectivity options of the 3174
Establishment Controller and its attached workstations. It provides network
node-to-network node communication over the Token-Ring and NN-to-LEN host
communication using SDLC, Token-Ring, and S/370 SNA channel. The 3174
provides APPN NN services to LEN end nodes and APPN end nodes and performs
intermediate session routing of data for sessions that traverse it. The 3174 NN
performs distributed searches of the network to locate remote LUs and calculates
the best route based on Class of Service. It also provides route selection,
directory, and network management services for APPN ENs.

To use APPN, VTAM, and NCP, requirements are:

VTAM(TM) V3R2 or later for SDLC

VTAM(TM) V3R3 or later for 4361, ES/9370, or VM S/370 channel
VTAM(TM) V3R4 or later for MVS/ESA S/370 channel

NCP V4R3.1 or later for 3725

NCP V5R2.1 or V5R3 or later for 3720 or 3745

APAR #VM45562 for VTAM V3R3

APAR #VM45886 for VTAM V3R3

APAR #VM45911 for VTAM V3R3.
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APPN is supported on the following models:

1L, 1R, 2R, 3R, 11L, 11R, 12R, 13R, 21L, 21R, 23R
51R, 53R, 61R, 62R, 63R.

3174
NN/GW
with Peer
Comm.

LEN

1/ -
g

or

C

Token-Ring Network

IBM Host

1/ .

LEN 0
EN

———

3174 NN

with Peer

Comm.

Legend:

NN = Network Node
EN = End Node
LEN EN = Low-Entry Networking End Node

Figure 2-5. Example of an APPN Network
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3174 Peer Communication

3174 Peer Communication allows existing intelligent devices attached to a 3174 to
form a 3174 Peer LAN segment that may be bridged to an IBM Token-Ring through
the 3174 Establishment Controller. The 3174 Peer-segment is analogous to a LAN
segment. The 3174 Peer Communication supports reporting links with up to four
LAN Network Managers. 3174 Peer Communication support is in addition to the
other functions your controller performs.

3174 Peer Communication provides a way for intelligent devices to:

Communicate peer-to-peer

Increase connectivity options

Retain host connectivity

Share resources, such as files, data bases, application programs, and printers
Be managed from the IBM LAN Network Manager.

You can create a 3174-Peer segment with IBM personal computers (PCs) or
Personal System/2* (PS/2*) computers attached with existing 3270 wiring to a 3174
Establishment Controller.

Peer Communication is supported on the following models:

1L, 1R, 2R, 3R, 11L, 11R, 12L, 12R, 13R, 21L, 21R, 22L, 23R
51R, 53R, 61R, 62R, 63R.

A possible 3174-Peer configuration is illustrated in Figure 2-6 on page 2-14.
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SNA Host
SNA
Gateway
File Server
( Token-Ring )—
PC or PS/2
with Fixed Disk
Bridge Controller o] Controller o]
with 3174-Peer | with 3174-Peer O
Communication Communication
( Token-Ring )
] 1L B
/7 ——n\\ 00\ g nn /1] —|R\R\ 7/ a—h N\
PC or PS/2 PCorPS/2 PC or PS/2 PCor PS/2 PC or PS/2

Figure 2-6. 3174-Peer Configuration

Note: Although Control Unit Terminals (CUTs) and other traditional devices can be
attached to the 3174-Peer controller, only devices running 3174-Peer device
drivers (3174-Workstation Peer Communication Support Program, P/N
96X5677, or equivalent) can use 3174 Peer Communication.

3174 Peer Communication supports LAN sessions between:

U DeVices attached to the same 3174-Peer controller.

¢ A device attached to the 3174-Peer controller and a device connected to the

same Token-Ring Network. (For example, a DSPU can be a 3174-Peer device
with connectivity to a Token-Ring Gateway).

* Devices attached to two different 3174-Peer controllers, if both those
controllers are connected to the same Token-Ring network.
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To plan for 3174 Peer Communication, you must:
¢ Plan the microcode customization of Peer Communication.

* Plan the installation and customization of the appropriate device drivers (3174
Workstation Peer Communication Support, P/N 96X5677, or equivalent), on
your PCs and PS/2s.

Customizing the microcode for Peer Communication, enables devices to
communicate peer-to-peer and allows the controller to become a bridge to the
Token-Ring. The controller connects devices that support an 802.2 interface, or a
higher-level interface that utilizes the 802.2 interface. When higher-level interfaces
are used, the same higher-level interface is required at each end of the connection.

For more information on planning for 3174 Peer Communication and its functions,
see Chapter 13, “Planning for 3174 Peer Communication.”

Terminal Attachment

Terminals can be attached to the controller in several ways. Some of the
attachment methods are restricted to certain controller models. The number of
terminals that can be attached also varies from model to model. Attachment
methods include:

Direct

Terminal Multiplexer Adapters (TMAs)
Fiber Optic Terminal Adapters

IBM 3299 Terminal Multiplexers
Asynchronous Emulation Adapters (AEA).

Direct
3270 Terminals can be attached directly to the ports on a Terminal Adapter (TA),
which is installed in the controller during its manufacture. Depending on the
controller model, a 9- or 4-port Terminal Adapter is installed. When the 3270 Port
Expansion Feature is present, there will either be a total of eight Terminal Adapter
ports or four (three for the first TA, and one for the second) depending on the 3174
model.

Terminal Multiplexer Adapters (TMAs)
The Terminal Multiplexer Adapter (TMA):

¢ Multiplexes the data streams from eight 3270 devices into a single coaxial
cable

® Can be installed in large-cluster controllers (up to 4 per installed Terminal
Adapter)

* |s attached to the Terminal Adapter with a short coaxial cable

* Provides 8 ports, allowing up to 32 terminals to be attached if 4 TMAs are
installed or 64 terminals if 8 TMAs are installed.
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Fiber Optic Terminal Adapter
The Fiber Optic Terminal Adapter provides for attaching 3299 Model 32 Terminal
Multiplexers by means of fiber optic cable. This adapter attaches to the Terminal
Adapter with coaxial cable and to the 32-port 3299 Terminal Multiplexer with fiber
optic cable.

IBM 3299 Terminal Multiplexers
The 3299 Terminal Multiplexer:

e Multiplexes the data streams from up to eight or up to thirty-two 3270 devices
into a single cable, depending on the multiplexer model

¢ |s attached to the Terminal Adapter with a coaxial cable, the IBM Cabling
System, or Fiber Optic Cable, depending on the multiplexer model.

Asynchronous Emulation Adapter
The Asynchronous Emulation Adapter (AEA):

e Allows 3270 emulation from ASCII displays and printers as well as ASCII
emulation from 3270 devices

e Has eight communication ports to which ASCII displays, printers, hosts, and
modems can be connected

e Supports switched, direct, and non-switched terminal connections.

Display Compatibility Requirements

3290 compatibility with the host: If 3290 Information Panels are in the cluster, setup
level 3 changes may be required to make the 3290 logical terminals compatible
with their definition at the host, so that the host can communicate with them.

Check with the system programmer. If setup level 3 changes are required after
3174 customizing is completed, you need to IML the Control disk before switching
on the 3290 and going into setup level 3. DSL (downstream load) code is also
required to make the 3290 operational. For more information, see the 3290
Information Panel Description and Reference, GA23-0021.

Customization compatibility between the IBM 3270 Personal Computer and the
3174 Establishment Controller: If any 3270 Personal Computers are in the cluster,
obtain a copy of the Information Worksheet used for customizing the IBM 3270
Personal Computer system diskette. The information on this worksheet should
agree with the responses to the 3174 configuration questions. For more
information, see the IBM 3270 Personal Computer Introduction and Preinstallation
Planning, GA23-0179.

Host System Planning

You need to consider several areas for your host attachment.

Failure information

Response formats

SOEMI support

Central Site Change Management
VM patches.

System definitions

VTAM and NCP definitions
VSE/SP2 considerations
Response Unit (RU) size
OEM ASCII Graphics support
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When planning to ensure that the host supports your establishment’s needs, see
Chapter 4, “Host System and 3174 Planning.”

Microcode Customization

“Microcode customization” is the term used to describe the process of tailoring the
operational code supplied by IBM with the controller to:

e Support the attaching displays and printers

e Support the features installed in the controller

¢ Identify the methods and protocols of host attachment that the controller will
use.

For example, you customize to identify such things as:

The number of hosts

The number of ports used

The addresses assigned to the ports

Keyboard languages and layouts

The number of host sessions for terminals

The support provided for asynchronous communication
* The types of communication protocol.

This customization process consists of many tasks, but can be thought of as:

* Planning the customization
¢ Completing the worksheets
e Customizing the microcode on the Control disk.

Microcode customization and how to plan for it are explained further in Chapter 5.
You should read that chapter before you plan for customization. You must also
consider some of these items:

* Type of host attachment

® Multi-Host Support

Alternate configurations
Keyboard language support
Country Extended Code Page
Network Access Management
Central Site Control Facility
User-defined Terminal tables
User-defined Translate tables
Token-Ring/ISDN Gateway

Port assignments

Device Definition

Central Site Change Management
Keyboard modification

Multiple sessions for terminals
Downstream load microcode
Response Time Monitor

Local Format Storage

APPN

3174 Peer Communication.

e o e o o o
e o o o o

Type of Host Attachment
The types of host attachments were described earlier in this chapter. As part of
your host attachment, you need to identify during microcode customization
planning, the communication protocol you are using:

e BSC e X.21 Switched

e X.25 ¢ Token-Ring Network
¢ Local Non-SNA e SDLC.

e Local SNA

Configuration question “101: Host Attachment” on page 6-5 identifies the protocol
or sends you to the information that does.
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Multi-Host Support

As described earlier, there are several types of Multi-Host Support. The desire to
configure for multiple 3270 hosts is identified to the microcode by responding to
question “101: Host Attachment” with an M.

Multi-Host Support requires that you plan the microcode customization by filling in
worksheets for each host attachment. You can think of each host attachment as a
separate controller configuration. You begin by identifying all the hosts and their
characteristics on “Worksheet 2—Multi-Host Definition.” Then you fill out
worksheets for the primary link attachment (primary host first). When filling in
these worksheets, you will respond to configuration questions that pertain to the
entire link, or “controller configuration”. These questions are not repeated on the
worksheets for the secondary hosts on the link. After completing the worksheets
for the primary host on a link, you fill out worksheets for each secondary host
attachment on the link.

For example, you need to consider several things when planning for Multi-Host
Support:

Port Assignments

Device Definition

Multiple sessions for terminals
Storage

Response Time Monitor.

These are discussed later in this chapter.

Alternate Configurations

Depending on the types of communication adapters installed, certain models of the
3174 Establishment Controller can be configured to operate as different models.
These different configurations are known as alternate configurations (see

Table 1-3 on page 1-13).

To use one of the controllers listed in Table 1-3 on page 1-13 in an alternate
configuration, you must configure a Control disk for each communication protocol.

Keyboard Language Support

The controller supports many languages. During planning, you will identify the
keyboard language you wish to use when responding to configuration question
“121: Keyboard Language.” The languages supported by the controller are listed
in Table 6-5 on page 6-21.

If you have a Concurrent Communication Adapter, you can specify the keyboard
language that is to be used with the adapter. This language can be different than
the language on your primary host links. For more information, see “139:
Concurrent Communication Keyboard Language” on page 6-29.

Country Extended Code Page (CECP)
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In addition to the basic keyboard language support, the controller provides Country
Extended Code Page (CECP) support. CECP provides a larger definition of graphic
characters and improves multilingual communication. Your response to
configuration question 123 on page 6-21 indicates whether you wish to use CECP.
If you do, you must also respond to question 121 with one of the CECP languages
listed in Table 6-6 on page 6-22.



Planning Considerations

Network Asset Management
The Network Asset Management function supports host requests for vital product
data from SNA-attached controllers and their devices. (Vital product data is
information about a specific display station, such as its location or type.) These
are devices that do not support regular vital product data architecture. The data is
submitted through the Central Site Control Facility and NetView".

Central Site Control Facility (CSCF)

The Central Site Control Facility enables you to perform online problem
determination procedures from remote NetView-supported terminals. This facility
eliminates the need to go to a terminal directly attached to the 3174 to perform an
online test. Central Site Control Facility is also used for submitting vital product
data to a host from an SNA-attached controller or device.

Note: CSCF requires NetView Release 3.0 of MVS/XA or VM/SP or higher.

User-Defined Terminal Tables (UDTs)
User-Defined Terminal tables are one of two groups of tables providing for
communication between 3270 hosts and ASCII devices. Terminal tables enable the
AEA feature to interpret and send sequences and commands to different ASCII
station types emulating 3270 terminals. The AEA microcode provides terminal
tables for several commonly used station types; you can define more tables to
support other station types.

Refer to “Filling In Worksheet 32—Terminal Tables” on page 14-66 for an example
of terminal table definition.

User-Defined Translate Tables (UDXs)
User-Defined Translate tables are the second group of tables used for
communication between 3270 hosts and ASCII devices. Translate tables provide
information about the character set supported by an ASCII station, the language
configured for its 3174 controller, and matching symbols in each data stream to
equivalent symbols in the other data stream. The AEA feature provides translate
tables for commonly used stations; you can define more to support other stations.

Refer to “Filling In Worksheet 35—Translate Tables” on page 14-78 for an example
of translate table definition. '

Port Assignments
You need to identify port assignments for your terminals and printers during your
customization planning. This is done by assigning host addresses to ports or by
allowing the customizing program to assign them for you. Your response to
configuration question 116 identifies how you want host addresses assigned. If you
are planning for Multi-Host Support, you need to specify a separate port
assignment for each host attachment. The planning information you need, and the
responses for question 116, are located in Chapter 7, “Planning for Port
Assignment.”
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Device Definition

Device Definition consists of four separate areas:

¢ Printer Authorization Matrix (PAM)

® logical Terminal Assignment (LTA)

¢ Extended Vital Product Data (EVPD)

¢ Integrated Services Digital Network (ISDN) Definition.

PAM and LTA deal with the assignment of devices that connect to the network.
EVPD deals with setting up information for providing vital product data for the
controller and its attached devices. ISDN deals with the ISDN Adapter, port and
channel definitions.

Printer Authorization Matrix (PAM) defines which printers the display stations in a
cluster can use for local copy, host printing, and shared copy operations. During
planning, you complete worksheets that identify the display stations in the PAM for
the different copy operations.

Logical Terminal Assignment (LTA) identifies which host sessions individual
terminals can access and allows you to assign a printer to one host. You do not
need an LTA if you are not planning to configure for Multi-Host Support. Port
Assignment is used to identify host sessions in such a case.

Extended Vital Product Data enables you to plan for sending vital product data from
certain attached stations. Vital product data is information about a specific display
station, such as its location or model type.

Integrated Services Digital Network (ISDN) Definition enables you to define the type
of network for each ISDN Adapter installed in the controller. An ISDN number must
be supplied for each device in the network. Depending on the type of network
specified, additional information may be needed. Such information that may be
needed includes specifying a semi-permanent connection and a TEl value.

The information you need to complete this phase of planning is located in
Chapter 15, “Planning to Define Devices.”

Central Site Change Management (CSCM)

By customizing for Central Site Change Management (CSCM), you can centrally
distribute the customization information to the rest of the controllers in the
network. This provides convenience and control.

Read the Central Site Customizing User’s Guide, GA27-3868, before planning for
CSCM. Once you have read that book, you can plan for CSCM using the
information in Chapter 11 of this manual.

Keyboard Modification
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The purpose of modifying keyboards is to create unique keyboard layouts that meet
specific user applications. If you require layouts that are not standard, the
information in Chapter 17, “Planning to Modify Keyboards,” helps you plan for
modified layouts.
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Multiple Logical Terminal Sessions (MLT)
Multiple Logical Terminals (MLT) allows a terminal to have multiple sessions with
one or more hosts. It is supported for both 3270 and ASCII terminals. Terminals
can access different applications through a key sequence that switches between
the different sessions.

Multiple Interactive Sessions
The 3174 Establishment Controller supports multiple sessions on some devices
without using MLT support. The Multiple Interactive Sessions (MIS) capability
allows DFT display stations to operate as multiple logical terminals. Refer to “Port
Assignment Considerations” on page 7-4 for additional information about MIS.

Address assignment for multiple sessions is accomplished through customization
questions 116 and 117. When assigning addresses to ports supporting DFTs, you
should check the device’s supporting documentation for information about the
number and type of sessions supported for that DFT.

Downstream Load Microcode
Downstream Load (DSL) microcode is required for devices and features that need
additional microcode to operate, for example, the IBM 3290 Display Panel and the
Asynchronous Emulation Adapter. A DSL disk stores the diagnostics, bringup
code, and operational microcode for displays and features that require additional
microcode to operate.

You need to identify if there are any devices or features in your configuration that
require DSL microcode. If there is a need to perform the procedure for merging
DSL code refer to the 3174 Utilities Guide, GA27-3863.

Response Time Monitor
The Response Time Monitor (RTM) function is a tool for network management,
used to measure and evaluate response times. Response times can be measured
for all display terminals that attach to the controller, but distributed function
terminals (DFTs) require a special interface. See the 3174 Functional Description,
GA23-0218.

RTM is defined by the response given to configuration question 127, which is
explained in Chapter 9, “Planning for Response Time Monitor (RTM).”

Local Format Storage
Local Format Storage (LFS) provides for host-controlled loading of formats into
3174 storage and for presenting the formats. This feature is supported on any CUT
device or any ASCII device operating in CUT emulation mode.

This feature helps improve system response time by enabling the 3174 to display
stored formats when requested, thus relieving the host of repeatedly transmitting
the format data to the controller.

~ LFS is defined by the response given to configuration question 179, which is
explained in Chapter 6, “Planning to Configure.”
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APPN

The 3174 APPN feature enhances the connectivity options of the 3174
Establishment Controller and its attached workstations. It provides network
node-to-network node communication over the Token-Ring, NN-to-LEN host
communication by SDLC, Token-Ring, and S/370 SNA channel, and NN services for
LEN ENs and APPN ENs on the Token-Ring.

3174 Peer Communication

3174 Peer Communication provides peer-to-peer communication among devices
connected to a 3174 Establishment Controller through 3270 Connection Adapters or
3278/3279 Emulation Adapters. 3174 Peer Communication provides an additional
communication function for intelligent devices whose current uses are primarily
host-interactive communication.

Microcode Migration
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Periodically, IBM makes available upgraded versions of the Utility and Control
diskettes that include new functions, such as the ability to handle a new type of
display station. Each upgrade is assigned a microcode release level.

When migrating from one release of microcode to the next, consider:

¢ Microcode Upgrade utility ¢ Configuration questions not supported in
* RPQs the previous release

¢ Downstream Load code * Keyboard modification.

* Patches

Chapter 5, “Microcode Customization Overview,” contains more information on
these considerations.
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An Overview of Controller Storage Planning
Before you start planning, you need:
* “Worksheet 49—Storage Requirements” on page A-64.

* A knowledge of the features and functions that will be included in your
configuration, including any RPQs.

* To know the amount of storage installed in your controlier. Table 3-1 shows
base and maximum storage amounts supported by each controller model.
Base storage is the minimum amount of storage that can ship in the controller;
maximum storage is the largest amount of storage that can be reached using
combinations of storage expansion features.

Important: 3MB is the minimum amount of storage required to support
Configuration Support C microcode.

Table 3-1. Base and Maximum Storage Supported in 3174 Models

Base Maximum
Model Storage Storage
1L, 1R, 2R, 3R iMB 4MB
11L, 11R, 12L, 12R, 13R 2MB 6MB
21L, 21R, 22L, 23R 2MB 6MB
51R, 53R iMB 3MB
61R, 62R, 63R 2MB 6MB

Certain functions may require that storage expansion features be installed in the
controller. You need to plan for controller storage if your configuration includes
any of the following:

Multiple Logical Terminals

Central Site Change Management
Asynchronous Emulation Adapter

Local Format Storage

AEA Large Screen Support

Multi-host Support

3270 Port Expansion Feature

APPN

Token-Ring/ISDN Gateway

Peer Communication

RPQs with additional storage requirements.
(See your RPQ documentation to determine if additional storage is needed.)

® ®© o o o ¢ o o o o o

If sufficient storage is not installed in the controller or adapter to support the
features and functions for your planned configuration, then the support for the
configuration you planned is deconfigured (function does not operate) once the
controller has been IMLed. A minimal configuration will be in effect to allow for the
configured SNA host link, CSCM, alerts, and on-line test capability for RAS. Ina
minimal system, the following is deconfigured if customized:

MLT

AEA

3270 Port Expansion Feature
Concurrent Communication Adapter
Multi-Host Support
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Token-Ring/ISDN Gateway Support
Local Format Storage

Peer Communication

APPN (See note 1).

Notes:

1. The requested APPN support is reduced to the point where only the 1A Host
link is serviced.

2. If you have not planned for microcode customization, you may wish to do so
before planning your controller’s storage. While planning microcode

customization, you identify the features and functions required for your
configuration.
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Storage Planning Procedure

Planner: Use the following steps to determine how much storage is required for
your controller’s configuration.

Step 1 Locate and make a copy of “Worksheet 49—Storage Requirements” on
page A-64.

Step 2 Determine the features, functions, and RPQs that your configuration
supports. A Base configuration requires at least 2050KB.

a.

Single Link Multi-Host Support over the ESCON Channel with 4KB
RU ability requires the same storage per host function as for single
link controllers without ESCON Channel attachment.

Use the storage numbers for 4KB RU Support (Local Models) in
Table 3-2 on page 3-7 for ESCON Channel Gateway Support using
4KB RU ability.

Determine your storage requirement for MLT support for all 3270
and ASCII terminals. See “Determining MLT Storage
Requirements” on page 6-15.

If you are planning for AEA MLT, please note that the 216KB
requirement is in addition to the amount of storage required to
support MLT. For example, if you plan to have Level 6 of MLT
support, and you plan to provide MLT for ASCIl terminals, add
1536KB and 216KB into your storage requirement total.

. See “179: Local Format Storage” on page 6-34 for information

about local format storage.

. If you are planning for 3174 Gateway, see “Storage Requirements

for DSPUs” on page 3-6.

For RPQs write in the amount of storage required. See the
documentation supplied with the RPQs.

If you are planning for the 3270 Port Expansion Feature and you
have included the 159K for Multi-Host Support, then you must use
505K as the storage requirement for the 3270 Port Expansion
Feature.

If you are planning for APPN or Peer Communication, refer to
“Worksheet 49—Storage Requirements” on page A-64 for storage
amounts required.

Step 3 Inthe Totals column, write in the storage requirements for each
: feature and function that is supported in your configuration.

Step 4 After entering all the storage requirements for your configuration into
the Totals column, add these figures and write the result next to Total
Storage Required at the bottom of the worksheet. (Ensure that you
have added in the 2050KB required for Base.)
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Step 5 Consult the following table to determine how much storage (in
megabytes) is required to support your configuration. Enter the result
on the worksheet next to Storage Required in MB.

If Total Storage Required in KB ~ MBs Required
= 3072 or less . 3MB
= 3073 to 4096 _ 4MB
= 4097 to 5120 . . 5MB
= 5121 to 6144 6MB

For example, if the Total Storage Required equals 3150, then 4MB of
controller storage is required.

Step 6 Ensure that your controller contains sufficient storage by comparing
the storage requirements for the functions you want configured with
the physical amount of storage installed in the controller. If the
storage installed in the controller is less than the storage required for
the functions you want, you need to add storage or leave some
function unconfigured. To obtain additional storage, contact your IBM
representative.

Storage Requirements for DSPUs

To determine the additional storage required for DSPUs for a gateway controller,
the following steps should be taken:

1. Determine if the desired number of DSPUs is supported by the type of
Token-Ring Adapter and/or the number of ISDN Adapters.

* The 4 Mbps Token-Ring Adapter supports up to 140 Token-Ring DSPUs.
* The 16/4 Mbps Token-Ring Adapter supports up to 250 Token-Ring DSPUs.

e Each ISDN Adapter allows up to 8 ISDN DSPUs to connect to the 3174
Gateway.

— Up to 32 DSPUs (4 ISDN Adapters) are supported by Models 11L, 11R,
12L, 12R, 21L, 21R, and 22L.

— Up to 24 DSPUs (3 ISDN Adapters) are supported by Models 1L, 1R,
and 2R.

— Up to 16 DSPUs (2 ISDN Adapters) are supported by Models 61R and
62R.

2. Determine if the total number of DSPUs (Token-Ring plus ISDN) is supported by
the controller model.

¢ Models 1L, 1R, and 2R support up to 140 DSPUs.
* Model 51R supports up to 72 Token-Ring DSPUs.

* Models 11L, 11R, 12L, 12R, 21L, 21R, 22L, 61R, and 62R support up to 250
DSPUs.

3. Determine whether your configuration will include DSPUs on both primary and
secondary (CCA) links, on the primary link only, or on the secondary links only.

Note: The secondary links support Token-Ring DSPUs only. They do not
support ISDN DSPUs.
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4. Select the appropriate table based on the maximum RU size supported on the
primary link. See “Response/Request Unit (RU) Size” on page 4-16 for
information on RU sizes. See Table 3-2 on page 3-7 for 4KB RU Gateway
Support and Table 3-3 on page 3-8 for 8KB RU Gateway Support.

5. Find the line in the table that contains the lowest range that includes the
number of DSPUs you have.

Note: The DSPU storage requirements are independent of the type of DSPU
(Token-Ring or ISDN), with one exception. For a local model with 4KB
RU support and only ISDN DSPUs, up to 32 ISDN DSPUs are supported
with 512KB storage. See Table 3-2.

For example, suppose you plan for DSPUs on primary and secondary links. Find
the line in the table that encompasses the number of secondary link DSPUs while
still accommodating the number of primary link DSPUs. So, if you were planning
for 10 DSPUs on the primary link and 35 on the secondary link of a local model
controller, you would need 1016KB of storage. Ten primary link DSPUs fit into the
first range of 1-20 under Primary, but 35 DSPUs do not fit in the first CCA range of
1-32. By going to the next line, you can meet both DSPU requirements and
determine that you need 1016KB of storage.

Or suppose you were planning for 95 DSPUs on the primary link and 72 DSPUs on
the secondary link of a local model controller. In this case, the primary link DSPUs
require the higher range (and the greater amount of storage). Seventy-two
secondary link DSPUs fit into the second CCA range of 1-72, but 95 DSPUs don't fit
in the second Primary range of 1-60. By going to the next line, you meet both
requirements and determine that you need 1528KB of storage.

Table 3-2. Storage Requirements for DSPU Combinations (4KB RU Gateway Support). Values are in KB (1024
bytes).
DSPUs
Primary and CCAs Storage
Primary Only CCAs Only Primary CCAs Required
(Local Models)
1-28" 1—-100 1-20 1—32 512
29—-72 1—-100 1-60 1—-72 1016
73—116 1—100 1—95 1—100 1528
117—140 1—100 1—130 1—100 2040
141—-200 1-—-100 1—180 1—100 2552
201 —250 1—100 1-230 1-100 3064
(Remote Models)

1-72 1—-100 1—40 1—50 512
73—140 1—100 1-116 1-—100 1016
141-250 1—100 1—-200 1-100 1528

* 1—32 for ISDN DSPUs.
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Values are in KB (1024

Table 3-3. Storage Requirements for DSPU Combinations (8KB RU Gateway Support).
bytes).
DSPUs
Primary and CCAs Storage
Primary Only CCAs Only Primary CCAs Required
(Local Models)
1-20 1—100 1—12 1—32 512
21-50 1-—38 1-72 1016
51—80 1—-59 1—-100 1528
81—100 1—90 1—100 2040
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Host System Planning

An Overview of Host System and 3174 Planning

You must consider several things when planning for the host to ensure that it
supports your network. This chapter notes host programming considerations for
the IBM 3174 Establishment Controller, offers tips for coding macros, and provides
information on planning and customizing Downstream Physical Units (DSPUs).

It is assumed that you have data stream and host programming experience. This
chapter offers information on coding but does not explain programming operations.
Some of the terminology used in this chapter can be found in the glossary, but if
you need detailed information, you may need to refer to your host application
documentation and the 37174 Functional Description, GA23-0218.

The following areas should be considered for your host applications:

Failure information

Response formats

SOEMI support

Central Site Change Management
VM patches.

System definitions

VTAM and NCP definitions
VSE/SP2 considerations
Response Unit (RU) size
OEM ASCII Graphics support

In addition to this chapter, Appendix D contains examples of VTAM/NCP definitions
for the 3174.

Considerations for Support of ASCIl Graphics

If you are planning to customize for supporting ASCII graphics workstations,
certain prerequisites apply to your system. They are listed in “IBM GDDM ASCII
Graphics Support.”

Several of the prerequisite items provide the ability to perform functions other than
ASCII graphics (such as file transfer). “Other Support” on page 4-4 explains this
information.

IBM GDDM ASCII Graphics Support
ASCII graphics refers to the ability of GDDM" to drive ASCII workstations using an
LU2 OEM data structured field in a 3270 data stream. The function of the 3174
controller in this mode is to transparently pass data between the host and the
ASCIl device. This capability is sometimes referred to as LU2 transparency.

If your host is running a Virtual Machine/System Product (VM/SP) release, and you
are planning customization for a 3174 to support OEM ASCII graphics workstations
along with IBM GDDM, you need:

¢ VM/SP Release 6 or later
e APAR #VM37424 for VM/SP Release 6
e An IBM GDDM release that supports OEM ASCII graphics functions (see note).

Note: IBM intends to provide GDDM drivers for specific OEM ASCII graphics
workstations attached to the 3174.
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Other Support

If the host is not running a VM/SP release, you need an IBM GDDM release that
supports OEM ASCII graphics functions (see note).

If an ASCII device is to participate in OEM ASCII graphics support, the device must
be supported in two ways: it must be a standard ASCII graphics device (support
can be through a User-Defined Terminal table), and it must be supported by the
appropriate IBM GDDM release. If graphics support is provided through a
User-Defined Terminal table, you must provide a Graphics Query Reply attribute at
UDT customization. (See “Filling In Worksheet 32—Terminal Tables” on

page 14-66 for more information about the Graphics Query Reply.)

You may be planning for graphics support other than ASCIl graphics, or for plotter
use, or for file transfer programs. [f this is the case, certain prerequisites apply to
your system.

If your host is running a Virtual Machine/System Product (VM/SP) release, and the
3174 for which you are planning customization supports LU2 Transparency (the
application uses Write-Structured Fields or OEM data-structured fields with a
device), you need:

e VM/SP Release 6 or later

e APAR #VM37424 for VM/SP Release 6

e Your own file transfer, plotter, or graphics support programs in the host and/or
workstation.

Note: In order for a 3174 ASCII device to participate in LU2 Transparency, the
device must be supported by the application. Also, the User-defined
Terminal table used with the device must have a Graphics Query Reply
attribute specified.

Considerations for 3270 Gateway

4-4

The 3174 Establishment Controller may be customized as a gateway to allow
devices attached to a Token-Ring Network or ISDN to communicate with a SNA
host. The 3270 Gateway converts Token-Ring or ISDN protocols and frames to
certain SNA protocols and request units. The Token-Ring and ISDN devices are
downstream physical units (DSPUs) and are PU Type 2.0.

The Token-Ring 3270 Gateway is available on 3174 Models 1L, 1R, 2R, 11L, 11R,
12L, 12R, 21L, 21R, 22L, 51R, 61R, and 62R. The ISDN 3270 Gateway is available on
the same models except for the Model 51R. Both the Token-Ring and ISDN 3270
Gateway may co-exist on the same 3174 Establishment Controller provided the
controller model supports both gateways and has a Token-Ring adapter and at
least one ISDN Adapter. (Additional storage may be required for either or both
gateways. Refer to “Storage Requirements for DSPUs” on page 3-6.)

A 3174 Establishment Controller with the 3270 Gateway function is defined at the
host as an SNA channel-attached or telecommunication-attached controller.

When the 3270 Gateway is customized, a list of Token-Ring Network or ISDN
DSPUs to be serviced by the gateway is defined. If DSPUs have to be added or
deleted, the gateway customization must be updated to reflect the new
configuration. 3174-Peer stations that are DSPUs appear to the 3270 Gateway as
stations that are attached to the Token-Ring network.
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Each 3174 Model 3R, 13R, 23R, 53R, and 63R that is attached to a Token-Ring
Network is also defined as an SNA channel-attached or
telecommunication-attached controller. These controllers appear to the host
system as downstream physical units (DSPUs).

A single 3174 controller can provide gateway functions to more than one host using
the Multi-Host Gateway support. In this case, each host attachment should be
customized as a separate gateway. For each host, you must define the list of
Token-Ring Network or ISDN devices that are to be routed to that host.

The 3270 Gateway is supported by:

e ACF/VTAM under VM, MVS, and VSE
* NetView Version 1 or higher.

Sometimes request/response units (RUs) sent to network terminals are too large
for optimal transfer over the connecting link. In such cases, the information units
are divided into smaller elements to facilitate transmission over the link. This
process is called segmenting.

The gateway performs outbound and inbound segmenting when:

¢ The size of an outbound RU exceeds the frame size customized for the DSPU.
(For Token-Ring Network devices, the frame size is customized. See
configuration questions “940: Ring Address Assignment” on page 16-10 and
“941: Ring Transmission Definition” on page 16-14. For iSDN devices, the
frame size is not customized and is fixed at 1033 bytes.)

* The inbound frame from a DSPU to a local gateway exceeds the host read
channel program size or 1033 bytes, whichever is smaller.

¢ The inbound frame from a DSPU to a remote gateway exceeds 457 bytes.

System Definitions Used with the Gateway Function

MVS/SP Definitions

The following sections provide coding tips for macros and show valid system
definitions for use with the Gateway function.

An IODEVICE macro must be coded for the 3174 Model 1L, 11L, 12L, 21L, and 22L
gateway and for each DSPU. The macro should be coded as follows:

¢ The UNIT parameter of the IODEVICE macro must be coded

3174/3791L - for Models 1L, 11L, and 21L
3174 - for Models 12L and 22L

¢ The ADDRESS parameter of the IODEVICE macro allows specification of
multiple Token-Ring Network or ISDN devices.

¢ A single IODEVICE macro should be coded, with the ADDRESS parameter
specifying multiple devices.
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VM/SP Definitions

The following examples are valid definitions for the 3174 Models 1L, 11L, 12L, 21L,
and 22L acting as 3270 Gateways and for the Token-Ring Network or ISDN DSPUs.
These definitions can be used if the gateway is attached to a virtual guest machine
(for example, VSE/VCNA), or if the gateway feature is attached to the native VTAM
directly under VM.

Note: The definition examples in this chapter are valid as of the release of this

manual. However, they depend on release levels of the associated macros
and may not work for your code. They are intended only as examples.

For the Gateway:

RDEVICE ADDRESS=E40,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=HS8, *
CPTYPE=NCP

For the Downstream Physical Units (DSPUs):

RDEVICE ADDRESS=E41,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=H8 *
CPTYPE=NCP

RDEVICE ADDRESS=E42,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=H8 *
CPTYPE=NCP

RDEVICE ADDRESS=E43,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=H8 *
CPTYPE=NCP

RDEVICE ADDRESS=E44,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=H8 *
CPTYPE=NCP

RDEVICE ADDRESS=E45,DEVTYPE=3705,ADAPTER=TYPE4,MODEL=H8 *
CPTYPE=NCP

For the Gateway:

RCTLUNIT ADDRESS=E40,CUTYPE=3705,FEATURE=16-DEVICE
RCHANNEL ADDRESS=E,CHTYPE=BLKMPXR

Tips for coding macros:

L[]

The FEATURE parameter of the RCTLUNIT macro specifies the maximum
number of Token-Ring-attached DSPUs supported by a single 3174 Model 1L,
11L, 12L, 21L, or 22L with the gateway feature installed. The value given in the
FEATURE parameter must be a multiple of 16. For the maximum number of
DSPUs supported by the gateway feature, the parameter must be coded:

FEATURE = n-DEVICE where n stands for the maximum number of nodes plus 1
(n must be a multiple of 16).

The value given in the ADDRESS parameter of the RCTLUNIT macro must end
with 0, as in ADDRESS = 5CO0.

The RCTLUNIT macro defines the 3174 Model 1L, 11L, 12L, 21L, or 22L as
CUTYPE =3705.

The RDEVICE macro defines the 3174 Model 1L, 11L, 12L, 21L, or 22L and each
Token-Ring or ISDN device as DEVTYPE =3705.

In the IOCP generation in the IODEVICE macro, each 3174 Model 1L, 11L, 12L,
21L, or 22L and each Token-Ring or ISDN device are defined as follows:

3791L - for Models 1L, 11L, and 21L
3174 - for Models 12L and 22L

A RDEVICE macro must be coded for the gateway itself and for each DSPU.
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Note: If there are more DSPU definitions in the 3174 gateway than VM RDEVICE
macro definitions, attempts to bring up the gateway will lead to a VTAM
hang-up.

VSE/SP2.1 does not automatically recognize and generate ADD statements for a
locally attached 3174 Model 1L, 11L, 12L, 21L, or 22L. You must manually include
ADD statements as in the following example:

For the gateway:

ADD CUU,3791L,EML  (SNA)
ADD CUU,3277,EML (NON-SNA)

For the DSPUs:

ADD E41,3791L,EML
ADD E42,3791L,EML
ADD E43,3791L,EML
ADD E44,3791L,EML
ADD E45,3791L,EML

The emulation parameter (EML) is necessary to inform VSE/SP2.1 that the 3174
Model 1L, 11L, 12L, 21L, or 22L is to be handled as a 3274 Model A41.

Channel Type UCW Definition

VTAM Definition

For a gateway, unit control words (UCWs) must be set up according to the channel
type:

3174 3174 Model 1L, 11L,
Channel 3174 SNA Non-SNA or 21L with Gateway
370 byte Nonshared Shared Shared
370 block Nonshared Shared Shared
370 XA byte Nonshared Shared Nonshared
370 XA block Nonshared Shared Shared or Nonshared”

"It is highly recommended that Shared be used.

If n Token-Ring Network or ISDN devices are supported through a single 3174
Establishment Controller with the 3270 Gateway feature, perform the VTAM system
definition as if there were n + 1 SNA or SDLC controllers attached. For VTAM
Version 3.1.1, the SECNET parameter of the PU macro must be set to YES

(SECNET =YES) for all n downstream physical units, but not for the 3270 Gateway
feature itsellf.

A subchannel or SDLC address must be defined for each DSPU attached to a
Token-Ring Network or ISDN. The 3174 Establishment Controller with the 3270
Gateway feature that is being defined must also have a subchannel or an SDLC
address assigned, and it must be the lowest subchannel or SDLC address. The
range of subchannel or SDLC addresses assigned for the Token-Ring devices must
follow the 3174 Establishment Controller address. The range for the ISDN devices
follows that for the Token-Ring devices. The complete address range for the 3174
Establishment Controller, Token-Ring devices, and ISDN devices must be
contiguous.

Note: These subchannel addresse s must be a subset of or in a range equal to
those defined in the IOCP and host system generation.
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VTAM Definition Example: Figure 4-1 on page 4-8 illustrates the system definition
parameters used in defining a 3174 Model 1L with the gateway feature and a
Token-Ring-attached 3174 Model 3R to an MVS/VTAM host system. Related
customization questions are also illustrated. In this example, the I-frame size of
2042 bytes is used. The default of 1033 bytes is used for the inbound frame size.
Note that the VTAM IOBUF size and the MAXBFRU on the PU macros were chosen
to accommodate an inbound frame of this size. Defaults were used for window
sizes and the MAXIN value for the Model 3R.

Example C:c:mfiguralion1

Token-
Ring

Network

3174-3R

000

Workstations

Definition Considerations

— VTAM Start Parameters

I0BUF = (baseno,270,.....)

> VTAM Local SNA Major Node (SYS1. VTAMLST):

VBUILD TYPE=LOCAL
PU CUADDR=2E0, MAXBFRU=4, . ...
: (LU definitions for Model 1L workstations)
PU CUADDR=2E1, SECNET=YES, MAXBFRU=4, . ...
. (LU definitions for Model 3R workstations)

MVS System Generation Macros:

IODEVICE UNIT=3791L,
ADDRESS = (2E0, 2)

VTAM

MVS >
3174-1L
Gateway >

Gateway Feature Customizing Questions:

104 = EO (low subchannel address)
105 = E1 (high subchannel address)
150 = 10 (Token-Ring Gateway)
900 = 4000317402E0 (Token-Ring Gateway address)
940: Ring @ = 4000317402E1 (3174-3R Token-Ring Adapter address)
941: F = 3 (Frame size = 2042)
W = 2 (Default window size)

3174-3R Customizing Questions:

106 = 4000317402E1 04 (3174-3R Token-Ring Adapter address and SAP)
107 = 4000317402E0 04 (Token-Ring Gateway address and SAP)

382 = 1033 (Matches VTAM Read Channel Program Size)

383 = 2 (Default)

1317‘4 Model 1L Attachment to an MVS Host at Channel Address 2E0 with One 3174 Model 3R
Attached to the Token-Ring Network

Figure 4-1. Configuration Example for 3174 Model 1L with the IBM Token-Ring Gateway
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Generally, NCP definitions follow the same guidelines as the VTAM definitions
described in “VTAM Definition” on page 4-7. Some coding tips for NCP are listed
below:

A PU macro should be defined for each DSPU; in addition, one PU macro is
needed for the 3174 controller with the gateway feature.

The addresses in the PU macro should match those defined in VTAM and,
therefore, are contiguous.

Segmenting is done by the 3174 when the MAXDATA parameter is set to a
value greater than the frame size specified for the DSPU.

The SERVLIM parameter on the LINE macro directly affects the speed at which
the SDLC links are established with PUs defined at the gateway. This
parameter specifies the number of complete regular scans of the normal
(active links) service order table before one line on the status (inactive links)
service order table is serviced.

The status service order table is scanned more frequently with a low value for
the SERVLIM parameter than with a high value. With a low value specified, or
by taking the default, the links are established more quickly, but performance
is degraded for active links by processing the status service order table more
frequently. With a high value specified, performance for active links is less
affected, but the speed at which new links are established is reduced.

The 3174 gateway can operate on an NCP line that is set up for simultaneous
send and receive mode of operation. DUPLEX=FULL on the GROUP macro,
ADDRESS = (xxxx,FULL) on the LINE macro. However, each PU associated
with the gateway must be defined for alternate send and receive operation
(DATMODE =HALF) on the PU macro. This combination of attributes allows
the NCP to send data to one DSPU while receiving data from another DSPU and
should improve overall performance.

The NCP can be configured to perform Group Polling to the PUs associated
with a 3174 gateway. Configuring this way improves performance by reducing
the amount of unproductive polling by the NCP. Group Polling is activated at
the NCP by defining a common group poll address for the DSPUs (GP3174
option of the NCP PU or LINE macro).

Not all versions of NCP support Group Polling. Refer to “912: Group Poll
Address” on page 16-8 for more information.

Figure 4-2 on page 4-10 shows that the NCP MAXDATA size of 521 is used. The
ISDN frame size, by default, is 1033 bytes. The NCP MAXDATA frame size and the
ISDN frame size do not need to match.
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Example Configuration* Definition Considerations

VTAM ——® NCP Generation Macros:

MVS GROUP LNCTL=SDLC, DIAL=NO, SERVLIM=4
name LINE ADDRESS=(128,FULL)
name PU ADDR=EO0, MAXDATA =521, DATAMODE =HALF,
. GP3174=E5

37%5 name LU (normal sequence of LUs for type of PU)

NCP )
name PU ADDR=E1, MAXDATA=521, DATAMODE =HALF,
. GP3174=E5
name LU (normal sequence of LUs for type of PU)

3174-1R ———» Gateway Feature Customizing Questions:

104 = EO (low SDLC address)
105 = E1 (high SDLC address)
150 = 01 (ISDN Gateway)
912: E5 (Group Poll Address)
PUID for address E1 = 000E1

PS/2 Configuration:

PUID = 000E1

PS/2
Workstations

*3174 Model 1R attachment to an NCP with one ISDN device attached to the ISDN Network

Figure 4-2. Configuration Example for 3174 Model 1R with the IBM ISDN 3270 Gateway

Considerations for 3174 APPN Network Node (NN)

The 3174 NN with the APPN feature active (question 510=1) is defined at the host
as an SNA channel-attached, telecommunication-attached or Token-Ring attached
T2.1 node.

The 3174 NN is boundary attached to the host (NCP or VTAM). To define a 3174 NN
controller to the host, the PU statement for the 3174 in VTAM/NCP requires a new
parameter, XID=YES. For example:

name PU ADDR = ..... s XID = YES
This new parameter, XID = YES, indicates that the host (primary side of the
connection) sends an XID3 indicating T2.1 link establishment. To define an

independent LU 6.2 to VTAM/NCP, the LOCADDR parameter of the LU definition
statement must be set to zero (LOCADDR = 0).
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Since the host and the 3174 require T2.1 definition, consideration must be made for
the order of the definition. A T2.0 link connection is established unless both the
host and the 3174 definitions indicate T2.1 node. For Token-Ring and SDLC host
attachment, the 3174 and host may be defined in any order. For channel
attachment, the 3174 and host definitions must be made concurrently. The
following combinations will fail at link establishment:

3174 Channel-Attached

¢ Host VTAM definition indicates that the 3174 PU is PU2.0 but 3174 definition
(question 510 = 1 and 242 = 1) indicates T2.1.

e Host VTAM definition indicates that the 3174 PU is T2.1 but 3174 definition
(question 510 = 0 and 242 = 0) indicates T2.0.

Independent LUs in one APPN subnetwork may communicate with independent LUs
in a host or through the subarea to independent LUs in a disconnected APPN
subnetwork. For these independent LUs to communicate to or through a subarea,
APPN nodes must have connectivity to an APPN network node that is boundary
attached to the subarea. A 3174 NN with the APPN feature that has the Wildcard
Routing option (question 612 = 1) is a boundary attached NN that can provide a
route to the subarea. See Chapter 12, “Planning for APPN” on page 12-1 for
further explanation of wildcard and host considerations.

Each independent LU in an APPN network that requires subarea connectivity may
have to be defined to the subarea with the PU definition for the boundary attached
APPN NN. This requirement is based on the release of VTAM and VTAM definition
is required. In Figure 4-3 on page 4-12, the independent LUs requiring subarea
connectivity in ENC, ENE, LEN ENA, may need to be defined under the PU for 3174
NNB.
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LINE
PU for NNB XID = YES
| LUs for NNB
Subarea LUs for LEN ENA LOCADDR = 0
LUs for ENC LOCADDR = 0
LUs for ENE LOCADDR = 0
LEN 3174
ENA NNB

ENC ————C Token-Ring Network )

NND

ENE

Figure 4-3. APPN Independent LUs Defined in Subarea

The independent LUs that may have sessions from their APPN network through a
subarea network to independent LUs in another APPN network, should address the
following considerations in their host VTAM/NCP definitions:

* A mode name specified in the MODETAB parameter of the LU or associated PU
definition statement.

* The VTAM Mode Table (MODETABL) updated with an entry (MODEENT) for the
mode name specified on or associated with the LU definition. This entry
should specify a COS Name.

* The VTAM Class-of-Service Table (COSTAB) updated with an entry for the COS
Name specified in the Mode Tabile.

 All APPN nodes must have corresponding Mode Name and COS Name
definitions to those that are defined to the host.
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3174 APPN NN and Token-Ring Gateway features can coexist. See “Gateway” on
page 12-21 for further details. In this configuration:

¢ The host VTAM/NCP definitions for DSPUs remain unchanged.

e The 3174 3270 Gateway customization for DSPUs remain unchanged (providing
3174 memory restrictions are not present).

* The host VTAM/NCP definition for the 3174 PU must be modified as previously
stated. Independent LU definitions must also be included with this PU
definition.

3174 Downstream Physical Units

IBM 3174 Models 3R, 13R, 23R, 53R, and 63R attach to the Token-Ring Network and
communicate with a host through a gateway. Because these models communicate
with a host through a gateway, they are referred to as downstream physical units
(DSPUs).

The gateway can be an IBM 3174, 3720/3725/3745, AS/400, or 9370. However, host
definitions for the 3174 DSPU differ according to the gateway type.

A DSPU appears to the host access methods and applications as a PU type 2.0.
When using Single Link Multi-Host Support, a 3174 may appear as multiple (up to
eight) DSPUs.

During the customization of DSPUs, you respond to configuration questions that
define the address of the gateway and the characteristics of the link. These
configuration questions are listed below. However, there are other questions that
must be given consideration when customizing your DSPU. For more information
on the configuration questions, see Chapter 6, “Planning to Configure.”

“100: 3174 Model Designation”

“101: Host Attachment”

“106: Token-Ring Network Address and Service Access Point of the 3174”
“107: Token-Ring Network Address and Service Access Point of the Gateway”
“215: Physical Unit Identification (Controller)”

“382: Transmit I-Frame Size”

“383: Token-Ring Network Maximum Out”

“384: Ring Speed of the Token-Ring Network.”

e © o e o o o o

Appendix C provides examples of planning for gateways and DSPUs.

SNA Considerations for the 3174

How LU-1 Pacing Overruns are Handled
For the 3174, device dependencies occur because a printer is slower than the
display. You can control this discrepancy through the use of pacing. When you
define your system definition, you can establish a pacing count that determines the
number of normal flow request RUs that flow before a pacing response is required
to allow the next group of n RUs to continue. This pacing protocol ensures that
waiting RUs or chains are not stacked in the 3174 link buffers.
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When the 3174 detects a pacing overrun, it rejects the chain on which the overrun
was detected with a -R(0801), purges the printer buffer, and sends UNBIND type OF
(Cleanup) to the host to terminate the session.

SNA SSCP/PU Sessions

The 3174 and the host system use SSCP/PU sessions to allow exchange of
information between the access method application and the 3174. The 3174
operates with duplex protocols on the SSCP/PU session in compliance with SNA.

Alerts

Alerts are high-priority events requiring immediate attention. The 3174 SNA alert
function sends problem determination information, collected by the 3174 controller
or entered by an operator, to the hardware monitor component of the NetView
program.

When Single Link Multi-Host Support has been configured, you can designate any
of the hosts on the primary link as the 3174 alert control point. A host designated
as such receives hardware and microcode alerts. For more information, see
configuration question “221: 3174 Alert/CMIP Control Point” on page 6-37.

Machine Type Identification
When NetView receives an alert, it uses the machine type number to identify the
source of the alert.

The type number is “3174” and will be included as 4 bytes of EBCDIC data in
controller alerts and as 2 bytes of hexadecimal data when a sense ID is issued.

Error Identification Data
In addition to the error code (nnn) associated with the type of controller failure, the
3174 is able to supply information that can be correlated to the part number and
card location of the failing field replaceable unit (FRU) or FRU group. The
information is in the form of TYPE and LOCATION data. TYPE data either is
derived from 1 byte of information supplied by each card or is assigned by the
controller for other failing components, such as cables. This information indicates
both the type and change level of the card. TYPE data is 4 characters long.
LOCATION data is 2 characters long and indicates the location of the failing FRU.

The 3174 also provides additional failure information on certain classes of SNA
data stream errors. This information is called error detail and is returned as an
additional qualifier.

The 3174 requires certain programs at the specified levels for central site problem
determination.

* For all models, except those with the optional 3270 Gateway feature, the
following programs are required:

— NPDA Version 3 Release 2 with:

— APAR #PP43332 (PTF UP90223) for MVS/370

— APAR #PP43337 (PTF UP90224) for MVS/XA

— APAR #VM22413 (PTF UV90110) for VM

— No Program Temporary Fixes (PTFs) required for VSE.

* The Response Time Monitor, a base IBM 3174 function, is supported by NLDM,
Release 2, for VM/SP (with or without HPO).
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Common Management Information Protocol (CMIP) Event Report Support

The sending of CMIP event reports is an OSI Network Management function
supported by the 3174 when customized for ISDN 3270 Gateway. CMIP event
reports contain information about counters that are managed by the ISDN Adapter.
The reports are sent unsolicited to the the host when a counter event occurs.
Counter events include counters reaching threshold, counter thresholds wrapping,
a call terminating, and a port on the adapter deactivating. The reports are only
sent when Question “220: Alert/CMIP Event Report Function” on page 6-36 has a
non-zero value.

Netview Version 2 Release 2 is required at the host to interpret these reports.

When Single Link Multi-Host Support is customized, you can designate any of the
hosts as the Alert/CMIP control point. A host designated as such receives CMIP

event reports that contain counters for D-channel events. For more information,

see Question “221: 3174 Alert/CMIP Control Point” on page 6-37.

3174 REQMS/RECFMS Support

The Request Maintenance Statistics (REQMS) command is sent by the SSCP to a
3174 when the Network Problem Determination Application (NPDA) requests PU
performance statistics. In return, the 3174 sends a Record Formatted Maintenance
Statistics (RECFMS) response. This RECFMS data is recorded at the host by the
Network Communications Control Facility (NCCF).

The following table shows what types of REQMS commands are supported. The
3174 rejects unsupported REQMS commands with the negative response X'080C"'.

3174 Support:

REQMS Type SDLC X.25 SNA Channel Token-Ring Network
1 Vv v
2 Vv
3 v
5 v v V v

The formats for the 3174 RECFMS can be found in 3174 Customer Problem
Determination, GA23-0217.

Node ID Block Number for RECFMS

NetView RECFMS

The 3174 returns a block number of X'048' (decimal 72) in RECFMS headers. The
block number of X'048' has been assigned by architecture and is authorized for
use in RECFMS only. The block number for XID is X'017"'.

The CTRL command allows the NetView operator to retrieve link test results,
summary error counter, and release level data from 3174 SNA controllers. When
the NetView operator issues a CTRL command, the NetView program formats a
Request Maintenance Statistics (REQMS) record and sends it to the specified
controller. The 3174 responds to the request by sending to the NetView program
an RECFMS record containing the information requested by the operator; the
NetView program displays this information to the requesting operator. For more
information about issuing the CTRL and REQMS commands, refer to NetView
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Operation, SC30-3364. For more information about viewing RECFMS data, refer to
the NetView Hardware Problem Determination Reference, SC30-3366.

Response/Request Unit (RU) Size

This section provides details about RU sizes for channel attachment and
SDLC/X.25 attachment.

SNA Channel Attachment
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Inbound and outbound RU sizes depend on several things:

¢ configuration environment
* 3174 model
* method of device attachment.

The maximum RU sizes for Models 12L and 22L are 8192 bytes inbound and 8192
bytes outbound.

For all other 3174 channel models, the maximum RU sizes are 4096 bytes outbound
and 2048 bytes inbound.

Initialization Parameters: The 3174 requires that the host channel program
accommodate an inbound RU of 256 bytes. For a T2.1 channel connection, the
inbound RU size is 512 bytes. The channel control word (CCW) carrying the
connect function will be rejected with unit-check status (sense = NI) unless the
following criteria are met.

The size of the host buffer cannot be less than 78 bytes or greater than 1066 bytes.
The size of the host buffer multiplied by the number of host buffers must be large
enough to accommodate:

The Link Header (LH) (4 bytes minimum, 32 bytes maximum)
The Transmission Header (TH)

The Request Header (RH)

At least 256 bytes of data (RU).

Using ACF/VTAM as an example, the size of host buffers comes from the
ACF/VTAM START option specifying the bufsize value of the IOBUF buffer pool for
0S/VS systems (LFBUF for DOS/VS systems).

The number of host buffers comes from the MAXBFRU operand of the physical unit
(PU) statement defining the controller under a Local SNA Major Node (VBUILD
TYPE=LOCAL).
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The maximum outbound RU size within a segment for the 3174 is 512 bytes.

XID 1 Support
To allow the primary station to determine that the 3174 has the capability to
support a 512-byte RU size, XID 1 is supported. See Table 4-1 for the hexadecimal
value and meaning of each byte.

Table 4-1. XID 1 Format

Byte Value Meaning

0 X112 ID format/PU type

1 X114’ Length

2—-5 X‘017-----" Block number (bits 0— 11), ID number (bits 12— 31, determined by
customization)

6,7 X‘0000’ Reserved

8 X'00’ (SDLC) Link station and connection protocol flags (00 = half-duplex, 01

X'01’ (X.25) = duplex)

9 X110’ Link station segment assembly

10,11 X'0209’ Maximum I-field length: 521 bytes

12 X'00’ SNA link profile

13 X'00’ Initialization mode option
(SIM and RIM are not supported)

14,15 X'0000’ Reserved

i6 X‘07’ (SDLC) Modulus 8, the number of i-frames received before
acknowledgment.

X'01’— ‘07’ (X.25) Determined by customization variable.

17 X'00’ Reserved

18 X0t Length of controller address

19 X_’ Controller address (determined by customization)

Note: XID 1 for the 3174 X.21 Short-Hold Mode function is the same as defined by the 3274

BIND Extensions

X.21 Short-Hold Mode RPQ.

You should be aware of information on BIND extensions. See the 3174 Functional
Description for this information.
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Support of IPDS Printers

This section lists host programming notes related to the support of Intelligent
Printer Data Stream (IPDS) printers. For detailed information about IPDS printers,
refer to the 3174 Functional Description.

SNA Protocol

IPDS printers operating with Systems Network Architecture (SNA) protocol are
identified as logical units type 1 (LU-1).

The BIND command sent to establish an LU-1 session in which IPDS will be
used must indicate “FM Headers Allowed” (byte 6, bit 1=1).

If End Bracket (EB) is used with a function management (FM) data chain
containing IPDS structured fields, IPDS mode will be implicitly terminated
following the processing of “last-in-chain,” resulting in the loss of
printer-generated IPDS ACK/NACKSs occurring at “last-in-chain.”

To prevent this loss, EB should never be used to terminate IPDS mode.
Instead, an FMH-1 containing DESSEL = EDS, DSP = IPDS should be used. If
the bracket is also to be terminated, EB may be used in the chain carrying the
FMH-1.

A printer placed in LU-1 IPDS mode by receipt of an FMH(BDS, IPDS) may
generate an NACK (for an IR, EC, or other exception condition) before CD is
received. If this condition occurs, the controller sends SIGNAL (00010000) to
the host application as a request for “send state.” If CD is not received before
an FMH(EDS) is received, the controller returns a negative response (1005) to
the FMH(EDS) RU, meaning “Send-state requested following receipt of
FMH(BDS), but CD not received prior to the receipt of FMH(EDS).”

BSC and Channel Protocol

The following items deal with host acknowledgment of an ACK/NACK reply.

¢ For the inbound transmission of an IPDS ACK/NACK reply at data chain end or

data chain only (or implied only), valid host acknowledgments are the same as
allowed for inbound transmission of Query Reply —for example, an E/W or E/W
Alternate (with or without a WCC) or a WSF (with or without structured fields).

For inbound transmission of an IPDS ACK after data chain start but before data
chain end, the only valid acknowledgments are WSF, E/W (WCC =Reset), and
E/W Alternate (WCC = Reset).

Using the WSF command with data chain continue or data chain end as the
host acknowledgment allows continuation of the in-chain state and IPDS mode.

Using the E/W (WCC =Reset) or E/W Alternate (WCC =Reset) command as the
host acknowledgment will result in termination of the in-chain state and IPDS
mode.

Refer to the appropriate product description manual for additional information, for
example, the 4224 Printer Product and Programming manual, GC31-2551.
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Serial Original Equipment Manufacture Interface (SOEMI) Support

Serial Original Equipment Manufacture Interface (SOEMI) support is included in the
3174 base function. This function is available with the non-SNA channel
attachment only (Models 1L, 11L, 12L, 21L, and 22L). The SOEMI function extends
device-attachment capabilities to a variety of industry devices of independent
manufacturers, for engineering, scientific, and manufacturing environments. A
protocol based on structured fields provides you with programming flexibility.

The SOEMI support does not affect the operation of devices attached to other ports
of the controller. On a Write command (X'01'), the 3174 presents channel-end (CE)
status after the command and data have been accepted, followed by device end
(DE) when the controller is free to process other commands.

On the 4361 Workstation adapter, CE and DE are presented together on a Write
command.

Sense ID Command for Non-SNA Channel Attachment
The Sense ID command requests data transfer to the host. The 3174 controller
sends 4 bytes of data, which contain the controller type and model, for all device
addresses except those to which the SOEMI is attached.

For SOEMI addresses, 7 bytes of data are sent with the attached device type and
model contained in bytes 4 —6.
For Models 12L and 22L, the bytes of data are:
* For all addresses except SOEMI: X'FF 31 74 ID 00 00 00 00 40 72 00 60"
* For all SOEMI addresses: X'FF 3174 ID BA 00 01 00 40 72 00 60°.
For other models, the bytes of data are:

* For all addresses except SOEMI: X'FF 3174 1D’
¢ For SOEMI addresses: X'FF 3174 1D BA 00 01".

Central Site Change Management (CSCM)

CSCM provides the facility to electronically distribute 3174 microcode and
customizing data to the 3174s in an SNA network. It operates in conjunction with
NetView Distribution Manager (NetView DM), which is an application program
running on ACF/VTAM in an S/370 processor. The architected SNA protocols used
to carry the data through the network include:

* LU Type 6.2 ¢ SNA Management Services
¢ SNA File Services ¢ SNA Distribution Services (SNA/DS).

For detailed information on CSCM, see the Central Site Customizing User’s Guide,
GA27-3868.

Note: CSCM is supported only on the primary host on the primary link. However,
the customization data and/or microcode for other host attachments can be
distributed through the primary host’s attachment.
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Microcode Requirements

The central site library controller and the network controllers must be at microcode
release A4.0/S4.0 or higher.

System Software Requirements

NetView DM Version 1, Release 2 or higher, may be installed on any IBM
processor capable of operating with MVS, ACF/VTAM, or ACF/TCAM.

For more information on NetView DM, see IBM NetView Distribution Manager:

* Planning, SH19-6589 e User’s Guide, SH19-6602

e Operation, SH19-6592 e Messages and Codes, SH19-6595
e Diagnosis, LY19-6293 e General Information, GH19-6587.
L]

Installation, SH19-6590

CSCM VTAM Definitions
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Network and LU names must be defined in VTAM and the 3174 microcode. In
addition, LU names must also be defined in NetView DM. You define these names
in the 3174 microcode when you respond to “501: Network ID (NETID)” and “502:
Logical Unit Name (LUNAME).”

The Network ID is used to identify a given network and is defined in the VTAM start
parameters. These parameters are kept in the SYS1.VTAMLST in the member
ATCSTRxx (xx is any two installation-defined characters, normally 00). The
Network ID is defined by the statement “NETID =.” The name specified for the
Network ID in VTAM and in the 3174 microcode must match (see page 11-5 for valid
naming conventions).

LU names are used to identify a controller within a network. For VTAM, they are
defined in the SYS1.VTAMLST (see “3174 PU/LU Specifications for PU Type 2.0” on
page D-8 for an example of a CSCM LU definition). In NetView DM, they are
defined during the node definition. The name specified for the LU name in VTAM,
the 3174 microcode, and NetView DM, must match (see page 11-6 for valid naming
conventions).

When the APPN feature is active, the LU 6.2 used by CSCM may be an independent
LU on a T2.1 link to VTAM versus a dependent LU on a T2.0 link to VTAM. See
“502: Logical Unit Name (LUNAME)” on page 11-6 and “511: APPN Control Point
Name (CPNAME)” on page 11-7 for specification details.



Microcode Customization Planning
Read Part 1 and Chapter 5 of this book if you are planning microcode
customization for the first time. If you are experienced at planning microcode
customization, you may want to skim those chapters before you begin the following
procedure.

Planner: During this procedure, you leave these steps and go to the planning
sections of this book that contain the information you need to fill out the
worksheets. Once the worksheets that are required for a step are completed,
return to this procedure to complete the next step.

The worksheets are located in Appendix A. Each worksheet directs you to the
chapter that contains the planning information you need.

Step 1 Fill out “Worksheet 1—Host Attachment” on page A-3. The information
you need to fill out this worksheet starts on page 6-4.

Step 2 On Worksheet 1 you specified a response to question 101. Depending
on that response, fill out one of the following worksheets:

Step 3

Step 4

Fill Qut
If Question 101-Host Attachment Worksheets
= 1-BSC 3
= 2-SDLC 4,14
= 3-X.25 5,13, 14
= 4 - Non-SNA (Channel) 6
= 5- SNA (Channel) 7,14
= 6 - X.21 Switched 8,14
= 7 - Token-Ring Network 9, 14
= M - Multi-Host Support 2

The information you need to fill out worksheets 3—9 starts on page 6-9.
When filling in Worksheet 2, start on page 6-5.

Planner: If you did not fill out Worksheet 2, proceed to step 4.

Complete this step only if you filled out Worksheet 2.

Depending on the response you specified in the “Host Attach” field for
the primary host on the primary link (1A), fill out one of the worksheets
in the following table.

Fill Out
If the Primary Host’s Attachment Field Worksheets
=1-BSC 3
= 2-SDLC 4,14
= 3-X.25 5,13, 14
= 4 - Non-SNA (Channel) 6
= 5- SNA (Channel) 7,14
= 6 - X.21 Switched 8,14
= 7 - Token-Ring Network 9,14

Write in 1A in the “Host ID” field on the top of the worksheet.

Consult the following table to determine if you have responded to a
question that requires additional planning. If not, read the following
“Planner” note to determine where to proceed.



Step

Step

Step

Step

5

6

7

Fill Out

If on Worksheets Question Worksheets
3 through 9 116 1or2 11A & 11B
3 through 9 127  nonzero 12
4or7 150 10 45, 46, 47
150 = Ot 45, 48
150 = 11 45, 46, 47, 48
150 = 00 and 510 = 1 45

Planner: If you are not planning for Multi-Host Support, go to step 7. If
you are planning for Multi-Host Support, complete the remaining steps.

Each additional host attachment requires separate worksheets. The
worksheets that you fill out depend on the link attachment and on the
communication protocol. For each additional host attachment, fill out
the worksheets indicated. (Be sure to include the host identifier on
each worksheet.)

Fill Out
If the Communication Protocol Is Worksheets
BSC 3s
SDLC and/or X.21 Nonswitched 4S
X.25 58S, 138
SNA (Channel) 7S
X.21 Switched 8s
Token-Ring Network 9s

For each worksheet you filled out in step 5, consult the following table
to determine if you have responded to a question that requires
additional planning. (If not, go to step 7.) Be sure to include the host
identifier on each worksheet.

Fill Out

If on Worksheets Question Worksheet
3S, 48, 58, 7S, 8S, or 9S 116 = 1or2 11A & 11B
3S, 48, 58, 78, 8S, or 9S 127 = nonzero 12
4S 150 = 1 45, 46, 47
7S 150 = 10 45, 46, 47

150 = 01 45, 48

150 = 11 45, 46, 47, 48

If you filled out Worksheet 14 and responded to question 510 with a 1,
then a minimum level of APPN support will be in affect. If you wish to
exceed this level of support, fill out the worksheets indicated.

Fill Out
To Define Worksheets
APPN Node Definition 15, 16, 17
Class of Service (COS) 18, 19, 20 (A&B), 21

If you wish to have one or more of the following features supported, fill
out the worksheets indicated.

Fill Out
To Support Worksheets
Peer Communication 22,23, 24
Asynchronous Emulation Adapter 25 through 37

Modified Keyboards Keyboard 1—5



Step 9 It you wish to Define Devices, fill out Worksheet 38. Depending on
responses specified on Worksheet 38, fill out the worksheets indicated.

Fill Out
To Define Worksheets
Printer Authorization Matrix (PAM) 39
Logical Terminal Assignment (LTA) 40
Extended Vital Product Data (Extended VPD) 41
Integrated Systems Digital Network (ISDN) 42, 43, 44

Step 10 Give the completed worksheets to the person who will customize the
Control disk. If you have planned for Multi-Host Support, group the
worksheets by their host identifier before giving them to the
customizer.
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What Is Microcode Customization?

Microcode customization consists of many tasks that, when completed, result in a
Control disk that is customized to:

e Support the attaching displays and printers

* Support the features installed in the controller

¢ Identify the methods and protocols of host attachment that the controller
will use.

For example, you customize the Control disk for such things as:

The number of hosts

The number of ports used

The addresses assigned to the ports

Keyboard languages and layouts

The number of host sessions for terminals

The support provided for asynchronous communication
The types of communication protocol.

The major tasks that must be completed to customize a Control disk are:

¢ Planning the customization
¢ Completing the worksheets
¢ Running the customization utilities.

In order to get the “big picture” of Microcode Customization and a description of
the many features and functions that can be customized, refer to “Microcode
Customization” on page 2-17.

Planning the Customization
There are two suggested methods that you can use to plan. Both are described on
divider tabs and either method will guide you through the planning process.

¢ The divider page labeled “Microcode Customization Planning” has a
step-by-step procedure printed on it that will guide you through the microcode
customization process. It is highly recommended that you follow this
procedure the first few times that you plan.

¢ The divider page labeled “Worksheet Summary” lists the worksheets that must
be filled out to plan the specific areas of your configuration. This method is
suggested for those who are familiar with microcode customization planning
and have been through the process previously.

Planning the microcode customization involves reading the information in the
planning chapters and completing the required worksheets. When planning, you
select responses to configuration questions that define the hardware and software
configuration in the cluster, the functions the controller provides, and the methods
of host attachment. Then, you record the responses you select on the configuration
worksheets, which are in Appendix A.
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There are several planning phases that make up microcode customization:

Planning to Configure

Planning for Port Assignment

Planning for CECP

Planning for Response Time Monitor

Planning for X.25

Planning for Central Site Change Management
Planning for the Asynchronous Emulation Adapter
Planning to Define Devices

Planning for the Gateway

Planning to Modify Keyboards

Planning for APPN

Planning for Peer Communication.

e o e o o ¢ o ¢ o o o

The first planning phase, “Planning to Configure,” is required the rest are optional.
Each planning phase has a chapter devoted to it, which contains the information
you need for planning the phase. Chapters 6 through 15 contain this planning
information.

Completing the Worksheets

The worksheets are provided to help plan and record customizing information.
Blank copies of these worksheets are located in Appendix A. You are authorized
to make as many copies as you need. However, to avoid confusion, copy only the
worksheets you will be using. The information printed on the divider page labeled
“Worksheet Summary” helps you determine which of the worksheets are needed
for your configuration.

On the configuration worksheets, the only questions presented are those that apply
to the specific configuration for which you are planning. The configuration
questions are numbered (098, 099, 100, and so on) and cover all 3174 model types
and host attachments.

As customizing planner, you record responses to the configuration questions on
these worksheets. The customizer in turn uses the completed worksheets to fill in
the customization panels displayed during the customization utilities.

Only read the questions shown on the worksheet. Select your responses, and write
them in the boxes. Some questions have a default response printed under the box.
To tell the customizer the default is to be used, circle it and leave the box blank.
(The microcode automatically supplies the default uniess you specify a different
choice.)

138- ] Circle

default response

Each worksheet tells you where to find the planning information, has a list of the
question numbers, and provides a short description of each question.

After you have completed all the worksheets required for your configuration, give
the completed worksheets to the person who customizes the Control disk. The
3174 Utilities Guide explains how to enter this configuration information on the
disk.
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Customizing the Control Disk

Customizing is performed at a display station attached to port 26-00 of the
controller. This display station is referred to as a “customizing display station.”

When a Control disk is customized, options are selected from the “Master Menu”
and the “Customize Control Disk Menu” (see the 3174 Utilities Guide). Initially, the
Configure option is selected and performed. In addition, there may be a need to
select and perform one or more of these customizing options:

¢ Merge DSL ¢ Merge RPQ

e Copy Files ¢ Modify Keyboards

* Microcode Upgrade ¢ Define AEA

¢ Media Management ¢ |nitializing a Fixed Disk

* Define Devices ¢ Define APPN Node

¢ |dentify Customizing ¢ Define Class of Service
Keyboard ¢ Define 3174-Peer.

The 3174 Utilities Guide contains more information and the procedures for
performing these options.

As the procedures for customizing the Control disk are performed, a series of
panels appearing on the screen display a number of questions. The customizer
types in the responses to those questions using the information recorded on the
configuration worksheets. The 3174 writes these responses to the Control disk.
After a Control disk has been customized, it can be reconfigured if the hardware or
software configuration is changed.

Planning to Reconfigure

Port Assignment

RTM

X.25 Options

At a later date, you may want to reconfigure (change some responses to the
configuration questions). The planning process for reconfiguring and configuring is
the same, except for the following:

® Port Assignment
* RTM
* X.25 Options.

If you have changes to make to the Port Assignment, see “Changing Port
Assignments” in Chapter 7. The table under that heading explains how to fill out
“Worksheet 11—117: Port Assignment”.

If you have changes to make to the Response Time Monitor, see “Changing the
RTM Specifications” in Chapter 9. The table under that heading explains how to
fill out the RTM Worksheet.

If you have changes to make to the X.25 Options, see “Changing the X.25 Options”
in Chapter 10. The table under that heading explains how to fill out the X.25
Options Worksheet.
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Customization Records

Local Copy

Setting up a record-keeping system now can save you time later. If you do the
customizing for dozens—or hundreds—of controllers, it is recommended that you
keep several records of the controller customizations. You can use one or more of
the following methods to keep records of your customization:

¢ Local copy

Configuration worksheets

Duplicate diskettes

Central Site Customizing procedure.

The local copy function is an easy-to-use tool for keeping records. You can have
the customizer print a copy of each customization panel on the display screen as
soon as the responses have been entered and verified. Then you can organize a
set of these customization records in controller serial number order and keep them
together in a binder or in a file drawer.

It is recommended that you store a copy of these records in or near the controller.
When there is a problem with the controller, the controller operator and the IBM
service representative need these records.

The 3174 Utilities Guide contains the procedure for printing a local copy.

Configuration Worksheets

If you do not plan to have the customizer use the local copy function, you can keep
records by photocopying the completed worksheets. You can organize these
customization records in order according to their controller serial numbers and
keep them together in a binder or in a file drawer.

Duplicate Diskettes
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Making a duplicate of all your diskettes is highly recommended. The duplicate
diskette can be used as a backup for the original disk.

To make a duplicate Utility or Control diskette, use the Full Copy or Copy
Customizing Data option. The procedure for these Copy options is in the 3174
Utilities Guide.

You should identify any diskettes that you duplicate. Affix a label to the upper
portion of the diskette. The label identifies the diskette type by name. In addition,
you may wish to write a unique designation of your own on the iabel.
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Customization Tips

There are several methods that you can use to manage customization data, speed
up customizing, and make customizing easier:

Using the Copy procedure to manage customization data
Pattern Control diskettes

Central Site Customizing

Microcode Migration.

® o o o

Using the Copy Procedure to Manage Customization Data
You can manage your customization data by using the Copy procedure and mailing
the diskettes to your remote sites.

If you distribute your customization data on diskettes, there are several situations
when you will be concerned with the management of the diskettes in your network:

¢ When controllers are initially installed
¢ When Microcode Upgrade diskettes are received
¢ When changes are made to existing configurations.

These situations require that you perform the Customize Control Disk procedure,
or the Microcode Upgrade procedure, or combinations of both. The 3174 Utilities
Guide contains these procedures.

The following method is suggested if you have one or more of the above situations
and wish to use the copy procedure to manage customization data.

Step 1 Prepare a master diskette. If possible, test the master diskette by
performing an IML on it and running a controller with it before copies
are made. Be sure to resolve all problems before making copies.

Step 2 Use the Copy function to make copies for the other 3174 controllers in
your network. (Some configuration questions are unique to a given
controller. Be sure to tailor each copy for its intended controller.)
Complete and attach a diskette identification label to each copy.

Step 3 Use a reusable shipping container to send the customized diskettes to
the controller for which they were made. Enclose copies of the
completed panels or the worksheets that were used for customizing.
You may want to include a note to the location personnel telling them
to insert the diskette, close the diskette drive, and perform an IML on
their controller. Also instruct them to return the reusable shipping
container, with the old diskettes, to your machine’s location.

Step 4 Maintain a record of the diskettes in your network to show the diskette
type and release level, and the date that the diskette was installed.

For additional information on the IML and Copy Files procedures, see the 3174
Utilities Guide.
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Pattern Control Diskettes

To speed up customizing, you can have the customizer create “pattern” Control
diskettes. A pattern Control diskette contains a standard hardware and software
configuration used for more than one cluster. Once a pattern diskette is created,
copies can be made by performing the Copy procedure in the 3174 Utilities Guide.

For example, one pattern diskette could apply to clusters that have the following
configuration:

e 3174 Model 1R

e SDLC protocol

¢ No distributed function terminals (DFTs)

No port assignment table

No Printer Authorization Matrix (PAM)

Control microcode at the current microcode release level.

Another pattern diskette could be made for clusters that have this configuration:

3174 Model 1L

Local non-SNA host attachment

Display stations with modifiable keyboards

A port assignment table

A PAM with printers used for local copy assigned to ports 26-01,26-02, and
26-03

e Control microcode at the current microcode release level.

Central Site Customizing
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Central Site Customizing is an option that can be chosen from the “Master Menu”

(see the 3174 Utilities Guide). By choosing this option, controller microcode can be

tailored for each controller in a network at the central site.

There are several advantages to using the Central Site Customizing option:

¢ You can manage customizing throughout the network by generating
customized Control disks from a central database.

¢ You can minimize the need for customizing expertise throughout the network
by concentrating it at the central site.

¢ You can save customizing time by relying on a few trained people located at
the central site who are thoroughly familiar with customizing, especially
Central Site Customizing.

¢ Record-keeping is enhanced because information can be quickly and easily
retrieved from the database. Also, updating of the database is easy to
accomplish.

Central Site Customizing is intended primarily for customers whose networks
contain more than 25 controllers, but it may be used in smaller networks as well.
See the Central Site Customizing User’s Guide, GA27-3868, for more information.
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Microcode Migration
At some date, you may want to upgrade the Control and Utility microcode that you
are currently using. Upgraded microcode can provide you with increased support
or function, such as the ability to handle a new type of display or printer. Each
upgraded version of microcode is assigned a new release level.

Migrating from one release level to another requires that you use the Microcode
Upgrade utility. (The 37174 Utilities Guide describes the Microcode Upgrade
procedure.) Microcode Upgrade transfers the customization data from an
already-customized Control disk onto a higher-level Control disk. This utility saves
you time, because you do not have to plan again or respond to the configuration
questions that were supported by the previous release of microcode.

There are however, several things to keep in mind when planning for Microcode
Upgrade. These tasks must be performed on the new Control disk after the
upgrade:

¢ Responding to questions not supported in the previous release
¢ Merging RPQs

¢ Merging DSL microcode

¢ Copying patches.

The procedures for performing these tasks are in the 3774 Utilities Guide.

Another consideration is the effect of Microcode Upgrade on modified keyboard
layouts for some keyboard models. If you have modified a Converged (122-key)
keyboard or an Enhanced Typewriter keyboard and plan to upgrade the modified
layouts, you may want to do further keyboard modification after the upgrade.
“Restrictions” on page 17-4 contains specific information about Microcode
Upgrade and keyboard modification. If you decide to perform further keyboard
modification, Chapter 17, “Planning to Modify Keyboards” contains the information
you need.
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Configuration Questions
Before you start planning, you need:

* The configuration worksheets in Appendix A. These worksheets help to
determine which configuration questions you should answer.

e Completed site planning worksheets.

¢ [nformation about the display stations and printers you want to attach to the
controller.

¢ [nformation from your system programmer about responses to some of the
configuration questions.

e The 3174 Character Set Reference, GA27-3831, if you plan to change keyboard
layouts.

Some, but not all, of the following configuration questions appear on the
worksheets you are instructed to fill out while performing the procedure printed on
the divider page labeled “Microcode Customization Planning.” The questions that
appear depend on the types of host communication (your response to “101: Host
Attachment” on page 6-5). Read and respond to only the questions that appear on
the worksheets.

Planner: The following information for questions 098, 099, 100, and 101 is needed to
complete step 1 of the procedure printed on the divider page labeled “Microcode
Customization Planning.” You must answer questions 100 and 101. Locate
“Worksheet 1—Host Attachment” on page A-3. Write your responses to questions
098, 099, 100, and 101 on the worksheet.

098: Online Test Password
Response: Up to eight alphanumeric characters.

The default response is underscores.

A response to this question is optional. You should respond if you plan to use the
following online tests:

¢ Online Test 9, Option 9 to update 3174-Peer Status

Online Test 9, Option 10 to update the 3174-Peer Bridge Profile

Online Test 9, Option 12 to update the LAN Manager Profile

Online Test 9, Option 13 to re-open the Token-Ring Adapter

Online Test 12, Option 6 to wrap a port on the AEA

Online Test 12, Option 7 to test the cable attached to a port on the AEA
Online Test 14, Option 1 to IML the 3174

Online Test 14, Option 2 to set the time of the 3174 internal clock
Online Test 16, Option 5 to change the error thresholds for a ISDN port
* Online Test 16, Option 6 to wrap a port on the ISDN Adapter.

The following online tests do not require a password but will have password
protection if you respond to this question:

* Online Test 5, Option 2 to update Controller Vital Product Data
e Online Test 5, Option 4 to update Port Vital Product Data.

For additional information on the online tests, see the 3174 Customer Problem
Determination.
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This password must not be the same as a standard NetView or VTAM command (as
defined by a CLIST). If a password duplicating a command is defined, NetView will
recognize it when online tests are invoked through CSCF. NetView will execute the
password as a command, and the online test will never be executed.

When responding to this question with a password, do not precede the password
with blanks and do not enter blanks between characters.

099: Product Assistance Data
Response: Up to 68 alphanumeric characters.

A response to this question is optional. It is designed to provide you with a way to
record the names and telephone numbers of a person to contact if there is a
problem with the controller. You may leave blanks wherever you have not written
an alphanumeric character.

100: 3174 Model Designation

Response:
o1L 12L 23R
01R 12R 51R
02R 13R 53R
03R 21L 61R
11L 21R 62R
11R 22L 63R.

Enter the actual model number or the alternate configuration model number of the
controller you plan to customize. See “Alternate Configurations” on page 1-13 for
the alternate configurations that can be used.

The default response is XXX.

Notes:

1. All models that have the Token-Ring 3270 Gateway feature installed can be
customized as the gateway controller in the primary or alternate configuration
unless your alternate configuration is for models 03R, 13R, 23R, 53R, or 63R.

2. The 3174 Model 21H is used only on the ES/9000 and should be customized as
a 21L. It is functionally the same as a Model 21L.

3. If you plan to have two configurations for your controller (for example, a Model
11L configuration and an alternate configuration for a Model 11R), only one set
of configuration parameters and microcode can be easily managed with
Central Site Change Management. This is due to a requirement that both
controller configurations must have the same Network ID and LU names.

You can convert from one host connection type to another using Central Site
Change Management, provided you have taken the appropriate measures to
accommodate the restrictions defined above. However, because coordination
of 3174 and VTAM changes can be complex, we do not recommend trying to
maintain multiple configurations for a controller in a Central Site Change
Management environment.
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101: Host Attachment

Response:

1 =BSC 5 = SNA (Channel)

2 = SDLC (See notes) 6 = SDLC (X.21 Switched)
3 = X.25 7 = Token-Ring Network
4 = Non-SNA (Channel) M = Multi-Host Support.

The default response is X.

Notes:
1. To use the Gateway feature, respond with 2, 5, or M.

2. Option 2 (SDLC) represents SDLC architecture on V.24/V.35 interfaces (either
switched or leased) or SDLC architecture on X.21 interface that is nonswitched.
If you want X.21 switched, use option 6.

3. A sheet of X.21 and X.25 Keyboard Labels (Order No. SX23-0285) may be
shipped with the 3174 controller. Provide one set of these labels from the
sheet for each display station keyboard using X.21 or X.25 host attachment.

Use the following table to determine what responses for question 101 are valid with
the model you designated for question 100.

Table 6-1. Valid Question 101 Responses

If Response to
Question 101 is: Response to Question 100 Can Be:

01R, 11R, 21R, 51R, 61R

01R, 02R, 11R, 12R, 21R, 51R, 61R, 62R

01R, 02R, 11R, 12R, 21R, 51R, 61R, 62R

01L, 11L, 12L, 21L, 221

01L, 11L, 121, 21L, 22L

02R, 12R, 62R

03R, 13R, 21R, 23R, 53R, 63R

01L, 01R, 02R, 03R, 11L, 11R, 12L, 12R, 13R, 21L, 21R, 22L, 23R,
51R, 53R, 61R, 62R, 63R

I NGO RAWND S

Responding with M indicates that you wish to have multiple 3270 host attachments.
Before you continue planning, read “Multi-Host Support” on page 2-6 and
“Microcode Customization” on page 2-17, if you have not done so already.

Multi-Host Support requires that you plan the microcode customization by filling in
worksheets for each host attachment. Think of each attachment to a host as a
separate controller configuration.
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If you respond with M, fill out “Worksheet 2—Multi-Host Definition” (Figure 6-1).
This worksheet is used to identify the hosts and their characteristics.

Host
1D

1A
2A
3A

Adapter
Type

Multi-Host Definition—

Host Hardware Include
Attach Group In IML Host Descriptor

Figure 6-1. An Example of Worksheet 2 — Multi-Host Definition

The columns on “Worksheet 2—Multi-Host Definition” are described below.

Host ID

A two-character identifier for each of the hosts. The first
character is numeric and identifies the specific host link. The
second character is alphabetic and identifies one of multiple
hosts on that link.

A host ID beginning with the number “1” represents a host on
the primary link. There can be only one primary link between
a controller and upstream hosts, but up to eight hosts can be
accessed over that primary link, depending on the
configuration. The second character in the host ID
differentiates between the hosts (A-H).

A host ID beginning with a “2” or “3” represents a host on a
secondary link. A secondary link uses Concurrent
Communication Adapters (CCAs), and some 3174 models can
have two secondary links. Up to four hosts can be accessed
over one secondary link, depending on the configuration. The
second character in the host ID differentiates between the
hosts (A-D).
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Host Attach
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Regardiess of whether it is on a primary link or a secondary
link, only one primary host can be configured for each link.
The letter “A” in the host ID identifies the primary host.
Therefore, the primary hosts are identified as 1A, 2A, and 3A.
Secondary hosts are identified as 1B, 1C, 1D, 1E, 1F, 1G, 1H,
2B, 2C, 2D, 3B, 3C, and 3D.

Note: When planning for Single Link Multi-Host Support,
prioritize the hosts by alphabetic order (xA hosts have
highest priority, then all other hosts on that link).

This field is for Concurrent Communication Adapters. It
identifies the adapter type:

1 = Type 1 Concurrent Communication Adapter
2 = Type 2 Concurrent Communication Adapter.

See “Concurrent Communication Adapter” on page 2-7 if you
need more information on the adapter types.

This identifies the type of host attachment for each link. The
primary host on the primary link (1A) has the following
possibilities:

1 = BSC 5 = SNA (Channel)
2 = SDLC 6 = SDLC (X.21 Switched)
3 = X.25 7 = Token-Ring Network.

4 = Non-SNA (Channel)

Notes:
1. Respond with 3, 5, or 7 for Singie Link Multi-Host Support.
2. To use the Gateway feature, respond with 2 or 5.

3. See Table 6-1 on page 6-5 for a listing of which
responses are valid based on the model specified in
question 100.

The primary hosts on secondary links (Host IDs 2A and 3A)
have the following possibilities:

Type 1 CCA:
1= BSC 3 =X.25
2 = SDLC (see note 2)
Type 2 CCA:
2 = SDLC 6 = SDLC (X.21 Switched)
3 = X.25
Notes:

1. Respond with 3 for X.25 Single Link Multi-Host Support.

2. Respond with 2 if planning for Token-Ring 3270 Gateway
support.
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Hardware Group

Include In IML

Host Descriptor

The possible responses to these fields are hardware groups
51 and 52. You determine your response by identifying how
the CCAs are physically plugged into the available card slots.
Card slots are numbered; the CCA plugged into the card slot
with the lowest number is assigned hardware group 51.

If you use only one CCA, it must be assigned hardware
group 51.

This field specifies whether a host is to be included in the IML
(initial microcode load). Possible responses are:

0= No
1 = Yes.

If you only want to use a host at certain times, fill out the
worksheets for the host attachment and have the customizer
respond to this field with 1. Once the customization data has
been entered for the host, the response can be changed to 0.
When you want to use the host, change the 0 to 1 and re-IML
the controller.

Note: To use secondary hosts on secondary links, you must
include the primary hosts (2A and 3A) on those links in
the IML. The primary host on the primary link is
included by default.

This optional field is used to describe each host. The
description can contain up to 20 characters. If filled in, the
description appears in the operator information area (OlA) of
displays accessing the host.

The proper functioning of devices that are emulating control
unit terminals (CUTs) may depend on the display of the
following indicators:

* ASCIlI device emulation mode * Shift Indicators

* Programmable Symbol Indicators * Caps Lock area

* Character Set, Color, and ¢ Extended Graphics.
Highlighting

The Host Descriptor may overlay these indicators. In such a
case, you can ensure proper functioning by not specifying a
Host Descriptor.

Planner: If your response to question 101 was:

e 1,2,3,4,5,6, 0r7, return to the divider page labeled “Microcode
Customization Planning.” See step 2 to determine the next worksheet you need

to fill out.

* “M,” return to the divider page labeled “Microcode Customization Planning.”
See step 3 to determine the next worksheet you need to fill out.
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104: Controller Address

Response: The two-character hexadecimal address.
The default response is XX.

Ask the system programmer at the host system location for this hexadecimal
address. The host system recognizes this as the input/output (1/0) address.

For BSC: Obtain the polling address (in hexadecimal) for this controller from the
system programmer at the host site. Be sure that it is the polling address, and not
the line address. Use Table 6-2 on page 6-10 to convert the BSC polling address to
the controller address (for example, if the BSC address [EBCDIC] is 4E, then the
controller address is 14). Do not convert the hexadecimal address to a decimal
number, and be sure to ask the system programmer if the address is EBCDIC or
ASCIL.

Because it is standard practice to send the address twice, the system programmer
may give you a “double address” (for example, 4040). Use only the first two digits
(for example, 40).

For SDLC: If the host access consists of VTAM/NCP, specify the controller address
on the ADDR operand of the NCP’s PU statement.

For X.25: This is the X.25 secondary station address.

For Non-SNA (Channel): The host system recognizes this as the iower (base) i/O
address of the range of 1/O addresses assigned to the terminals attached to the
controller. If 16 or fewer devices (including ASCIl) are attached, the following
controller addresses are valid: 00, 10, 20, 30, 40, 50, 60, 70, 80, 90, A0, BO, CO, DO,
EO, FO. If more than 16 devices (including ASCII) are attached, the following
controller addresses are valid: 00, 20, 40, 60, 80, A0, CO, EO.

For SNA (Channel): This controller address represents the I/0 address of the SNA
physical unit.

For Gateway (Token-Ring and/or ISDN): The host system recognizes this as the
lower (base) I/O address.

For X.21 Switched: If the host access consists of VTAM/NCP, specify the controller
address on the ADDR operand of VTAM’s switched PU statement.
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Table 6-2. Conversion of BSC Polling Addresses into Controller

Addresses

BSC Hexadecimal Polling Address

EBCDIC ASCIl Controller Address
40 20 00
C1 41 01
c2 42 02
C3 43 03
C4 44 04
C5 45 05
Ccé6 46 06
Cc7 47 07
C8 48 08
C9 49 09
4A 58 10
4B 2E 11
4C 3C 12
4D 28 13
4E 2B 14
4F 21 15
50 26 16
D1 4A 17
D2 4B 18
D3 4C 19
D4 4D 20
D5 4E 21
D6 4F 22
D7 50 23
D8 51 24
D9 52 25
5A 5D 26
5B 24 27
5C 2A 28
5D 29 29
5E 3B 30
5F 5E 31
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105: Upper Limit Address

Response: Two-character hexadecimal address. The system programmer at the
host system location will supply this address.

For SDLC and SNA (Channel) without the Gateway Feature: 00 is the only valid
response.

For Non-SNA: The upper limit address indicates the range of consecutive I/0
addresses assigned to the terminals attached to the controller.

Note: For Non-SNA, if this response is 00, the response to question 116 cannot be
0. If this response is nonzero, the response to question 116 must be 0.

For the Gateway (Token-Ring and/or ISDN): The upper limit address indicates the
range of consecutive subchannel addresses (for local models) or SDLC station
addresses (for remote models) assigned to the Token-Ring and/or ISDN
Downstream Physical Units (DSPUs) communicating to this host through the
gateway controller. The addresses defined at the host must begin with the
gateway controller address and must be followed by the addresses assigned to the
Token-Ring DSPUs. Immediately following the Token-Ring addresses are the
addresses for the ISDN DSPUs. The complete range of addresses (gateway,
Token-Ring, and ISDN) must be defined contiguously at the host access method.

As an example: You have a Token-Ring Network with 30 DSPUs and an ISDN
network with 10 DSPUs for a total of 40. The address of the controller you are
customizing is 10. Your response to question 104 would be 10, since that is the
lower limit in the range of addresses. To find the response to question 105, the
upper limit in the range of addresses, add the number of DSPUs (in hexadecimal).
There are 40 DSPUs (28 hexadecimal). Therefore, the upper limit address is 38.
See the following example.

— Example

Decimal 40 (number of devices) = 28 hexadecimal

10 hexadecimal (the controller address)
+ 28 hexadecimal (number of devices)

= 38 hexadecimal (the upper limit address)

DSPU Considerations:

1. Up to 250 DSPUs (Token-Ring or ISDN) are supported on a gateway controller
regardiess of the number of host attachments. The DSPUs may be assigned to
one primary host or spread across several primary and secondary hosts.

2. Up to 50 Token-Ring DSPUs are supported on each CCA.

3. See “Storage Requirements for DSPUs” on page 3-6 for complete DSPU
planning guidelines.
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106: Token-Ring Network Address and Service Access Point of the 3174

6-12

Planner: Questions 106 and 107 apply to 3174 controllers without the 3270 Gateway
feature that attach to the Token-Ring Network.

Response: A 12-character hexadecimal address and a 2-character hexadecimal
service access point.

Address:
The address can be either a locally administered address, a universal address, or
all zeros. A locally administered address is in the following format:

4000 XYYY YYYY

where X and Y are the user-assigned portion of the locally administered address.
Note that X should not be greater than X'7"'.

A universal address is in the following format:
WWWW WWZZ 72277

W = the ID of the adapter manufacturer (for example, IBM’s ID is 10005A).
Z = the unique address portion of this adapter’s universal address.

Warning: When the product permits you to enter either type of address, the
suggested choice is a locally administered address. If the universal address is
used and the Token-Ring Adapter is replaced, the 3174, as well as the gateway,
will have to be recustomized with the new address.

Service Access Point:
The default is 04. If you are not using Single Link Multi-Host Support, respond with
the default. Your response must be a multiple of 4 ranging from X'04' to X'EC".

When using Single Link Multi-Host Support, you can access additional hosts
through a single gateway (if supported) by specifying additional service access
points (SAPs). Usage of the SAP depends on the capabilities of the gateways. If
you are using Single Link Multi-Host Support, you may have to specify a SAP other
than the default. See Appendix E for examples of using the SAP.

If using a T2.1 link connection for APPN on the primary host, respond with the
detfault, 04.

Notes:
1. The universal address is used if you respond with all zeros.

2. When filling in the worksheets for secondary hosts on the primary link
(1B—1H), the address portion of this question does not have to be answered.
The response provided for the primary host (1A) is automatically transferred to
the secondary hosts during the customizing procedures.

3. If the gateway that you are using is a 372x, you must define the Token-Ring
Network addresses as locally administered addresses using dial digits (digits
that can be dialed on the telephone) 0 through 9 only. The 372x should be
connected by way of telephone lines.

4. The response to question 106 and 107 cannot be the same.
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5. If question 650=Y (3174-Peer Support) and question 651=Y (Bridge Support),
then the 3174-Peer Port Address Range defined in question 660 will be 4000
XXXX XX00 to 4000 XXXX XX3F (where X is the user assigned portion of the
address). In such a case, question 106 cannot be set equal to any of the values
in this range or 4000 XXXX XX FF.

Ask your network planner for this address and service access point.

107: Token-Ring Network Address and Service Access Point of the Gateway
Response: A 12-character hexadecimal address and a 2-character hexadecimal
service access point.

Address:
The address can be either a locally administered address or a universal address.
A locally administered address is in the following format:

4000 XYYY YYYY
where X and Y are the user-assigned portion of the locally administered address.
Note that X should not be greater than X'7".
A universal address is in the following format:

WWWW WWzz 72277

= the ID of the adapter manufacturer (for example, IBM’s ID is 1000 5A).
= is the unique address portion of this adapter’s universal address.

N =

Service Access Point:
The default is 04. If you are not using Single Link Multi-Host Support, respond with
the default. Your response must be a multiple of 4 ranging from X'04' to X'EC".

When using Single Link Multi-Host Support, you can access additional hosts
through a single gateway (if supported) by specifying additional service access
points (SAPs). Usage of the SAP depends on the capabilities of the gateways. If
you are using Single Link Multi-Host Support, you may have to specify a SAP other
than the default. See Appendix E for examples of using the SAP.

If using a T2.1 link connection for APPN on the primary host, respond with the
default, 04.

Notes:

1. If the gateway that you are using is a 372x, you must define the Token-Ring
Network addresses as locally administered addresses using dial digits (digits
that can be dialed on the telephone) 0 through 9 only. The 372x expects to be
connected by way of telephone lines.

2. The response to this question cannot be all zeros, nor can it be the same as
the response to question 106.

3. If question 650=Y (3174-Peer Support) and question 651=Y (Bridge Support),
then the 3174-Peer Port Address Range defined in question 660 will be 4000
XXXX XX00 to 4000 XXXX XX3F (where X is the user assigned portion of the
address). In such a case, question 107 cannot be set equal to any of the values
in this range or 4000 XXXX XX FF.

Ask your network planner for this address and service access point.
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108: Unique Machine Identifier

Response: Seven alphanumeric characters. We recommend that you use the
controller’s serial number as the unique machine identifier. The serial number is
located on the front panel of the controller and consists of 7 alphanumeric
characters.

If the controller’s serial number is not available or you prefer not to use it, you may
enter your own unique machine identifier of 7 alphanumeric characters. You may
enter 0—9, A—Z, null, or space for the 7 characters.

110: Multiple Logical Terminals (MLTs) Storage Support

6-14

Planner: This question has two parts. You must provide a nonzero response to
this question if you are planning for Multi-Host Support (question 101=M). In
answering this question, you are allocating MLT storage for all host IDs on this
link.

The default response is 0 0000, which is no MLT.

A nonzero response to either part of this question allows you to configure control
unit terminal (CUT) display stations or ASCII display stations emulating CUT
displays to use multiple host sessions. If you respond to either part of this
question with a nonzero value, the other part of the question must be zero.

Response to first part of question: 0 0000

Nonzero response: 1 to 8 allocates a preset amount of 3174 storage to support
MLT. The preset amount ranges from 64KB to 2688KB.

Valid
Nonzero
Host ID Response
Models 1L through 23R 1A 1108
Models 51R, 53R, 61R, 62R, 63R 1A 1to 8
Concurrent Communication Adapters 2x and 3x 1or2

Response to second part of question: 0 0000

Nonzero response: 0001 —2784 allocates that amount of 3174 storage in kilobytes to
support MLT.

Valid responses are:

Minimum Maximum

Host ID Response Response
Models 1L through 23R 1A 0001 KB 2784 KB
Models 51R, 53R, 61R, 62R, 63R 1A 0001 KB 2784 KB
Concurrent Communication Adapters 2x and 3x 0001 KB 0128 KB

See “Determining MLT Storage Requirements” on page 6-15 if you wish to specify
a nonzero response to either part of question 110.
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Determining MLT Storage Requirements
To determine what your MLT storage requirements are, fill in the following
worksheets as required for your configuration:

Worksheet 10A (Ports 26-00 —26-31)
Worksheet 10B (Ports 27-00—27-31)
Worksheet 10C (Ports 21-00 —23-07).

These worksheets are located in Appendix A, “Configuration Worksheets.”

The following steps explain how to fill out each worksheet.

Step 1

Step 2

Step 3

In the Device Type/Screen Size column, specify the device and screen
size for each controller port that has a CUT or ASCII display attached
to it (for example, CUT 24 x 80).

3270 Devices with the Extended Function Feature (Feature 6) can
support different screen sizes. For these devices, the SNA host can
send a Bind command to change the screen size. Therefore, if the
host attachment type is SDLC, X.25, SNA, SDLC (X.21 Switched), or
Token-Ring Network, you must ensure there is enough storage for the
largest screen that could be selected on the Bind. For example, the
device might be set up to support 24 x 80 and the Bind command could
change this to 32 x 80. (If your host applications do not support screen
size changes, set Q126 Bit 5 = 1 and select the storage amount
required for the screen size that the device will be set up for).

The following shows which setup options display station users must
select in order to get the Extended Function Feature:

¢ 3180 displays — Model IDs 6-9

¢ 3191, 3192 displays — the Extended Function Model IDs (i.e. 2+,
3+, 4+, or 5+4)

¢ 3471 (Model B), 3472 (all models except G) displays — a keyboard
type other than 78EMU (3278 Emulation Mode).

For 3270 Devices only: In the EAB? column, specify whether the CUT
display stations have extended attribute buffers (EABs). Specify a “Y”
or “N” (Yes or No).

In the Number of Sessions column, specify the number of host
sessions for the listed devices. The maximum is 5 sessions.

If you are calculating the MLT level for:

¢ A primary link (Host ID 1A), include both the 3270 host sessions for
that link and ASCII host sessions.

* A secondary link (Host ID 2A or 3A), include only 3270 host
sessions for that link.

Notes:

a. Each 3270 host session requires a host address. Local Non-SNA
and BSC controllers are permitted a maximum of 32 host
addresses.

b. You not have to add any storage for printer sessions or Distributed
Function Terminals (DFTs).
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Step 4 To determine how much storage to reserve for each listed device, refer
to:

* Table 6-3 if you are not using Multi-Host Support.
* Table 6-4 on page 6-17 if you are using Multi-Host Support.

Write in the amount of storage required for each device in the MLT
Storage Required column.

Table 6-3. MLT Storage Specification without Multi-Host Support.
Values are in KB (1024 bytes).

Cut or ASCII Device Number of Sessions

Screen Size 1 2 3 4 5
CUT/24 x 80 0 0 2 4 6
CUT/24 x 80 with EAB 0 4 8 12 16
ASCII/24 x 80 0 0 2 4 6
ASCI1/30 x 80

ASCl1/32 x 80

CUT/32 x 80 0 4 8 12 16
CUT/43 x 80

CUT/27 x 132

CUT/32 x 80 with EAB

CUT/43 x 80 with EAB 0 12 20 28 36
CUT/27 x 132 with EAB

Note: If you are planning storage for ASCIl Tektronix 4205s or UDT
tables for which transparency is being defined, you must add
additional storage. Base the additional storage amounts on
screen size. If the display is 24 x 80, add 2KB more of storage;
if the display is 30 x 80 or 32 x 80, add 4KB more of storage. If
you are planning for only one logical session on an ASCII
display station, no additional storage is required. This applies
regardiess of Multi-Host Support.
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Table 6-4. MLT Storage Specification with Multi-Host Support. Values
are in KB (1024 bytes).

CUT or ASCII Device Number of Sessions
Screen Size 1 2 3 4 5
CUT/24 x 80 0 0 0 0 2
CUT/24 x 80 with EAB 0 0 4 8 12
ASCII/24 x 80 0 0 2 4 6
CUT/32 x 80
CUT/43 x 80 0 0 4 8 12
CUT/27 x 132
ASCII/30 x 80

0 4 8 12 16
ASCII/32 x 80
CUT/32 x 80 with EAB
CUT/43 x 80 with EAB 0 8 16 24 32
CUT/27 x 132 with EAB

Step 5 Aiter calculating the amount of storage each device requires for MLT
support, add these amounts to determine the total amount of MLT
storage required. Write this amount on the totals line at the bottom of
the MLT Storage Required column.

Step 6 |If youfilled out more than one worksheet, add the amount from the
totals line of each worksheet to arrive at the total amount of MLT

storage you require.

e If you wish to specify an exact amount of MLT storage, write the
amount with leading zeroes next to question 110 on the host

attachment worksheet.

¢ if you wish to specify an MLT level, use the following chart and
considering future expansion, determine which level of MLT

support you should select.

If the total
storage required is

Select MLT level

1KB to 64KB
65KB to 128KB
129KB to 512KB
513KB to 896KB
897KB to 1152KB
1153KB to 1536KB
1537KB to 2048KB
2049KB to 2688KB

Figure 6-2 on page 6-18 shows an example of an MLT Worksheet that was
completed using the values from Table 6-4.

o ~NOO O WN -
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Controller Device Type/ EAB? Number of MLT Storage
Port Number Screen Size Y/N Sessions Required (KB)
26-00 CUT/24 x 80 Y 3 4
26-01 DFT/variable N 3 0
26-02 CUT/24 x 80 N 5 2
26-03 CUT/43 x 80 Y 4 24
26-04 CUT/32 x 80 N 5 12
26-05 CUT/27 x 132 Y 4 24
26-06 CUT/43 x 80 Y 5 32
26-07 CUT/24 x 80 N 3 0
21-01 ASCII/30 x 80 N 2 0
21-02 ASCIl/24 x 80 N 5 2
Total MLT Storage Required: 100

Figure 6-2. An Example of Calculating MLT Storage

In this example, 100KB is the total amount of storage required. Level 1 reserves
only up to 64KB and would therefore be insufficient. Level 2 of MLT reserves up to
128KB, which would be sufficient, but considering eventual expansion, you may
decide to choose Level 3 support (512KB) or higher.

MLT-Related Considerations

¢ |f your response to either part of question 110 is nonzero, you cannot respond
to question 116 with 0 on the worksheet for the primary host attachment.

* For information on port addressing of the Multiple Logical Terminals (MLTs),
see Chapter 7, “Planning for Port Assignment.”

* |f you are configuring for Multi-Host Support, see Chapter 15 for information on
defining host sessions for terminals.

¢ If you are using MLT on ASCII devices, you must answer question 703 with a 1.

116: Individual Port Assignment
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Response: One to four alphanumeric digits.

The four digits of this response are grouped into two pairs. The first (leftmost) pair
represents the assignment of 3270 addresses. The second pair represents the
assignment of AEA addresses.

Note: Depending on your configuration, you may not be specifying all four digits;
you may have a one, two, or four-digit response. However, placement of the
digits is crucial, so please read the following description carefully.

The default response is 0.

For Port Assignment, you define addresses for terminals attached to the Terminal
Adapter, not for PCs or controllers attached to the Token-Ring. Therefore, if you
want to customize for any devices that are not attached to the Token-Ring, you
should plan to customize for Port Assignment.
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If your response is 0, 1, or 2, write your response in the leftmost box and leave the
second box blank.

0 = 1 address per 3270 port; individual addresses are automatically assigned.
1 = You assign the number of addresses for each port; individual addresses
are automatically assigned.
2 = You assign the individual addresses.
SX = Xis the number of addresses per 3270 port; individual addresses are
automatically assigned. Xis 1t0 5.
AY = Y isthe number of addresses per AEA port; individual addresses are

automatically assigned. Yis 1to5.

Enter 0 if you:

e Want one 3270 address per port automatically assigned.
¢ Do not want to plan for port assignment.
* Do not want any AEA addresses assigned.

Enter 1 or 2 if you:

¢ Plan to assign port addresses on a port-by-port basis.
¢ Answered either part of question 110 with a nonzero response.
¢ Plan to have ASCII devices access 3270 hosts (AEA must be present).
¢ Plan to use DFTs with multiple interactive sessions. (The 3290 Information
Panel and the 3270 Personal Computer are some of the DFTs with multiple
interactive sessions capability.)
Enter SX if you:

e Want to specify the number of addresses (1 to 5) to be assigned to each 3270
port.

e Want to specify the same number of addresses for all 3270 ports and have the
individual addresses automatically assigned.

¢ Do not plan to have ASCII devices access 3270 hosts.
¢ Answered either part of question 110 with a nonzero response.

e Plan to use DFTs with multiple interactive sessions.
Responses S1—S5 are allowed only on SNA host attachments.

The above responses do not result in AEA port address assignment. To plan for
assignment of AEA addresses:
Enter SX AY if you:

¢ Want to specify the number of addresses to be assigned to each 3270 port and
the number of addresses to be assigned to each AEA port.

e Want to specify the same number of addresses for both 3270 and AEA ports
(X=Y).

e Want to have the individual addresses automatically assigned.
¢ Answered questions 110 and 703 with nonzero responses.

¢ Plan to have ASCII devices access 3270 hosts.
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Important:

1. The maximum number of addresses that can be assigned is 253. The
customizing utility prioritizes the assignment of addresses. Be sure that the
number of addresses you select in this question does not exceed 253.
Otherwise, either some ports do not get any addresses or they get fewer
addresses than you requested.

2. Do not respond to the AY part of this question if:
The host is non-SNA
The 3174 model number is 53R.

3. If the response to question 101 = M, the second part of question 116 appears
only for the 1A primary host.

See Chapter 7, “Planning for Port Assignment,” if you require more information to
determine your response.

117: Port Assignment
This is a panel that appears during the Configure procedure if you respond to
question 116 with 1 or 2. Chapter 7, “Planning for Port Assignment,” contains the
planning information you need to fill out the worksheet for this panel. Port
assignment for 3174-Peer devices is referred to in question 660.

118: Port Address
This panel appears on the screen after the 117 panel if you opt to assign your own
addresses; if you select automatic address assignment, this panel appears after
the customizer responds to question 116. It displays the assigned port addresses
in hexadecimal. The customizer cannot enter information on this panel.

121: Keyboard Language
Planner: The response given for this question must correspond to that given when
defining translate tables. See “Worksheet 35—Translate Tables Definition” on
page A-50 for information. If the responses differ, unpredictable results may
occur.

If you plan to answer question “123: Country Extended Code Page Support” with a
1 (CECP Support), you must use one of the valid CECP languages in Table 6-6 on
page 6-22 when responding to this question.

Response: Two digits that represent the keyboard language that will be used in
this cluster.

The default response is 01 (U.S. English).

Notes:

1. The 3174 Character Set Reference, GA27-3831, contains the code pages for the
supported languages.

2. The keyboard languages listed in bold type in Table 6-5 can be used for
communication to ASCII devices. For more information, see “Terminal Tables
and Translate Tables” on page 14-17.
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3. If one of the languages shown in regular type (not intended for support of ASCII
devices) is selected for ASClI communication, the language provided will be
U.S. English.

Table 6-5. Keyboard Languages Supported

01 = English (U.S.)? 28 = Portuguese

02 = English (U.S.) ASCH-7(1)(2) 29 = Canadian Bilingualt
03 = Austrian/German 30 = French

04 = Belgian 33 = English (U.S.) ASCll-International3
05 = Brazilian 34 = English (U.S.) ASCII-84
07 = Danish 35 = Cyrillic

09 = Finnish 36 = Greek

14 = International 37 = lcelandic

15 = ltalian 38 = ROECES Latin

16 = Japanese English 39 = Turkish

17 = Japanese Katakana 40 = Yugoslavic

19 = Spanish 41 = Swiss-French (New)
21 = Spanish-Speaking 42 = Swiss-German (New)
22 = English (UK) 43 = Belgian (New)

23 = Norwegian 46 = Thai

24 = Swedish 47 = Netherlands

25 = EBCDIC World Trade 48 = New Greek

1 Alternate Keyboard Selection (132) is valid only with these languages.

2 Available on remote models only. Does not support Extended Data Stream.
3 Available only on BSC, local SNA, and local non-SNA.

4 Available only on SDLC and X.25.

5 Regionai Office for Eastern and Centrai Europe.

123: Country Extended Code Page Support

Response:

0 = No CECP Support
1 = CECP Support (see Note 1).

The default response is 0.

If you respond to this question with a 1 (CECP Support), a larger definition of
graphic characters than previous code pages will be supported, and the ability for
multilingual communication will be improved.

Warning: Answering this question with a 1 can result in a loss of data integrity and
cause unexpected characters to appear on the screen. You should read Chapter 8,
“Planning for Country Extended Code Page,” before responding to this question
with a 1.

Warning: Answering this question with a 1 results in a loss of the Mono Case
function on 3192 Models C, D, and F.
Notes:

1. You must answer question 121 with one of the valid CECP (Country Extended
Code Page) languages from Table 6-6 on page 6-22 if you plan to respond to
question 123 with a 1.

2. If you respond to this question with a 1 and to question 139 with 00 or 01 for the
CCA host attachment, CECP code pages are used for CCA-attached hosts.
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3. See Chapter 8, “Planning for Country Extended Code Page,” for the supported
devices.

4. ASCII devices customized for CECP support cannot provide the Field Mark or
Dup characters.

The languages supported by CECP are listed in Table 6-6. Beside each language
name is the 2-digit response that is used when responding to “121: Keyboard
Language.”

Table 6-6. CECP Languages Supported

01 = English (U.S.) 24 = Swedish

03 = Austrian/German 28 = Portuguese

07 = Danish 29 = Canadian Bilingual
09 = Finnish 30 = French

16 = ltalian 37 = lcelandic

19 = Spanish 41 = Swiss French (New)
21 = Spanish-Speaking 42 = Swiss German (New)
22 = English (UK) 43 = Belgian (New)

23 = Norwegian 47 = Netherlands

Note: The 3174 Character Set Reference, GA27-3831, contains the code pages for
the supported languages.

125: Miscellaneous Feature Options (A)
Response: Eight digits (0 or 1).

0= No
1= Yes.

The default response is 00000000.

Specify digits 1—8 as either a 0 or 1. Digits are numbered from left to right.

Note: Digits 3 and 5 through 7 cannot be specified on the worksheets for
secondary host attachments.

Digit Description

-1 Dual-Function Clear Key

Unsupported Control Code Translate
Clicker Option

Command Chaining

PS Load Altered Screen

File Transfer Aid

Background Alarm

Deferred Keystroking (Remote SNA Only)

o~NoOOOhh OWN

Digit 1 - Dual-Function Clear Key: Specify this digit as 1 to prevent the Clear key
from putting a 3278, 3279, or 3180 display station into the default screen size mode.

Warning: Specifying this digit as 1 causes the Clear key to operate contrary to the
definition given in the IBM 3270 Information Display System Data Stream
Programmer’s Reference, GA23-0059. Host applications written to conform with
the Data Stream Programmer’s Reference may react unpredictably.
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Digit 2 - Unsupported Control Code Translate: Specify this digit as 1 to translate
the following interface codes into a hyphen character (EBCDIC X'60'):

01 through 04, 06, 07, 09, 0A, OB, OE, OF, 10, 14, 16, 17, 18, 1A, 1B, 1F
20 through 27, 2A, 2B, 2D, 2E, 2F
30 through 3B, and 3D.

During READ operations, the hyphen character code returns to the host instead of
the original code.

Notes:

1. Additionally, interface codes 3F and FF are replaced by hyphens on devices
without the Extended Attribute Buffer (EAB).

2. The above codes are reserved for future use in the IBM 3270 Data Stream.
Host applications that transmit these codes as data with a write-type command
or within an outbound 3270DS structured field are not in conformance with the
Data Stream Programmer’s Reference and may encounter unpredictable
results.

Specifying this digit as 0 (default) causes the controller to reject the interface codes
and display a PROG 402 in the operator information area of the display station,
which receives a message containing one of the unsupported interface codes.
Pressing the RESET key clears the PROG 402 from the screen. Also, an Erase Write
or Erase Write Alternate command from the host application clears the PROG 402
from the screen.

Digit 3 - Clicker Option:

0 = Keyboard clicker is off when the display station is turned on.
1 = Keyboard clicker is on when the display station is turned on.
Digit 4 - Command Chaining:

0
1

Command Chaining is on.
Command Chaining is off.

Performance may be downgraded if you specify this digit as a 1.

Digit 5 - PS Load Altered Screen: Specifying a 1 inhibits screen flashing during a
load PS.

Digit 6 - File Transfer Aid: The operation of DFT devices is not affected by this
option.
A response of 1 is required for:

* Operation of the IBM Personal Computer with an IBM 3278/79 emulation card
or equivalent performing file transfer. This includes the IBM 3270 Personal
Computer operating in CUT mode.

¢ Operation of the 3814 Switching Management System.
* Operation on the AEA using FTTERM" (IBM File Transfer/Terminal Emulator
Program or OS 2 Extended Addition File Transfer).

If 1 is specified, the operation of other CUT (non-IBM PC) devices may be
degraded.
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Digit 7 - Background Alarm:

0 = Background alarm is allowed.
1 = Background alarm is disabled for background sessions.

This option has effect only when question 110 (MLT) has been configured with a V
nonzero response.

Each MLT display has one foreground session and one or more background
sessions. The foreground session is the one currently displayed on the terminal
screen; the others are background sessions. Host updates to background sessions
may include sounding the alarm. This option allows the background alarms to be
disabled.

Note: This alarm is automatically disabled if digit 6 (File Transfer Aid) receives a
response of 1.

Digit 8 - Deferred Keystroking - Remote SNA:
0

Deferred keystrokes are discarded between segments within a request unit
(RU).
Deferred keystrokes are processed between segments within a request unit
(RU).

1

Note: Performance is degraded if you respond to this question with a 1.

126: Miscellaneous Feature Options (B)
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Response: Eight digits (0 or 1).

0= No
1 Yes (See note).

Note: For Digit 3, specifying 0 causes Type Ahead to remain enabled; specifying 1
causes Type Ahead to be disabled.

The default response is 00000000.

Digit Description

1 Reserved

Coax Timeout Period

Type Ahead

Enhanced Screen Support for 3270 CUT Devices (SNA
only)

Bind Support

Reserved

Reserved

Reserved

H N

o ~NO O,

Digit 1 - Reserved: The first digit is reserved.

Digit 2 - Coax Timeout Period: The Coax Timeout Period is used by the controller to
ensure timely responses from attached devices. Specifying the second digit as 1
increases the timeout period from 50 microseconds (the default) to 100
microseconds.
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Specify 1 for the second digit if:

¢ You have devices attached through products that increase the coax delay past
50 microseconds (for example, a 5209 Link Protocol Converter).

e Original Equipment manufacturer (OEM) multiplexers or devices are attached
to the controlier.

Warning: If you operate in a stressful keystroking environment (many devices,
rapid keystroking) and you have the AEA feature, specifying this digit as 1 may
result in lost keystrokes.

Digit 3 - Type Ahead: Specifying a 1 inhibits the Type Ahead function on 3270 CUT

and ASCII terminals. Specifying a 0 allows the Type Ahead function. This function
allows buffering of keystrokes for the display while the controller is waiting for the
host to respond or unlock the keyboard.

Digit 4 - Enhanced Screen Support for 3270 CUT Terminals (SNA Only): When set to
a 1, the 3174 sends data to a terminal after a complete SNA chain is received.
When set to a 0 the 3174 sends data to a terminal after complete segments are
received. If the host link is operating at a slow speed, data sent to a terminal in
segments can cause choppy screen presentation.

Digit 5 - Bind Support: This applies only to SNA Hosts on the 3174 and affects only
CUT devices with Extended Function Feature (EFF), also known as Feature 6, that
have multiple sessions.

If a 0 (default) is specified, the 3174 will accept a Bind to a device with EFF that
specifies a screen larger than the device had been defined when set up. For
example, a 3472 set up as a Model 2 (24 x 80) will have a Bind specifying a screen
size of 43 x 80 accepted.

If a 1is specified, the 3174 will handie devices with EFF the same as it handles
devices without EFF relative to Bind processing. For example, the Bind is only
accepted if the number of rows is less than or equal to the rows in the model size.

Note: The answer to this question will affect the amount of MLT sterage that is
required for devices with the Extended Function Feature. Refer to “110:
Multiple Logical Terminals (MLTs) Storage Support” on page 6-14 for more
information about MLT storage and the Extended Function Feature.

Digits 6 through 8 - Reserved: These digits are reserved.

127: Response Time Monitor (RTM) Definition
Response: Two digits. If one digit is zero, the other must also be zero.
The default response is 00 (no RTM support).
Note: If your response to this question is nonzero, you must fill out “Worksheet

12—128: RTM.”

Turn to Chapter 9 for information on planning for RTM, how to fill out the
worksheet, and the possible responses to question 127. Your system programmer
will help you select your responses.
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128:

132:

6-26

RTM Boundaries and Interface Specification

During the Configure procedure, this host-related panel appears if your response
to question 127 was nonzero. Chapter 9, “Planning for Response Time Monitor
(RTM),” has the planning information you need to fill out the worksheet for this
panel.

Alternate Base Keyboard Selection

Planner: This question is valid only if question 121 was given a response of 01
or 29.

Response: Four digits (A value of 0, 1, or 2 for each).

0= No

1 = Yes (keyboard without numeric lock)

2 = Yes (keyboard with numeric lock—valid for 8K1038 and 8K1158 keyboards
only).

The default response is 0000.

Note: For a description of numeric lock, see “Numeric Lock Feature Option” in the
3174 Functional Description, GA23-0218.

Your response to question 132 specifies the alternate keyboard layouts (if any) that
you want configured in the system. If you leave question 132 set to the default, the
layout of the keyboards attached to the controller is used.

Base keyboards 8K0808 and 8K0932 are mutually exclusive and replace the
standard Base Typewriter keyboards. Base keyboard emulators use the Base
Typewriter layout in their emulation; therefore, any change to the Base Typewriter
layout affects the Base keyboard emulators. For this reason, ASCII display stations
used for 3270 terminal emulation (or any other emulators) may lose some of their
functions.

Base keyboard 8K1038 can be used in addition to the other Base keyboards. Base
keyboard 8K1158 replaces all of the standard Base APL keyboards.

To determine which keyboards you have, refer to Table 6-7 on page 6-27, which
lists the microcode RPQs associated with the different keyboards. For visual
identification of keyboards 8K0808, 8K0932, 8K1038, or 8K1158, refer to the 3774
Character Set Reference.

Digit Description

1 8K0808 Base Keyboard
2 8K0932 Base Keyboard (3178-C4)
3 8K1038 Base Keyboard (3178-C3)
4 8K1158 Base Keyboard

Notes:

1. Base keyboards 8K0808, 8K0932, 8K1038, and 8K1158 do not require RPQ
microcode to operate.

2. Responding with a 1 to digit 3 (8K1038) and digit 4 (8K1158) results in the PF
keys being operational in the lower shift position.
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Table 6-7. Microcode RPQ Numbers Associated with Keyboards
Microcode RPQ Numbers Supported? Response

8K0809 Yes First digit = 1

8K1162 Yes First digit = 1

8K0931 Yes Second digit = 1

8K1034 No See 8K1230

8K1035 No See 8K1255

8K1163 Yes Second digit = 1

K164 No For Typewriter keyboard see 8K1230
Yes For APL keyboard fourth digit = 1

BK1165 No For Typewriter keyboard see 8K1255
Yes For APL keyboard fourth digit = 2

8K1166 No See 8K1164

8K1230 Yes Third digit = 1

8K1231 No See 8K1255

8K1245 No See 8K1255

8K1255 Yes Third digit = 2

136: Standard Keyboard Layouts
Planner: Answer questions 136, 137, and 138 only if the 3174 cluster includes a
display station that has a Converged or Enhanced keyboard that is operating in
native mode. For additional information on modifying keyboards, see Chapter 17,
“Planning to Modify Keyboards.”

Most keyboards are modifiable in native mode; see your terminal user’s guide for
instructions on setting up your terminal.

Response: Four digits (0 or 1).

0= No
1= Yes.

The default response is 0000.

Digit Description

1 Converged Typewriter keyboard
2 Converged APL keyboard

3 Converged Data Entry keyboard
4 Enhanced Typewriter keyboard

By using the Modify Keyboards procedure, you can create as many as four
modified versions of these layouts. However, the total number of keyboard layouts
(standard and modified) that you select to use for any cluster cannot exceed 4 (a
combination of responses to questions 136 and 137).

Your response to this question specifies the standard keyboard layouts that you
want configured in the system. Enter a 1 in the response field for each standard
keyboard layout that you want configured in the system. If you specify all four
standard keyboard layouts here (response = 1111), you cannot select any modified
keyboard layouts in question 137.

For illustrations of the standard layouts, refer to the 3174 Character Set Reference.
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137: Modified Keyboard Layouts

Response: Four digits (0 or 1).

0= No
1= Yes.

The default response is 0000.
See the “Planner” note under question 136.

Digit Description

1 Keyboard ID: A
2 Keyboard ID: B
3 Keyboard ID: C
4 Keyboard ID: D

Your response to question 137 specifies the modified keyboard layouts that you
want configured in the system. Each layout consists of a keyboard/keypad
combination that you can identify with the letter A, B, C, or D. You define the
modified layout that the keyboard ID represents by performing the Modify
Keyboards procedure in the 3174 Utilities Guide. See Chapter 17, “Planning to
Modify Keyboards,” for directions for defining a modified layout.

Enter a 1 in the response field for the IDs that you either plan to define or have
already defined. This configures the layout assigned that ID in the system.

Note: The total number of keyboard layouts selected in questions 136 and 137
cannot exceed 4.

138: Standard Keypad Layouts
Planner: This question applies only to standard, Converged, or Enhanced
keyboards in native mode (see your terminal user’s guide). If the keyboard is
being operated in emulation mode, this question does not apply for these display
stations.

Response:
0 = National Language Numeric Keypad
1 = Data Entry Keypad
2 = Program Function Keypad.
The default response is 0.
See the “Planner” note on page 6-27.
These responses specify the type of keypad to be used with the standard keyboard
layouts you selected in question 136. If you selected one to four types of keyboard

layouts in question 136, you can select one keypad here to be used with all of them.

For visual identification of these keypads, see “Numeric Keypads” in the 3174
Character Set Reference.
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139: Concurrent Communication Keyboard Language
Planner: This question applies only to host attachments through Concurrent
Communication Adapters.

Response:

QO = Same language used for the 1A host
01 = English (U.S.)
02 = English (U.S.) ASCII-7.

The default response is 00.

Your response specifies the keyboard language that is to be used for all host
attachments through a Concurrent Communication Adapter.

Notes:

1. You must respond to question 139 with 00 if you did not respond to question
121 with 01 or 02 while planning for the primary link attachment.

2. You must respond to question 139 with 01 if the communication protocol of your
secondary link attachment is X.21 and you responded to question 121 with 02
while planning for the primary link attachment.

3. You cannot respond to question 139 with 02 if the communication protocol of
your secondary link attachment is X.21 and you responded to question 121 with
01 while planning for the primary link attachment.

4. You cannot send compressed Program Symbols data (question 165=1) if you
respond to question 139 with 02.

5. If you provide a nonzero response to question 139, DFT devices cannot
communicate with the 3270 host attached through the Concurrent
Communication Adapter.

6. If you modify a keyboard for the language used on the primary host attachment
on this link, when that workstation operates in a logical terminal session on the
CCA, it will not have the modified keyboard; it will have the standard
(unmodified) one if a different language was selected when responding to this
question.

141: Magnetic Character Set

Response:

A = None

B = Numeric

C = Alphanumeric (auto entry for secure data only)
D = Alphanumeric (auto entry for all data).

The default response is A.

Your response specifies the type of magnetic character set (if any) that has been
installed.

Note: Your response must be A if your response to question 121 was 35 (Cyrillic),
38 (ROECE), 40 (Yugoslavic), or 46 (Thai).
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150: Gateway (Token-Ring and ISDN)

Response: Two digits (0 or 1)
The default response is 0 0.

Digit 1:

0 = This controller does not act as a Token-Ring Gateway to this host.
1 = This controller does act as a Token-Ring Gateway to this host.

Digit 2:

0 = This controller does not act as an ISDN Gateway to this host.
1 = This controller does act as an ISDN Gateway to this host.

Notes:

1. You cannot respond with a 1 to either digit of this question if your response to
question 105 is 00.

2. On the secondary SDLC panel, digit 2 does not appear. Use only 1 digit for
your Token-Ring Gateway response.

If you respond with a 1 for:

* Digit 1, fill out “Worksheet 46—Common Network,” “Worksheet 46—Ring
Address Assignment,” and “Worksheet 47—Ring Transmission Definition.”

¢ Digit 2, fill out “Worksheet 45—Common Network” and “Worksheet 48—ISDN
PUID Assignment,” and respond to question 190.

165: Compressed Program Symbols
Response:

0 = Do not send compressed Programmed Symbols data.
1 = Send compressed Programmed Symbols data.

The recommended setting for 3174 remote models is 1.
The recommended setting for 3174 local models is 0.

Note: If you are planning a secondary host attachment through a Concurrent
Communication Adapter, you cannot respond to question 165 with 1 if you
responded to question 139 with 02.

Compressing data on a locally attached 3174 could degrade performance. For
distributed function terminals, you do not need to specify a 1. For more information
on compressed Programmed Symbols data, see the 3174 Functional Description,
GA23-0218.

166: Attribuie Select Keypad

Response:

A = Attribute Select Keypad not in use
B = Attribute Select Keypad in use without numeric lock
C = Attribute Select Keypad in use with numeric lock.

The default response is A.
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For visual identification of the Attribute Select Keypad, see the 3174 Character Set
Reference.

Note: Your response must be A if your response to question 121 was 35 (Cyrillic),
38 (ROECE Latin), 40 (Yugoslavic), or 46 (Thai).

168: Additional Extension-Mode Key Definition (Personal Computers)
Planner: Answer this question only if the 3174 has personal computers (PCs)
attached that use 3270 CUT mode emulation programs and either:

e The MLT function will be used, or
e The ASCII emulation function will be used.

Respanse:

0 = No additional extension-mode key is defined
1 = Home key is the additional extension-mode key
2 = PrintID key (IDENT) is the additional extension-mode key.

The default response is 0.

Many 3270 terminal emulation programs that run on PCs do not completely
emulate all the keystrokes available on a 3278 or 3279 CUT display station; for
example, many key sequences that require an ALT Shift are ignored by the
emulation program and are not sent to the 3174. Therefore, an additional
extension mode (similar to an ALT Shift) is required so that PCs with 3270
emulation programs can use the 3174 MLT change-screen and ASCll-emulation
functions.

The response to this question defines an additional key used to enter keyboard
extension mode. For possible alternatives to defining this additional
extension-mode key, see the 3174 Terminal User’s Reference for Expanded
Functions, GA23-0332.

A response of 1 or 2 to this question changes the function of either the Home key or
the Print ID key on 3278 and 3279 keyboards as well as on keyboards that emulate
the 3278 or 3279 keyboards. For that reason, do not specify a nonzero response
unless the additional function is required to support a PC 3270 emulation program
providing CUT mode operation. If the Home key is selected as the additional
extension-mode key, Home must be pressed twice in order to perform the function
normally associated with this key. The Print ID key is affected in the same way if it
is selected as the additional extension-mode key.

The Home key is the recommended extension-mode key; Home is normally an
unshifted key on PC keyboards and provides easier operator access.

Note: This question affects all Base keyboards (for example, 3278 or 3279
keyboards) and all keyboards emulating 3278 type keyboards. It does not
affect IBM Converged or Enhanced keyboards unless those keyboards are
used in 3278 or 3279 emulation mode.
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173: Distributed Function Terminal (DFT) Options

6-32

Response: Eight digits (0 or 1).

0= No
1 = Yes.

The default response is 00000000. Digits are numbered from left to right. The DFT
devices include:

IBM 3179 G Color Graphic Display Station

IBM 3192 G Color Graphics Display Station

IBM 3193 Display Station

IBM 3194 Display Terminal

IBM 3290 Information Panel

IBM 3270 Personal Computer

IBM InfoWindow Graphics-5 3472 Display Station.

e o o o o o o

If you do not have one of these devices, use the default.

Digit Description

1 Enable Local Copy Format Controls
Automatic Form Feed before Local Copy
Automatic Form Feed after Local Copy
Reserved

Reserved

Field Intensity Option

Field Intensity Option

Update Panel before Allowing Buffer Change

O ~NOO O WN

Digit 1 - Enable Local Copy Format Controls: DFT devices generate an
SNA-character-string data stream to perform a local copy operation to a printer. If
the printer does not have Save/Restore Format capability and is operated in
shared mode (in shared mode, local copy operation is permitted between brackets
of a host communication), there is a possibility that the local copy operation will
destroy the format controls established by the host program. Appropriate
specification of this digit establishes format controls. If a printer supports
Save/Restore Format, this option has no effect: the DFT device will send format
controls.

If this digit is set to 0 (default), the DFT device will not send format controls to a
printer that lacks Save/Restore Format capability. Set this digit to 0 for those
operating environments where the host program does not reestablish format
controls with each Begin Bracket. This is true for SNA only. Note that the format of
the local copy output depends on the format controls established by the operator
and/or host program.

When this digit is set to 1, the DFT device will send format controls to the printer
even though the printer lacks Save/Restore capability. This enables the local copy
output to duplicate, as closely as possible, the character image being copied from
the DFT device. Set this digit to 1 for those operating environments where the
printer is not operated in shared mode and/or the host program reestablishes
format controls with each Begin Bracket.
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Digit 2 - Automatic Form Feed before Local Copy:

e Specify this digit as 0 if you do not want the printer to generate an automatic
form feed before a local copy operation is performed via the DFT data stream.

¢ Specify this digit as 1 if you want the printer to generate an automatic form
feed before a local copy is performed via the DFT data stream.

Digit 3 - Automatic Form Feed after Local Copy:

e Specify this digit as 1 if you want to generate an automatic form feed after a
local copy operation is performed via the DFT data stream.

¢ Specify this digit as 0 if you do not want to generate an automatic form feed
after a local copy operation is performed via the DFT data stream.

Digits 4 and 5 - Reserved: The fourth and fifth digits are reserved and defaulted to
0.

Digits 6 and 7 - Field Intensity Options - 3290: Use the sixth and seventh digits to
specify the field intensity option.

¢ Specify these digits as either 00 or 11 if you want the 3290 to underscore all
fields carrying the field intensity attribute.

¢ Specify these digits as 01 if you do not want the 3290 to underscore or display
in reverse video the fields carrying the field intensity attribute.

¢ Specify these digits as 10 if you want the 3290 to display in reverse video the
fieids carrying the fieid intensity attribite.

Digit 8 - Update Panel before Allowing Buffer Change - 3290: Specify this digit as 0
if you want the 3290 to suspend panel updating to process a host transmission. If
this digit is set to 0, under high-data-rate conditions the host messages placed in
the display buffer may be overlaid with new data before they are displayed on the
panel.

When this digit is set to 1, the contents of the display buffer must be displayed on
the panel before new data can be placed in the display buffer. Set this digit to 1
when the 3290s are being used as system consoles or for other applications where
potentially high message rates are possible and the user must visually interpret all
data sent by the host.

175: Distributed Function Terminal (DFT) Password

Response: A six-digit numeric password.

Define a six-digit password. This password is used in 3290 setup level 3 every
time permanent changes are made to the 3290 logical terminal definition table.
The default is 000000. For more information, see the 3290 Information Panel
Description and Reference, GA23-0021, or the 3290-2 Information Panel Description
and Reference, GA23-0241.
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176: BSC Enhanced Communication Option: Distributed Function Terminals

Response:
0= No
1= Yes.

The default response is 0.

To specify a 1, you must have distributed function terminals attached to the 3174.

In addition:

* Your system programmer should confirm that your host system is capable of
handling enhanced 3270 BSC protocols in response to outbound transmissions
of BSC WACK (wait before transmit acknowledgment).

¢ You use one of the following IBM licensed programs, which support BSC
WACK:

— ACF/NCP Version 1, Release 2 or higher (CICS/VS and IMS/VS using VTAM
or TCAM and ACF/NCP are supported)

— ACF/VTAM with Communication Adapter Support (4331, 4361, and 9370)
— CICS/VS Version 1, Release 6 and higher using BTAM
— VM/370 SP, Release 3 and higher.

If you use IMS/VS with BTAM, TCAM, or ACF/TCAM with the Communication
Controller’s Emulation Program (EP), you must specify 0.

Consult with your system programmer for this information. Be sure that the
licensed programs you use are at compatible release levels and support the
required display functions.

179: Local Format Storage
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Response: Three digits.
The default response is 0 0 0.

Digit 1 - Enable Local Format Storage (LFS) feature:

0 = No LFS feature.

1 = Formats can be loaded to an LFS storage buffer, which is reserved for this
host.

2 = This response is valid only for hosts other than 1A. If this digit is specified,
that host can present formats. The 1A host manages the formats.

3 = This response is valid only for hosts other than 1A. If this digit is specified,
that host can present formats and load them into its own storage buifer or just
present formats that are managed by host 1A.

Note: If the response for this digit is a 2 or 3 for hosts other than 1A, the LFS
feature must be enabled on the 1A host.
Digit 2 - Mode of Operation for Operator-selected Formats:

0
1

Operator-selected formats is disabled for this host.
Operator-selected formats is enabled for this host.

This response must be 0 if the LFS feature is not selected (digit 1 = 0).
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Digit 3 - Amount of storage to be allocated for Local Format Storage on each Host

Connection:
¢ 0 = No storage allocated e 4 = 512K
e 1 =64K e 5= 1024K
e 2 = 128K e 6 = 1536K.
¢ 3 = 256K

The response for this digit must be 0 if digit 1is 0 or 2.
The response for this digit must not be 0 if digit 1is 1 or 3.

190: Number of ISDN DSPUs

Response: Two hexadecimal characters 00 through 20.
The default response is 00.

Your response indicates the number of DSPUs that may connect to the ISDN
Adapters in the controller.

The number of ISDN Adapters defined in “Worksheet 42—ISDN Adapter Definition”
on page A-57 must be sufficient to support the number of ISDN DSPUs defined in
your response to question 190. Each ISDN Adapter allows up to 8 ISDN DSPUs to
connect to the controller. The number of ISDN Adapters is dependent on the
controller model.

e Upto 32 ISDN DSPUs (4 ISDN Adapters) are supported by Models 11L, 11R,
12L, 12R, 21L, 21R, and 22L.

e Up to 24 ISDN DSPUs (3 ISDN Adapters) are supported by Models 1L, 1R, and
2R.

¢ Up to 16 ISDN DSPUs (2 ISDN Adapters) are supported by Models 61R and 62R.

Planner: Use your response to this question along with the PUID for question 215 to
complete “Worksheet 48—ISDN PUID Assignment” on page A-63.

213: Between Bracket Printer Sharing
Response:

0 = No Between Bracket Printer Sharing
1 Between Bracket Printer Sharing allowed.

The default response is 1.

Select 0 if you are not using local copy or if all printers on the Printer Authorization
Matrix are defined in “local mode” (you do not want the host to use the local copy
printers for direct print operations). Select 1 if some printers on the Printer
Authorization Matrix are defined in “shared mode” (some printers are shared for
both local copy and host printing).

For more information on local copy, see Chapter 15, “Planning to Define Devices.”
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215

220

Physical Unit Identification (Controller)

Response: Five alphanumeric characters.
The default response is 00000.

The physical unit identification (PUID) is a 5-character hexadecimal code; the only
valid characters are A—F and 0—8. Each PUID in a network should be unique.

You can obtain the PUID from the system programmer. The PUID identifies the
controller to the host in response to an XID command. The PUID is required for
switched connections.

Alert/CMIP Event Report Function

Response:

0 = No alert function

1 = Alert function without operator-generated alert message capability

2 = Alert function with operator-generated alert message capability from port
0 of HG 26 or HG 27 only

3 = Alert function with operator-generated alert message capability from all
ports1.

For responses 1, 2, or 3, when using an ISDN Gateway (your response to question
150 = 01) the CMIP Event Report function is active.

The default response is 0.
CMIP is not supported on secondary links.

If you are planning to specify Token-Ring Error Alerts (905=0 or 1), you should
select 1, 2, or 3 for this question.

Alert is an SNA-only function that requires the NetView program, Version 1.1 or
higher, at the host. If Alert has been specified, the 3174 will attempt to send, to the
host, alert data for all errors that have not affected the integrity of the host adapter,
the 3174 processor, control storage, or the control program itself. The 3174 sends
alert data, based on the controller status codes it generates, in a session between
a system services control point (SSCP) and a physical unit (PU). The alert
information flows to the NetView program. The NetView program determines
which alert data is significant and maintains a data base of alert information based
on the filters in effect for devices throughout the network. The NetView program
data base is used for problem determination and failure isolation.

An operator-generated alert message is a skeleton message called up by an
operator, who fills it in with installation-specific information. For an
operator-generated alert message to be processed correctly, the NetView program
at the host must be set up to receive the message. See the 3174 Functional
Description for details on sending an operator-generated alert message.

When customized for ISDN Gateway, the CMIP Event Report function is also
enabled and disabled through this question. Netview Version 2 Release 2 is

1 Distributed function terminals cannot issue an operator-generated alert message.
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required at the host to interpret CMIP Event Report Data. See the 3774 Functional
Description for details on the CMIP Event Report function.

221: 3174 Alert/CMIP Control Point

Planner: This question applies only to hosts on the primary link through Single
Link Multi-Host support.
Response:

0
1

This host is not the alert or CMIP control point for the 3174
This host is the alert control point for the 3174.

When using an ISDN Gateway (your response to question 150 = 01), this
host is the CMIP Event Report Control Point.

The default response is 0.

Your response determines whether or not the host you are planning for will be the
alert control point. A host designated as the alert control point receives hardware,
microcode, and LU-LU alerts. A host not designated as such only receives alerts
pertaining to LU-LU sessions.

When customized for an ISDN Gateway, your response determines whether or not
the host you are planning for will be the CMIP Event Report Control Point also. A
host designated as the CMIP Event Report Control Point will receive all CMIP Event
Reports of counters associated with the ISDN D-channel. See the 3174 Functional
Description for details on the CMIP Event Report function.

Notes:

1. Only one host can be designated as the Alert/CMIP Event Report control point.

2. The primary host becomes the alert control point when question 220 =nonzero
for the primary host and question 220=nonzero and question 221=0 for all
secondary hosts on the link.

3. If question 220=nonzero for any secondary host attachment and 220 =0 for the
primary host, then an Alert/CMIP Event Report control point must be
designated (question 221).

4. If question 221=1, then your response to question 220 must be nonzero.

5. If there is not enough controller storage to support a secondary host that has
been designated as the Alert/CMIP Event Report control point, then the
secondary host is deconfigured. The primary host becomes the Alert/CMIP
Event Report control point by default.
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222: Support of Command Retry

6-38

Planner: Configuration questions 222, 223, 224, and 225 pertain only to 3174 Models
1L, 11L, and 21L. If you are planning for a remote 3174 model, continue with
question 310.

Table 6-8 on page 6-39 lists the customizing parameters and host systems for
which the 3174 Models 1L, 11L, and 21L are supported. The information in this
table applies to SNA and non-SNA attachments. Refer to Table 6-8 when
answering questions 222, 224, and 225.

Response:

0 = No support of command retry
1 = Support of command retry.

The default response is 0.

Select the command retry option only if the 3174 is connected to a channel
equipped with the command retry feature. The system programmer can supply this
information. With this function, when certain error conditions are detected, the
3174 can request the channel to retry a command.

The following information explains the contents of Table 6-8 on page 6-39.

Command Retry:
If command retry is enabled, the 3174 initiates a retry request for all Bus Out parity
checks detected during write data transfer sequences.

Data Transfer Modes:
The channel adapter in the 3174 can transfer data in these different modes:

* Data Chained Interlocked (DCI) — Interlocked single tag
¢ High-Speed Transfer (HST) — Interlocked double tag
¢ Data Streaming — 1.25Mbps or 2.5Mbps.

Channel Burst Size:

The 3174 transfers data in an interlocked mode at a rate of 1.25 megabytes, or 0.8
microsecond per byte. The channel burst size default value is 32. The
consequences of specifying larger burst sizes can be determined only by
calculating the critical wait times of other controllers and devices attached to the
same byte multiplexer channel. Exceeding the wait times of the other devices may
cause them to overrun and/or otherwise degrade their performance. Consult with
your account systems engineer if you are not able to determine what burst size
should be set.

The burst size selected for operation on a block multiplexer channel does not affect
the data transfer rate, because a block channel forces burst mode.
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Table 6-8. Host-Channel Attachment Information

Mode of Channel
Host System Command Retry Data Transfer Burst Size
and Channel Type (Question 222) (Question 224) (Question 225)
4331 Byte Multiplexer No High-Speed Transfer 32
4331 Block Multiplexer Yes High-Speed Transfer NA
4341 Byte Multiplexer Yes High-Speed Transfer 32
4341 Block Multiplexer Yes High-Speed Transfer NA
4361 Byte Multiplexer Yes High-Speed Transfer 32
4361 Block Multiplexer Yes High-Speed Transfer NA
4381 Byte Multiplexer Yes High-Speed Transfer 32
4381 Block Multiplexer Yes High-Speed Transfer NA
303x Byte Multiplexer No Normal Transfer 32
303x Block Multiplexer Yes High-Speed Transfer NA
308x Byte Multiplexer No High-Speed Transfer 32
308x Block Multiplexer Yes High-Speed Transfer NA
3090 Byte Multiplexer No High-Speed Transfer 32
3090 Block Multiplexer Yes High-Speed Transfer NA

223: Attention Delay Value
Response: A two-digit number that represents the delay value in whole
milliseconds. The response range is 10—99.

The default response is 10.
See the “Planner” note on page 6-38.

The attention delay function increases the probability of inciuding more than one
path information unit (PIU) per read channel program and reduces the number of
unsolicited attentions presented to the channel. This function queues inbound data
during the specified delay period and then presents one attention at the end of the
delay period. The system programmer can supply this information.

Note: Attention delay is not implemented for the Token-Ring Network 3270
Gateway function. Any response entered for this question has no effect
when the gateway feature is used.

224: Mode of Data Transfer

Response:
0 = Interlocked mode; normal data transfer
1 = Data streaming mode”; 1.25Mbps
2 = Interlocked mode; high-speed data transfer
3 = Data streaming mode’; 2.5Mbps.

The default response is 2.

‘If you are using data streaming, the IOCP must be changed from PROTOCL = D
on the control unit macro to PROTOCL = S.

See the “Planner” note on page 6-38.
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Select option 2 if the 3174 connects to a channel equipped with the high-speed
transfer feature. The system programmer can supply this information.

225: Channel Burst Size

6-40

Planner: This question is applicable for byte multiplexer channel operation only.

Response:
0 = 002 bytes per burst 4 = 032 bytes per burst
= 004 bytes per burst = 064 bytes per burst
2 = 008 bytes per burst 6 = 256 bytes per burst
3 = 016 bytes per burst 7 = 512 bytes per burst.

The default response is 4.
See the “Planner” note on page 6-38.

For byte multiplexer channel attachment, a response of 7 provides optimal 3174
performance. A lower value may be required, however, for overall byte
multiplexer channel operation when other controllers share the same channel.
See a system programmer familiar with system tuning for assistance in selecting
an appropriate value for the system configuration.
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