
































































































































































































































































































































































































































































































































































































































































































characteristics of the medium, but taking into account 
the topological aspects of the network, in order to 
enable the exchange of data between data stations. 
See also logical link control protocol (LLC protocol). 
(2) The LAN protocol sublayer of data link control 
(OLe) protocol that includes functions for adapter 
address recognition, copying of message units from 
the physical network, and message unit format 
recognition, error detection, and routing within the 
processor. 

MAC segment. An individual LAN communicating 
through the medium access control (MAC) layer 
within this network. 

main ring path. In the IBM Token-Ring Network, the 
part of the ring made up of access units, repeaters, 
converters, and the cables connecting them. See also 
backup path. 

Manchester encoding. See differential Manchester 
encoding. 

Manufacturing Automation Protocol (MAP). A 
broadband LAN with a bus topology that passes 
tokens from adapter to adapter on a coaxial cable. 

medium access control frame. See MAC frame. 

medium access control (MAC) protocol. In a local 
area network, the part of the protocol that governs 
communication on the transmission medium without 
concern for the physical characteristics of the 
medium, but taking into account the topological 
aspects of the network, in order to enable the 
exchange of data between data stations. 

medium access control sublayer (MAC sublayer). In 
a local area network, the part of the data link layer 
that applies medium access control and supports 
topology-dependent functions. The MAC sublayer 
uses the services of the physical layer to provide 
services to the logical link control sublayer and all 
higher layers. 

mesh network. A multiple-segment network 
configuration providing more than one path through 
intermediate LAN segments between source and 
destination LAN segments. Contrast with hierarchical 
network. 

Micro Channel. The architecture used by IBM 
Personal System/2 computers, Models 50 and above. 
This term is used to distinguish these computers from 
personal computers using a PC I/O channel, such as 
an IBM PC, XT, or an IBM Personal System/2 
computer, Mode! 25 or 30. 
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NetView. A host-based IBM licensed program that 
provides communication network management (CN M) 
or communications and systems management (C&SM) 
services. 

Network Basic Input/Output System (NetBIOS). A 
message interface used on LANs to provide message, 
print server, and file server functions. The IBM 
NetBIOS application program interface (API) provides 
a programming interface to the LAN so that an 
application program can have LAN communication 
without knowledge and responsibility of the data link 
control (OLC) interface. 

network layer. (1) In the Open Systems 
Interconnection reference model, the layer that 
provides for the entities in the transport layer the 
means for routing and switching blocks of data 
through the network between the open systems in 
which those entities reside. (2) The layer that 
provides services to establish a path between 
systems with a predictable quality of service. See 
Open Systems Interconnection (OSI). 

network management. The conceptual control 
element of a station that interfaces with all of the 
architectural layers of that station and is responsible 
for the resetting and setting of control parameters, 
obtaining reports of error conditions, and determining 
if the station should be connected to or disconnected 
from the network. 

noise. (1) A disturbance that affects a signal and that 
can distort the information carried by the signal. (2) 
Random variations of one or more characteristics of 
any entity, such as voltage, current, or data. (3) 
Loosely, any disturbance tending to interfere with 
normal operation of a device or system. 

non-broadcast frame. A frame containing a specific 
destination address and that may contain routing 
information specifying which bridges are to forward it. 
A bridge will forward a non-broadcast frame only if 
that bridge is included in the frame's routing 
information. 

o 
observing link. The reporting link (or authorization 
level) between a bridge and a network management 
program that authorizes the network management 
program to perform all network management 
functions except those restricted to the controlling 
link. (The restricted functions include removing 
adapters from a ring, changing certain bridge 
configuration parameters, and enabling or disabling 
certain bridge functions.) 
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Open Systems Interconnection (OSI). (1) The 
interconnection of open systems in accordance with 
specific ISO standards. (2) The use of standardized 
procedures to enable the interconnection of data 
processing systems. 

Note: OSI architecture establishes a framework for 
coordinating the development of current and 
future standards for the interconnection of 
computer systems. Network functions are 
divided into seven layers. Each layer 
represents a group of related data processing 
and communication functions that can be 
carried out in a standard way to support 
different applications. 

Open Systems Interconnection (OSI) architecture. 
Network architecture that adheres to a particular set 
of ISO standards that relates to Open Systems 
Interconnection. 

Open Systems Interconnection (OSI) reference 
model. A model that represents the hierarchical 
arrangement of the seven layers described by the 
Open Systems Interconnection architecture. 

p 

packet. In data communication, a sequence of binary 
digits, including data and control signals, that is 
transmitted and switched as a composite whole. 
Synonymous with data frame. 

parallel bridge. One of the two or more bridges that 
connect the same two LAN segments in a network. 

path. (1) In a network, any route between any two 
nodes. (2) The route traversed by the information 
exchanged between two attaching devices in a 
network .. 

path cost. A value, maintained by each IBM bridge 
program that uses the automatic single-route bridge 
function, that indicates to the automatic single-route 
bridge function the relative length of the path 
between the root bridge and a designated or standby 
bridge. 

PC Network. An IBM broadband or baseband LAN 
with a bus topology in which messages are broadcast 
from PC Network adapter to PC Network adapter. 

physical connection. The ability of two connectors to 
mate and make electrical contact. In a network, 
devices that are physically connected can 
communicate only if they share the same protocol. 
See also logical connection. 

physical layer. In the Open Systems Interconnection 
reference model, the layer that provides the 
mechanical, electrical, functional, and procedural 

means to establish, maintain, and release physical 
connections over the transmission medium. 

physical unit (PU). In SNA, the component that 
manages and monitors the resources of a node, such 
as attached links and adjacent link stations, as 
requested by a system services control point (SSCP) 
via an SSCP-SSCP session. 

port. (1) An access point for data entry or exit. (2) A 
connector on a device to which cables for other 
devices such as display stations and printers are 
attached. Synonymous with socket. 

primary adapter. In a personal computer that is used 
on a LAN and that supports installation of two 
network adapters, the adapter that uses standard (or 
default) mapping between adapter-shared RAM, 
adapter ROM, and designated computer memory 
segments. The primary adapter is usually designated 
as adapter 0 in configuration parameters. Contrast 
with alternate adapter. 

primary path. In the IBM Token-Ring Network, the 
normal flow of signals through access units and the 
main ring path cabling. 

protocol. (1) A set of semantic and syntactic rules 
that determines the behavior of functional units in 
achieving communication.(2) In SNA, the meanings of 
and .the sequencing rules for requests and responses 
used for managing the network, transferring data, and 
synchronizing the states of network components. (3) 
A specification for the format and relative timing of 
information exchanged between communicating 
parties. 

R 
random access memory (RAM). A computer's or 
adapter's volatile storage area into which data may 
be entered and retrieved in a nonsequential manner. 

read-only memory (ROM). A computer's or adapter's 
storage area whose contents cannot be modified by 
the user except under special circumstances. 

remote bridge function. The function of some IBM 
bridge programs that allows two bridge computers to 
use a telecommunications link to connect two LAN 
segments. Contrast with local bridge function. 

repeater. In a network, a device that amplifies or 
regenerates data signals in order to extend the 
distance between attaching devices. 

ring error monitor (REM). A function that compiles 
error statistics reported by adapters on a network, 
analyzes the statistics to determine probable error 
cause, sends reports to network manager programs, 
and updates network status conditions. It assists in 
fault isolation and correction. 
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Request for Comment (RFC). The Internet Protocol 
suite is evolving through the mechanism of Request 
for Comments (RFC). Research ideas and new 
protocols (mostly application protocols) are brought to 
the attention of the internet community in the form of 
an RFC. Some protocols are so useful that they are 
recommended to be implemented in all future 
implementations of TCP/IP; that is, they become 
recommended protocols. Each RFC has a status 
attribute to indicate the acceptance and stage of 
evolution this idea has in the TCP/IP protocol suite. 
Software developers use RFCs as a reference to write 
TCP/IP software. 

ring in (RI). In an IBM Token-Ring Network, the 
receive or input receptacle on an access unit or 
repeater. 

ring latency. In an IBM Token-Ring Network, the 
time, measured in bit times at the data transmission 
rate, required for a signal to propagate once around 
the ring. Ring latency includes the signal propagation 
delay through the ring medium, including drop cables, 
plus the sum of propagation delays through each data 
station connected to the Token-Ring Network. 

ring network. A network configuration in which a 
series of attaching devices is connected by 
unidirectional transmission links to form a closed 
path. A ring of an IBM Token-Ring Network is 
referred to as a LAN segment or as a Token-Ring 
Network segment. 

ring out (RO). In an IBM Token-Ring Network, the 
transmit or output receptacle on an access unit or 
repeater. 

ring segment. A ring segment is any section of a ring 
that can be isolated (by unplugging connectors) from 
the rest of the ring. A segment can consist of a 
single lobe, the cable between access units, or a 
combination of cables, lobes, and/or access units. 
See cable segment, LAN segment. 

root bridge. In a LAN containing IBM bridges that 
use automatic single-route broadcast, the bridge that 
sends the "hello" message on the network every 
2 seconds. Automatic single-route broadcast uses 
the message to detect when bridges enter and leave 
the network, and to change single-route broadcast 
parameters accordingly. See also designated bridge, 
standby bridge. 

router. An attaching device that connects two LAN 
segments, which use similar or different architectures, 
at the reference model network layer. Contrast with 
bridge and gateway. 

routing. (1 ) The assignment of the path by which a 
message will reach its destination. (2) The forwarding 
of a message unit along a particular path through a 
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network, as determined by the parameters carried in 
the message unit, such as the destination network 
address in a transmission header. 

s 
segment. See LAN segment, ring segment. 

server. (1) A device, program, or code module on a 
network dedicated to providing a specific service to a 
network. (2) On a LAN, a data station that provides 
facilities to other data stations. Examples are a file 
server, print server, and mail server. 

service access point (SAP). (1) A logical point made 
available by an adapter where information can be 
received and transmitted. A single SAP can have 
many links terminating in it. (2) In Open Systems 
Interconnection (OSI) architecture, the logical point at 
which an n + 1-layer entity acquires the services of 
the n-Iayer. For LANs, the n-Iayer is assumed to be 
data link control (DLC). A single SAP can have many 
links terminating in it. These link "end-points" are 
represented in DLC by link stations. 

session. (1) A connection between two application 
programs that allows them to communicate. (2) In 
SNA, a logical connection between two network 
addressable units that can be activated, tailored to 
provide various protocols, and deactivated as 
requested. (3) The data transport connection 
resulting from a call or link between two devices. (4) 
The period of time during which a user of a node can 
communicate with an interactive system, usually the 
elapsed time between log on and log off. (5) In 
network architecture, an association of facilities 
necessary for establishing, maintaining, and releasing 
connections for communication between stations. 

single-route broadcast. The forwarding of specially 
designated broadcast frames only by bridges which 
have single-route broadcast enabled. If the network 
is configured correctly, a single-route broadcast frame 
will have exactly one copy delivered to every LAN 
segment in the network. Synonymous with limited 
broadcast. See also automatic single-route broadcast. 

socket. Synonym for port. 

soft error. An intermittent error on a network that 
causes data to have to be transmitted more than 
once to be received. A soft error affects the 
network's performance but does not, by itself, affect 
the network's overall reliability. If the number of soft 
errors becomes excessive, reliability is affected. 
Contrasi with hard error. 

source address. A field in the medium access control 
(MAC) frame that identifies the location from which 
information is sent. Contrast with destination address. ( 



source service access point (SSAP). The service 
access point (SAP) from which a logical link control 
protocol data unit (LPDU) is originated. 

source service access point (SSAP) address. The 
address of the link service access point (LSAP) from 
which a link protocol data unit (LPDU) is originated. 
Also, a field in the LPDU. 

standby bridge. In a LAN using automatic 
single-route broadcast, a bridge that does not forward 
single-route broadcast frames. A standby bridge is a 
parallel bridge or is in a parallel path between two 
LAN segments. See also designated bridge, root 
bridge. 

station. (1) A communication device attached to a 
network. The term used most often in LANs is an 
attaching device or workstation. (2) An input or output 
point of a system that uses telecommunication 
facilities; for example, one or more systems, 
computers, terminals, devices, and associated 
programs at a particular location that can send or 
receive data over a telecommunication line. 

subsystem. A secondary or subordinate system, or 
programming support, usually capable of operating 
independently of or asynchronously with a controlling 
system. 

symbolic name. In a LAN, a name that may be used 
instead of an adapter or bridge address to identify an 
adapter location. 

T 

telephone twisted pair. One or more twisted pairs of 
copper wire in the unshielded voice-grade cable 
commonly used to connect a telephone to its wall 
jack. Also referred to as "unshielded twisted pair" 

throughput. (1) A measure of the amount of work 
performed by a computer system over a given period 
of time, for example, number of jobs per day. (2) A 
measure of the amount of information transmitted 
over a network in a given period of time. For 
example, a network's data transfer rate is usually 
measured in bits per second. 

token. A sequence of bits passed from one device to 
another on the token-ring network that signifies 
permission to transmit over the network. It consists 
of a starting delimiter, an access control field, and an 
end delimiter. The access control field contains a bit 
that indicates to a receiving device that the token is 
ready to accept information. If a device has data to 
send along the network, it appends the data to the 
token. When data is appended, the token then 
becomes a frame. See frame. 

token-bus network. A bus network in which a 
token-passing procedure is used. 

token-passing. In a token-ring network, the process 
by which a node captures a token; inserts a message, 
addresses, and control information; changes the bit 
pattern of the token to the bit pattern of a frame; 
transmits the frame; removes the frame from the ring 
when it has made a complete circuit; generates 
another token; and transmits the token on the ring 
where it can be captured by the next node that is 
ready to transmit. 

token-ring. A network with a ring topology that 
passes tokens from one attaching device (node) to 
another. A node that is ready to send can capture a 
token and insert data for transmission. 

token-ring network. (1) A ring network that allows 
unidirectional data transmission between data 
stations by a token-passing procedure over one 
transmission medium so that the transmitted data 
returns to and is removed by the transmitting station. 
The IBM Token-Ring Network is a baseband LAN with 
a star-wired ring topology that passes tokens from 
network adapter to network adapter.(2) A network 
that uses a ring topology, in which tokens are passed 
in a sequence from node to node. A node that is 
ready to send can capture the token and insert data 
for transmission. (3) A group of interconnected token 
rings. 

topology. The physical or logical arrangement of 
nodes in a computer network. Examples include ring 
topology and bus topology. 

transceiver. Any device that can transmit and 
receive traffic. 

translator. In broadband networks, an active device 
for converting an inbound channel to a higher 
frequency outbound channel. The conversion is done 
by removing the inbound carrier, adding the outbound 
carrier, and amplifying the signal. (A translator 
amplifies inbound errors and noise distortion.) 

Transmission Control Protocol/internet Protocol 
(TCP/IP). A set of protocols that allow cooperating 
computers to share resources across a 
heterogeneous network. 

twisted pair. A transmission medium that consists of 
two insulated conductors twisted together to reduce 
noise. 

u 
uninterruptible power supply (UPS). A buffer 
between utility power or other power source and a 
load that requires uninterrupted, precise power. It is 
usually battery powered. 

universally administered address. The address 
permanently encoded in an adapter at the time of 
manufacture. All universally administered addresses 
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are unique. Contrast with locally administered 
address. 

unnumbered acknowledgment. A data link· control 
(OLC) command used in establishing a link and in 
answering receipt of logical link col'ltrol (LLC) frames. 
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unshielded twisted pair (UTP). See telephone twisted 
pair. 
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