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SNA GENERALITIES 

SEPARATION 2! FUNCTIONS 

SNA is structured in three layers 

- application layer 
- function management layer 
- transmission management layer 
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Application layer - perform the qser's application 
processing 

Function management layer - is concerned with the 
presentation of information from one application 
to another application layer. 

Transmission subsystem layer - is concerned with 
the routing and movement of data units between 
origins and destinations. 

sr./A STRUCTURE 

TRANSMISSION SUBSYSTEM 
Prov~des informatlon exchange between NAU's. 

Manages the link between nodes 

Provides routing of data units over the path between 
network addresses. 

TRANSMISSION CONTROL (!£l 

Controls sessions and manages the flow of data into 
and out of the common network (OLC + PC, • 

Transmission control consists of three components : 

1, Session control (SC) - provides the NAU function 
for controll~ng tEe operation of its sessions. 

2) Network control (NC) - provides transmission 
control and path control with administrative 
functions. 

3) Connection Point Manager (CPM) - controls the 
transm~ss~oi1""O'r requests aM responses during the 
session, including those generated by SC and NC. 

page ,-, 



communication 

subsystem 

transmission 

subsystem 

common 
network • 

END USER 
- Ul'tI'rnate sources and destinations of information. 

They include programs, operators and devices media 
(cards, tapes, ••• ) 

~ ADDRESSABLE 2!!! (~) 
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It is a resource managed by the communication 
system. It provides a port for end-user access to 
the communication system. NAU's are the origin and 
destination of information units flowing in the 
communication system. 

network address 

A session must be established between two NAUls 
before their end-user can communicate. 
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- System service control point (SSCP) 
- Logical Unit (LU) 
- Physical Unit (PU) 

sscp - Provides a set of commands processors like 
ii"it'Work services. It is responsible for the general 
management of the network. 

LU - It is the port through which an end-user 
accesses the SSCP or another end-user. 

PU - Each unit in the network (whose existence has 
Deen defined to the SSCP) has a PU. A session is 
used to control the physical configuration or 
resources associated with the unit, and to collect 
maintenance and operational statistics. 

Three kinds of sessions are defined in SNA 
1) LUto LU 
2) SSCP to LU 
3) sSCP to PU 

~ ~ ~ ADDRESSES 

A network name is associated with each PU, link, and 
LU in the configuration. The SSCP maintains a 
directory of network names and transforms network 
names of PU I sand LU I S into network addresses. 
Network names are used by terminal operators, 
application programs, and network administrators. 
Uetwork addresses are used ",ithin the transmission 
subsystem. They identify the origin and destir.ation 
of information units flowing in the communication 
system. 

The full network address is 16 bits long and 
consists of two parts: 

1) Subarea 
2) Element wi thin the subarea 

1-+ _____ 16 bib ------1 

subarea element 

~ variable boundary 

The boundary between subarea and element is variable 
and must be selected at system generation. It must 
remain constant for all addressable entities in the 
conf iguration. 
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HOST NODE - Is a multi-purpose facility that houses 
~S~in addition to executing application 
programs, managing data bases, and so forth. 
Example of host node is system 370 with VTAM and 
DOS/VS or OS/VS. 

COMMUNICATION CONTROLLER NODE - Is dedicated to the (" 
task of control1~n9 commuii'I'Cition lines (and related 
resources such as buffers) in addition to performing 
the functions related to supporting one or more 
subareas. 
Exarnpl~ of communication controller node is 3705 
with NCP. 

Two different communication controller nodes can be 
~~. r 

1) Intermediate network node (INN) is concerned 
wi tfi the transm~SSl.on ancr-routing of data from or 
to the host. 

~~d:o~~~hr£h~e;dd~~i~ i:~~i~~Sa~fi~i~~:~iate 
controller or terminal nodes. 

CLUSTER CONTROLLER NODE - Supports up to 255 LU 
raa:areBs 6 1.5 reserveafor the PU). It allows the 
end-user attached through the IoU in the cluster to 
share the fun.tion management and transmission 
services components required to interact with other 
LU/PU in the network. 
Example of clUster controller node is 3601 or 3791. 

TEJU.1INAL NODE - The eXisting terminal nodes support 
only a sing!e LU. It implies a limited subset of 
transmission services supported, the absence of PU 
services in the node and additional support required 
of the BHN to allow valid terminal node interaction 
wi th the remainder of the network. 
Example of terminal node is the 3767. 
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TRANSMISSION SUBSYSTEM DATA FLOW 
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TYPES OF INFORMATION 

SNA conveys information concerning the network via 
three basic mechanisms: 

1) Request - Response unit (RU) 
2) Request - Response Header (RR) 
3) Transmission Header (TH) 

RU - Normally contains user data but may contain 
- control information to assist in the routing of the 

particular types of messages through the network 

~ - Contains control information to assist in the 
routing of RUls (see RH format) 

TH - Contains control information required by path 
control for manipulating BIU (see TH format) 

BIU - It is the fundamental unit handled by path 
-control (BIU = Basic Information Unit). A BIU 

consists of RH. + RU. 

PIU - Path control affixes a TH to each BIU or BrU 
-segme"nt to form a PIU (Path Information Unit) • 

BTU - It is the fundamental unit passed between path 
-control and data link control (BTU = Basic 

Transmission Unit). A BTU consists of one or more 
PIUls depending on blqcking or not. ' 

BLU - The Basic unit of transmission at the data link 
-level is the BLU (Basic Link Unit). For example, in 

SDLe the BLU is one frame. 
BLU = frame = F, A, C, (BTU), FCS, F (see SDLC 
chapter) • 
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Information relationship 

INTEGRAL BIU 

lnot segmented) 

SINGLE PIU 

BLOCKED PIU's 

RU 

-----,' BIU _' ___ ~I --- ; 
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TH FORMAT 

A transmission header is attached to each BIU or BIU 2 
segment that is handled by the path control. The TH is I 

composed of a byte which contains the format i 

identification field (FlO), the mapping field (MPF) and , 
the expedited flow indicator (EFI), followed by a 
series of fields defining other attributes of the 
associated BIU or BIU segment. 

The format of the TH is depending on the type of FlO. 

TH FORMAT WITH FIOl - Used between a host node and 
- 'CO'iiiiiiUii'iCatI'oii"'Controller node or between 

communication controller nodes (INN or BNN) 

TH WITH FID2 - Used between communication controller 
- iiOQesana their adjacent cluster controller nodes. 

TH FORMAT WITH FID3 - Used between terminal nodes and 
-- ~aaJiCentlOodes providing the boundary 

functions. 

TH FORMAT WITH FIDO - Used between a host node anQ~ 
- 'CO'iiiiiiUii'iCatI'oii"'Controller nodes in handling Pre-SNA 

devices. 



TH FORMAT 

Bytes ...... 0 

JlOlll 
DAF OAF SNF DeF FloO 

OOOOxxx>' 

IFIDlll DAF DAF SNF DeF FI01 

~Olxxx::: 

FID2 

(note 1) 

(note 2) 

FIo3 

(not82) 

(note 3) 

(note 4) 

Note 1 - The physical u~tt services of a cluster 
control node (CCN) is always assigned to the local 
address value of O. 

Note 2 - Blocking of PIU I S cannot be done since TH' does 
not have a DCF.-

Note 3 - Segmenting not allowed since SHF is omitted. 

Note 4 - DAF and OAF are replaced by a single byte, the 
LSID 
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Bits 0-1 ~ 00 
01 
11 
10 

sscp to PU 
sscp to LU 
LU to LU 
INVALID 

Bits 2-7 Select one of 64 possible 
LU I S in the NAU (must 
be 0 for sscp to PU) 

Note 5 - The SNF has the same value in each segment 
of the associated BIU. 
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TH BYTES EXPANSION 

XXXX 
.... XX •• 

Format identification field 
Mapping field 00 = Middle segment 

01 Last segment 

X ••• 

•• X. Reserved 

••• X Expedited flow 

, 0 First segment 
, 1 = Only segment 

Normal flow 
Expedi ted flow 

= To/From application 
To/From SSCP 

.X.. = To/From Logical Unit 
To/From Physical Unit 

•• XX XXXX Local address of station 

BYTES 2-3 : DAF (Destination Address Field) Address of 
--"the aestination NAU 

BYT~~i:~~a~i~~Nigrigin Address Field) Address of the 

BYTES 6-7 : SNF (Sequence Number Field) Provide 
-nuIrlerTcal identity for the associated BIU 

BYTES 8-9 : DCF (Data Count Field) Binary count of 
----oy'tes""in the BIU or BIU segment associated with the 

header. The count does not include TH, only RH + RU 

page 2-6 
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RH FORMAT 

The RH is three bytes long and is attached to 
each RU 

RH BYTES EXPANSION 

x ••. o = Request 
1 = Response 

.xx. Type of network corrunand in process 

••• X 

x ••• 

.x •• 

00 FM Data (FMD) 
01 Network Control (NC) 
10 Data Flow Control (DFC) 
11 Session Control (SC) 

Reserved 

FM Header present or field-formatted 
No FM Header or character-coded 

Sense data included (see page 4-1) 
No sense data 

••••.• xx Chaining control: 00 Middle element 
Last element 
First element 
Only element 

01 
10 
11 

For FM Header format see FM Header chapter 

x... Definite Response 1 (DR1) 
.X •• xxx. Reserved 
•• x. Definite Response 2 (DR2) 
••• X Exception Response (ERI) 

••• X Pacing 

For the form of response see next page 

x ... Begin bracket 
End bracket 
Change direction 
Reserved 
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.X •• 

.. x. 
•• 'X .xxx 

X ••• Code selection indicator 



FORM OF RESPONSE REOUESTED 

DR' DR2 ERI FOIUI OF RESPONSE REQUESTED 

0 0 0 no response 

, 0 0 
0 , 0 defini te response , , 0 

, 0 , 
0 , , exception response , , , 
0 0 , reserved 

FORM OF RESPONSE SENT 

DR' I DR2 ERI FORM OF RESPONSE SENT 

copied from 0 positive response 
request , negative response 
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FM HEADER FORMAT 

When the RH format indicator = 1, the first six bytes of the 
RU are interpreted as an FM Header with the following 
format 

BYTE 

LENGTH 

, , 
, I 

TYPE IMEDI DA 

I xxxx xxxx I Length X I 06 I 

Reserved 
Type ;= 000001 

x... Reserved 
.xxx Medium (MED) (output class) 

ERCL 

gg~ ~~~~~~~e {e.g, customer-removable ( 
diskette) \J 

002 card punch 
003 printer 

• • •• xxxx Device address (DA) 

MED and DA fields identify the desired LU component. 

I xxxx xxxx I Reserved 

page 2-8 



xxx. •••• Selection Field 

000 Resume suspended LU component selection 
001 END (normal) of LU component selection 
010 Begin LU component selection 
011 Begin then end LU component selection 
100 Suspend LU component selection 
101 END (abortive) LU component selection 
110 Reserved 
111 Reserved 

••. x •••. Data Stream Type (DST) 
(used in conjunction with ERCL field) 
a Basic-exchange format not used iERCL 

field is reserved 
1 = Basic exchange format follows FM Header 

ERCL field defines the record length 
(see details in IBM diskette general 
information GA21-9132) 

x. xx Reserved 

.x.. Compression indicator (CMI) 
1 Presence of string control bytes (SCB's) 
a = Absence of string control bytes 

(SCB I S are used to compress data) 

Exchange Record Length (ERCL) 

Used when DST = 1 to indicate the record length 
used in the basic exchange format. ~Jhen DST = 0, 
this field is reserved. 

Note :For 3790 machines specific FMH's are used (FMHl 
FMiTI"). Refer to 3790 communication system host system 
programmer's guide FIN GC22-9033. 

and 

L.o...,.jf-"-

(Q-'i::l \:::£J 

C:!.c ~- J) tI -.:, '.,,~ 

'1 <J A \3 f \ rJ ~t 

"'0 TtL fV' 

C- O IN ~D "-"\lr' 
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FRAME FORMAT 

F A C I Fes F 

0111 1110 01111110 

lbyte lbyte lbyte variable length 2bytes lbyte 

FLAG ADDRESS CONTROL INFORMATION CHECK FIELD FLAG 

F = FLAG (1 byte = 01111110 = X· 7E ' ) 

A = ADDRESS (of 5e~condary station) (1 byte) 

C CONTROL FIELD (1 byte) 

INFORMATION FIELD (variable length - present or not 
depending on C field) 

FCS FRAME CHECK SEQUENCE FIELD (2 bytes) 
Fields A - C - I (if present) are included. 
Inserted zeros are not included. 

The transmitting station complements the Fes before 
transmission and the receiving station/combines the 
received Fes with its own Fes. The result must be FOBS 
in the eRe register. 

The frames may be contiguous as follows : 

page 3-1 
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FRAME TYPE 

Three types of frames 
- Information frame 
- Supervisory frame 
- Non-sequenced frame 

C FIELD 

N, I PIF I 

N, 
I I 
I PIF : S 

NS M M M : PlF I M 

for data transfer 

S for flow control 

N/S for link control 

I 
S 
N/S 

N, 
0 

S 
I 
I 

I 
M I 

I 

S Supervisory function hits 

M Modifier function bits 

I 
I 

1 

P/F Poll bit for primary station 
Final bit for secondary station 

}J It, 0 f.J5 

0 
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\ 



f 
t 

4 
Format 

(* ) 

NS 

S 

I 
-

( 

Binary configuration 
o 1 2 3 4 5 6 7 

000PlF001 1 
010POO11 

100P001 1 
Q01P/FQQl 1 
1 1 1 PlF 0 0 1 1 
000P011 1 
OOOF0111 
o 1 1 F 0 0 1 1 
100F0111 

o 0 0 F 1 1 1 1 
1 0 1 PI' 1 1 1 1 

-Nr- P/F 0 0 0 1 
-Nr- P/F 0 1 0 1 
-Nr- PtF 1 0 0 1 

-Nr- P/F -Ns- 0 
L- ____ -----

- NS = Non sequenced 
- 5 supervisory 
- I = information 

( 

Acronym Conunand 

NSI X 
DISC X 

SNRM X 

NSP ** X 
1'EST X 
SIM X 
RQI 
NSA 
CMDR 

ROL 
XID X 

RR X 
RNR X 
REJ X 

X 

I X 
---_ ..... _-- '------- L. 

Response 

X 

X 
X 

X 
X 
X 

X 
X 

X 
X 
X 
X 

X 
--- --

( , ( 

I Frame Reset Definition 
prohibited Nr/Ns 

Non sequenced information 
X Disconnect 

X X Set normal response mode 
Non sequence poll 
Test 

X X Set initialization mode 
X Request initialization 

'" Non sequenced acknowledge 
Command reject 

X Request on line 
Exchange station identification 

X Receive ready 
X Receive not ready 
X Reject 
X 

_L_ Information 
-- ---- -----

** also referenced as ORP (Optional Response Poll) 

II 
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COMMAND AND RESPONSE DEFINITIONS 

NSI (Nonsequenced Information) : As a command, an 
Nsr-frame ~s the veh~cle for nonsequenced 
information. An NSI frame is also a vehicle for 
nonsequenced information sent to the primary station. 
NSI is not acknowledged. 

· s~dl~:~e~O~h:lr:~:l~~~~ ~~~~~d~r~h!~a~~~a~~ the 
transmitting primary station. No unsolicited 
transmissions are allowed from a secondary station 
that is in normal response mode. NSA is the expected 

~~~~~~S:~e T~:s~~i~~r~. a~~e S:~~~~~~~y S;~!~~~nN~e!~fn~S t 
in normal response mode until it receives a DISC or \ 
SIM command. 

DISC (Disconnect) : This command terminates other 
rnOcI'e"S and places the receiving secondary station 
effectively offline. The expected response is NSA. (A 
swi tched data link station then disconnects, or goes 
Ion hook I). A disconnected secondary under station 
cannot receive or transmit information frames; it f 
remains disconnected until it receives an 8NRM. or 81M 
conunand. 

NSA (Nonsequenced Acknowledgement) : This is the 
anrrmat~ve response to an SNRM, DISC or SIM conunand. 
Further transmissions are at the option of the 
primary station. 

• ROI (RetuciSE for Initialization) : An RQI frame is 
transmlt e y-asecondary statl.on, to notify the 
primary station of the need for an S1M command. Any 
command other than SIM causes repetition of RQ1 by 
the secondary station. l 

S1M (Set Initialization Mode) : This conunand 
inrtia'£'eS system speclotloecrprocedures at the 
recei ving secondary station, for the purpose of 
initializing link-level functions. NSA is the 
expected response. The primary and secondary station 
Nr and Ns counts are reset to o. 

*_ ROL (ReqU(jst Online) : This response is 
bya secon ary"'""StaITon, to indicate that 
disconnected. A secondary station in NDM 
this response if the received command is 
implemented or not valid. 

transmitted 
it is 
transmits 
not 

* CMDR (Command RejEct) : This response is transmitted 
by-a-secondary sta loon in NRM, when it receives a 
non-valid command. A received command may be 
non-valid for several reasons : 

1. It is not implemented at the receiving station. 
This category includes unassigned commands. 
2. The I field is too long to fit into the receiving 
station buffers. This use is optional. 
3. The command received does not allow the I field 
that was also received. 
4. The Nr that was received from the primary station 
is in<;:ongruous with the Ns that was sent to it. 

The secondary station cannot release itself from the 
CMDR condition, nor does it act upon the command that 
caused the condition. It repeats CMDR whenever it 
responds, except to an acceptable mode-setting 
command : SNRM, DISC, or SIM. 
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The secondary station sends an I field containing 
status information as part of the CHDR response frame 
(see figure). This I field provides the secondary 
station status data that the primary station needs to 
select appropriate recovery action. 

* TEST (Test) ; As a command, a TEST frame may be sent 
toaseC"Oi1cTary station in any mode to solicit a TEST 
response. If an I field is included in the command, 
it is returned in the response (unless the I field 
cannot be stored in the secondary station buffer) • 

* c~~a~~~c~h~¥e C Si~~tdn s~f~~~t~i~h~i~d~n~i~~c:tion of 
the receiving secondary station. An I field may be 
included in the frame to convey the system 
identification of the transmitting primary station. 
(A common secondary station address may be used in 
the A field of the conunand frame : An XID response is 
required from the secondary station. An I field in 
the response is a system option : It is the vehicle 
for the system identification of the responding 
secondary station. 

XID is not restricted to a switched data link. 

NSP (Nonsequenced Poll) : This command, with no 
P=Eit, ~nv~tes transmISsion from the addressed 
secondary station{s) ; with the P-bit, it demands 
transmission from the addressed secondary 

i stations(s). An I field is not permitted. The 
response to an NSP command requires an F-bit only if 
the command had the P-bit on. , 

t NSP is not restricted to a loop data link. 

* s~o~d:~;i~~a~~~~~)R~ ~~~ii~~Se!~~~~n~e~r~~:~~sor a 
through Nr-1 and indicates that the originating 
station is ready to receive. 

RNR (Receive Not Ready) : Sent by either a primary 
or-i secondarySt'at~on, RNR indicates a temporarily 
busy condition in which no frames that require 
buffer space can be accepted. 

As a command or response, RHR confirms sequenced 
frames through Nr-1 and indicates that frame Nr is 
expected next. 

Nr-l and requests Nr and following frames. 

An REJ command may be interspersed in the sequence of 
transmi tted frames ; an REJ response may also be 
interspersed. The REJ condition clears when the Nr 
and succeeding frames have been correctly received. 

If a final frame (with the F-bit on) is not accepted 
by a primary station, or if a poll frame (with the 
P-bi t on) is not accepted by a secondary station, the 
primary st"ation times out, waiting for a response to 
its P-bit, and polls the secondary station again. 
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SEQUENCING 

Checking for missing or duplicated frames. 

- sending count == Ns 
- Receiving count = Nr 

Counting capacity = 8 (3 bits) with wrap-around (7 is 
sequentially followed by 0) / 

- Up to 7 frames may be sent before Nr count will be 
tr ansmi t ted 

Ns Nr 

-I,Nr=O ,Nasa ,p=:o 

I,Nr=O,Ns=1,P=:O Error 

I,Nr=O,Ns=2,P;1 

I,Nr=1 ,Ns=1 IF=1 

I,Nr=1,Ns=',P~O r 

r,Nr=1 tNS=2,P~O 

r,Nr=1,Ns=3,P=1 

r,Nr=4 ,Ns-2 IF=1 

I,Nr=2,Ns=4,P=:O 

.... 3-6 

Ns Nr 

no change 

( 

" 



,.", 

.. 

ZERO INSERTION 

- Any bit pattern can be sent 
- Only the flag may have more t.han 5 cont.iquous ones 

(And Abort pattern) 
- The line can never be all ones 

01111110 11111111 11000000 11111000 Bit stream st.ation trans. 

01111110 11111011"'0000000 111110000 Bit stream on the line. 
Inserted zeroes t t t 

01111110 11111111 11000000 11111000 Bit stream station receiv. 

NRZI 

non return to zero inverted ) 

- Change the level of the send data for each zero 

- Maintain the existing level for each one 

- NRZI is used for non-synchronous type modems , no 
scrambler modems, pattern sensitive modems, to prevent 
the occurance of extended periods of transitionless 
data due to contiguous zero bit sequence. 

- The following modems are synchronous and do not need 
NRZI : 

3874 - 3875 - 3978 (all models) - 5979. 

- Other modems use NRZI. 

- For World Trade, WT Signal converter Handbook 
ZZ19-6066 provides information related to the coding 
to be used with mandatory modems of every country 
(facili ty notes). 
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TRANSMISSION STATES 

ACTIVE STATE 

Condition when a station is transmitting or receiving 
data link control or data signals. 

IDLE STATE 

Condition when the link is operational but no 
tranSfllission is in progress, and after a station is 
receiving a succession of 15 or more consecutive binary 
1 s. 

HDX 
FDX!PP 
FDX!MP PRI 
FDX!MP SEC 
Loop pr imary 

- No signal 
- All ones 
- All ones 
- No signal 
- All ones 

Do not confuse with IDLE qTATION, where a serie of 
contiguous flags may b~ transmitted by a primary 
station or by a duplex secondary station to maintain 
bit synchronism and to maintain data link in an ACTIVE 
STATE. 

TRANSIENT STATE 

Condition when the carrier is turned on in order to 
transmit. This is the delay between request-to-send on 
and clear-to-send on (turnaround). 
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POINT -TO-POINT HALF-DUPLEX EXCHANGES 

primary station 

W 8. B,SNRM-P_ 

& 

i B,RR-P(O)-

_B,NSA-F 

'i -B,RR-F(O) 

secondary station 

A sets Bls response mode. 
Nr and Ns counts are reset 

B acknowledges. 

A polls B for transmission 

B has nothing to transmit. 
(B remains in NRM). 

B,RR-P (0) - A polls B' for transmission. 

___ B,I(O)F(O) B sends final I-frame 

t 
ti 
s 

B,RR-P(1)-

_B,I(1)1'(0) 

_B,I(2)1'(0) 

_B,I(3)F(0) 

B,I(0)P(4)_ 

B,1(1 )1'(4)_ 

B,I(2)P(4) 

___ B,RR-F (3) 

B,DISC-P -

_B,NSA-F 

""-' ~- - - - - - -

.~ B,RR-P (0) -
~ 
] _B,ROL-F 

.~ B,SNRM-P -g 

-B,NSA-F 

A confirms frame 0 and 
polls B for transmission 

B sends sequenced I-frames. 

B sends final I-frame, 
RR is implied 

A confirms frames 1-3 
and starts sending sequence 
I-frames. 

A sends poll I-frame, 
B must respond. 

B confirms frame 0-2. 

A sets B offline. 

B acknowledges 
(B assumes NDM). 

A polls B 

B requests online status. 

A sets B online. Nr and Ns 
counts are reset to O. 

B acknowledges. 
(B remains in NRM). 

to 0.11 
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B,I (O)P (0)

B,I(1)P(0)-

-B,I(0)F(2) 

j 
i B,RR-P(1)--

~ 
~ 
~ __ B,I(1)F(2) 

~ (eRe error).B,I (2)F (2) 

> 
_B,I(3)F(2) 

1 __ B,I(4)F(2) 

~ B,RR-P(2)-

> 

~ 
is. _B,I(2)Y(2) 

_B,I(3)'I'(2) 

A sends frame o. 

A sends poll I-frame, 
B must respond. 

B confirms frames 0-1 
and sends frame o. 

A confirms frame 0 
and polls B for transmission. 

B sends sequenced I-frames. 

A discards frame 2 because 
of a eRe error. 

B sends final I-frame. 

A confirms frame 1 
and requests frame 2. 

B sends frames 2-4 again. 

_B,I(4}F(2) B sends final I-frame 

B,RR~P(5)~ A confirms frames 2-4 
(B remains in NRM). 
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POINT -TO-POINT DUPLEX EXCHANGES 

primary station 

B,RR-P(O)_ 

-B,RQI-F 

B,SIM-P 

_B,NSA-F 

secondary station 

A polls B. 

B requests initialization 

A sets B to initialization 

B acknowledges. 

B is brought online through 
system procedures when 
initialization is complete. 

mode. • 
~ B,SNRM-P -

"" 

I 
A sets B I S response mode. Nr and 
Ns counts are reset to O. 

.~ ~ _B,NSA-F 

~~ :all B,RR-P(O)
g ~ 
i i B,I(O)l'(O)~B,I(O)Y(O) 
8 S. 1 c c 

'~i3 
~: B,I(1)1'(0)_ 
» 

il :::::::::::'."["'" 

I 
i 

-B,I(2)F(ij) 

B,RR-P(3)_ I 
_B,RR-F(ij) 

B,I(ij)P(3)_ 

B,I (S)P(3)

B,I(6)P(3)

B,I(7)P(3)-

B acknowledges. 

A polls B for transmission. 

Duplex exchanqe of sequenced 
I....."frames (B uses longer frames 
than A). 

A sends frame 1. 

A sends frame 2. 8 confirms 
frames 0-1 and sends frame 1. 

A confirms frame 0 and send 
frame 3. 

B confirms frames 2-3 and 
sends frame 2. 

A confirms frames 1-2 

B relinquishes transmission. 
(8 remains in NRM). 

A sends sequenced I-frames. 

~ 
J 

8,I(O)P(3)_ A polls B for confirmation. 

- a,RNR-FlO) B becomes busy, but confirms 
frames 4-7. 

B,RR-P(3)--' A asks if B is still busy. 
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_B,RR-F(O} 

B,I (O)P (3)_ 

B,I(1)P(3)

B,I(2)P(3)-

-- B,RR-F (3) 

B,SNRM-P -

-B,SNA-F 

B can receive again and 
expects frame O. 

A sends frame 0 again. 

A continues with frame 1. 

A sends poll I-frame. 

B confirms frames 0-2. 
(B remains in NRM). 

A sets B I S response mode to reset 
The Nr and Ns counts to O. 

B acknowledges. 

B,RR-P (0) - A polls B • 

.......-B,I{OfF(O) B sends sequenced I-frames. 

-B,I(1)F(0) 

.§ --B,I(2)F(O) 

/ 

~ B,RNR-P(3);;;;:!'B,I(3)F(O) A becomes busy, but confirms frames O-~. 
~ d" .~ _B,RR-F(O) B stops sen l.ng. 
> 
] B,RR-P(3) _ A polls B for frame 3. 

1 
8 

_B,I(3)F{O) B retransmits frame 3. 

(CRC errorl-B,I(~)F(O) B sends frame ~. 

I 
B,RR-P(4)- A polls B, confirms frame 3, 

and requests frame 4. 

~B,I(4)F(O) B sends frame 4 again. 

B,RR-P(5)-

B,XXX-P 

-B,CMDR-F 

A confirms frame 4. 
(B remains in NRM). 

A sends frame with an 
undefined C field. 

B rejects the conunand. 

Higher level at A processes 
the status reported by B in 
the CMDR response. 

:2 B,SNRM-P __ 

] 
A resets B I S error condition. 
Nr and Ns counts are reset to o. 

_B,NSA-F 

B,RR-P(O)--- A polls B for transmission. 

___ B,I(O)F(O) B sends sequenced I-frames. 
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'...., 

B,I(O)P(O)==B,I(1)F(O) Duplex exchange of sequenced 
I-frames. (A uses longer 
frames than B). 

- B,I (2)F(O) 

(eRe error) B receives frame 0 with 
a eRe error, 

B,I(1)P(2)

-B,I(3)F(O) 

___ B, REJ-F (0) A's frame 1 is out of 
sequence. 

I _B,I(S)F(O) 

B expects frame O. 

B continues sending. 
A sends frame 0 again and 
confirms frame 0-3. 

B sends final I-frame. 

I ~ B,I(1)P(6)_ 

I 
A retransmits frame 1, confirms 
frames 0-5, and polls B for 
confirmation. 

_B,RR-F(2) B confirms. 
(B remains in NRM). 
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MULTIPOINT DUPLEX EXCHANGES 

primary station 

~ B,RR-P --

§ -- B,RQI-F 

B,SIM-P --

__ B,NSA-F 

l' 

~ 
B,SNRM-P 

comes In NOM comes in NRM 

A polls B for status. 

B asks for initialization mode. 

A sets B to initialization mode. 

B acknowledges. 

B is brought online 
through system procedures 
when initialization is complete. 

A sets B online. 
Nr and Ns counts are reset. 



i 
~ 

( 

o 
~ 

1" • 

( ( 
_B,NSA-F 

n,RR-P(O) -

B,1(O) -p (0)-

B,1 (1)i? (0) __ 

. 2 B/RR-P(D)-

t 
B acknowledges. 

A polls n for transmission. 

~n,I(O)F(O) n sends sequenced frames to A 
while A sends to B. 

-n,I(1)F(O) 

_n,1(2)F(0) 

_n,I(3)F(O) n completes its sequence. 

A polls B for confirmation • 

~ 
-B,RR-F(2) ~ B confirms frames 0-1. 

.g -a n,RR-P(4)-

g n,I(O)P(4)_ 

:; B,1(2)i?(0)_ 

~ n,I(1)P(4)--

. ~ -
• B,1(3)P(0)_ 
E 
.~ 

B,1(4)P(0)-

_n,RR-F(2)* 

A confirms frames 0-3. 
(B and n remain in NRM). 

A sends sequenced frames to n. 

A sends sequenced frames to B. 

A concludes sending to nand 
requests ponfirmation • 

A continues sending to Band 
n confirms frames 0-1. 

A conclude"s sending to Band 
requests confirmation. 

;, 
" 

_B,RR-F(S). B confirms (8 and n remain in NRM) • 

• If' "co""", ,ta,;O" h" ;"'o,m,';o" '0 ,,"d ,hi, ""';'m";o" m,y b, ;" 'h' I 'o,mot m~ 

( 



POINT·TO·POINT SWITCHEO EXCHANGES (HALF OUPLEX) 

Primary station 

(Answering) 

Common Address, 
XID-~ 

.,--B,X,ID-F 

B,RR=P(O)-

_B,ROL-F 

B.SNRM-P ~ 

-B,NSA-F 

B,RR-P (0)---'" 

-r-B,I(O)F(O) 

-r-B ,I(1)F(O) 

-r-B,I (2)F(O) 

-r-B ,I(3)F(O) 

B, RR-P (4)---40 

B,RR-P (4)":-""" (eRe error) 

B,RR-P(4)-

....... B,RR==F(O) 

B,I(O)P(4)--,-

B,I(1)P(4)_ 

-B,RR-F(2l 

B,DISC-P --. 

~B,NSA-F 
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Secondary station 

(Calling) 

A requests B IS 1D. 

B identifies itself to A . 

A alerts B for status change. 

B requests online status. 

A sets B I S response mode. 
Nr and Ns counts are reset. 

B acknowledges 
(B remains in NRM). 

Primary always initiates switched II 

communication. A polls B 
for transmission. 

B sends sequenced frames 

B concludes its sequence 

A confirns B IS frames 0-3. 

(inactivity timeout at A) 

" 
A polls B for response. ~ B discard.s.~ 
the frame because of eRe error. "." 

(idle receive timeout at A) 

A polls B again 

B responds. 

A sends sequenced frames 

A concludes its sequence 

B confirms frames 0-1 

A commands disconnect. 

B acknowledges 

( A and B disconnect. 
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SENSE DATA FORMAT 

SNA provides for four bytes of sense data to be 
returned on all negative responses or exception 
responses. The sense data defines the specific 
condition preventing successful processing of the 
request. Sense data always comprises the first four 
bytes in the RU when the Sense data Included is set in 
the RH. The format of the sense data field is described 
below. 

~ .. data 

It is the first byte of the sense data. It reflects the 
nature of the exception. 

Byte 0 Category 

X'SO' Path Error 
X, QQ' RH usage error 
X'20' State Error 
X'10' Request Error 
X'08' Request Reject 
X'OO' User Sense Data Only 

The request could not be delivered to the intended 
receiver due to physical path outage, Transmission 
Header error or violation of the rules for session 
establishment protocols. 

The setting of field values in the RH violates session 
rules. These errors are independent of current session 
or data flow states. 

_4-1 
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A sequence number, RH Field value or RU was received 
when not allowed in the current state of the receiver. 

( 
\ 

The request was delivered to the intended NAU, but ,{ 
could not be interpreted or processed due to a mismatch 
in FM capabilities. 

The request was delivered to the intended NAU and was If 
interpreted and supported, but was not executed. 

It is the second byte of the sense data. It defines the 
specific exception condition within the major 
category. 

They are the third and fourth bytes of sense data and 
may carry user-defined sense information. 
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SENSE DATA CODES 

indicates that the request could not be delivered to 
the intended receiver due to path outage or 
Transmission Header Error. The SSCP may initiate Path 
recovery action after notification of a path outage by 
means of the NS command INOPERATIVE. Sessions may be 
suspended or unbound. 

01 Intermediate Node Failure : Machine or Program Check 
In an 1ntermearare~ request discarded. A 

~ response mayor may not be possible. 

02 ~ ~ : Data link failure. 

.. 03 ~ Inoperative The LU is unable to process 
requests. 

~ 04 Unrecognized DAF ; An intermediate or boundary node 
has no rout1nq'Tnformation for the DAF, or an end 
mode has no LU with indicated DAF (FID2 or FlD3) or 
DAF (FID1). 

~ 05 No Session t (Note 2) No session is bound in the 
recel.ver for the indicated OAF, or no active CP 
manager. Exists for the OAF-DAF pair in a 
communication controller node providing a Boundary 
Function. This exception does not apply to BIND, 
ACTPU or ACTLU (Note 2) • 

., 06 E.!£ : Invalid FlO for the receivinq node (Note 1) 

07 Segmenting error; Mappinq field error, such as 
fIrst, iast-;-mI'CIdle, or seqmentinq not supported and 
MPF ~ 11 (Note 3) 

08 PU Not Active : The physical unit in the receiving 
'iiOae-li'aS'"""ilOtbeen activated and requeat is not ACTPU 
for this PU (Note 2) 

09 LU Not Active , The LU indicated by the DAF has not 
'6ieii"""i"ctl.vated and the request is not ACTLU. (Note 
2) 

OA Reserved 

OB iH~o{R~~;e 1r :' Transmission received shorter than 

OC DCF : Data Count Field inconsistent with 
transmission length. 

aD Lost Contact : Contact with the link station for 
.~ WliIChthetransmission was intended has been lost, 

but the link. has not failed. If the difference 
between link failure and loss of contact is not 

.... 4-3 
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detectable, link failure (8002) is sent. 

Note1: It will generally not be possible to send a 
response for these exception conditions, since 
information (FIP, Addresses)' required to generate a 
response is not available. They are logged as errors 
along with the error codes if this capability exists in 
the receiver. Depending upon the node in which the 
errors are detected, the SSCP may be notified via 
Record Maintenance Statistics. 

Note 2 : These errors are listed as path errors since 
tnerequest could not be delivered to the intended CP 
Manager. They are actually detected by the Common 
Session Control function interpreter in the PU. This is 
because Path Control delivers any request for which no 
session exists to the Common Session Control component 
on the assumption that is BIND, ACTLU or ACTPU. 

Note 3 : If segmenting is not supported, a negative 
response will be returned for the first segment only, 
since this contains the RH. Subsequent segments are 
discarded. 

( 

\. 
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Indicate that the value of a field or combination of 
fields in the RH violates architectural rules or BIND 
options previously selected. These errors are 
independent of the current states of the session or 
data flows. They result from the failure of the sender 
to enforce session rules. It is not required that the 
receiver check for these conditions. 

01 Invalid SC or NC RH The RH of a SC or NC request 
Wa"S'I'iWaITd:- - -

02 Reserved 

03 ~ ~ ~ : The BB bit was set on MOC or LOC. 

04 EB not allowed : The EB bit was set on MOC or LOC, 
or OY-the Prl.mary when only the Secondary may send 
EB. 

05 ¥~:::lete !!!. : Transmi.sion shorter than full 

06 Exception Not Allowed : Exception response was 
requested wnen Ii"Ot"Pe'rmitted. 

07 e:;i~!~~e:~:ao~h:nN~~tA~!:~~t~d~ definite response 

08 Pacing Not suPGorted : The Pacing bit was set on a 
request-;-ti'ut t e receiving CPM does not support 
pacing for this session. 

09 ~ !!2!. ~ : The CD bit was set on FOC or MOC. 

OA No Response Not Allowed : No response was specified 
on a request-wnen not permitted. 

OB C~hinit~ Not supported : Chaining bits indicate 
o er ailToniy l.n chain' but multi-request chains 
are not supported on the session. 

'..,. OC Brackets Not Supported : A Bracket bit was set, but 
brackets are not used on the session. 

00 CD Not Supported : Change Direction bit was set, but 
1s 'iiO"£ supported. 

OE Sense Data Included not allowed : The sense data 
l.nciudea-l)it was set"On a-request (EXR) when not 

~ allowed by session rules. 

OF Format Indicator Not allowed : The format indicator 
was set when not i"iiPported on the session, or when 
BC was not set. 

10 Alternate Code not supported : The Code Indicator 
was set when notsupported on the session. 

II 



Indicates a sequence number error, or an RH field or RU 
which is not allowed in the current session control or 
data flow control state of the receiver. 

01 ¥isuence Number : Sequence number received on normal 
ow request was not one greater than the last. 

02 ¥~:!~:ng Chaining field error such as first, middle, 

03 Bracket : Error resulting from failure of sender to 
enforce Bracket rules for session. Does not include 
contention errors or race errors. 

04 Direction; FM Data request received while in the / 
HDX-ff transmit state. t 

05 Data Traffic Reset : An FM Data or DFC request 
recei~asession which is bound but which is in 
the Data Traffic Reset State. 

06 Data Traffic Quiesced : FM Data or DFC request 
recei~m an LU which has previously sent 
Quiesce Complete or Shutdown Complete and has not 
responded to Release Quiesce. 

07 Data Traffic Not Reset : A Session Control request 
iIIOwecr-onIy Int'fi"e"""D'ata Traffic Reset state (e.g., 
STSN) was received while Data Traffic was not 
reset. 
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Indicates that the RU was delivered to the intended 
NAU, but could not be interpreted or processed. This 
condition represents a mismatch in FM capabilities. 

01 RU Data Error : User Date in the RU is not 
accePtabie to the receiving FM, such as a character 
coele not in the set supported, or a formatted data 
field which is not acceptable to Presentation 
Services. 

02 !!! Length ~ : Rl] too long or too short • 

03 Function Not su~~rted : The function requested is 
not supported.e function may have been specified 
by a formatted request code, a field in an RU, or a 
control character. 

04 Reserved 

05 Parameter Error: A parameter modifying, a control 
functIon is"'Iii'Valid or outside of the range allowed 
by the receiver. 

06 Reserved 

07 catelor~ Not supported: DFC, SC or NC request 
rece ve oy-a NAU not supporting any request in the 
Category, or Network Services request with byte 0 " 
0', or byte 1 ~ valid NS Category supported by the 
receiver. 
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Indicates that the request was delivered to the 
intended NAU and understood and supported, but was not 
executed. 

02 Intervention Required : Forms or cards are required 
at an output dev~ce, device is "temporarily in local 
mode, or other conditions requiring intervention. 

03 Misstng ~ The required password was not 
supp ~ed. 

04 ~ ~ : Password was not valid 

05 Session Limit Exceeded : The requested session 
cannot be 6oun~ of the NAUs is at its session 
limi t. Applies to INITIATE, BIND and CINIT 
commands. 

06 Resource Unknown : The resource (LU, PU or Link) 
n:ame-oraaaress-in an RU is not recognized by the 
receiver. 

07 Reserved 

08 Reserved 

09 ~e;f~~~:~s~~n~Ke: p;~:e~~q~~~;e~f f~~~t~~~e~~~~~t 
OA ~:~t~~~O~r R:a:l~~~t: r~~~e~~C~~V~~e h::n~:~~ed an 
OB Bracket Race Error : Recoverable apparent violation 

of Bracket:'"""Protocols. Arises when Bracket 

{ 

Ini tiation/termination is allowed by both NAUs in a /-
session. 

oc Procedure Not Supported : A named procedure (Test, 
Measuremenr,-Trace, j specified in an RU is not 
supported by the receiver. 

OD Reserved 

OE LV Not Authorized : The requesting LV does not have 
access to the requested resource. 

OF End-User Not Authorized : The requesting End User 
does not 'fi"a'Ve access to the requested resource. 

1 0 Missing Requestor !£ : Required Requestor ID was 
rn~ss~ng. 

11 Break : Asks the receiver of Break to terminate 
present chain with Cancel or EOC. Senoer enters 
purging Chain State when break is sent. 

12 Insufficient ~ : Receiver cannot act on 

........ 
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request because of a temporary lack of resources. 

13 ~~~~~::d~ir:ji~B ~r~m ~E~~D a~~r t~:) F~s denies 
permission. RTR will not be sent. 

14 ehjl:efN:i~r r!a~l! iE~~R a~d B~~e (~~ ::~i!: received 
permission. RTR will be sent. 

15 Function Active : A request to activate a network 
element orprDCedure was received, but the element 
or procedure was already active. 

16 Function Inaotive : A request to terminate a. 
procedure or deacti va te a network element was 
received but the element or procedure was not 
active. 

17 Link Inactive : A request requires the use of a 
I'In]{, bU't'tlle link is inactive. 

18 Link Procedure in Process : Contact, Discontact, IPL 
orotfier l~nk procedure ~n progress when a 
conflicting request is received. 

19 ~~~: ~~q~!~d~ : Receiver of Ready to receive has 

1A Request Sequence ~ : Invalid sequence of 
requests. 

1B Receiver in Transmit Mode : Sent to notify the 
sender that ~i'S'SIOn cannot be accepted 
because receiver is in HDX contention transmit 
mode. 

1 C Reqidst not executable : The requested functi.on 
cou not"be executed due to a permanent error 
condition in the receiver. 

10 Invalid Station/SSCP Id : The station or SSCP was 
found to be l.nval~d by the receiver. 

1E Session Reference Error : A request contains a 
reference to a seSSl.on which is not bound or in 
process. Generally applies to Network Conunands. 

1F Reserved 

20 Control Vector Error : Data is invalid for the 
Control Vector ;pecrfied by the target network 
address and key. Applies to Set and Sense Control 
Vector. 

21 Invalid Session Par~eters : Session Parameters are 
l.nval~d or not supported by the NAU(s) for which the 
session is requested. 

22 Link Procedure Failure : A link-level procedure has 
tarred due to l~dware failure, loss of contact 
wi th a link station or an invalid response to a link 
command (This is not a path error since the request 
being rejected was delivered to its destination). 

23 Unknown Control Vector : The Control Vector 
specl.fle~Network Address and key is not known 
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to the receiver. 

24 Component Aborted : The LU component which had been 
selected has been aborted due to an error condition 
or resource depletion. 

25 Component Not Available : The LU component selected 
·~n an PM Header ~s not available. 

26 FM Function Not Supported : A fUnction requested in 
an FM data R~s not supported by the receiver. 

27 Intermittent Error-Retry Requested : An error at the 
rece1ver caused an RU to be lost. The error is not 
permanent and retry of the RU (or chain) is 
requested. 

29 Charge Oirection Re9rired : A request requires a 
rep y, but the data ow is in HDX-ff receive state 
; CD was not set on the request and there is no 
queuing capability at the NAU. 
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NETWORK COMMANDS 

Network Commands Format 

- RH Byte 0 Bits 1-2 indicate the type 
of network conunand in process: 

Bits 1-2 - 00 Function management data 

c 01 Network control 

• 10 Data flow control 

1.1 Session control 

- RU Byte 0 indicates the request code 
except for function management data 
(request code in byte 2). 
(see Network Services Commands par.) 

- See page 5-28 for response format 
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SUMMARY OF COMMANOS 

/ 

REQUEST COMMAND TYPE OF 
CODE COMMAND 

X'01' NETWORK SERVICES 

X 1 04' LUSTAT DFC 

Xl 05 I RTR DFC 

X '07' ANSC NC 

XIOO' ACTLU SC 

X'OE' DACTLU SC 

Xll1' ACTPU SC 

X'12' DACTPU SC 

X' 31' BIND SC 

X'32 ' UNBIND SC 

X' 80' QEC DFC 

x 1 81' QC DFC 

X I 82' RELQ DFC 

X I S3' CANCEL DFC 

X I 84' CHASE DFC 

X'AD' SDT SC 

X l A1 1 CLEAR SC 

X'A2' STSN SC 

X'A3' RQR SC 

X'CQ' SHU'rD DFC 
\ 

X'Cl' SHUTC DFC 

X'C2' RSHUTD DFC 

X'CS' BID DFC 

X'C9' SIG DFC 

NC NETWORK CONTROL 
SC SESSION CONTROL 
DFC DATA FLOW CONTROL 
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NETWORK CONTROL 

REQUEST COMMAND COMMAND NAME SESSION FLOW 
CODE 

X'07' ANSC AUTO NETWORK SHUTDOWN PU ___ SSCP E 
COMPLETE 

SESSION CONTROL II 
REQUEST COMMAND COMMAND NAME SESSION FLOW 

CODE 

X'OD' ACTLU ACTIVATE LOGICAL UNIT SSCP ___ LU E 

X'OE' DACTLU DEACTIVATE LOGICAL SSCP ___ LU E 
UNIT 

X111' ACTPU ACTIVATE PHYSICAL SSCP_PU E 
UNIT 

X'12' DACTPU DEACTIVATE PHYSICAL SSCP ___ PU E 
UNIT 

X ' 31' BIND BIND PLU ___ SLU E 

X'32 ' UNBIND UNBIND PLU---SLU E 

X'AO' SDT START DATA TRAFFIC PLU -'-"SLU E 

X'Al' CLEAR CLEAR PLU~SLU E 

X'A2' STSN SET AND TEST PLU ....... SLU E 
SEQUENCE NUMBER 

X'A3' RQR REQUEST RECOVERY SLU ---PLU E 
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DATA FLOW CONTROL 

t 

REQUEST COMMAND COMMAND NAME SESSION FLOW 
CODE 

X 1 04' LUSTAT LOGICAL UNIT STATUS PLU---+- SLU N 
SLU~PLU 

X'OS' RTR READY TO RECEIVE PLU--....SLU N 
SLU -+-PLU 

X'80' QEC QUIESCE AT END OF PLU-+-SLU E 
CHAIN SLU~PLU 

x'S1 I QC QUIESCE COMPLETE PLU-+- SLU N 
SLU_PLU 

X'82' RELQ RELEASE QUIESCE PLU-'-SLU E 
SLU-+-PLU 

X 1 83' CANCEL CANCEL PLU_SLU N 
SLU--""PLU 

X'84 ' CHASE CHASE PLU __ SLU N 
SLU __ PLU 

X'CO' SHUTD SHUTDOWN PLU-SLU E 

X'C1' SHUTC SHUTDOWN COMPLETE SLU __ PLU E 

X'C2' RSHUTD REQUEST SHUTDOWN SLU_PLU E 

x'es' BID BID PLU-SLU N 
SLU_PLU 

X'C9' SIG SIGNAL PLU_SLU E 
SLU_PLU 

( 
\... / 

E is fo, expedited flow 

N Is for normal flow 

( 
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NETWORK CONTROL COMMANDS DEFINITION 

~~~~ (~) - PU-+-SSCP 

RU format bytes 
o 
1 

X'07' request code 
reason code : 

X' 0 l' operator initiated 
X'02' unrecoverable timeout 
X'03' ACTPU (ERP) received while 

session active 
X'Q4' DISC received while 

session active 
X'OS' SR/RM received while 

session active 
X'06' unrevoverable link error 

Sent by a PU to notify the ssep that the network 
shutdown procedure signalled by AUTO NETWORK 
SHUTDOWN has been completed. 
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DATA FLOW CONTROL COMMANDS DEFINITION 

~ (~) - LU ___ LU 

RU f erma t byte 
a x'es' request code 

Requests permission to begin a bracket BID is 
issued by the Bidder and is used only when using 
the Bracket protocol. 
~ (~) - LU __ LU 

RU format byte 
o X'83' request code 

Sent by an FM to terminate a partially sent cha.in 
of FM data requests. 

~ (~) - LU __ LU 

RU format byte 

_5-8 

a X'84' request code 

Sent by an FM to request the receivinq FM to return 
all outstanding normal flow responses for requests 
previously received from the issuer of CHASE. 

RU format bytes 
o 
1-2 
3-4 

X'Q4' request code 
status 
user field 

Used by one LU to send status information to its 
session partner. 

Status - x'DOOO' No op, no system-defined 
status present 

x'0001' = camponeat now available 
X'081C' component failure -

permanent error 
X'0802' = component failure -

intervention required 
x'400A' 'no response mode' not 

allowed 
X'0824' - function cancelled 

User field - for X'OOOl'} 
X'OSle' contains 

. compon~nt-ID 
X'0802' f 

RU format byte 

for X'400A' - ~:~:~n~fs~~~ence "-

requesting no 
response 

o X'81' request code 

Sent by either the Secondary or Primary FM after 
receiving a QEC to indicate to the other FM that it 
has placed itself in Quiesce state. 



~ ~ ~ 2!: ~ (2!£) - LU_LU 

RU format byte 
o X'BO' request code 

Sent by an FM which may be either the Primary or 
Secondary FM to request the other FM to enter 
QUIESCE state at the end of the Data Chain it is 
currently sendinq. 

~ QUIESCE (~) - LU_LU 

RU format byte 
a X'82' request code 

Sent by either Primary or Secondary FM to remove 
the other FM from Quiesce state. 

~ ~ (~) - SLU ___ PLU 

RU f erma t byte 
o X'C2' request code 

Sent from secondary FM to Primary PM to indicate 
that the secondary FM is at an I End of Job I 
condition and would like the session terminated. 

~ !2 ~ (!!!!)- LU ___ LU 

RU f erma t byte 
o X'OS' request code 

Indicates that the Bidder is now allowed to 
initiate a bracket. 

~ ~ (~) - SLU ___ PLU 

RU format byte 
a X'C1' request code 

Sent by the secondary FM to indicate that it has 
completed session processing and has placed itself 
in Quiesce state. 

~ (!!l!!!!!?) - PLU ___ SLU 

RU format byte 
a X'CO' request code 

sent from Primary FM to the secondary FM to request 
that the secondary FM enter the Quiesce state when 
the secondary 'End of session' processing has been 
completed. 

~ (g£) - LU ___ LU 

RU format byte 
a 
1-q 

X'C9' request code 
signal code 

Permits an expedited signal to be sent through the 
network., regardless of the status of the normal 
flows. It carries a four bytes Signal code set by 
the sending FM. 

(Signal code = X'00010000' = request-to-send) 
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SESSION CONTROL COMMANDS DEFINITION 

~ ~ ~ (~) - SSCP-LU 

RU format bytes 
o 
1 
2 
2 

X'OD' request code 
type 

Bits 0-3 FM profile 
Bits 4-7 TS profile 

Type session: X'OT' = cold 
X'Q2' = ERP 

FM profile s see appendix C 
TS profile = see appendix D 

ACTLU (COLD) is requested when SSCP cannot recover 
the SSCP - LU session or has lost track of session 
and data flow state for the LU. 

ACTLU (ERP) is requested to recover the session 
when the SSCP has retained enough information. 

~ ~ !!!!!! (~) - SSCP_PU 

RU format bytes (request) 
o X'TT' request code 
1 type activation requested 
2 Bits ~-3 FM profile 
2 Bits 4-7 TS profile 
3-8 SSCP 10 

type activation X'OT' = cold 
X'02' = ERP 

FM profile - see appendix C 
TS profile = see appendix D 
SSCP ID = six bytes field 

including the 10 of 
the SSCP issuing the 
ACTPU 

( 

ACTPU (COLD) is specified on the initial session, ( 
and for reacti va tion where the SSCP has not (, 
retained enough information to recover the 
session. 

ACTPU (ERP) is requested when the SSCP has enough 
information to recover the session. 

~ ~ (~) - PLU_SLU (expedited) 

RU format bytes 

o 1 2 3 

Is sent from the PLU to the SLU to establish a 
session between the LOs. 

( 
"-_/ 
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The BIND format which has been defined is ~ Q. 

Byte 
Byte 1, bits 0-3 
Byte 1, Bits 4-7 

Byte 
Byte 

!.!!. Usage 

BIND RU Code X'31' 
Format X'D' 
Type X11' = Cold, 

Other values 
reserved 

FM Profile (See Appendix C) 
TS Profile (See Appendix OJ 

Pr imary LU Protocols for FM Data 

Byte 4, bit 

Byte 4, bit 1 

Byte 4, bit 2-3 

Byte 4, bit 
Byte 4, bit 
Byte 4, bit 

Byte 4, bit 7 

Chaining Use 

Request mode 
Selection 

Chain Responses 
Protocol used by 
Primary LU 

Reserved 
Reserved 
Compression Indicator 

Send EB Indicator 

= Multiple RU 
chains 
are allowed 
from the 
Primary LU 
Only single 
RU chains 
are allowed 
from the 
Primary LU 

Immediate 
Request 
mode 

1 = Delayed 
Request 
Mode 

Chains from. 
Primary will 
ask for : 
'00' - no 

response 
, 0 1 I - Exception 

Response 
110' - Definite 

ReSponse 
'11' - Definite 

Response 
Exception 
Response 

• Compression 
may be used 
Compression 
will not be 
used on 
requests 
from 
primary 
Primary may 
send EB 
Primary 
will 
not send EB 
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secondarx LU Protocols for FM Data \ 

Byte 5, bit 0 Chaining Use ,. Multiple RU 
cha.ins are 
allowed 
from the 
Secondary 
LU I' 
Only single 
RU chains 
are allowed 
from the 
Secondary 
LU 

Byte 5, bit 1 Request Mode o = Immediate 
Selection Request 

mode t 
= Delayed \ Request 

'mode 
Byte 5, bit 2-3 Chain Response (See 

used by the encoding in 
Secondary LU Primary 

LU Protocol 
field) 

Byte 5, bit Reserved 
Byte 5, bit Reserved 
Byte 5, bit Compression Indicator =- Compression 

may be used 
= compres s ion 

must not 
be used on 
requests 
from 
Secondary 

Byte 5, bit 7 Send EB Indicator 01 Secondary 
may send EB 

= Secondary 
will not 
send ED ,r 

Common LU Protocols {, 

Byte 6, bit Reserved 
Byte 6, bit FM Header Usage e FM Headers 

not allowed 
= FM Headers 

allowed 
Byte 6, bit 2 Brackets == Brackets 

i will be 
used 
during this " / 
session, 

= Brackets 
will not 
be used 

Byte 6, bit 3 Bracket Termination o = Bracket 
Rules Termination ( 

rule 

" I 2 will be 
used during 
the session 
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Byte 6, bit 4 Al terna te Code 
Set Allowed Indicator 

Byte 6, bit 5-7 Reserved 

Byte 7, bit 0-1 FM Transaction Mode 

Byte 7, bit 2 

Byte 7, bit 3 

Recovery 
Responsibili ty 

Bckts Fi'rst Spkr 

Byte 7, bit 4-5 Reserved 

Byte 7, bit Reserved 

Byte 7, bit Contention Resolution 

Bracket 
Termina tion 
rule 
# 1 will be 
used during 
the session 

Alternate 
Code set 
may be 
used 
Alternate 
Code set 
will not 
be used 

00 Full duplex 
01 HOX 

Contention 
10 HOX Flip 

Flop 
11 Master 

Slave 

Primary LU 
responsible 5 
Sender of 
RU 
Responsible 

Secondary 
is 1st 
Spkr 
Primary is 
1 st Spkr 

Secondary 
speaks 
first 
in Data 
Traffic 
Active 
State 
if HOX-FF 
Secondary 
wins 
content
ion if 
HOX-CON 

1 = Primary 
speaks 
first 
in Data 
Traffic 
Active 
state if 
if HOX-FF 
or wins 
content
ion if 
HOX-CON 
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Byte a-9 Presentation Class 

Bytes 10-26 Reserved 

Binary value 
selecting the 
Presentation 
class for the 
session 

All values 
reserved 

~ ~ (Presently this field has zero length) 

Byte 27 Length of Primary LU name 

Bytes 2a thru N Primary LU name Network name 
of LU 
sending this 
RU (length 
limited to 
a bytes 
maximum) 

Byte N+1 Length of User Data Field 

Bytes N+2 thru M User Data Transparent to 
Transmission 
Subsystem 

1. The 'User Data length' field must always be present. 
In the situation where the User Data Field is zero 
in length, the contents of the User Data Length 
field will be X' 00 I. 

Bind Response Format 

Byte 0 X I 31' response code 

Exceptions : The following exceptions (in addition to 
General exceptions) may cause the BIND to be rejected. 
They are reported in the sense data field. 

Session Limit Exceeded (X'OS05') : The Secondary LU 
~accept another sess~on at this time. 

Function Active (X '_0815') A session already exists for 
'£h'I'S'"'"'PaTr --arms . ---

The BIND RU is shorter than 

Invalid Session Parameter (X'OS21') : A BIND parameter 
~than Prl.mary tu namer-rs-unacceptable. 

NAU Not Authorized (X I DaDE') : The Secondary LU will 
nor arrow a sess~on w.rtl1'tE'e Primary LU. 

Permission Rejecttd (x'OaOA') : The Secondary LU does 
not want to go ~n 0 sessronwith the Primary LU. 
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Notes : Certain combinations of BIND parameters are 
invalid. These mutually exclusive settings are listed 
below. 

1. Brackets, Primary will not send ES, Secondary will 
not send EB. 

2. Primary uses Delayed Response Mode, Secondary uses 
Immediate Request Mode. 

3. Secondary uses Delayed Response Mode, Primary uses 
Immediate Request Mode I 

For some settings of certain BIND parameters, other 
BIND parameters are reserved. These cases are listed 
below. 

Condition Reserved BIND parameters 

1. Primary uses Immediate Primary Request Mode 
Control Mode Selection, Chaining 

use, and chain 
response protocol 

2. Secondary uses Immediate Secondary Request Mode 
Control Mode Selection, chaining 

use, and chain response 
protocol 

3. No Brackets Primary and Secondary send 
ES indicators 1 Bracket 
termination rules , 
Brackets First Speaker 

q. Full duplex Contention Resolution 

S. Brackets Contention Resolution 

6. FM Headers not allowed Pr imary and Secondary 
Compression indicators 

~ (~) - PLU-.SLU (expedited) 

RU format bytes 
o X'A1' Request Code 

Is sent by the primary session control to reset the 
data traffic subtrees in the primary, secondary and 
boundary function. 

DEACTIVATE ~!!!!! (~) - SSCP-.LU 

RU format bytes 
o X'OE' 

IS sent from an SSCP to a LU to end the session 
between the SSCP and the LU. All SSCP - LU and LU -
LU state information maintained by the LU is 
reset. 

.,.5-13 
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DEACTIVATE ~ !1!!! (~) - SSCP...- PU 

RU format bytes 
o 
1 

X1 12 1 request code 
type: 
X, 01' final use 
X'02' not final use 

Final use : indicates that the physical connection 
may be broken 

DACTPU is sent to end the session between SSCP and 1 

PU. All SSCP - PU, SSCP - LU, and LU - LU state 
information is reset. 

~ ~ (!!,Q!) - SLU-+-PLU (expedited) 

RU format bytes 
o X'A3' Request code 

Is sent by the secondary session control to request 
the Primary session control to initiate data traffic 
recovery procedures as defined by the primary. 

~ ~ ~ (SOT) - PLU_SLU (expedited) 

RU format bytes 
o X'AO' Request Code 

Is sent by Primary session control to complete a 
data traffic recovery or initialization sequence. 
The FMs and associated Session Control of both 
sender and receiver are removed from Data Traffic 
Reset state and so may begin an exchange of traffic 
between the NAO' s. 

SET AND TEST SEQUENCE NUMBERS (~) - PLU -.- SLU 
TeXpecITtecn- ---- ----

RU format bytes 
o X'A2' Request Code 
1 bits 0-3 Action Code 
2-5 Values depending on Action Code 

Is sent by the primary CPM session control during a 
data traffic recovery or initialization sequence to 
resynchronize the sequence numbers for one or both 
of the normal flow. 

( 

( 
I, 

/ 

Action code : Byte 1 Bits 0-1 : Action Code for l 

00 

01 

S --"'P flow , related '\ 
da ta are in bytes 'l... 

2-3 

Byte 1 Bits 2-3 Action code n for 
P---+-S flow 1 related 
data are in bytes 
4-5 

Action Code : 
! 

IGNORE Flow not affected by this 
STSN 

SET : CPM value must be set ·to 
the value in the RU 



.. 'f!!f!II1 

10 SENSE Secondary end-user must 
return its sequence number 
for this flow in the RU 

11 SET AND TEST: CPM value must be set 
to the RU value and the 
secondary end-user must 
compare that value aqainst 
its own value and respond 
accordingly 

(Byte 1 Bits 4-7 are reserved) 

~ ~ (~) - PLU __ SLU (expedited) 

RU format bytes 
ox' 32 I Request Code 
1 Type Unbind (X'01' = normal end 
session) 

Is sent from the Primary LUis to the secondary LUis 
to end a session between the two associated LU IS. 
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NETWORK SERVICES COMMANDS 

Bytes 0 - 1 of RU are referenced like 'PREFIX' 

byte a x'D1' 
byte 1 = category 

X I 02 I configuration services 
x'03' maintenance services 
x I 06 I = session services 

MAINTENANCE SERVICES 

REQUEST COMMAND COMMAND NAME SESSION 
CODE 

X 1 01' EXECTEST EXECUTE TEST SSCP~PU 

SSCP ----"'LU 

X' 02' ACTTRACE ACTIVATE TRACE SSCP---"LU 

X' 03' DACTTRACE DEACTIVE TRACE SSCP-'-PU 

X 1 81' RECMS RECORD MAINTENANCE PU--SSCP 
STATISTICS LU--SSCP 

X'82 ' RECTO RECORD TEST DATA PU __ SSCP 

LU--SSCP 

X I S3' RECTRD RECORD TRACE DATA PU __ SSCP 

*Flow is normal for all these commands 

SESSION SERVICES 

REQUEST COMMAND COMMAND NAME SESSION 
CODE 

Xl 01 I CINIT CONTROL INITIATE SSCP~LU 

X' 02' CTEP.M CONTROL TERMINATE SSCP~LU 

X'04' NSPE NS PROCEDURE ERROR SSCP--+--PU 
SSCP--+--LU 

Xl 80 I INIT-OTHER INITIATE-OTHER LU~SSCP 

Xl 81 I INIT-SELF INITIATE-SELF LU~SSCP 

X I 82' TERM-OTHER TERMINATE-OTHER LU~SSCP 

X 183' TERM-SELF TERMINATE-SELF LU~SSCP 

Xl 85 I BINDF BIND FAILURE LU~SSCP 

X' 86' SESST SESSION STARTED LU~SSCP 

X1 87' UNBINDF UNBIND FAILURE LU_ SSCP 

X' 88' SESSEND SESS ION ENDED LU~SSCP 

*Flow IS normal for all these commands 
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CONFIGURATION SERVICES 

REQUEST COMMAND COMMAND NAME SESSION 
CODE 

X'D1 ' CONTACT CONTACT ssep ---+- PU 

X' 02' DISCONT DISCONTACT SSCP~PU 

X1 03' IPLINIT IPL INITIAL SSCP~PU 

X 1 04' IPLTEXT IPL TEXT SSCP-PU 

X I 05' IPLFINAL IPL FINAL ssep ---+-PU 

X' 06' DUMPINIT DUMP INITIAL SSCP----"-PU 

X'a?' DUMPTEXT DUMP TEXT SSCP~PU 

X I 08' DUMPFINAL DUMP FINAL SSCP~PU 

X I 09' RPO REMOTE POWER OFF SSCP~PU 

X'OA' ACTLINK ACTIVATE LINK SSCP---+--PU 

X'OB' DEACTLINK DEACTIVATE LINK sscp----.- PU 

X'DE' CONNOUT CONNECT OUT SSCP~PU 

(DIAL) 

X'OF' ABCONN ABANDON CONNECTION SSCP-...-PU 

X ' 11' SETCV SET CONTROL VECTOR ssep ---+--PU 

XI 14' ESLOW ENTERING SLOWDOWN PU~SSCP 

XI 15' EXSLOW EXITING SLOWDOWN PU-+SSCP 

XI 16' ACTCONNIN ACTIVATE CONNECT IN SSCP~PU 

(ENABLE ANSWER) 

X'17' DACTCONNIN DEACTIVATE CONNECT SSCP---+--PU 
IN (ABANDON ANSWER) 

XI 18' ABCONNOUT ABANDON CONNECT OUT SSCP~PU 

(ABANDON DIAL) 

X' 19' ANA ASSIGN NETWORK SSCP---+-PU 
ADDRESSES 

X I 1A' FNA FREE NETWORK SSCP~PU 

ADDRESSES 

X'1B' REQDISCONT REQUEST DISCONTACT PU---+--SSCP 

Xl 80 I CONTACTED CONTACTED pu_____.._sscp 

X'S1' INOP INOPERATIVE PU~SSCP 

X'84' REQCONT REQUEST CONTACT PU~SSCP 

(OFF HOOK) 

*Flow is normal for all these commands 
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NElWORK SERVICES COMMANDS DEFINITION 

CONFIGURATION SERVICES 

~ CONNECTION (~) - SSCP->-PU 

RU format bytes 
2 X I OF I Request Code 
3-1.j. Link Network address 

Requests the PU to terminate all connections on the 
indicated link. ( 

ABANDON CONNECT OUT (ABCONNOUT) - SSCP->- PU 
~~iiON" DIAL) 

RU format bytes 
2 X'18' Request Code 
3-4 Link Network address 

Requests the PU to terminate an outbound connection /< 
procedure at the specified link station. 

ACTIVATE CONNECT IN (ACTCONNIN) - SSCP-+- PU 
~e~LEANSWER) 

"RU format butes 
2 X'16' Request Code 
3-4 Link network address 
5 Type 

Type : X 100 I PU is primary link station 
X'D1' PU is secondary link station 

Requests the PU to enable the indicated link station 
to accept an incoming connection. 

~~ (~) - SSCP-PU 

RU Format bytes 
2 X'OA' Request Code 
3-4 Network address of link 

Initiates a procedure to place the addressed link in 
the active state. 

~ ~ ADDRESSES (~) - SSCP_ PU 

RU format bytes 
2 
3-4 

6 
7-8 

X'19' Request Code 
Network address of PU associated 
with the node to which addresses 
are to be designed 
Number of network addresses to be 
assigned 
Type (Xl flO I = noncontiguous) 
First network addresses 

9-n Additional network addresses (if any) 

Updates the Path Control routing table in the 
receiver such that PIUs with the indicated network 
addresses will be routed to the adjacent node whose f 
PU network addresses appears in bytes 3 and 4. 
Several network addresses maybe assign~d with one 
request. 
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CONNECT OUT (CONNOUT) - SSCP~PU 

~~Drm-

RU format bytes 
2 
3-ij 
5 
6 
7 
8 
9-n 

X'OE' Request Code 
Link network address 
Link station address 
Type 
Retry limit 
Number of dial diS its 
Dial digits 

Type Byte Bi t 0 PU is primary link data 
= 1 PU is secondary link station 

Bit 1 = 0 Not manual connect out 
= 1 manual connect out 

Retry limit: number of times the CONNECT OUT is to 
be retri~d. 

Note - Bytes 7 to n are not included on manual 
CONNECT OUT requests. 

Requests the PU to initiate a connection procedure 
with the indicated link stations. 

~ (~) - SSCP __ PU 

RU format bytes 
2 X'01' Request Code 
3-q. Network address of the PU to be 
contacted. 

Ini tiates a procedure to establish link level 
contact with the link station associated with the PU 
addressed in the request. 

CONTACTED (CONTACTED) - PU-o-SSCP 

RU format bytes 
2 X'SO' Request Code 
3-4 Network address of contacted PU 
5 Status 

Status - X'01' loaded 
X' 02' = load required 
X' 03' ... error on contact 

Informs SSCP of completion of a procedure to contact 
the station associated with an adjacent PU 

DEACTIVATE CONNECT IN (DACTCONNIN) - SSCP-o-pu 
(old name ~"1IN,sWER) 

RU format bytes 
2 X'17' Request Code 
3-4 Link Network address 

Requests the PU to reset the CONNECT IN state for 
the specified link 

DEACTIVATE ~ (~) - SSCP~PU 

RU format bytes 
2 X'OB' Request Code 
3-4 Network address of link 

Initiates a procedure to deactivate an active link 
specified by the network address parameter of the 
request. It is used after all stations on the link have 
been discontacted. 
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DISCONTACT (~) - SSCP-+-PU 

RU format bytes 
2 X'Q2' Request Code 
3-4 Network. address of PU to be 

discontacted 

Initiates a procedure to terminate link level 
contact with the station associated with the PU. 

~ ~ (DUMPFINAL) - SSCP---PU 

RU format bytes 
2 X'OS' Request Code 
3-4 Network address of PU in node to be 
dumped 

Terminates a dump sequence at the node specified by 
the network. address. CONTACT is required ~fter 
DUMPFINAL if the station is to be contacted. 

~ ~ (~) - SSCP-+-PU 

RU format bytes 
2 X'06' Request Code 
3-4 Network. address of PU in node to be 
dumped 

Initiates a dump of the node specified by the 
network address. Basic dump data such as register, 
key and indicator values may be returned on the 
response to this request. I~ further d~~p data is 
required, DUMPINIT is followed by DUMPTEXT. The 
dump sequence should be terminated with DUMPFINAL. 

~ ~ (~) - SSCP---PU 

RU format bytes 
2 X'O?' Request Code 
3-4 Network address of PU in node to be 
dumped 
5-8 Starting location (address) 
9-10 Length of text 

Causes the dump data specified by the starting 
parameter to be returned as data on the response. 

~ ~ (~) - PU ___ SSCP 

RU format bytes 
2 X'14' Request Code 
3-4 PU network address 

Informs the SSCP that the sender has entered a state 
called SLOWDOWN. This state is generally associated 
with buffer depletion, and may require traffic 
through the unit to be reduced or suspended until 
the state is exited. 

~ ~ (~) - PU---SSCP 

RU format bytes 
2 X'1S' Request Code 
3-4 PU Network address 

Informs the SSCP that the PU has exited the SLOWDOWN 
state • 
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~ ~ ADDRESSES (~) - SSCP ___ PU 

RU format bytes 
2 X'1A' Request Code 
3-4 Network address of PU 
5 Xl 00 I 

6 Type (X'80' = non contiguous) 
7-8 (first network address to be freed) 
9-n (additional network addresses - if 

any - ) 

Updates the Path Control routing table in the 
receiver such as PIUs received containing a freed 
network address in the DAF will no longer be routed 
to the node containing the PU whose network address 
appears in bytes 3-4. 

INOPERATIVE (~) - PU ___ SSCP 

RU format bytes 
2 X'B1' Request Code 
3-4 Network address of inoperative link 

or PU 
Element type 

Element type: x'D1' = PU (loss of 
contact, unexpected loss 
of connection, connection 
establishment failure) 
X'02' = link (link 
failure) 

Reports a loss of contact with a link station, the 
failure of a link, or the failure to establish a 
connection on a switched link. 

~ ~ (~) - SSCP_PU 

RU format bytes 
2 x'05' Request Code 
3-4 Network address of PU in node 
5-8 Entry point location within load 
module 

This request completes the load sequence and 
supplies the load module entry point to the node 
being loaded (a CONTACT is required after IPL FINAL) 

~ ~ (~) - SSCP ___ PU 

RU format bytes 
2 X'03' Request Code 
3-4 Network address of PU in node to be 
loaded 

Initiates a link level load of the node containing 
the PU specified by the network address parameter of 
the request. 
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~ ~ (~) - SSCP __ PU 

RU format bytes 
2 X'Q4' Request Code 
3-4 Network address of PU in node to be 

loaded 
5-n Text 

Text = variable length in the form 
required by the destination node 

This request transfers load module text to the PU 
providing primary station link support for the node 
being loaded. 

REQUEST CONTACT (REQCONT) - PU __ SSCP 
~~H~ 

RU format bytes 
2 X'84' Request Code 
3-4 Link Network address 
5-10 Station ID (see appendix B) 

Notifies the SSCP that a physical connection with a 
station has been established on the indicated link 
and requests CONTACT of that station. 

~ DISCONTACT (REQDISCONT) - PU __ SSCP 

RU format bytes 
2 
3 

X 11 B I Request Code 
Type = X 100 I = normal 

X'80' = ~ediate 
Requests the SSCP to start a procedure to discontact 
the station. 

~ ~ 2!!. (~) - SSCP __ PU 

( 
\ 

/ , 
"-. 

RU format by~es X I 09' Request Code ( 

3-4 Network address of PU in node to be '\ 
powered off 

Causes a link level power off sequence to be 
initiated to the node specified by the network 
address. It is not necessary that the node being 
powered off have an active PU or even be contacted. 

~ ~ ~ (~) - SSCP __ PU 

RU format bytes 

2 x' 11' Request Code 
3-4 Network address of element to which 

control vector applies control 
vector key (0-255) 

6-n Control vector data l~ 

Control Vectors are named sets of parameters \~, 
providing control information for network components 
such as NAUs, links and link stations. This request 

pageS-22 



loads the information in the Control Vector data 
field into the Control Vector for the specified 
network address. The CAU of the request indicates 
the PU maintaining the Control Vector ; the netwwork 
address in the RU indicates the element for which 
the Control Vector is maintained ; the key in the RU 
specifies the particular type of Control Vector to 
be set. 

Control Vector formats are defined in Appendix A. 
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MAINTENANCE SERVICES 

~ ~ (~) - SSCP--PU 

RU format bytes 
2 
3-4 
5 
6-n 

x'02' Request mode 
Network address of the resource 
Which trace (X I 0 1 I = link trace) 
Data to support trace 

Requests activation of a trace of the resource 
specified by the .network address in the RU. 

DEACTIVATE ~ (DACTTRACE) - SSCP---PU 

RU format bytes 
2 
3-4 

6-n 

X'03' Request Code 
Network address of resource to be 
traced 
Which trace 
Data to support deactivation 

Requests deactivation of the specified resource 

/ 

trace. \ 

~ ~ (~) :. SSCP ___ PU or LU 

RU format bytes 
2 
3-4 
5-8 
9-n 

X I a l' Request Code 
Target network address 
which test (binary value) 
Data to support test 

Instructs the PU or the LV to execute a test on the 
network address designated. 

~ MAINTENANCE STATISTICS (~) - PU or LU __ SSCP 

RU format bytes 
2 X'81' Request Code 
3-4 Network address 
5-n Statistics 

Permits the passing of maintenance statistic from a 
LU or PU to a centralized recording facility at the of' 
control point. 

~ TEST ~ (RECTO) - PU or LU~ SSCP 

RU format bytes 
2 
3-4 

Xl 82 1 Request code 
Network address of element under 
test 

5-8 Which test (binary value) 
9-n Test status and results 

Returns the status and results of a test to 
maintenance services. 

~ ~ ~ (~) - PU~SSCP 

RU format bytes 
2 X1 83' Request Code 
3-4 Network address of resource 
5 Which trace 
6-n Trace data 

Returns data collected during a trace of the 
indicated resource. 
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SESSION SERVICES 

~ ~ (~) - LU--+-SSCP 

RU format bytes 
2 
3-4 
5-6 
7 

X'8S' Request Code 
Primary LU network address 
Secondary LU network address 
Reason 

Reason = see NSPE 

Notifies the SSCP that a failure occured during an 
attempt to start a session between the two LUs 
indicated. 

~ ~ (~) - SSCP--+-LU 

RU format bytes 
2 X I 01' Request Code 
3-4 Network address of secondary LU 
5 emIT format 
6-m BIND image 
m+1-p Secondary LU network name 
p+1-q Requester 10 
q+1 -r Password 
r+1-s User field 

CINIT format - KrOa l 

BIND image - see BIND session format in Session 
Control section 

Requests the Primary LU to bind a session with the 
indicated LU which is designated Secondary for this 
session. 

~ TERMINATE (~) - SSCP--+- LU 

RU format bytes 
2 X'02' Request Code 
3 Type unbind 
4-5 Secondary LU network address 

Requests that the Primary LU initiate a procedure to 
unbind the session with the indicated secondary LU. 
I Type Unbind I parameter indicates if the session is 
to be unbound in a forced or orderly manner. 

INITIATE-OTHER (INIT-OTHER) - LU __ SSCP 

RU format bytes 
2 X ' 80 ' Request Code 
3 Bits 0-3 Format 
3 Bits 4-7 Reserved 
4-11 Mode 
12-m Network name of primary LU 
m+1-p Network name of secondary LU 
p+1-q Requester ID 
q+1-r Password 
r+1-s User field 

Requests that a session be initiated between the 
Primary LU and the secondary LU named in the RU. 
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INITIATE-SELF (INIT-SELF) - LU SSCP 

RU format bytes 
2 x '81' Request Code 
3 Bits 0-3 Format 
3 Bits 4-7 Reserved 
4-11 Mode 
12-m Network name of LU 
m+1-p Requester 1D 
p+1-q Password 
q+1-r User field 

Format : X I 0' (only value defined) 
Mode : Symbolic name identifying the set of rules 
and protocols to be used for the session. 

Requests that a session be initiated between the 
sender of the request and the LU named in the RU. 

!!§. PROCEDURE ~ (~) - SSCP_LU or SSCP_PU 

RU format bytes 

Reason bit 

2 X'04' Request Code 
3 Reason 
4-m Network name 1 (Primary LU) 
m+1-n Network name 2 (Secondary LU) 

Bind error at Primary 
Bind error at Secondary 
Bind reject at Primary 
Bind reject at Secondary 

= Unbind failure 

Indicates to the LU or PU issuing an NS request that 
some error has occured after the request was 
accepted but before completion of the procedure. 

~ ~ (~) - LU~SSCP 

RU format bytes 
2 X'S8' Request Code 
3-4 Primary LU network address 
5-6 Secondary LU network address 

Notifies the SSCP that a successful End of Session 
has been reached by unbinding both the Primary and 
Secondary LU' s in the session. 

~~ (~) - LU~SSCP 

RU format bytes 
2 X'86' Request Code 
3-4 Primary LU network address 
5-6 Secondary LU network address 

Notifies the SSCP that a session between the 
indicated LUs has been successfully started. It 
allows synchronization of the session states between 
the Primary LU and SSCP session services. 
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TERMINATE-OTHER (TERM-OTHER) - LU _SSCP 

RU format bytes 
2 X'821 Request Code 
3 Type of termination 
/.I.-m Network. name of primary LU 
m+ 1-n Network name of secondary LU 
n+1-p Requester IO 
p+1-q Password 

Requests that the session between the primary LU and 
the secondary LU named in the RU be terminated 

TERMINATE-SELF (TERM-SELF) - LV ___ SSCP 

RU format bytes 
2 X'S3' Request Code 
3 Type of termination 
4-n Network name of LU 

Requests that the session between the sender and the 
LU named in the RU be terminated. The request may be 
designated as forced or orderly. 

~ ~ (~) - LU __ SSCP 

RU format bytes 
2 
3-4 
5-6 
7 

X 187 I Request Code 
Primary LU network address 
Secondary LU network addres s 
Reason 

Reason : see NSPE 

Reports a failure to successfully unbind a session. 
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POSITIVE R£SPONSE$ 

Only the Request Code is 
returned 

Only the Request Code is 
returned 

Only the nequest Code is 
retu'rned I except for : 
ACTLU (see note) 
ACTPU (see note) 
STSN (see note) 

Only the 3-byte request 
prefix and code lS 

returned 

Only the 3-byte request 
prefix and code is 
returned 

Only the 3-hyte request 
prefix and code lS 

returned except for 
')UHPINIT and DU:1PT:CXT 
(see note) 

NEGATIVE RESPONSES 

4 Sense Data bytes and 
the Request Code are 
returned 

4 Sense Data bytes and 
the Request Code are 
returned 

4 Sense Data bytes and 
"he :r.equest Code are 
returned 

4 Sense Data bytes and 
the 3-byte request prefix 
and code are returned 
if nil Byte 0 Bit 4 = 1 . 
Othen,lise only the 4 sense 
data bytes are returned 
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~ - 6 Bytes are returned 

Response format Bytes 
o X'A2' 
1 Bits 0-1 

Request code 
Resul t code for action code 
specified for S~P flow; 
related data are in bytes 
2-3 

Bits 2-3 Result code for action code 
specified for P---.. S flow, 
related data in bytes 4-5 
reserved 1 Bits 4-7 

2-3 S --.. P sequence number da ta 
to support S~P action 
code (see below) 

4-5 p ~ 5 sequence number data 
to support P~S action code 
(see below) 

SET/IGNORE action code 

Result code: 01 = ignore (related 
data reserved); other values 
reserved. Bytes 2-3 and 4-5 are 
reserved 

SENSE action code 

Result code: 00 = secondary end user 
cannot return a valid user sequence 
nUmber 

01 = reserved 
10 = invalid to request 

the secondary end user to return a 
user sequence number 

11 = user sequence 
number included 

Data related to result code: if result 
Code = 11 the corresponding field 
(bytes 2-3 and/or "-5) contains the 
secondary value for the user sequence 
number; if result code ':I 11, bytes 2-3 
and/or 4-5 are reserved 

SET AND TEST action code 

Result code : 00 = secondary end user 
cannot per~orm the requested test on the 
user sequence number 

01 = test positive (value 
received in the STSN request = user 
value); 

10 = valid to request the 
secondary end-user to test the user 
sequence number 

11 = test negative (value 
received in the STSN request of user 
value) 

Data related to result code if result 
code = 01 or 11, bytes 2-3 and/or 4-5 
= 00 or 10, bytes 2-3 and/or 4-5 are 
are secondary value for flow sequence 
number; if result code = 00 or 
10, bytes 2-3 and/or 4-5 are 
reserved 
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~ - n bytes are returned 

Response format Bytes 
0-1 ~'01021 Pr0fix 
2 x'Q6' qequest code 
3-n ryUI'!'lP lJata 

~ - n bytes are returned 

Response format Bytes 
0-1 X'0102' Prefix 
2 X I 07 1 Request Code 
3-n Dump Data 
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VARY ONLINE 

ncp is activated 

sscp-pu 
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VARY OFFLINE 
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chartC 

lu-sscp 

sscp-plu 
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plu-sscp 

plU-slu 

SESSION INITIATION 

IN PROCESS 

sscp-slu 
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I 

plu-sscp • 
sscp-slu 
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SESSION TERMINATION 
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sscp-plu 
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sscp-pu 

...... xid 

---+- xld 

sscp-pu 

{subarea routing) 

chart E 

DIALING IN 

sscp-pu 

(station phvsical 

characteristics) 

sscp-pu 

DISCDNTACT II 
sscp-pu 

{Iu characteristics) 

5SCp-!U 
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DIALING OUT 

S$Cp!D invalid 

SSCp-pu 

sscp-pu 

disable (on-hook) 

chart F 
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FINAL ON·HOOK SEOUENCE 

disable (on-hook) 

chartG 
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APPENDIX A 

APPENDIX A :CONTROL VECTOR FORMATS 
(for SET CON'i'Rci'LViiC'fCiii"Comiiiai'iCl) 

When sent on SET CONTROL VECTOR, or the response to 
SENSE CONTROL VECTOR, the formats below are preceeded 
by a two-byte prefix and a one-byte request code. 

1.. DATE-TIlo!E 

Key = X'01' 

Bytes 

3-4 
5 
6-17 
18-25 

Description 

PU network address 
Key = X' 01' 
MM/DD/YY.ddd (date) 
HH.MM.SS. (time) 

date and time fields are EBCDIC characters. 

Key = X'02' 

Bytes Description 

3-4 Network address of the link to be used 
for routing to the Subarea 
specified in Byte 6 
Key = X'02' . 
Subarea address (left justified) 

Note :This control vector supports subarea addresses 
no greater than 8 bits, and links ''''hich only attach 
single remote subareas. When additional requirements 
are established, new control vectors will be 
defined. 

l·~~~ 

Key = X'03' 

Bytes Description 

3-4 
5 
6 
7 
8 
9 
10 
11 
12-13 
14-15 

Network address of PU at station 
Key = X'03 
Link station address (SDLC) 
PU type (see next figure) 
Type modifier 
SDLC BTU send limit 
Maximum contiguous PIUs 
Error retry indicator 
Link error recovery control information 
Max segment length (bytes) 

Key = X'04' 

Bytes Description 

3-4 
5 

NAU network address 
Key = X' 04' 
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6 
7 
8 
9 

Local address form of NAU network address 
n pacinq 
Reserved, set to a value of 1 
priority 

Key. X'OS' 

Bytes Description 

3-4 Link network: address of the channel 
5 Key = X'OS' 
6-7 Channel delay :minimum interval between 

successive inbound transmissions. 
Binary in tenths of second. 
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APPENDIX B 

APPENDIX B - STATION ID 
~U~S'r' ~ conunand) 

The station 10 consists of a 48 bit field. Bits 0 to 
of this field contain the 10 format. Presently, the 
only format described is format 'a' (bits 0 to 3 all 
equal to zero). All other formats are reserved. 

Station ID format 0 consists of five fields : 

Bits 0-3 

Bits 4-7 

ID format 10000 I. 

Physical Unit Type. 

This field defines the Physical Unit type of the PU 
in the node at the station. It provides to the SSCP 
and to the Communication Controller Node with SNAF 
information regarding the characteristics of the 
SSCP-PU session and the FlO transformation required 
by the calling node. The following PU types are 
defined today. 

PU Type 

The transmission header format is FlO 3. 

The PU services for a type 1 PU is located in the 
adjacent Boundary function. 

PU Type 

The transmission header format is FlO 2. 

PU Type 

Reserved 

PU Type 4 

The transmission header format is either FIDO or 
FID1 f~r intermediate function and FI02 or FI03 for 
boundary function. 

Identifies a PU at a node which has intermediate 
and/or boundary function. 

PU Type 5 

The transmission header format is either FIDO or 
FID1 for intermediate function and FID2 or FID3 for 
boundary function. 

Identifies a PU at a node which has intermediate 
and/or boundary function. The node containing a PU 
type 5 also contains a SSCP. 

All other PU types are reserved. 

Bits 8 - 15 are reserved for self-description at the 
link level. The intention of self-description is to 
minimize the number of SYSGEN options seen by the user I 
and ease the process of configuration changes in a 
network. 
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Bits 16 - 27 

Block number. 12 bits provides for 4096 block numbers. 
Usually a switched line product will be assigned a 
single block number; however, in some cases, more than 
one block may be assigned. 

Bits 28 - 47 

10 number. The 10 number is a binary number which 
identifies a specific station in a unique way wi thin 
a customer installed network. The 10 number can be 
assigned by the system generation or installation 
process, and controlled either by FE or by the customer 
or the 10 number could be assigned at manufacture time 
and never be changed. 

One of the following ways may be used to enter the 1D 
bits : 

* Wiring or strapping 
* Entered locally at the terminal or cluster, by 
operator 
* Written on removable disk and carried to remote 
station 
* Loaded from the link, using an 'All zero' 10 number 

to provide initial load capability. 

The 20 bits allow for 1 048 576 10 numbers, to be 
assigned within any block number. It is recognized that 
the best way to achieve the link integrity provided by 
the 1D number is that a unique 10 field be defined 
within a specific block number at manufacturing level. 
This would allow, in particular, a terminal to dial 
into multiple systems. 
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APPENDIX C 

APPENDIX C - FUNCTION MANAGEMENT (FM) PROFILES 
{For ACTLU = ~BfND commandsr- -------

FM profiles 0-5 are described here. All other profile 
numbers are reserved. 

FM PROFILE 0 (RESTRICTED TO SSCP-PU AND SSCP-LU 
SESSIONS) - -- ----- - ----

Profile 0 requires the following rules : 

Primary and secondary NAUs use Immediate control 
Mode and Immediate Response Mode 
Primary and Secondary NAUs send only single RU 
chains 
No compression 
No DFC RUs are allowed 
No £M Headers 
No Brackets 
No alternate code 
The FM transaction mode is HDX-contention 
Primary NAU is responsible for recovery 
Secondary NAV wins contention 

~~1.(~) 

~ ~!. (RESTRICTED !9. ~ ~) 

Profile 2 requires t,he following rules 
Primary LV uses delayed control mode 
Secondary LV uses delayed request mode 
Secondary LV uses immediate response mode 
Only single element chains are allowed 
Secondary LV requests are 'no response requested' 
No compression 
Primary LU will send EB 
Secondary LU will not send EB 
No DFC RUs are allowed 
PM Headers are not allowed 
Bracket termination rule 2 is used if brackets are 
used 
Normal flow send/receive mode is FDX 
Primary LV is responsible for ERP 
Secondary LV is first speaker if brackets are used 

The PM usage fields defining the options for profile 2 
are : 

Primary request mode selection 
Primary chain response protocol (no response may not 
be used). 
Brackets 
Alternate code 

~ ~ l (RESTRICTED !9. ~ ~) 

Profile 3 requires the following rules : 

Primary LU and Secondary LU use delayed control mode 
and immediate response mode 
Primary LV and Secondary LU support the following DFC 
functions 

CANCEL 
SIGNAL 
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LUSTAT (Allowed Secondary to Primary only) 
CIIASE 
SHUTD 
SHUTC 
RSHUTD 
BID (allowed only if brackets are used) 
RTR (allowed only if brackets are used) 

The FM usage fields defining the options for Profile 3 
are a 

Chain Use (Primary and Secondary) 
Request Mode Selection (Primary and Secondary) 
Chain Response Protocol (Primary and Secondary) 
Compression Indicator (Primary and Secondary) 
Send EB Indicator (Primary and Secondary) 
FM Header Usage 
Brackets 
Bracket Termination rule 
Al ternate Code 
Normal flow send/receive mode 
Recovery Responsibility 
First Speaker (for bracket protocol) 
Contention Resolution 

!!! ~ !!. (RESTRICTED !2 ~ ~) 
Profile 4 requires the following rules I 

Primary LU and Secondary LU use Delayed Control Mode 
and Immediate Response Mode 
Primary LU and Secondary LU support the following DFC 
functions : 

CANCEL 
SIGNAL 
LUSTAT 
QEC 
QC 
RELQ 
SHUTD 
RSHUTD 
CHASE 
BID (Allowed only if brackets are used) 
RTR (Allowed only if brackets are used) 

The FM Usage fields defining the options for Profile q 
are: 

Chaining use (primary and Secondary) 
Request Mode selection (Primary and Secondary) 
Chain Response Protocol (Primary and Secondary) 
CompreSSion Indicator (Primary and Secondary) 
Send EB Indicator (Primary and Secondary) 
FM Header Usage 
Brackets 
Brackets Termination Rule 
Alternate Code 
Normal flow send/receive mode 
Recovary Responsibility 
First Spaaker (for bracket protocol) 
Contention Resolution 
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"WI' !:!! ~ l (RESTRICTED !2 ~ ~) 
Profile 5 requires the following rules : 

Primary and Secondary NAUs send only single au 
chains 
Primary NAU uses Delayed Request Mode 
Secondary NAU uses Delayed Request Mode and Delayed 
Response Mode 
Primary HAU chains ask for Definite Response 
Secondary NAU chains ask for No Response 
No compression 
No DFC RUs are allowed 
No FM Headers 
Brackets are not used 
No Alternate Code 
The FM Transaction Mode is FDX 
Primary NAU is responsible for recovery 

Note : If the FM usage field specifies a value for a 
parameter, that value is used unless it conflicts with 
a value specified by the FM profile. The FM profile 
overrides the FM usage field. 
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APPENDIX D 

~ £ ; Transmission sUbsystem (T5) Profiles 
(For ACTLU - ACTPU - BDm commands) - ----

TS Profiles 0-5 are described here. All other profile 
numbers are reserved. 

:!:.§. ~ £. (RESERVED) 

TS PROFILE 1 (RESTRICTED TO SSCP-PU AND SSCP-LfJ 
- --- - SESSIONS - --- - ---

TS Profile 1 specifies the following information 
No Pacing 
IDs rather than sequence numbers are used on the 
Normal flows 
SDT is not allowed 
CLEAR is not allowed 
RQR is not alloqed 
STSN is not allowed 

~ PROFILE 3.. (RESTRICTED !2. 2322.. ~) 
TS Profile 2 specifies the following information 

Primary to Secondary normal flow is paced 
Sequence Numbers are used on the Normal Flows 
SDT is not allowed 
CLEAR is required 
RQR is not allowed 
STSN is not allowed 

~ PROFILE ~ (RESTRICTED .:!:.2 ~ SESSIONS) 

TS Profile 3 specifies the following information 

Primary to Secondary normal flow is paced 
Sequence Numbers are used on the Normal Flows 
SDT is required 
RQR is not allowed 
STSN is not allowed 

~ PROFILE ~ (RESTRICTED !£ ~ ~) 

TS Profile 4 specifies the following information 

Primary to Secondary normal flow is paced 
Sequence numbers are used on the normal flows 
SDT is required 
CLEAR is required 
RQR may be used 
STSN may be used 

~ PROFILE ~ (RESTRICTED !Q ~ SESSIONS) 

TS Profile 5 specifies the following information 

No Pacing 
Sequence. Numbers are used on NOrI:Lal Flow's 
SDT is required 
CLEAR is not allowed 
RQR is not allowed 
STSN is not allowed 
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ABBREVIATIONS 

..", 
BB - BEGIN BRACKET 
BETB - BETWEEN BRACKET STATE 
BIU - BASIC INFORMATION UNIT 
BLU - BASIC LINK UNIT 
BNN - BOUNDARY NETWORK NODE 
BTU - BASIC TRANSMISSION UNIT 
CCN - CLUSTER CONTROL NODE 
CD - CHANGE DIRECTION 
CPM - CONNECTION POINT MANAGER 

." 
DAF - DESTINATION ADDRESS FIELD 
DCF - DATA COUNT FIELD 
DFC - DATA FIELD CONTROL 
DLC - DATA LINK CONTROL 
EB - END BRACKET 
EFI - EXPEDITED FLOW INDICATOR 
EU - END-USER 
FCS - FRAME CHECK SEQUENCE 
FDX/MP PRI - FULL DUPLEX/MULTIPOINT PRIMARY .., FDX/MP SEC - FULL DUPLEX/MULTIPOINT SECONDARY 
FDX/PP - FULL DUPLEX/POINT-TO-POINT 
FID - FORMAT IDENTIFICATION FIELD 
FM - FUNCTION MANAGEMENT 
HDX - HALF-DUPLEX 
HN - HOST NODE 
INB - IN BRACKET 
INN - INTERMEDIATE NETWORK NODE 
LSDI - LOCAL SESSION IDENTIFIER 
LU - LOGICAL UNIT 
MPF - MAPPING FIELD 
NAU - NETWORK ADDRESSABLE UNIT 
NC - NETWORK CONTROL 
NRZI - NON RETURN TO ZERO INVERTED 
OAF - ORIGIN ADDRESS FIELD 
PC - PATH CONTROL 
PIU - PATH INFORMATION UNIT 
PU - PHYSICAL UNIT 
RH - REQUEST/RESPONSE HEADER 
RTR - READY TO RECEIVE 
RU - REQUEST/RESPONSE UNIT 
SC - SESSION CONTROL 
SDLe - SYNCHRONOUS DATA LINK CONTROL 
SNA - SYSTEM NETWORK ARCHITECTURE 

.,." SNF - SEQUENCE NUMBER FIELD 
SSCP - SYSTEM SERVICES CONTROL POINT 
STSN - SET AND TEST SEQUENCE NUMBER 
TC - TRANSMISSION CONTROL 
TH - TRANSMISSION HEADER 

II TN - TERMINAL NODE 
TS - TRANSMISSION SUBSYSTEMS 

I 
~ 
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VTAM TRACES 

VTAM will supply the following traces 

') NCP line trace 
2) Buffer trace 
3) I/O trace 
ij) Internal trace (DOS only) 

These VTAM facil1 ties are always included in VTAM and 
do not require to be specified during VTAM or System 
generation. 

The OS GTF and the DOS PDAID (PDAID-VT) may be used to 
trace the above events. 

For OS t the three VTAM traces can be traced by use of 
GTF. The VTAM trace facility requires the following 
GTF options 

- RNIO 
- IO or lOP 
- USR 

TlME=YES should be specified in the GTF start command. 

The line trace facility of VTAM allows a user to 
activate or deactivate the NCP trace of a particular 
line and to record the NCP trace records on the VTAM 
trace data set. 

For further information, refer to NCP Line Trace 
section in this handbook. 

Activating/Deactivating ~ ~ (OS/VS) (see figure 3) 

I~ODIFY! PROCNAME, I ~~~CE ! ,TYPE=LINE,ID=name 

Activating/Deactivating !4!!!. ~ (OOS/VS) 

f ~DIFY t NET, ~ ~~i!CE ~, TYPE=LINE, ID=ncune 
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The buffer trace provides a trace of buffer contents 
for any of these types of addressable nodes : 
component, terminal (which may be a logical unit), 
cluster control unit, or NCP. A buffer trace is a means 
of identifying all changes to data caused by VTAM. As 
a message originating from or destined to an 
application program enters VTAM control, it is placed 
in a trace record and written to auxiliary storage. 
Included in the record are : node name of the 
application program, resource 10 of the terminal, and 
message data. 

Buffer ~ ~ - OS/VS (see fig 1) 

USRFD 
identifies the trace record as a GTF USR trace r9cord. 

FLAG 
Is X'FEFI for a TPIOS trace record, or X'FF1' for a 
control layer trace record. 

COMPONENT 
Is either TPIOS, or CIL for control layer I indicating 
where the data was traced. 

DIRECTION \ ,_ 
Is either IN or OUT, indicating the traced information 
was inbound or outbound at the indicated component. 

ANODE 
Is the name of the application node. 

DATA 
Is an FOB, FSB, TH/RH, or buffer text. If the data is 
hexadecimal buffer text, the EBCDIC translation appears 
at the end of the line. There may be more than one line 
of data in a single trace record. 

REMOTE/LOCAL 
Appears on TPIOS trace records, indicating the traced 
data was for a remote or local service. 

DNODE 
Is the name of the destination node. 
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Activating/Deactivating ~ ~ (ostVS) (see ..,., 
~ ~ODIFY t PROCNAME, ~ ~~~CE f' TYPE=BUF, ID=name 

.." 

~ ~ ~ DOS/VS (see figure 2) 

TYPE 
Specifies the type of trace record in the form 
TYPE=BUF. 

DEST 
Is the node name or device CIn (commu~ication 
identifier) of the destination ;In the form 
DEST. NODENAME=cccccccc or D!:ST. CID=hhhhhhhh. The node 
name is used if it can be resolved, otherwise the eID 
is given. The eIO is described in the VTAM Macro 
Language Reference. 

DATE 
Is the date of the trace, in the form DATE=yy.ddd. 
where yy represents the year and ddd represents the day 
(using January first as day 1). 

TIME 
Is the time of the trace in the form TIME=hh.mm. ss, 
where hh represents the hours, rom represents minutes, 
and ss represents second. 

,LOST ReDS 
~ Is the number of records lost since the previous first 

I/O record because of the inability of the trace 
facility to obtain a VTAM buffer. The count is in the 
form LOST RCO CNT=-ccc. 

APPLICATION NAME 
Is the name of the application program in the form 
APL.NODENAME=cccccccc. 

'''Wi DIRECTION 
Is the direction of the record : INBOUND or OUTBOUND. 

The second and subsequent parts of the buffer trace 
record show the contents of the buffer. Each line 
contains 32 bytes of user data in standard dump format: 

that is, eight groups of eight hexadecimal digits 
fallowed by the equivalent 32 EBCDIC characters. 
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Second part 

BUFFER BUFFER DATA IN HEX 
BUFFER DATA 

IN EBCDIC 

8 82 32 

BUFFER-
Is a label in the form BUFFER-. 

BUFFER DATA IN HEX 
Is 32 or fewer bytes of the user's data in hexadecimal 
form. Each subsequent line contains followinq 32-byte / 
segments of the user's data. Confidential data is not '
recorded. When the trace facility detects confidential '"" 
data (CONFTXT option of the application proqram's NIB 
macro instruction), the aecond record of the buffer 
trace contains ••• CONFIDENTIAL DATA •••• 

BUFFER DATA IN ECBOIC 
Is 32 or fewer EBCDIC characters equivalent to the 6q 
hexadecimal diqits contained at the left of this same 
trace record. 

When the trace print utility is activated, all tracing 
is suspended until the printout is completed. While the 
print utility 10 running, all trace recorda are 
discarded I upon completion, all active traces start 
again. 

Activatinq/Deactivatinq ~ ~ (OOS/VS) 

The I/O trace collects information for a local or 
remote NCP or for remote devices attached to an NCP. 

The data collected is variable, it depends on the type 
of node being traced. 

-'~ 

f 
~" 
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c" 
RNIO TCB JOBN RO "'<'l PIU 

" ... 
13 

il 
4 12 12 3 "I- 44 

,..,., RNIO 
Indicates the trace record was created by the GTF RNIO 
trace. 

TCB 
Is the address of the TCB of the partition running the 
application program. 

JOBN 
Is the contents of register 0, which indicates the 
length of the PIU. 

DIRECTION 
Is the direction of the trace record I IN for inbound 
or OUT for outbound. 

PIU 
Is the path information unit. It consists of a 
transmission header (TH) a request/response header 
(RH). and a request/response unit (RU). 

Activating/Deactivating !L2. ~ (QUY!) 

First Part 

TYPE 
Specifies the type of trace in the form TYPE-IO. 

DEST 
DATE 
TIME 
LOST RCDS 
Are the same as 'Buffer Trace Record - First Part'. 

_'116 



LOCAL or REMOTE 
Indicates whether the record is from a local remote. 
cOmIT~nications controller, by the word LOCAL or 
REMOTE. 

MPX 
Indicates that the record is for either a 
communications controller by INT.MPX or a 3270 by 
NQN-INT or MPX. 

DIRECTION 

Is the direction of the record INBOUND or OUTBOUND. 

Second part 

TH= 
Is the transmission header in the form TH= followed by 
the transmission header in the form of 20 hexadecimal 
characters. 

RH 
Is the request/response header in the form RH= followed 
by the request/response header in the form of six 
hexadecimal characters. 

BoU or SENSE 
Is either the 7-byte BOU (if the I/O being traced is 
for a BSC or start-stop device) or contains seven bytes 
of sense information (if the I/O being traced is for an 
SNA device and the sense indicator in the RH indicates 
that sense information is present). 

Activating/Deactivating .!L..Q. ~ (DOS/VS) 

I;ODIFYt NET, ~ ~~~CE ! ,TYPE=I/O,ID=narne 

VTAM internal trace can trace the following internal 
VTAM functions : 
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• Application program interface (API) 

• Process scheduling service (PSS) 

• Executing sequence control (ESC) 

• Locking and unlocking 

• Storage management service (SMS) 

,~Tracing these functions permits the reconstruction of 
....... sequences of VTAM events and can be used in debu9'9'inq 

new applications. 

Activating/Deactivating ~ !!..!.S.!. (DOS/VS) 

.-j ~ODIFY! ! ~~~CE !' TYPE=VTAM 
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1l VTAM TRACE OUTPUT OS/VS 
'Ii 

~ TIME 44192.'42741 
FF2 LINE DUODE NCP52AF TIME 23 

LCD 9 PCF TIME 22 seE 45 PDF 7E LCD per TINE 22 SCF 40 PDF Cl 
LCD 9 PCF TIME 22 SCF 40 pcr 91 LCD pcr TIME 22 SCF 40 PDF 35 
LCD 9 PCF TIME 22 SCF 100 PDF 59 LCD PCF TIME 22 SCF 45 PDF 7£ 
LCD 9 PCF TIME 22 SCF 45 PDF FF LCD PCF TIME 22 SCF 45 PDF FF 

TH~E 44192.147431 
FEF TPIOS IN MWDE ISTOLTEP FOB 00000000 00lC03E9 00010000 RSVD DBle LNG2 ODED 

REMOTE DNODE A3767LU FSB 022eOODl 00000000 0201C218 00030000 00000000 00000000 00000000 00040000 
THRII lFOaa2Ql 02180003 OOQ4EBBO 00 
TEXT A 1 

TIME 44192.228461 
FEF TPIOS OCT ANODE ISTOLTEP FOB 00000000 Q01CQ3C8 000 0000 RSVD 0000 LNG2 OOCII RSVD 00000000 00000000 

REMOTE DNODE A3767LU THRH lCODe21S 0201 DODO 00006B80 00 
TEXT AD 

TIHE 44192.234144 
FEF TPIOS IN ANODE ISTOLTEP FDB 00000000 001006Al 00010000 RSVO 0810 LNG2 OOEO 

REHOTE DNODE A3767LU FS8 022COOOl 00000000 0201C218 00010000 00000000 00000000 00000000 00040000 
TriRH 1F000201 C21B0001 OD04EB80 00 
'i'1:XT AO 

TIME 44192.753558 
FF1 CIL OUT ANODE I STOLTEP TEXT C1C2C3C4 C5C6C7C8 C9010203 04D5D6D7 08D9E2E3 ... ABCDEFGH I JKLMNOPQRST'" 

DNODE A37 6 7LL" E4E5E61:7 r,8E9 *UVNXYZ , 
TIME 44192.757421 

FEF TPIOS OUT ANODE ISTOLTEP FDB 00000000 001C0680 00270000 RSVD 0000 LNG2 00C4 RSVD 00000000 00000000 
REMOTE ONODE A3767LU THRH 1COOC218 02010000 00000380 80 

TEXT C1C2C3C4 C5C6C7C8 C9D10203 04D5D607 D8D9E2E3 ... ABCDEFGIIIJKLMNOPQRST'" 
E4E5E6E7 E8E9 "'UV''lXYZ , 

TUlE 44192.771054 
FF2 LINE DllODE NCP52AF TlaE 2E 

LCD 9 PCF 6 'I'nlE 23 SCF 00 PDF FF LCD PCF TIME 33 SCF 49 PCF C1 
LCD 9 PCF 7 TUiE 23 SCF 49 PDF B8 LCD pCF TIME 23 SCF 49 PDF 3F 
LCD 9 PCF 7 TIME 23 SCF 49 PDF co LCD PCF TIME 23 SCF 49 PDF EB 
LCD 9 PCF 7 TIME 23 SCF 49 PDF 80 LCD PCF TIME 23 SCF 49 PDF 00 
LCD 9 PCF 7 TIME 23 SCF 49 PDF A1 LCD PCF TIME 23 SCF 49 PDF BA 
LCD 9 PCF 7 TIME 23 SCF 49 PDF 5F LCD PCF TU1E 24 SCE OD PDF 5F 
LCD 9 PCF 9 TUIE 24 SCF 45 PDF 00 LCD PCF TIME 24 SCF 45 PDF 7E 
LCD 9 PCF 9 TIME 24 SCF 40 PDF C1 LCD PCF TU1E 24 SCF 40 PDF B1 

~ """-\ ."'- ~ LCD 9 PC~r-" ·_"'--,THtE 24 SCF 40 PDF 37 LCD 9 PCF 9/r'J'~E 24 SCF 40f¢."""l?~ 78 ~,~----'\ 

f \ 
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( (- ( t ( ( 
VTAM TRACE OUTPUT OS/VS (continued) 

LCD 9 PCF 9 TIME 211 SeF !is PDF 7E LCD 9 PCF 9 TIME 211 SCF 45 PDF FF 
LCD 9 PCF 5 TIME 25 seF 45 POF FF LCD 9 PCF 6 TIME 25 seF aD PDF FF 
LCD 9 PCF 7 TIME 25 seF !i9 PDF C1 LCD 9 PCF 7 TIME 25 seF 119 POF B1 
LCD 9 PCF 7 TIME 25 SCF 1.19 PDF 37 LCD 9 PCF 7 TIME 25 seF 49 POF 78 
LCD 9 PCF 6 TIME 26 seF 00 PDF 78 LCD 9 PCF 9 TIME 26 SCF 115 PDF 00 
LCD 9 PCF 9 TIME 26 seF 45 PDF 7E LCD 9 per 9 TIME 26 seF 40 PDF C1 

••• DATE DAY 162 YEAR 1975 TIME all 35 47 9711462 

RNIO TCB 0002F220 JOBN N/A RO 00000000 OUT 1E000600 020000110 00080880 00 
RNIO TeD 0OO2F120 JOBN N/A RO 00000000 IN 1E000200 060000110 00068880 00 
RNIO TCB 0002F220 JOBN N/A RO 00000000 OUT 1E000600 OlOOOO!il 00080B80 00 
RNIO TCB 0002F220 JOBN N/A RO 00000000 IN 1E000200 060000111 00068880 00 
RNIO TCB 0002F220. JOBN N/A RO 00000000 OUT lEOOD600 020000112 00080880 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 IN 1E000200 060000112 00068B80 00 
RNIO Tea 0002F220 JOBN N/A RO 00000000 OUT lE000600 020000113 00080B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 IN lE000200 06000043 00068B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 OUT lE000600 02000044 00080B80 00 
RNIO TeB 0002F220 JOaN N/A RO 00000000 IN lE000200 0600004Q 00068B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 OUT lE000600 02000045 00080B80 00 
RNIO Tea 0002F220 JOBN N/A RO 00000000 IN lE000200 060000115 00068880 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 OUT lE000600 02000046 00080B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 IN lE000200 060000116 00068880 00 
RNIO Tea 0002F220 JoaN N/A RO 00000000 OUT lEOo0600 020000117 00080B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 IN lE000200 06000047 00068880 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 OUT lE000600 020000118 00080B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 IN lE000200 060000118 00068B80 00 
RNIO Tea 0002F220 JOBN N/A RO 00000000 OUT lEOo0600 020000119 00080B80 00 
RNIO TeB 0002F220 JOBN N/A RO OOOOOOOD IN lE000200 060000119 00068880 00 
RNIO Tea 0002F220 JOaN N/A RO OOOOOOOD OUT lEOo0600 020000llA 00080B80 00 

~ 
RNIO TeB 0002F220 JOBN N/A RO OOOOOOOD IN lE000200 D600004A 00068B80 00 
RNIO TeB 0002F220 JOBN N/A RO 00000000 OUT lEOOD600 02000048 00080D80 00 

~ FIGURE 1 
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VT AM TRACE OUTPUT DOS/VS 

TYPE=BUF DEST.NODENAME=T27ij10A DATE=7ij.206 TIME=lij.5ij.53 LOST RCD CNT=OOO APPL.NODENAME=APPL1 OUTBOUND 
BUFFER= 7MOijOC5 D5E3C5D9 ijOijOCijC1 E3CHOE8 D6EijijOD3 C9D2C5ijO C1D5CijijO C5D6E315 ENTER DATA YOU LIKE AND EOT. 

25 

TYPE-BUF DEST.NODENAME=T2H10A DATE=7ij.206 TIME=14.5ij.57 LOST RCD CNT=OOO APPL.NODENAME=APPL1 OUTBOUND 
BUFFER- 089AD602 000803 .. 0 .... 

TYPE=BUF DEST • NODENAME-T2H lOA DATE=H. 206 TIME-1 ij. 5ij. 57 LOST RCD CNT=OOO APPL. NODENAME-APPL 1 OUTBOUND 
BUFFER= 7AijOijOC5 D5E3C5D9 ijOijOCijC1 E3C1ijOE8 D6EijijOD3 C9D2C5ijO C1D5CijijO C5D6E315 ENTER DATA YOU LIKE AND EOT. 

25 

TYPE= 10 DEST. NODENAME=T27 ij 1 OA DATE=7ij.206 TIME-1ij.5ij.57 LOST RCD CNT=OOO REMOTE NON-INT.MPX OUTBOUND 
TH-OEOOD6020201 ij 1 OOOOOD RH=039000 00089AOOOOOOOO 

TYPE- 10 DEST. NODENAME=T2H 1 OA DATE=7ij.206 TIME=1ij.5ij.57 LOST RCD CNT=OOO REMOTE NON-INT.MPX OUTBOUND 
TH=OEOOD602020111 01 002B RH=039000 00020AOOOOOOOO 

TYPE- 10 DEST • NODENAME=T27ij1 OA DATE-74.206 TIME=lij.56.12 LOST RCD CNT=OOO REMOTE NON-INT.MPX INBOUND 
TH=OE000201 D602ij 1 01 OOOA RH=039000 00089AOOO06000 

TYPE- 10 DEST. NODENAME=T2 7 ij 1 OA DATE=7ij.206 TIME-1ij.56.12 LOST RCD CNT=OOO REMOTE NON-INT.MPX INBOUND 
TH=OE00020 1 D60211 01 OOOA RH=039000 00020AOOO06000 

TYPE- 10 DEST. NODENAME=T274 1 OA DATE=H.206 TIME=lij.56.16 LOST RCD CNT=OOO REMOTE NON INT.MPX OUTBOUND 
TH=OEOJD.60202011102000A RH=039000 00010300000000 

TYPE- 10 DEST. NODENAME=T2 7 ij 1 OA DATE=7ij.206 TIME=1ij.56.28 LOST RCD CNT=OOO REMOTE NON-INT.MPX INBOUND 
TH=OE00020 1 D60211 020017 RH=039000 00010310006038 

- -~" ~.- ~. " . """'-- ""'-" /-~"."" 
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, t c VTAM TRACE OUTPUT DOS!VS (continued) t c ( 

TYPE=BUF DEST.NODENAME=T27410A DATE=74.206 TIME=14.56.32 LOST RCD CNT=O 00 APPL. NODENAME=APPL 1 INBOUND 
BUFFER= C6C9D9E2 E340D4C5 E2E2C1C7 C5 

TYPE=BUF DEST • NODENAME=T2741 OA DATE=74. 206 
BUFFER= 7AE2E3C1 D5C4C1D9 C440D9C5 E2D7D6D5 

E2C540C5 D5E3C5D9 40D4D6D9 C540C4C1 

TYFE=BUF DES'r. NODENAME=T2741 OA DATE=74. 206 
BUFFER= 7AE2E3C1 D5C4C1D9 C440D9C5 E2D7D6D5 

E2C540C5 D5E3C5D9 40040609 C540C4C1 

TYPE= 10 DEST .NODENAME=T2741 OA 
TH=OEOOD60202011103003E 

'rYPE= 10 DEST.NODENAME=T27410A 
TH=OEOO0201D6021103000A 

TYPE= 10 DEST.NODENAME=T27410A 
TH=OEOOD60202011104000A 

NO LINE RECORDS FOUND IN TRACE FILE 
END OF TRACE PRINT UTILITY 

~ 
~ 

::: 

DATE=74.206 
RH=039000 

DATE=74.206 
RH=039000 

DATE=74.206 
RH=039000 

FIRST MESSAGE 

TIME=14.56.32 LOST RCD CNT=OOO APPL.NODENAME=APPL1 OUTBOUND 
E2C540D4 C5EZE2C1 C7C5604Q D703CSC1 :STANDARD RESPONSE MESSAGE- PLEA 
E3C11525 SE ENTER MORE DATA •• 

TIME=14.56.34 LOST RCD CNT=OOO APPL.NODENAME=APPL1 OUTBOUND 
E2C540D4 C5E2E2C1 C7C56040 D7D3C5C1 :STANDARD RESPONSE MESSAGE-PLEA 
E3C11525 SE ENTER MORE DATA .. 

TIME=14. 56 .34 LOST RCD CNT=OOO REMOTE NON=INT.MPX OUTBOUND 
00020200000000 

TIME= 14. 57 • 1 3 LOST RCD CNT=OOO REMOTE NON-INT .MPX INBOUND 
00020200006000 

TIME=14. 57 .16 LOST RCD CNT=OOO REMOTE NON-INT,MPX OUTBOUND 
00010300000000 

FIGURE 2 

I 
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IEP005I PARTITION WAITING FOR WORK pO 1 
S NET.Pl " , (L1ST=OO,CONFIG=SA) 

IEF403I NET STARTED TIME=12.06.12 POl 
S VGTF .PO 

IEF403I VGTF STARTED T1ME=12.06.58 POO 
*01 HHL100A SPECIFY TRACE OPTIONS poa 

i~~~~~i i~~~gN~~N!~;i~T~g~ APPCONOA READ FROB VTAHOBJ P01/~-

i~~~~6i ~*~D I~~~~!~~~~~g~ gg~~~~E ;~~D FROM VTAMQBJ PO ", 

1 , TRACE=USR, RNIO 
HHL103I TRACE OPTIONS SELECTED --USR,RNIO POD 

*02 HHL125A RESPECIFY TRACE OPTIONS OR REPLY U POO 
2,U 

HHL031I GTF INITIALIZATION COMPLETE POO 
18T2701 370X Ncp52AF NOW LOADED WITH LOADMOD NCP52AF POl 
I5T093I NCP52AF ACTIVE p01 ;' 

V NET ,ACT, ID=A023 
I5T097I VARY ACCEPTED P01 
I5T0671 VARY FAILED- A023 NODE ALREADY ACTIVE POl 

V NE'f ,ACT, 1D=A3767PU 
IS'£0971 VARY ACCEPTED POl 
IST0931 A3767PU ACTIVE POl 

V NET,ACT,ID=A3767LU 
15T0971 VARY ACCEPTED POl 
I5T093I A3767PU ACTIVE POl 

F NET. P 1 , TRACE, TYPE=L1NE, ID=AO 2 3 
I8T097I MODIFY ACCEPTED PO 1 
I8T513I TRACE INITIATED FOR NODE A023 PO 1 

F NET. P 1 , TRACE, TYPE=BUF , ID=A3 7 6 7LU 
IST097I MODIFIED ACCEPTED PO 1 
IST513I TRACE INITIATED FOR NODE A3767LU pOl 

F NE'f.p1 ,TEST 
IST097I MODIFY ACCEPTED P01 
ITA102I ISTOLTEP REL.2.0 INITIALIZATION IN PROGRESS POl 
ITA107I OPTIONS ARE NTL,NEL,NPP, FE,NHI, EP, CP, PR,NTR,NAP POl 

*03 ITA105D ENTER DEV/TEST/OPT/ POl 
3,A3767LU/T3700SNA/NFE/ 

ITA158I S T3700SNA UNIT DOAF A3767LU POl 
ITA158I T T3700SNA UNIT OOAF A3767LU POl 
ITA107I OPTIONS ARE NTL,NEL,NPP,NFE,NMI, EP, CP, PR,NTR,NAP POl 

*04 ITA10SD ENTER DEV/TEST/OPT/ POl 
R 04 ,A3 76 7LU/T3 700SNA/EXT=12ABCDEFGHIJKLMNOPQRSTUVWXYZ/ 

ITAS48I 15TOLTEP NO LONGER REQUIRES A3767LU POl 
ITA158I S T3700SNA UNIT OOAF A3767LU pal 
ITA158I T T3700SNA UNIT OOAF A3767LU P01 
ITA107I OPTIONS ARE NTL,NEL,NPP,liIFE,NMI, EP, CP, PR,tlTR,NAP PO, 
ITA327I EXT=12ABCDEFGHIJKLMNOPQR8TUVWXYZ PO 1 

*05 ITA105D ENTER DEV/TEST/OPT/ PO' 
5,CANCEL 

ITAS48I ISTOLTEP NO LONGER REQUIRES A3767LU PO 1 
F NET .P1 ,NOTRACE ,TYPE=LINE, ID=A023 

ISTO 9 7I MODIFY ACCEPTED PO 1 
I8T512I TRACE TERMINATED FOR NODE= A023 P01 

F NET .pl , NOTRACE , TYPE=BUF, ID=A3767LU 
IST097I MODIFY ACCEPTED PO 1 
IST512I TRACE TERMINATED FOR NODE= A3767LU POl 

P PO 
HHL006I GTF ACKNOWLEDGES STOP COMMAND POO 
IEF404I VGTF ENDED TIME=12.18.41 POD 
IEF049I VGTF ON DEVICE 
IEF005I PARTITION WAITING FOR WORK POO 
IEF8681 WTR WAITING FOR WORK 

S PRINTGTF. P 2 
IEF403I PRINTGTF STARTED TIME.,,;12.19.19 P02 

( 

IEF0741 SPOOL CRITICAL. READER SUSPENDED. QUEUE HELD. P02 "-
IEE332I QUEUE HELD 

*IEF075A SPOOL 75 PER CENT ALLOCATED P02 
*IEF075A SPOOL 80 PER CENT ALLOCATED P02 

IEF404I PRINTGTG ENDED TIME='2.20.30 P02 
IEF049I PRINTGTF ON DEVICE 
IEF049I PRINTGTF ON DEVICE OOE 
1EF868I WTR WAITING FOR WORK 
IEFOOSI PARTITION WAITING FOR WORK P02 

Z NET 
IS7097I 
IST1331 
15T617I 
1ST1411 
IST.l051 

PRT FILE 
lEF077A 
IEF868I 

HALT ACCEPTED PO 1 
v'rAM TER."1INATION IN PROGRESS PO 1 
DEACTIVATE IN PROGRESS FOR l\3767PU PO, 
NODE A3767pU NOW DORMANT POl 
A3767pU NODE NOW INACTIVE POl 

0715 FOR VS'TPA COPY 01 NOHOLD 
SPOOL NO Lm-lGER CRITICAL. RELEASE QUEUE. S'!'ART RDR. 
OOE t\'TR h'AITING F0R WORK 



Initializing Virtual GTF 
and specifying options : 
USR, RNIO 

Activating Line, 
Physical Unit, 
and Logical Unit 

Activating Line 
and Buffer Trace 

Ini tializing TOLTEP 
Running API Echo to 
3767 (results at 3767) 

Repeating API Echo, 
generating echo data 
from console 

Cancelling TOLTEP 

Deactivating Line 
and Buffer Trace 

Stopping VGTF and 
printing output 

Terminating VTAM 
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NCP LINE TRACE 

DESCRIPTION 

The line trace facility of VTAM allows a user to activate or 
deactivate the NCP trace of a particular line and to record 
the NCP trace records on the VTAM trace data set. 

The Line Trace function is an optional diagnostic and 
debugging aid that stores certain fields from the interface 
control word (leW) each time a level 2 interrupt occurs on a 
designl1ted communication line. The line trace is activated 
and deactivated by network commands from the host. Only one 

~ !;~~e~~ ~h=;:e i:a~n b~T~~a~~~. b~if:r d~il~~f~!~e C~:i~e~~~ both 
the receive leg and transmit leg. The NCP always transfers 
both the receive and transmit buffers to the host together 
(the transmit buffers follow the receive buffers) • 

The following ICW fields are stored as a unit at each level 
2 interrupt on the designated line : 

.. Line Control Definer (LCD) 
* Primary Control Field (PCF) 
.. Secondary Control Field (SCF) 
.. Parallel Data Field (PDF) 

If a type 1 communication scanner is installed, the fields 
are obtained from the bit control block (BCB) rather than 
the ICW. 

Also stored with each unit is a one-byte timer field. It 
contains a hexadecimal value indicating in tenths of a 
second the time that elapsed between the activiation of the 
line trace and the level 2 interrupt represented by this 
unit. The value in this field wraps around to zero after 
25.5 seconds have elapsed. 

~ The diagnostic unit stored for each level 2 interrupt is 
~ four bytes long. It has the following format : 

I 
LCD I PCF 

I 
I 

PO, 

The units are stored in NCP buffers, allocated dynamically 
as the line trace progresses. These buffers are transferred 
to the host whenever one of two conditions is met : (1) the 

~ :C;i::e~~~~) °is b~fi~~~, f~~ ~~) ;i~~m;r~~~e;e:ie~;!~~~i:~ 
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by the host expires. In both cases, the trace continues, 
using a new chain of buffers, until the host issues a 
conunand to terminate the trace. 

Illustration of an SOLC line trace of the transfer of a Bind 
command from the NCP to a terminal, the NCP I s poll for a 
response, and the terminal's response. 

LCD PCF SCF PDF 

9 9 45 7E Flag 
9 9 40 C1 Address 
9 9 40 AA Control 101 0 101 0 
9 9 40 2F 

\ 

9 9 40 00 
9 9 40 02 

TH ~~~ 9 9 40 01 
Transfer 9 9 40 00 ! Sequence number 
of Bind 9 9 40 01 I 

9 9 40 6B I 9 9 40 80 RH RME requested 
9 9 40 00 \ 
9 9 40 31 , 

RU Bind 
9 9 40 01 \ 

9 9 45 7E Flag 
9 9 40 C1 Address 

Poll for 9 9 40 B1 Control 101 1 00 01 
response 9 9 40 37 I FCS coJn; r T ~ 9 9 40 78 Poll 

9 9 45 7E Receive 
Ready 

9 6 00 FF Superviso 
9 7 49 C1 Address 

ry 

Response 9 7 49 01 Control 
to poll 9 7 49 31 I FCS 9 7 49 1B 

9 6 00 1B 

FIGURE 1 

In the previous example the timer field has been deleted 

Figure 1 illustrates an SOLe line trace of a polling 
sequence from the NCP to a programmable controller. Under 
the primary polling sequence and secondary response to 
polling are the trace fields. The sample has been formatted 
for illustration which is not the format of the normal trace 
entries. 

LCD of 9 indicates an SOLC 8 bit byte length line. All of 
the illustrations show a value of 9 for the LCD. An LCD 
value of 8 indicates the monitor for flag which does not 
appear on the trace. A level 2 interrupt only occurs after a 
flag is received and the LCD value is now 9 indicating a 
flag was received. 
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~ The PCF value of 9, transmit normal, is used for sendin:J the 
flag, address, polling, etc. In the polling response the PCF 
value is changed from 5 (Monitor flag) to 6 (Receive 
information - inhibit data interrupt). The data is inhibited 
because the flag character is not needed, only the 
recogni tion of the flag condition. From flag recogni tion the 
PCF state is set to 7 (Receive Information - allow data 
interrupts) until the next flag is received (PCF 6). 

~ The SCF field is initially 45. The 4 indicates a service 
request interlock. If another character arrives before the 
interlock is cleared by character service the character 
overrun/under run bit will also be set. The 5 indicates flag 
detection with zero insertion disabled to transmit a flag. 
The subsequent text transfers of the polling sequence do not 
have any bits set except the service request interlock (40). 
The end of the polling sequence requires a flag and the 
value is again 45 • .., 
The SCF field on the response to polling is 45 to indicate a 
service request interlock and flag detection. The second 
entry indicates the flag was received, and the 49 values 
during the transfer of the frame specify a receive signal 
detector and disable zero/insert control. The ending flag 
condi tion of the SCF is indicated by the 00. 

J The PDF field value illustrates a 7E or FF on output, FF or 
the residual of 78 on input. The polling sequence of cl 
(address), Bl (control) and 3778 (check characters) 
illustrate the text between frames. The response characters 
are Cl (address), B1 (control), 3778 (check characters) and 
the second 78 is residual PDF on the ending flag receJ.vec 
(PCF 6). 

Line trace for a type 3 scanner requires a host access 
method change to format the line trace data. Since the type 
3 and type 2 scanner may reside together, the NCP notifies 
host access method via the Request/Response Unit (RU) 

, ___ -J whether character or buffer line trace data is contained in 
~,.,.. the PIU. 

The NCP sets a flag in the ICW to inform the scanner that 
the line is a trace mode. On transmit operations for SDLe, 
the NCP inputs the BCC from the ICW on the interrupt 
following the line turnaround. In the case of SDLC receive 
operations, the normal procedure is for the scanner to store 
the BCC accumulation in the data buffer for 'I' format 
frames. When in trace mode the scanner treats all frames as 'W' 'II format type so the BCC is stored in a buffer. 

The status information consists of the following eight bytes 
of information 

'" SCF ICW byte 0 
'" LCO/PCF lew byte 2 
'" Extended PCF ICW byte 16 
* Status byte 1 ICW byte 14 

~ : ~1:~~S f~~i~ 2 leW byte 15 

* SDLe address character (BSC=O) 
* SOLC control character (BSC=O) 
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Status information does not cross buffer boundaries. The " data length is variable but data that crosses buffer 
boundaries gets a new count field in the next buffer. 

STATUS SCF LCD PCF EPCF STAT1 STAT2 TIME ADDR CNTL 

q7 05 80 00 78 C1 91 \ 

TEXT 3559 

STATUS SCF LCD PCF EPCF STAT 1 STAT2 TIME ADDR CNTL 

q7 00 00 01 78 C1 51 
f 

TEXT 0000 , 
STATUS SCF LCD PCF EPCF STAT 1 STAT2 TIME ADDR CNTL 

J 
q3 03 80 00 79 C1 91 
q7 05 80 00 79 C1 91 

TEXT 3559 

STATUS SCF LCD PCF EPCF STAT1 STAT2 TIME ADDR CNTL 

q7 00 00 01 79 C1 51 

TEXT 

LCD (LINE CONTROL DEFINER) 

The scanner uses the LCD field during transmit and receive f 
operations to determine the position of the character withil\ 
the parallel data and serial data fields. This field is also-' 
used during transmit operations to set up the proper PDF to 
SOF transfer and the proper SOF to PDF during receive 
operations. 

LCD State XIS' (SOLe Monitor Flag) : This LCD state along 
with PCF State XIS' is set by the control program to monitor 
the received information for an SOLe flag sequence. For a 
description of what happens when a flag is detected, see PCF 
State XIS' in this section. 

LCO State X'9' (SOLe a Bit Byte) : This LCO state is used (
for transferring SOLe a-bit characters. This state must be t: 
set by the control program for transmitting on SOLC lines. 
When a character to be transmitted is sent to the PDF, the 
eight data bits must be placed into bits 0-7 of the PDF as 
shown below. 
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PDF bit positions 

~ Character bits X1 X2 X3 X4 X5 X6 X7 X8 
.' 

Characters received from the interface are in the same 
format when the scanner requests a character service 
interrupt. All address, control, and flag characters are 
8-bit bytes. III 
This field is set by scanner hardware when a flag is 

~ ~:~~cted in the received information while LCD state XIS' is 

This is the only LCD state that can be set by the scanner. 
It is set by the scanner when a flag is received while LCD 
state X'8' is set. 

LCD State X I 9' : this state causes the Type 3 Scanner to 
block all characters into eight-bit bytes and to search for 
SDLC control characters (Flag, Abort, Idle). 

PCF (PRIMARY CONTROL FIELD) 

This field identifies the status of the communications line 
this lew is controlling. 

PCF State X'Q I (No-Op) : This PCF state causes the type 2 
Scanner to take no action (active or passive) upon 
subsequent scans. The scanner hardware can request a Type 
Scanner L.2 interrupt and set this PCF state for an 

'...,.t interface if it determines that new control information is 
required from the control program. This PCF state can be set 
by the control program J however, no interrupt are generated 
by the interface. 

PCF State Xt " (Set Mode) : This PCF state causes scanner to 
set and reset certain mode latches in the line interface 
hardware. These latches are specified the SDF field. When 
setting this PCF state, the control program must ensure the 
integrity of the entire lew. This may be done by first 
setting the PCF to state X'Q' (no-op) so that the lCW will 
not be modified by a possible interrupt. 'The SDF can than be 
set to the proper value. Finally, state X'" (set mode) can 
be set into the PCF field. Execution of a set mode does not 
require a bit service request from the addressed interface. 
However, a bit service request must occur to allow the 
scanner to request a Type 2 Scanner L2 interrupt to end the 
set mode operation. The set mode operation ends when the 
scanner hardware sets the PCF state to X'Q' (no-op). 
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A set mode can be executed to change the state of the data 
rate selector bit and the oscillator select bits without 
requiring a disable. However, data terminal ready must 
remain on. 

PCF state X'2' (Monitor Data Set Ready) : This PCF state 
places the interface in a wait-for-incoming-call condition. 
For switched lines, this state should normally be set by the 
control program following a PCF state X'F' (disable) and PCF 
state X'1' (Set mode with data terminal ready bit = 1). When 

~~a~~t:~~a~:a~;' i~e!~i~r~;a~~~ ~~~~~P~a;r~~~n~~r I~~si~n~he l 
adapter for an active condition when the lew is fetched. 1, 
When data set ready is on, indicating that a call is 
established, the Type 2 Scanner sets PCF state X I 0 I (No-Op) 
for start-stop or PCP state X' 4' (monitor phase - data set 
ready check off) for binary synchronous transmission and 
requests an L2 interrupt. 

i~~~;~ ~~~a n:~~~~:~~; ;~~~l~t~;e ~a~t a~~~ ~~r~~e~i ~O~e;!~~:d 
request when the interface is scanned. 

PCF State X'3' (Monitor Ring Indicator or Data Set Ready) : 
This PCF state, when set by the control program, places the 
line interface in a wait-far-incoming call (ring indicator 
on) or wait-for-manual-call-out connection condition (data 
set ready on). This state must be preceded by setting PCF 
state X'P' (disable), or a set mode that resets data 
terminal ready. When the PCF state is set to X' 3', the Type 
2 Scanner tests the 'ring indicator' and 'data set ready' 
leads from the common carrier equipment for an active 
condition of either lead. When 'ring indicator' is active, a 
call is coming in and a pending connection is to be 
established. When either of these conditions occurs, the 
Type 2 Scanner sets PCP state X'O' (no-op) and places the 
line in a L2 interrupt pending state. This PCF state must be 
followed by PCF state x',, (set mode~ from the control 
program to set the 'data terminal ready' latch. After the 
Type 2 Scanner executes the set mode, it sets PCF X'Q' 
(no-op) and places the line in a L2 interrupt pending state. 
The interrupt handling program must then place the line in 
PCF state X'2' (monitor data set ready on), after which the 
operation proceeds as described in PCF state X'2' - Monitor I
Data Set Ready. " 

PCF State X'4' (Monitor Flag - Block Data set Ready Error) : 
This PCP state is identical to PCF state XIS' (monitor flag 
- allow data set ready error) except that the inactive 
condition of 'data set ready' does not signal a check 
condition. 

PCF state Xl 5 I (Monitor Flag - Allow Data Set Ready Error) { 
This PCF state is used in conjunction with LCD state XIS' to 
moni tor for an SOLe flag after a half-duplex turnaround or \~ 
after an inactive period on the communication channel. Each 
bit interval time, the SOF is shifted one bit and the 
counter located in ICW bits 34-36 is updated. The counter is 
used to detect the flag character. When a flag character is 
detected, the following actions are taken by the scanner : 

• The contents of the SDF are zeroed out and a tag bit is 
inserted in the ICW 

• The flag detection bit (lCW bit 5) is set on in the SCF 
The PCF state is set to X'6' 
The LCD state is set to X'9' 

• A level 2 interrupt is requested. 

IHlge1Hi 



The flag character is not transferred to the PDF and the 
service request bit (ICW bit 1) is not turned on, 

PCF State X'6' (Receive Information - Inhibit Interrupts) : 
This state is entered when a flag is detected while in state 
X'4', X'S' or X'7', During this state scanner monitors the 
':"eceive data stream. Inserted zeros are deleted and 8-bi t 

~haracters are assembled. If contiguous flags are received 

* Flag detection (leW bit 5) is set in the SCF every 
characte-r time 

* Transfer from SOP to POP is inhibited 
* Service request (lCW bit 1) is not set 
* No interrupt loS requested. 

When a non-flag character is assembled 

~* The PCF state is set to X'?' 
* The character is transferred from SDP to PDP 
* Service request (lCW bit 1) is set to initiate data 

transfer between the control program and the PDF. 

PCF State X' 7' (Receive Information - Allow Data interrupts) 
: This state can be entered from PCF state X· 6' when a 
non-flag character is detected, This state is used in 

~ conjunction with LCD state X'9' to assernbble consecutive 
bits into a-bit SDLC characters. The scanner remains in 
this State until a flag sequence is detected, or until the 
state is changed by the control program. When a flag 
sequence is detected, the scanner changes to PCF state X, 6' 
and requests a level 2 interrupt. 

PCP State X' 8' {Transmit Initial) : PCF state X' a' is used 
to initiate a transmi t operation on an SDLe interface when 
the LCD is set to X' 9 I • This state disables the NRZl mode 
and forces to send data lead to a mark state as long as 
'clear to send' is not active. When 'clear to send' becomes 
acti ve I the NRZ I mode and the 'send data' lead are allowed 
to operate normally, 

If business machine clocking is used, the first characters 

.,~~~n~:i~~e~R~~s~C~:) X~~O ~h~~f t~:i~~m~~~I c~~~~) c~~ ~~~ ~n (if 
synchronization, If modern clocking is used, the two leading 
characters {x'OO' or X'A!>.') are not required, and the first 
two characters and the tag bit should be set in the SDP and 
PDP. 
When a flag is placed in the PDP for transmission, the 
disable zero insert control bit (ICW bit 7) must be turned 

, on by the control program. When the type 2 Scanner begins 
t transmission (' clear to send' on), the scanner hardware 
~ changes the PCF state to X'g' (transmit data). 

Note: When operating on a half-duplex line, the control 
program should not set the PCP state to X'8' until leW bit 
(receive line signal detector) is turned off. 

PCP State X' 9' (Transmit Normal) : This PCF state is set by 
the Type 2 Scanner after completion of PCF state X' 8'. Data 
is transmitted in this state until one of the transmit 

"---I turnaround states (PCF X' C' or X' 0') is set by the control 
~ program. 

During transmission of characters over the SOLC line, the 
control program must maintain the proper state of the LCD. 
For example, when a flag character is placed into the PDF, 
the LCD must be set to X I 9 I and lew bit? {disable zero 

• 
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insert control) must be set to 1. This allows transmission 
of more than five consecutive 1 bits for control purp~ses. 
For non-flag characters the disable zero insert control bit 
must be off. 

PCF State X'A' (Transmit Data with New Sync) : This state is 
identical to PCF state X'9' (transmit data) except that the 
'new sync' line to the modem equipment is active. It must 
be used only with 4-wire duplex, multipoint leased-line .( 
modem equipment where the associated interface is designated ~ 
as the master station. The control program must change PCF ' 
state X'A' to PCF state x'9' (transmit data) in the 
character service routine that places the last character to 
be transmitted into the PDF_ 

PCF State X'C' (Transmit Turnaround - Request to Send Off) & 
This PCF state is set by the control program on the 
interrupt following the interrupt that placed the last flag I' 
~~~~:c~~~n;~i ~~e~~a~~~! t;~=t!n1~ ~~: ::~ :~i~~F b!~:t:r~ I 9'. \. 
When the character is completely transmitted, request to 
send is reset along with the transmit mode talch in the 
interface hardware. 

PCF State X'D' (Transmit Turnaround - Request to Send On) : 
This PCF state is set by the control program when the ending 
flag character for a message is placed in the PDF and the 
disable zero-insert control bit (7) is set on. In this 
state, the scanner transfers the flag character from the PDF 
to the SDF and sets the flag detection/disable zero insert 
remembrance bit (5) to the current state of the disable 
zero-insert control bit (7) every flag character transfer. 
Continuous flag characters will be serialized to the LIB 
without further interrupts until PCF state X'D' is ended by 
the control program. 

The control program normally ends this state by setting PCF 
state X'g'. When changing from PCF state X'D' to PCF state 
X'9', the first character to be transmitted in the X'g' 
state is loaded into the PDF and the disable zero-insert 
control bit (7) is reset if that character is not a flag_ 
Subsequent characters are supplied by normal data servicing ;( 
requests. ',I, 

Provramming note ; When changing from state X'D' to state 
Xi § , the prc;qram should check that the zero insert 
remembrance bit (5) is 1 to ensure that at least one flag 
character has been sent since X'D' was set. 

PCF State X'F' (Disable) ; This state is set by the control 
program and causes the Type 2 Scanner to turn off data 
terminal ready. A disable resets all control information in 
the line that was provided by the last set mode (PCF state 
X, 1 '). The scanner hardware then causes the interface to be 
placed in an interrupt pending state when 'the 'data set 
ready' lead and the 'receive line signal detector' lead are 
deactivated. For auto-dial applications, other conditions on 
the automatic calling unit must be satisfied before another 
dial operation can be attempted. Before the interrupt is 
requested, PCF State X'Q' (no-op) is set by the scanner. 
Because all control information in the line set is reset, 
the control program must set up the proper control 
information again by a set mode (PCF state X' 1 ') in the 
interrupt after the disable. 
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'W The type 3 scanner has an extended PCF which is used in 
conjunction with the normal PCP. 

III PCP State X'Q' (no-Op). This PCF state causes the Type 3 
Scanner to take no action (active or passive) upon 
subsequent scans. The scanner hardware can request a Type 
Scanner L2 interrupt and set this PCF state for an interface 
if it determines that new control information is required 

. ...,.t from the control program. 
control program; however, 
interface. 

This PCF state can be set by the 
no interrupts are generated by the 

PCP State X I l' (Set Mode) : This PCF state causes the 
scanner to set and reset certain mode latches in the line 
interface hardware. These latches are specified by the SDP 
field. When setting this PCF state, the control program must 
ensure the integrity of the entire ICW. This may be done by 

~ !t~~t n~~t~!n~O~~~i:~F b~o a s~~=:i~~~ I i~~~;~~bt~O ~~:t s~~e ca~CW 
then be set to the proper via Output XI46 ' • Finally, state 
X'1' (set mode) can be set into the PCF field. Execution of 
a set mode does not require a bit service request from the 
addressed interface. However, a bit service request must 
occur to allow the scanner to request a Type 3 Scanner L2 
interrupt to end the set mode operation. The set mode 
operation ends when the scanner hardware sets the PCP state 
to X'O' (no-op). 

A set mode can be executed to change the state of the data 
rate selector bit and the oscillator select bits without 
requiring a disable. However, I data terminal ready I must 
remain on. 

PCF State X I 2' (Monitor Data Set Ready) : This PCF state 
places the interface in a wait-for-incoming-call condition. 
For switched lines, this state should normally be set by the 
control program following a PCF state XIF' (disable) and a 
PCF State X'" (set mode with data terminal ready bit = ,). 
When an interface is in this state, the Type 3 Scanner 
tests the 'data set ready' lead from the common carrier or 
IBM line adapter for an active condition when the ICW is 

_fetched. When data set ready is on, indicating that a call 
is established, the Type 3 Scanner sets PCF state X' 4' 
(monitor phase data set ready check off) and requests an L2 
interrupt. , 
Though not necessary, this state can also be used for leased 
lines. Data set ready should be at the first bit service 
request when the interface is scanned. 

'~PCF State X I 3 I (Monitor Ring Indicator or Data Set Ready) I 

~ This PCF state I when set by the control program, places the 
line interface in' a wait-for-incoming-call (ring indicator 
on) or wait-for-manual-call-out connection condition (data 
set ready on). This state must be preceded by setting PCF 
state X'F' (disable), or a set mode that resets data 
terminal ready. When the PCF state is set to XI 3', the Type 
3 scanner tests the 'ring indicator' and 'data set ready' 
leads from the common carrier equipment for an active 

I ;condition of either lead. When 'ring indicator' is active, 
~ a call is corning in and a pending connection is to be 

established. When either of these conditions occurs, the 
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Type 3 Scanner sets PCF state X'O' (no-op) and places the , 
line in a L2 interrupt pending state. This PCF state must be i
followed by PCF state X'1' (set mode) from the contro1 "', 
program to set the 'data terminal ready' latch. After the 
Type 3 Scanner executes the set mode, it sets PCF state X'O' 
(no-op) and places the line in a L2 interrupt pending state. 
The interrupt handling program must then place the line in 
PCF state X'2' (monitor data set ready on), after which the 
operation proceeds as described in PCF state X, 2' - Monitor 
Data Set Ready. 

PCF State X'q/PECF State X'O' (Monitor Phase - Data Set \ 
Ready (check off) : This PCF state is identical to PCF state 
X I 5' except that the inactive condition of 'data set ready' 
does not signal a check condition. PCF X'q' is intended to 
initialize the first receive operation after a switched 
network call connection has been established. 

PCF/EPCF state X'5'/'0' (Monitor Flag - Allow Data Set Ready ('
Check) : This state is used in conjunction with LCD state 
X'g' to monitor received data for an SDLe flag character. To ~-l,_ 
do so, the scanner uses the three low-order bits of the ones 
counter (ICW bits 4.2.4.4.>. Upon detecting a flag 
character, the scanner sets a tag bit in the SDF to block 
the next character into eight hits and enters PCF /EPCF state 
X'6'/'1'. If diagnostic bit 1 is set, the PCF/EPCF state is 
instead changed to X' 7 ' /' C ' • 

PCF State X'6' (Receive Initiated) : The Type 3 Scanner sets 
this state upon receiving a flag. In this state the scanner 
receives the address (A) control (C), and first two data 
characters. The scanner examines the control character to 
determine whether the frame is information or supervisory. 
If the frame is information, the scanner stores the data. 
(Normally, the control program has a two-byte area set up to 
receive the A and C characters; when these are stored, the 
scanner makes a level 2 interrupt to obtain a data buffer). 
If the scanner does not receive four characters, the length 
check (ICWbit 14.7) and the OEM (ICWbit 0.5) or Abort 
Detect (ICW bit 0.0) bit is set and a level 2 interrupt is 
made. 

!~i~~e f~~a~~e i~w~u~~~v~~~~~~t~~s t~~d o~~:r f~:;dth~~e f~~~~~er f 
the control character before storing the A and C characters. \< 
If the Flag or Abort occurs before the fifth character is 
received in the PDF array, the scanner returns to monitoring 
for the flag character and does not set any error bits in 
the lCW. If the fifth character (not including the initial 
flag) is not a flag, the scanner sets the Control exception 
bit (ICW bit 15.0) and continues to receive data as if the 
frame being received were an information frame. If ICW bit 
14 ~ 5 is off, the scanner adjusts the number of bytes 
expected to accomodate two control (C) characters. 

PCF/EPCF State X'6'/'1' (Receiving flags) : In this state, 
the scanner has received one or more consecutive flag 
characters. If the character assembled in the SDF is a flag, 
the scanner remains in this state. The first non-flag 
character it receives causes the scanner to changethe state. 
Unless an abort condition is detected, the state becomes J!-

~;!~~;;~r~:e~~i~~e a~~~e:~1 ~~: ~g~r~~t:~c~ui~~e~~F is ~, 
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PCF/EPCF State X'6'/'2' (Received Address) : In this state, 

~ ~~~t~~~n~~~r~~~e~e~:i~~;r!~~l~d~~~~~ ~:~~~~~~r i~~; ~~: SDF. 
When the character is assembled in the SDF, the scanner 
changes to PCF/EPCF s .... ;.te X'6'/'3' (Receive Control), 
transfers the contents of the SDF to the PDF and accur,mlates 
the BCC. Tr.e scanner interrogates the control byte and 1£ an 
informatior. (I) frame is indicated, sets sequence b::.t 1 (In; 
bit 13.1) ar:d increments the cycle steal message counter 
(ICW bits 13.6-13.7), allowing cycle steal operation to be 

. activated. If a supervisory (S) frame is indicated, tr:e 
~ scanner waits for an ending flag character before allo",·i::.g 

cycle steal operation to begin. If a flag character or an 
abort condition is detected, the scanner does not set 
sequence blt 1 or increment the message cour.ter. 

The scanner decrements the PDF pointer by one, craslng the A 
character, and sets the PCF/EPCF state to X'6'/'1' (if a 
flag character was received) or X'S'/'O' (if an abort 
condition was detected). 

~ PCF/EPCF State X'6'/' 3' (received Control) : The scanner 
enters this state from state X '6'.1' 2'. In this state the 
scanner has received the control character and the next 
character expected is either data or the first Bce 
character. (If lew bit 14,5 is on, indlcating that two 
control characters are expected, sequence bit 0 is set upo::. 
entering this state and the second control character is 
received before the PCF /EPCF char:ges to a new state'). After 
the character is assembled in the SOF, the scar.ner c:-,anges 
to state X'6'/'lI' (receive data/BCC) WJ.th sequ('nce blt 0 or. 
unless a flag charact~r or an abort condition is detected. 
The scanner transfers the contents of the SOF to tr.e PDF a!"'.d 
accumula tes the BeC characters. 
Upon detecting a flag character, the scanner sets PCF /EPeF 
state X'6'/'1'. If sequence bit 1 is off (indJ.cating a 
supervisory frame), the PDF array pOinter is decremented to 
erase the 'AC' characters from the PDF array. If sequence 
bit 1 is on, the scanner sets end-of-message and lengt.h 
check indicators (lCW hi ts 0.5 and 14.7) into a control byte 
in the PDF array for a level 2 :COM interrupt request. 
Upor. detecting an abort condition, the scanner sets PCF /EPCr 
state X'7'/'3' (if sequence bit 1 is on) or X'5'/'O' (if 
sequence 1 is off) and adjusts the PDF array pointer to 
erase the 'AC' characters. 

W PCF/EPCF State x'6'/'4' (Received Data 1 and 2) : the 
scanner enters this state from state X'6'/'3', In this 
state, when sequence bit 0 is on, the scanner has recelved 
the first data or BeC character and expects as t:he next 
character the second data or BeC character. ['pan receiving 
that character, sequence bit 0 is reset, the received 

/ character is written in the PDF array, and BCC is 
(' accumulated. Following this, the next character expected is 
~ ~r!!:?, (for a supervisory frame) or data (for an information 

Receipt of a flag character if ICvJ bit 13.1 is off because 
the PDF pointer to be decremented by two (this erases the 
BCC characters from the PDF array) and sets sequence bit 2 
(ICW bi t 13.3). This bit causes checking of the Bec 
accumulation at the next bit service time, writes an EOM 
control byte with the BCe result into the PDF array, 
increments the message counter, sets sequence bit 1, and 
changes the PCF/EPCF state to X' 7' /' 4' • 

-~ Receipt of a data character causes the scanner to write the 
character into the PDF array. accumulate BCC, and change to 
state X'7'/'l.I'. 

III, 
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Upon detecting an abort condition. the scanner enters ( 
PCF/EPCF state Xl 7'/' 3' if sequence bit 1 is on. If sequence \,_ 
bit 1 is off, the scanner enters state X'5'/'O' and 
decrements the PDF pointer to erase the characters received, 
beginning with the 'A' character. 

PCF State XI?' (Received Data) : In this state, the Type '3 
Scanner is receiving information (I) frames. Data is stored 
under cycle steal control. If the cycle steal byte count 
reaches zero or the scanner detects a flag character in the 
received data, the scanner generates a level 2 interrupt. 
The scanner must receive an ending flag or detect a line 
idle condition to leave this PCF state. 
PCF /EPCF State X 17' / 13 I (Received Abort) : In this state, 
the scanner has received an Abort character between the 
starting and ending flag character or a line idle condition. 
If the scanner detects a flag character, the PCF/EPCF state 
changes to X'?'/'S' (received ending flag) ; if it detects 
an idle condition, the PCF/EPCF state changes to X'S'I'O' 
(monitor flag). In either case the scanner also sets 
end-of-message (leW bit 0-5) and makes a level 2 interrupt. 
The abort bit (lCW bit 0.0) is also set and in the case of 
an idle condition -leW bit 14.1 is set. 

PCFjEPCF State X'7'j'4' (Received nata) : In this state, the 
scanner is receiving message data (other than flag or abort 
characters). The data is transferred from the SOF to the PDF 
array and the BCC is accumulated. The PCF /EPCF state does 
not change while consecutive data characters are being 
received. If the scanner detects a flag character, the state 
changes to X'7'/'S' (received ending flagsO or X'6'/'1' 
(received flag). If either case the scanner sets the OEM bit 

~~~~n~~tr~~;iv:~da~a~~~r: ~~~~!c~e;~t~~~u~~F/~~~~s=ta~; the 
changes to X'7'/'3' (received ahort). 

PCF/EPCF State X'7 1 /'S' (Receive ending flag) : In this 
state, the scanner has received an ending flag character. 
When the character is assembled in the SDF, the scanner 
changes state to X'6'/'1' (received flag) if a flag has been 
received or to X'7'/'?' if an abort character has been 
received. If the received character is neither a flag nor an ,t" 
:~~~;s~~a~a~~e~hi!h~a:;~t~h~h~~~~:n~~ ~~ 6 ~h~ 2 ~o~r:~:ived \ 
transferred to the PDF and the BCC is accumulated. 

PCF/EPCF State X'7'/'?' (Receive Idle) : This state is 
entered by the scanner either when the scanner detects al1 
abort character following a good message or when the control 
program places the scanner in this state. The program uses 
this state to monitor received data for flag or idle 
characters. Upon detecting a flag, the state changes to 
X'6'1'1' (received flag). Upon detecting an idle character 
(when ICW bit 15.3 is on), the scanner changes state to 
X'S'/'O' (monitor flag) and requests a level 2 interrupt. 

PCFje2EPCF State X'S'j'O' (Transmit Initial) : This state is 
set by the control program to initiate text transmission. 
The program must initialize the following ICW fields I 

• Transmit control (leW byte 1S) 
LCD (lCW byte 2) 
PCF /EPCF (lCW bytes 2 and 16) 

• The low order cycle steal address (ICW byte 9) 
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...,.,. The cycle steal control (leW byte 6) and cycle steal byte 
count (lew byte 7). The cycle steal valid bit (leW bit 
6.5) must be set in order for the scanner to initiate a 
text transmission. 

This state may also be used in transmitting a supervisory 
frame by writing the 'AC' characters into the PDF array with 
an Output Xl 40' instruction ; the cycle steal address (leW 
byte 9) and cycle steal control (byte 6) need to be set. 

~ PCF State X'g' (Transmit Data) : This PCF state is used to 
transmi t message data and control characters, the specific 
kinds of characters being specified by the EPCF states. The 
scanner enters this state from PCF state X 18' / 10 I when the 
I clear to send I line of modem becomes active. 

PCF /EPCF State X I 9 I / 10' (Transmit Pad) : In -this state the 
scanner serializes the leading Pad character from the serial 

~ ~~~~r~ie~~t~;D!~e t~.n t~~e l;~~ :~~~~e~;'ar~~n:d~~:~:m~~~ion. 
Any data to be transmitted is also in the POF array. At the 
time the next character is transferred the scanner takes 
places a clock sync or fiag character in the SOP and changes 
the PCF/EPCF state. 

PCF/EPCF State X'9'/'1 1 (Transmit Clock Sync) : In this 
state the scanner serializes the clock sync character from 

• the SOF to the line adapter. After the sync characters are 
transmitted, the scanner places a flag character in the SOF 
and changes the PCF /EPCF state. 

PCF/EPCF State X'9'j'2' (Transmit Flags) : In this state the 
scanner serializes the clock sync characters from the SOF to 
the line adapter. After the sync characters are transmitted, 

~ the scanner places a flag character in the SOl:"' and changes 
the PCF/EPCF state. 

PCF /EPCF State X' 9 1/' 2 I (Transmite Flags) : In this state 
the scanner serializes consecutive flag characters until a 
data character is available in the POF for transmission. The 
scanner then places that character in the SOP, resets the 
BCC accumulation, accumulates a new BeC for that character, 
and changes the PCFjEPCF state. Zero bit insertion is 

...,., inhibited in this state. 

PCF/EPCF State X'9'/'3' (Transmit Abort) : This state is 
entered if the scanner is to transmit an abort sequence. 
After transmitting the abort sequence the scanner places a 
flag character in the SOF, aborts transmission of the 
current message, sets appropriate error flags in the lCW, 
changes the PCF jEPCF state to X 19 I / I 2 I to send consecutive 
flags characters, and makes a level 2 interrupt request • 

...., The scanner transmits an Ahort sequence if the ICW control 
bits indicate that more data is to be transmitted but the 
POF array is empty. This condition also sets the underrun 
bi t (leW bit 0.2). Zero bit insertion is inhibited in this 
state. 

PCF/EPCF State X'9 I j'4' (Transmit Data) : In this state the 
scanner transmits message text. The scanner transfers each 

,character from the PDF array to the SDF, from which it is 
,....., serialized to the line adapter. When the cycle steal byte 

count reaches zero and the data chain flag (ICW bit 6.6) is 
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on, the scanner makes a level 2 interrupt request to obtain -1 

the next buffer. If the data chain flag is not on f 
(indicating that no more data bl.ocK.s are to be sent), the \ 
scanner continues to transfer characters from the POF array 
to the SOF until the POF array is empty. At the next 
character transfer time the scanner places the first BCC 
character in the SOF and changes the PCF/EPCF state. Zero 
bit insertion is active in this state. 

PCF/EPCF State X'g'/'S' (Transmit Ending Flag) : This flag /,c
is entered after the Bee characters are serialized, the 
ending flag has been placed in the SOF, and the need for a \ 
line turaround is indicated by lCW bit 15.7. When leaving 
this state, the scanner places a two-or aight-bit pad of 1 
bits in the SDF, as indicated by ICW bit 15.6. Zero bit 
insertion is inhibited in this state. 

PCF/EPCF State X'9'/'6' (Transmit BeC) : In this state the 

:~:n~~~e s:~!:i!;~S Ai~:r t~~i:CrS c~~~:~;~~~.~~~m e~S~n~~l~~ I 
character is placed in the SOF and the PCF /EPCF state is \:, 
changed. Zero bit insertion is active in this state. 

PCF/EPCF State X' 9'/'7' (Transmit Idle) : In this state the 
scanner transmits continuous line idle characters (all one 

~i~~~ ~~r~;~~u~~r~~~b~n~r!~s~~~S~~~)~fi~dI~~ ~~ ~~~71~~;s 
specify line turnaround, the scanner transmits two or eight 
consecutive one bits before changing its state to X' 5'/'0'. 
The two bits serialized from the SOF to the line set ensure 
that the modem has transmitted an ending flag bit before a 
line turaround occurs. Zero bit insertion is inhibited in 
this state. 

PCF State X'A' (Transmit Initial with New Sync) : This state 
is identical to PCF state XIS' (transmit initial) except 
that the new sync interface'l.ead to the modem will be 
controlled according to the Setting of leW bit 16.0. (The 
scanner sets and resets this bit). This state must be used 
only with four wire, duplex multipoint leased-line modems 
where the associated interface is the master station. All of 
the EPCF states described for PCF state X 18' are valid for 
PCF state X'A'. l~ 

" PCF State X'B' (Transmit Oata with New Sync) = 'fhis state is~"t 
identical to PCF state X'9' (transmit data) except that the 
new sync interface lead to the modem is activated when the 
address (A) character is transmitted and deactivated when 
the second BCC character is transmitted. leW bit 16.0 (set 
and reset by the scanner) controls the activation of the new 
sync lead. This state must be used only with four~wire, 
duplex, multipoint leased-line modems where the associated /c '\ 

~~;~~f~~~ ~~r t~~F m::!~~ ~~;;i~~~ e!ii~f f~~e p~;C!t:~:t~~ B' • \_ 

PCF State X'C I (reserved) 

PCF State X 10 1 (reserved) 

peF State X'EI (Transmit Continuous) : The control program , 
can use this state to transmit the same character {
continuously. Before setting this state, the program must ~ 
set the SOF via an Output X'46' instruction and the POF via' 
an Output X'441 instruction (bit 0.4 must be on to allow 
writing in the POF). The scanner activates the 'request to 
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.".I :~~~~n1Ri~) t~:a~D~~. t~:e m~~:~~e~:~t!~:t:d=~e S~~~~~:S~ ci~ar I 

to send' (CTS), the scanner sets sequence bit.O and 1111 
transfers the SOF content serially by bit to the line set. 
At each character transfer time, the character in the PDF is 
transferred to the SOF to be serialized. The PDF pointer is 
not incremented. The control program must change this state 
to end the continuous transmission. 

PCF State X I F I (Disable) : The control program sets this 
state to cause the Type 3 scanner to turn off the I data 
terminal ready' lead to the modem. A disable command resets 
all control information that was provided by the last Set 
Mode Instruction (PCF state XI,,). The scanner then causes 
the interface to be placed in an interrupt pending state 
when the 'data set ready' lead and the 'receive line signal 
detect' lead are deactivated. For Auto Call applications, 
other conditions on the automatic calling unit must be 
satisfied before another dial operation can be attempted 
following the Disable. The Scanner sets PCF state X' 0 ' 
(no-op) before requesting the interrupt. Because all control 
information in the line set is reset, the control program 
must set the proper control information in the line set via 
a Set Mode instruction (PCF state X' 1') issued after the 
Disable command. 

Bit 14.0 (Receive Line Signal Detected) : The type 3 scanner 
sets this bit to 1 at bit service time when the CD (carrier 
detect) lead from the modem is active and is reset when the 
CO lead becomes active. 

Bit 1".1 (SOLC Idle Detect) : For SOLC receive operations 
the Type 3 Scanner sets this bit upon detecting an idle-line 
condition while receiving a frame. ICW bit 0.0 (Abort 
Detect) is also set in this case. Bit 14.1 is also set if 
the scanner is in PCF/EPCF state X'7'/'7', lCW bit 15.3 is 
on, and an line-idle condition is detected. A level 2 
interrupt request is also generated, 
This bit is unused for SOLC transmit operations. 

'-...I Bit 14.3 (Data Check) : This bit is set on by the Type 
Scanner upon detecting a bad BCC character in the received 
data stream. If this bit is on, ICW bit 0.1 is reset. 

Bit 14.4 (Flag Off Boundary) : For SOLe, this bit is set 
when a flag byte detected in received data is not on a 
character boundary. If this bit is on, lCW bit.O is reset . 

.,., :;~g~~5 s!~s c~~~~o~i~h~~a~~~~~~t! i~r t~~L~yp=h~ ~~~~~~; 
expect multiple control (C) bytes. When this bit is on, 
scanner expects two control bytes to follow the address 
byte. 

to 
the 
IA) 

Bit 14.7 (Length Check) : For SDLC, the Type 3 Scanner sets 
this bit upon detecting an ending flag after the address and 
control (AC) characters are received but before two more 

....,.t characters have been received. 

page 11-15 



The Type 3 Scanner uses the status indicators in byte 15 of 
the leW to determine the appropriate control sequences to 
send during a transmit operation. During a receive 
operation, the scanner uses these indicators to inform the 
control program what control characters were received. 

The format of the status byte for SDLC transmit operation 
is ; 

Bit: o 1 2 3 q 
~ 

(reserved) 

567 II L Line turnaround 

Line Pad/idle 

Flag/idle 

Bit 5 : When set (1), this bit causes the scanner to 
transmit continuous flag characters at the end of the frame 
if bit 7 is not set to cause the line to turn around. When 
reset (0), this bit causes the scanner to assume a line idle 
state after sending the ending flag after a frame. 

Bit 6 : When set (1), this bit causes. the scanner to send an 
all-1 s character (8 consecutive 11 s) before turning the line 
around if bit 7 is set to cause line turnaround. 

Bi t 7 : When set (1) this bit causes the scanner to turn the 
line around (that is, change from a transmit to a receive 
state) after it transmits the ending flag character. 

The format of the status byte for SDLC receive operations 
is : 

Bit: 0 1 2 3 q 5 6 7 

llL' LLll (reserved) 
L-ReqUest L2 interrupt on line 

idle or flag detect 
(reserved) 

(reserved) 
Control exception - received data in 
control frame 

Bit 0 : The scanner sets this bit when a control (C) frame 
was indicated by the C byte but the flag character was not 
received three bytes afterward. 

Bi ts 1 and 2 ; (reserved) 

Bit 3 ; The control program sets this bit to request that 
the scanner make a level 2 interrupt request if the receive 
l~e assumes an idle state or a flag character is detected. 
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SCF (SECONDARY CONTROL FIELD) 

~rhe secondary control field is used as a sense, status, and 
operation modifier field between the control program and thUll, 
communication scanner, it is an eight bit field. 

'~SCF bit 0 - Abort: The type 2 scanner sets this bit to 1 
when it detects seven consecutive 1 bits in the received 
data stream while the PCF state is XI 6 1 or Xl 7 I. If this bit 
is 1, the service request interlock (ICW bit 1) is forced to 
o. Bit 0 must be reset by the control program using an 
Output x'44' instruction. 
This bit has no significance during a transmit operation. 

·~~~~~i~u~u;r~n~~i!~e~o:~~~;, s~iu~~~e s~~~~!~t~e~;c~;g~;ven 
contiguous 1 bits while receiving data, it will set the 
abort bit (lCW bit 0) to 1. 

SCF bit 1 - Service Request Interlock : This bit is set when 
the type 2 scanner detects that data transfer or control 
servicing is required between the control program and the 

• 'parallel data field'. The control program must reset this 
bit after the interrupt is honored and all bits or bytes of 
t~e lCW have been modified. If this bit is already set when 
the scanner is prepared to set it on, and the PCF state is 
X'?' through X'A', a character overrun/underrun flag is set 
(lCW bit 2). 

The scanner is prevented from setting this bit if an SOLC 
,. flag or SOLC abort is detected. This bit is reset by 

detection of SDLC abort. If this hit is 1, the abort 1 
character overrun/underrun, and modem check bits are O. 

SCF bit 2 - Character overrun/underrun I this bit is set 
when the type 2 scanner attempts to set the service request 
interlock (ICW bit 1) and finds it already set. This error 
'is normally caused by an instantaneous peak overload 

~ituation. Errors of this type should not occur in the 
~verage installation and should not occur only infrequently 

in high throughput installations. 
If a character overrun occurs, the next character received 
is placed into the PDF field overlaying the character that 
was to have been serviced. Thus, if an overrun occurs, a 
character is lost. 
In the event of an overrun, the same character is 

( ~:ransmitted until the program changes the PDF field to 
~nother character or the primary control field to another 

character or the primary control fi.e1d is changed from the 
transmit state. 
If this bit is 1, the service request interlock {ICW bit ±o 
is o. 
If the PCF state is XI 7' and the flag is detected at other 
than the predicted position, this bit is set to one. 

. jCF Bit 3 - Modem Check: During each bit interval (bit 
~ervice time), the type 2 scanner checks the line interface 

for the proper modem conditions. This hit is set to 1 to 
indicate the following conditions : 
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,. The I data set ready I line is inactive when the PCF field 
of the ICW is in states X'S', X'?', X' 8', X'9', X'A', 
X'B' or X'D'. 

2. The 'clear to send' line is inactive when the PCF field 
of the lCW is in states X'9', X'A', X'B', or X'D'. 

SCF bit 4 - Received line signal detector: This bit is sent 
when the line interface indicates that the data 
communication equipment is receiving a carrier signal that 
meets its requirements for receiving data. The program has 
no control over this bit. ;-

SCF Bit 5 - Flag Detectiorl/Disable Zero Insert Remembrance :\, 
During a receive operation (LCD X1 8' or X'9'), this bit is 
set to 1 when the scanner detects a flag character in the 
received data. An interrupt request may be set by a change 
of the PCF state due to detection of the flag. This bit must 
be reset to 0 by the control program when the scanner is in 
a receive operation. 

During a transmit operation, this bit is set to 1 as a 
character is being transferred from the PDF to the SOF, 
provided ICW bit 7 is set to 1. ICW bit 5 set to 1 prevents 
insertion of a zero after five contiguous 1 bits are 
transmitted. If ICW bit 7 is 0, ICW bit 5 is set to 0 as a 
character is transferred from the PDF to the SDF. with lCW 
bi t 5 set to 0, a 0 bit is inserted into the data stream 
after five contiguous 1 bits are transmitted. 

SCF bit 6 - Program Flag: This bit provides a flag in the 
ICW that can be used by the program. 

SCF bit? - Disable Zero Insert Control : For a transmit 
operation, this bit should be turned on by the control 
program at the same time a flag or an abort character is set 
into the PDF. When this bit is 0, the scanner inserts a 0 
bit into a transmitted character after five 1 bits, and the ~ 
sixth bit transmitted is not changed. 
As a character is transferred from the PDF to the SOF for 
transmission, the state of lCW bit 7 is transferred to ICW 
bit 5. This bit has no significance during a receive 
operation a 

SCF bit 0.0 - Abort Detected 1 The Type 3 Scanner sets this 
bit to 1 when it detects seven consecutive 1 bits in the 
received data stream while the PCF state is X16' or X'71. 
If this bit is 1, the service request interlock (leW bit 
0.1) is forced to O. Bit 0 must be reset by the control 
program using an Output X144' instruction. 
This bit has no significance during a transmit operatio~. 

Note : A transmitted sequence consists of eight consecutive 
1 bits. However, if the scanner detects seven consecutive 1 
bits while receiving data, it will set ":.he abort bit (ICW 
bit 0.0) to 1. 

1\ 
\. 

SCF bit 0.1 - Normal Service Request interlock: This bit is 
set when the type 3 scanner detects that buffer servicing 0;';: 
control servicing is required between the control program \ 
and the addressed lew. The control program must reset this -
bit after the interrupt is honored and all bits or bytes -of 
the ICW have been modified. If this bit is already set when 
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t~the scanner is prepared to set it on, and the scanner is in j 
a transmit or receive state, a character overrun/underrun • 
flag is set (leW bit 0.2). 
If this bit is 1, Iew bits 0.0, 0.2, 0.3, 14.1, 14.4, 14.6 
and 14 .. 7 are O. Programming notes ~ 
,. The control program should reset the normal service t 

request interlock. before setting the PCF state to monitor 
modem or autocall unit control lines .. 

;2. For level 2 interrupt routines that change the cycle 
...,- steal address and count, the cycle steal valid bit should 

be set before the normal service request interlock. is 
reset. 

3. An Output X'q.4' instruction that resets the normal 
service request interlock and/or EOM bits should be the 
last Output instruction executed for the scanner in 
proqram level 2. 

SCF bit 0.2 - Character Overrun/Underrun : This bit is set 

~r~~~r~~~k T1i~w 3 b~~a~~~f :~~e~l~~s t~ t S:~r;~:y s:~~~c;h~:q~~~~r 
is normally caused by an instantaneous peak overload 
situation. Errors of this type should not occur in the 
average installation and should occur only infrequently in 
high-throughput installations. 

If a character overrun occurs, the next character received 
over lays the previous ly received character in the PDF array. 
Thus, one or more characters are lost. When this occurs, the 
flush bit (ICW bit 14.2) is set, the PDF array is reset, and 
all subsequent data received is discarded until an ending 
sequence is received. At that point, the EOM bit (0.5) and 
the character overrun/underrun bit (0.2) are set. 
If an underrun occurs (possible only on an SOLe transmit 
line) I an Abort character is transmitted and the EOM and 

ot overrun/underrun bits are set. 
An underrun conddition cannot occur on a BSe line because 
the scanner automatically transmits SYN characters 
(non-transparent text) or DLE SYN sequences (transparent 
text) until the control program sets up another cycle steal 
operation. 
If this bit is 1, the service request interlock (leW bit 
0.1) is O. 

~;~v~~! ~i~e), M~~:m t~~:c~ ~c~~~!~g c~:~~s b!~ei~i~~v~!t!~~!ce 
for the proper modem conditions. This bit is set to 1 to 
indicate the following conditions ; 
1. The 'data set ready' line is inactive when the PCF field 

of the ICW is in states XIS', X'6 1 , X'?', XIS', X'9', 
X'A', or X'B'. 

2. The 'clear to send' line is inactive when the PCP field 
of the leW is in states X'9 I or X'B' • 

...., If this bit is 1, the service request interlock (ICW bit 
0.1) is o. 

seF bit 0.4 - Not Level 2 bid I This bit is set whenever an 
Output X '44' instruction is executed, reqardless of the 
contents of the register specified by R. It is reset by the 
type 3 scanner when a level 2 bid is accepted by the 
interrupt priority register of the type 2 Attachment Base. 
When reset, this bit prevents the type 3 scanner from making 

--=another level 2 interrupt request for the line. 
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SCF bit 0.5 - End-of-Message interrupt: This bit is set to 
1 byt the type 3 scanner to indicate the end of a received 
or transmitted message. If both this bit and bit 0.1 are 1, 
the receive or transmit operation ended normally. The 
operation ended abnormal+y if both this bit and bit 0.0, 
0.2, 0.3, 14.1 14.3, 14.4 , 14.6 or 14.7 are 1. 

~~~!~g s~~r~~~C t~:C;!~:i~~~r~;!~n~n~h~h:~:~~:r t~:t~l~~~s c~!~Jt 
characters (seC). During an SDLC transmit operation, the " 
scanner sets this hit after sending an ending control " 
character. 

SCF Bit 0.6 - Program Flag: This bit provides a flag in the 
ICW that can be used by the control program for any desired 
purpose. It is not used by the scanner. 

SCF Bit 0.7 - Line Trace Active : The control program sets C .• 
this bit to indicate to the scanner that the line "_ 
represented by the lew is to be traced. 

PDF (PARAllEL DATA FIELD) 

This eight bit character buffers the data between the 
control program and the serial data field. 

ACTIVATING/DEACTIVATING ~ ~ ~ 

l~ODIFYt NET, ~ ~~i!CEt,TYPE=LINE, lD=Line name 

i ~ODIFY t PROCNAME, l ~~~CE t ' TYPE=LINE, ID=Line name 
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Address trace is a service aid by which the contents of 
selected areas of communications controller storage and 
selected external registers can be recorded at each 
successive interrupt. Certain types of interrupts, or all 
successive interrupt. certain types of interrupts, or all 
interrupts can be designated. The Network Control Program 
records the trace data in a trace table within control 

III 
I 

l...,l,storage. When the desired data has been recorded, the 
contents of the trace table can be displayed on the control 
panel 1 of the controller. The contents of controller 
storage can be transferred to the host processor via the 
Dump program and the contents of the trace table examined in 
the listing of the dump. 

The TRACE operand of the BUILD macro specifies whether the 
address trace option is to be included in the network 

,.-control program, and specifies the size of the trace table. 

The address trace function is performed only for lines 
operating in network control mode. 

Address trace is activated or deactivated by the 3704/3705 
control panel for the user specified storage address or 
external register. The instructions for operating address 
trace can be found in the IBM 3704 Communications controller 
Control Panel (GA27-3086) or the IBM 3705 Communications 
Controller Control Panel (GA27-3087). 

The Trace table can be displayed via the control panel, 
dynamic dump, or storage dump. To locate the trace table, 
see the Address Trace Block (ATB) in the IBM 3704 and 3705 
Program Reference Handbook (GY30-3012). The sequence to 
locate the trace table is as follows t 

a. Storage address X' 7D8 1 is the fullword address of the 
Extended Halfword Direct Addressables (HWE). 

b. At HWE plus 8 is a halfword address of the Address Trace 
Block (ATB). 

~. at ATB plus X'14' is the shifted address of the last 
entry of the trace table. 

e. At ATB plus X'121 is the shifted address of the current 
(last used) entry in the trace table. 

The trace entries can be analyzed by starting at the current 
entry plus one, the oldest entry. From the oldest entry the 

, -:events are consecutive with a wrap from the last table entry 
.....,to the first table entry. 

The address trace facility allows the user to select any 
combination of up to four external registers, general 
registers, and storage halfwords whose contents are to be 
recorded each time data is loaded from or sorted into a 
specified storage address at a specified program level. 

Figure 2 illustrates the Address Trace Block (See next page) 
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ADDRESS TRACE BLOCK 

16 1 B 20 22 24 26 28 30 32 

- 1- I III I I I I 
-~~ l L L L Trace table entries 

prototype branch instruction 

prototype input "instruction 

reserved 

program levels to be traced 

address trace control byte 

number of interrupts processed 

address of last entry in trace table 

address of last entry used in trace table 

address of first entry in trace table 

first Df four addresses of trace variables (16 bytes) 
FIGURE 2 
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The channel adapter trace 1.5 an optional diagnostl.c and 
debugging aid that stores certain fields from the Channel ID 
Control Block (CHB) of a type 2/3 channel adapter or the 
Channel Operation Block (COB) of a type 1 channel adapter 
into a trace table. The trace is included in the system by 
reassembling SYSCG006 of stage 2 generation specifying the 
TRACE operand. The TRACE operand specifies the number of 
trace entries desired in the Channel Adapter Trace table 
(maximum of 256). An entry is placed into the table for 
each level 1 and level 3 interrupt relating to the channel. 
After the last entry in the table is used, succeeding 
entries overlay the previous entries, beginning with the 
first. The trace table can be examined in a storage dump by 
locating CXCAI053 (type 1 channel adapter) or CXCA 1054 (type 
2/3 channel adapter) in the dump listing. The trace table 
prefix is 24 bytes. Each entry is 32 bytes. The format of ~ 
the trace is illustrated below with the detail of the each 
trace entry in the IBM 3704 and 3705 program Reference 
Handbook (GY30-3012) under Channel Adapter Trace Table. 

The trace table should not be included in the~regular 
production system. If the trace is included, it is 
automatically active and cannot be turned off. This would 
take machine cycles required for production in a heavily 

~~a~~~w~Y~~:~~eitp;~~~!~s~nlY be ~~~~ to diagnose suspected 

The values in the trace table entries must be analyzed based 
upon the external register values for a specific channel 
adapter type. Information on the values recorded can be 
found in the IBM 3704 and 3705 Communications Controller 
Principles of Operation, GC-30-3004. 

~CAIOS3 (TYPE 1)1 
CXC!IOS 4 (TYPE 2/3) 

CHANNEL ADAPTER TRACE 

12 16 20 24 

I CTRC 

L trace entry 

identifier CTRC 

of the last 
trace table entry 

address of the current 
trace table entry 

address of the first 
trace table entry 

dump identifier characters 
FIGURE 3 



These routines process requests from the control panel. They 
are the panel display control update/refresh routine, the 
panel test routine, the panel display routine, and the panel 
monitor. 

The network control program allows the user to display the 
following types of information on the control panel : 

* Communication scanner interface control word (ICW) 
• Contents of an external register 
* Contents of a halfword of controller storage. 

The user selects a function by setting the DISPLAY/FUNCTION 
SELECT and STORAGE ADDRESS/REGISTER DATA switches on the 
panel. When he presses the INTERRUPT push button, a level 3 
interrupt to the NCP occurs. 

The NCP uses a group of routines common to all the displays 
to process interrupts from the panel. One of these routines 
is the panel reader, which receives control from the level 3 
router as a results of the interrupt. The panel reader reads 
the swi tch settings from the panel and ensures that it is in 
NCP mode. If it is, the panel reader triggers the panel 
service module. This routine determines which function was 
requested and passes control to an appropriate subroutine to 
set up for the display. 

The remaining panel support routines get control once every 
100 milliseconds as a result of a level 3 interval timer 
interrupt. The routines check the panel control block (PCB) 
the common data area for all panel routines. If the panel 
service module has completed its processing of a panel 
request, an indication is set in the PCB, notifying the 
panel support routines that they have work to do. First, the 
panel display control update/refresh routine determines 
whether an appendage routine is required tc;> finish servicing 
the panel request. If so, it branches to the appendage 
routine. 

One appendage routine is the communication scanner interface 
control word display routine. This routine moves the ICW 
fields into display register 2 to satisfy a dynamic ICW 
display request. This routine returns control to the panel 
monitor .. 

If no appendage routine is necessary, the panel display 
routine determines whether something is to be displayed or 
whether a display is to be updated. If so, it gathers the 
requested data and places it into display registers 1 and 2, 
which are gated to the panel display lights. 

Finally, the panel meni tor determines whether a panel 
function is currently in progress. If BO, it determines 
whether the panel switches have been changed. If it detects 
a change, it triggers the panel service module to terminate 
the display. 
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The line test feature allows the user to address, poll, 
dial, and transmit or receive from a terminal. The test 
function consists of an initialization subroutine, a series 
of test subroutines and an end-test subroutine. The test can 
be used to analyze the operation of a line by observing the 
lCW (displayed in DISPLAY A and DISPLAY B) during any part 
of the test executed in level 2 or level 3. 

Note: If a line is in use by the test function, it is not 
available to the system. If a line is in use by the 
system, it is not available to the test function. 
Always use X' 50 I to end all test functions to ensure 
the availability of the line. 

To run the NCP line trace and the NCP line test 
(panel test) procedures together, start the line test 
procedure first then start the line trace. 
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~ Settings !!:£ ~ ~ !d.!!!:. ~ ~ 
The following test settings are the relevant tests for SDLC 

ADDRESS} ADDRESS/DATA 

FUNCTIONS DATA SWITCHES D AND 
DESCRIPTIONS SWITCHES E INPUT DATA 

B ANDC BYTE 

Set Mode ijO None Retrieves set mode byte 
(set by NCP from the ACB and loads it 
generation) into the line's SDF. Sets 

the PCF to the set mode 
state and returns the line 
to the NO-OP state. 

Set Mode ij1 Set Hode Loads the byte from 
(variable) Character ADDRESS/DATA switches D 

entered and and E into the line's SDF. 
used Sets the PCF to the set 
instead mode state and returns the 
of the CCB line to the NO-OP state. 
set mode 
byte. 

Transmit ijij Test Reads the test character ,( 
Test Character from ADDRESS/DATA switches 
Character D and E and places it in 
Repeat the line IS PCF. The line 

must be in transmi t mode 
already (PDF state X'9' ) 
The test character is 
transmitted repeatedly. 
If the line being tested 
is attached to a type 3 
scanner, this function is 
equivalent to the Transmit 
Initial function (function 
42) , except the test 
character is placed in both 
the SDF and PDF. The line 
does not have to be in 
transrni t mode initially. 

Data Rate ij9 FF=high Selects the high or 
Select rate data rate for a line 

OO=low rate previously defined in 
the test. 

Receive ijA None Places the line in receive 
Mode mode and places the first 

character received in the 
first position of the data 
buffer. If more than 16 
characters are rece i ved, 
subsequent characters overlap 
into the last byte position 
of the data buffer. 
If the line being tested is 
attached to a type 3 scanner, 
the PCF/EPCF state is set 
to X'S'/X'Q' (SOLC mani tor 
flag) • A receive count of ijO 
is set up to be compared wi th 
the receive compare charac-
ters. If a match is found, 
the line is turned around to 
the transmit state. If more 
than ijO characters are 
received only the first ijO 
are compared. 
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rC-h-a-ng-e------r--4-B---rT-u-r-n------Tc-h-a-n-g-e-s-t-h-e--p-CF--t-u-r-n--ch-.-r-.-c---,III' 

PCF turn ter to the value set in ~ 
character ADDRESS/DATA switch E. 

Display 
LTS 

Transmit 
Test 
and 
Repeat 
(SCF 
bit 7 set) 

Transmit 
Buffer 0 
or 1 

End 
Test 

4C 

4E 

4F 

50 

Displa
cement 
into LTS 

Test 
Character 

o (X) digit 

o (X) digit 

DISPLAY D should be set 
to zero. 

Displays two half words of 
the line test control block 
(LTS) beginning at the 
displacement specified in 
ADDRESS/DATA switches D 
and E. 

Same as transmit test 
character and repeat except 
SCF bit 7 is set. This test 
can be used to trasnmit 
a character on an SOLe 
(Synchronous Data Link 
Control) line with inhibit 
o bit insert set. 
If the line being tested is 
attached to a type 3 scanner 
the PCF /EPCF state (X' 9 I IX' c t 

Transmit Diagnostic Mode) is 
set to transmit the test 
character continuously. The 
PCF/EPCF state allows only 
transmission of data and 
thus inhibits 0 bit 
in.sertion. (Enter function 42 
before performing this 
function) • 

The line is set to trasnmi t 
mode (PCF state X' 8'). When 
PCF state X'S' goes to PCF 
state X'9' buffer a is 
transmi tted if byte 1, bit 7 
is zero. If bit 7 is one, 
buffer 1 is transmitted. 
If the line being tested is 
attached to a type 3 com
munica tion scanner, the 
transmit is done on count 
rather than with a transmit 
end compare character. 
(The transmit on count 
operation is applicable for 
all scanner types used with 
NCP 4.1 and later releases). 

If byte 1, bit 7 is 0, 
the test is ended, the line 
test control block (LTS) is 
cleared, and the line is 
placed in a NO-OP state 
(drops DTR and resets options 
selected by set-mode). 
If bit 7 is 1, the line 
remains enabled (DTR active). 
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/ 
Load 51 (XX) digit The character in switches 0 
Buffer 0 and E is stored in a 40 
(see character buffer. 

Note 1) 

Load 52 (XX) digit Same as 'Load Buffer O· 
Buffer 1 except the character is 
(See Note 1) stored in buffer 1. 

Load 53 (XX) digit The character in switches 
Receive D and E is stored as the 
Compare first receive compare 
Character 1 character. 
(See Note 3) 

Load 5ij (XX) digit Same as Load Receive Compare 
Receive Character 1 exce.pt the 
Compare character is stored as the 
Character 2 second receive compare 
(see Note 3) character. 

Load 55 (XX) digit Same as Load Receive Compare 
Receive Character 1 except the 
Compare character is stored as the 
Character 3 third receive compare 
(see Note 3) character. 

Load 56 (XX) digit The character in switches 
Swap D and E (XX) is stored as 
Transmit the swap transmit buffer 0 
Buffer 0 compare character. 
Compare 
Character 
(See Note 3) 

Load 57 (XX) digit Same as Load Swap Transmit 
Swap Buffer 0 Compare Character 
Transmit except the character is 
Buffer 1 stored as the swap transmit 
Compare buffer 1 compare character. 
Character 

I (See Note 3) 
/ 

Initialize 58 XX Sets in the LTS the 
Buffer 0 displacement (normally 
Offset X'DD1 ) into the appropriate 

buffer at which the 
storing of data entered 
througn the panel is to 
begin. As the data is ,( \ 
subsequently entered, a 
count of the data characters 
will be accrued and this 
count will then be used by 
the transmit routine to 
determine when the line 
should be placed into 
receive mode. 

Initialize 59 XX Same as function 58 except 
Buffer 1 the displacement is for 
Offset buffer 1. 
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SOLe eRe 
A7cumula
tion 
Buffer 0/1 

Set Receive 
lMode Byte 

SB 00 (for 
(in- buffer 0) 
valid a 1 (for 
for buffer 1) 
Type 
3 
Scan-
ner) 

sc setting 
dependent 
on 
option 
selected 
(see 
descrip
tion 

Accumulates the Bee for 
SOLe data (to be trans-
mi tted) as it is -entered 
into either buffer 0 or 1. 
If the line being tested 
is attached to a type 3 
communication scanner 
DISPLAY A and DISPLAY B 
will display all zeros. 

Allows the selection of 
certain options by setting 
a control byte in the LTS 
(line test control block). 
Bit 3 will indicate that 
the option of checking 
for two special charac
ters (set by subfunctions 
53 and 54) in sequence 
in a received data stream 
is to be used by the panel 
line test function to 
determine when the line 
being tested should be 
placed into transmit mode. 
Bit 7 will give the same 
indication for SDLC data. 
(For type 3 communication 
scanner only). Bit S 
(modem test in progress) 
is set whenever a modem test 
is performed. Bits 6 and 7 
indicate 'that the line is 
to be turned around from 
receive mode to transmit 

~~~~k w~~~r~~~=r~l~~: 
received. 

Note 1: For NCP 4.1 and later releases, the transmit 
operation is done on a count ac.cumulated as data is 
stored in the desired transmit buffer. 

Note 2: Before doing a Load Dial Digits operation (function 
47) or Load Buffers a or 1 (function S1 or 52), 
ensure that the LTSDeNT field in the LTS is zero by 
entering Xl 5899 I then X' 4F99' in the ADDRESS/DATA 
switches and pressing INTERRUPT. 

Note 3; Each received character is compared with the five 
compare characters in the following order : receive 
compare character 1, 2, 3, swap transmit buffer a 
compare character, swap buffer 1 compare character. 
If the received character compares with one of the 
receive compare character, the line is set to 
transmit mode and the previously specified buffer is 
transmitted. If the received character CQ pares with 
the swap buffer 0 character r buffer a is transmi tted 
i if it compares with the swap buffer 1 character, 
buffer 1 is transmitted. 

~ For more detailed information on panel routines, refer to 
'Guide to Using the IBM 3705 Communications Controller 
Control Panel' form number GA27-3087. 
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TOLTEP 

DESCRIPTION 

.The Teleprocessing Online Test Executive Program (TOLTEP) 

~~~~~~=u~i~~t~~~s o~~~~:s t::~h~~L~k~):r;~~T;~d c~~~r~~~t~~! 
selection and execution of the OLT I 5 used for testing the 
teleprocessing terminals supported by VTAH. You can use the 
OLT programs to : 

.. Perform preventive maintenance 
'" Perform problem determination 
.. Diagnose I/O errors 
.* Verify device repairs and engineering changes 

,~ 

..." 

TOLTEP 

VTAM 

Operating System 

TOl TEP RELATIONSHIP WITH ONLINE TESTS IOl Ts) 

TOLTEP supports online testing for : 

.. Local and remote 3270 Information Display Systems 

.. Remote terminals attached to local or remote 3704 and 3705 
Communication controllers 

1. 3270 
2. 3767 

~ 3.3770 

.. Teleprocessing line hardware. 

TOLTEP does not support online testing for 3704 and 3705 
Communications Controllers (e.9. IFT I s) • 

IfI 



~ REQUIREMENTS 

To include and run TOLTEP in your system : 

* VTAM must be specified as an access method during system 
generation. 

I * For a device (terminal, control unit, or teleprocessing ,. 
line) to be tested, TOLTEP requires that the device is . 
allocated to VTM1, and that an online test (OLT) and 
configuration data set (COS) are available for the device. 

* For DS/VS, the appropriate DO statements must be included 
in the START VTAM procedure so that TOLTEP can refer to 
the proper data sets. The DS/VS 1 VTAM System Programmer' 5 _< 

Guide, GC27-6996, and OS/VS2 System Programming Library: f 
VTAM GC28-0688 include this information in the START VTAM Ii 
procedure. 

• OLT=YES should be specified during NCP (network control 
program) generation. Some OLT I S require this for 
execution. 

* Symbolic names specified in the CDSs must agree with the 
names assigned during NCP (network control program) 
generation and VTAM system definition. TOLTEP associates 
the terminal to be tested witH the CDS. 

* TOLTEP does not support duplicate symbolic names. OLT test 
results from terminals with duplicate names can be 
misleading, especially if such termin?lls have different 
characteristics. 

* TOLTEP consists of two load modules that are brought into 
virtual storage with VTAM. TOLTEP requires 79K bytes of 
virtual storage for DOS/VS and 8SK bytes of virtual 
storage. for OS/VS. (For as/vs planning purposes, TOLTEP 
with SNA devices requires 89K bytes of virtual storage). 
For each user that invokes TOLTEP, including the first 
user, an additional 34K bytes of virtual storage are 
required for the OLT and a work area. 

* TOLTEP requires COSs for all test terminals and for SNA 
control terminals and alternate printers. 

To start TOLTEP from the network operator I s console, enter 
one of the following operator commands. 

• MODIFY NET ,TEST (for DOS!VS only) 
• MODIFY procname,TEST (for OS!VS only) 

/' 

Where 'procname' is the name of the VTAM start cataloged ,{ 
procedure and I termname I is the name of the terminal to be I 

logged on to TOLTEP as the control terminal. 
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To start TOLTEP from a terminal other than the network 
operator's console, use the logon procedure defined at 
installation. Note that the system name for TOLTEP is 
ISTOLTEP. TOLTEP requires CDSs for all test terminals 
for SNA control terminals and alternate printers. 

e.g. LOGON APPLID (ISTOLTEP) 

your 

and 

;..., Logging on :remote terminal from system console 

., 

VARY NET, ID=termnarne, LOGON=ISTOLTEP 

If you cannot start TOLTEP, it may be because the network 
operator denied the request, the device is not supported as 
a TOLTEP control terminal, VTAM cannot honor the request, or 
there is not a CDS for an SNA device. 

Acquiring ~ 

You can acquire terminals for TOLTEP use only when the 
terminals are not connected to an application program. When 
the desired terminals are not connected, TOLTEP obtains use 
of the terminals in the same manner as other ap~lication 
programs. 

You can disconnect terminals from an application program 
by , 

'" Using the logoff procedure defined at your installation. 
'" pressing the RFT (Request for text) key on terminals that 

have this key (include the selection characters on a 3270 
cluster) • 

'" Issuing a VARY inactivate immediate command from the 
network operator's console • 

The prefix 'ITA' is used for identification of OS!VS and 'F' 
for DOS!VS. 

e.g. ITA10S0 ENTER-OEV/TEST/OPT/ (OS/VS) 

F10So ENTER-OEV/TEST/OPT/ (OOS/VS) 

The message serial number (identification) and message text 
are identical for both the DOS!VS and OS!VS systems. 
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When TOLTEP is started, the control terminal operator is 
prompted with the message 

ENTER - DEV /TEST/OPT 

The operator responds to this message as for other OLT 
requests (OLTEP). He also may enter any of the following 
TOLTEP verbs : 

as'<ing for help. PROMPT 
CT=term 
DUMP 
CANCEL 
TALK 

switching the TOLTEP control terminal 
causing a dump 
terminating a TOLTEP session 
communicate with the OLT. 

• Devices to be tested! 

• Tests to be run! 

• Options to be in 
effect during testing! 

PROMPT 

CT = term 

DUMP 

UPDATE (OSIVSI 

TALK 

CANCEL· 

• Ends TOl TEP session 

- See example of console printout (page 12-5) 
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'" 

( • 'l, ( 
CONSOLE PRINTOUT EXAMPLE 

F net, test 

IST0971 MODIFY ACCEPTED POO 
ITA 1 021 ISTOLTEP R. 2.0 INITIALIZATION IN PROGRESS PDQ 
ITA107I OPTIONS ARE NTL,NEL,NPP, FE,NMI, EP, CP, PR,NTR,NAP POO 

*01 ITA1050 ENTER DEV/TEST!OPT/ POD 
r 01,t3767z/3700sna/nfe/ 

IEE600I REPLY TO 01 IS 'T3767Z/3700SNA/NFE/' 
ITA158I S T3700SNA UNIT 0033 T3767Z POO 
ITA158I T T3700SNA UNIT 0033 T3767Z POO 
ITA1071 OPTIONS ARE NTL,NEL,NPP,NFE,NMI, EP, CPr PR,NTR,NAP PDO 

.02 ITA10SD ENTER DEV/TEST/OPT/ pOO 
r 2,cancel 

1EE6001 REPLY TO 02 IS I CANCEL I 

ITAS48I IS'rOLTEP NO LONGER REQUIRES T3767Z POO 
V net,id=t3767z,logon=istoltep 

IST097I VARY ACCEPTED POO 
IST1201 ·LOGON COMPLETE FOR NODE T3767Z PDQ 

*03 ITA920D MAY T3767z BE USED FOR TESTING-REPLY YIN pDO 
r 3,y 

1EE6001 REPLY TO 03 IS 'y' 

TERMINAL PRINTOUT EXAMPLE 

logon applid (istol tep) 

ITA102I ISTOLTEP REL.2.D INITIALIZATION IN PROGRESS 
ITA1071 OPTIUNS ARE NTL,NEL,NPP, FE,NMI, EP, CP, PR,NTR,NAP 
ITA10SD ENTER DEV/TEST/OPT 

« { 4 

Initializing TOLTEP 

Running 3700SNA 
(API Echo) OLLT 
to test 3767 

Cancelling 'fOLTEP 

Logging on a terminal from 
system console for terminal 

to have control of running test 

I Logging on from remote 
, terminal to TOLTEP 

·fiJ 
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370X ON·LINE LINE TESTS 

..., DESCRIPTION Q!. :!'!2!2. 

The 3704/3705 Communications Scanner On-Line Tests 
(OLLT's) were designed to functionally test the 
per-line hardware (line sets, line adapters, integrated 
modems, and automatic call originate features) of the 
3704/3705 Communications Controller, and SOLe link.s 
attached to the 3704/3705. 

The OLLT's reside in the host CPU. The individual OLLT 
modules build 'interpretive command chains I which are 
passed to the On-Line Line Test Control Program 
(OLLTCP). The OLLTCP, in tUrn puts the command chains 
into a Path Information Unit, or PIU. The PIU is given 
to the OLT execu ti ve, TOLTEP, which sends the P IU , 
through VTAM, to the NCP residing in the 3704/3705. The 
NCP decodes the individual interpretive commands and 
performs the indicated operation. 

Some of the interpretive commands initiate certain 
hardware manipulations or buffering operation, e.g., 
set LCD/PCF, send data, etc. Other commands are used to 
check the results of such operations and control such 
things as error branching and looping. 

When execution of a command chain is complete, the NCP 
returns certain information relating to the results of 
the command chain (the OLLTCB) and any received data 
back to the OLLT in the host. The OLLT analyzes the 
results and sends over the next command chain or issues 
an error print, as appropriate. 

All of the foregoing takes place while normal VTAM and 
NCP operations continue on all other lines not being 
tested. 

The OLLT's may be divided into two categories: 

1) Those primarily designed for customer problem 
identification, and 

2) Those primarily designed for use by the CEo 

The tests in the first category were designed to be 
Simple to run and to verify proper operation in the 
normal environment, i.e., use the same line control 
values as used by the NCP, etc. The tests are T3700LTA 
through T3700LTF. 

Only one test falls into the second category, T3700 LT. 
This section tests all the same functions as those in 
the first category, provides for an external data wrap, 
and also allows for the optional selection of such 
things as the data to be wrapped, the LCD, etc. 

The following sections describe the individual tests. 
Refer to the 3704/3705 FETMM for details on the data 
paths and hardware operation of the individual 
diagnostic wraps. 
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'!'3700L'l'A - provides for an internal data wrap. 
Utilizing the hardware diagnostic wrap facilities of 
the 3704/3705 coIt',munications scanner, this section 
tests the data path. of a line set, up to (but not 
through) the line drivers and terminators. ';hi5 section 
has only one routine. 

The following illustrations show samples of the 'Ut:v I 
field to the test request message and are used to 
illustrate the T3700L?A test sequence. 

Since full duplex lines have only one symbolic na~e but 
are made up of two 3704/3705 ad.dresses, the internal 
wrap will be run twice for each full duplex line to be 
tested. The 'TX' and 'RX' symLols, used below, indicate 
the respective transmit and receive lines of a full 
duplex pair. 

'i'he symbols 'Wn' and ''i'n' indicate the respective wrap 
and test lines, where In' indicates the sequence of the 
test. Examine the following examples and the 
descriptions that follow. 

a) LONDON, MAHCHESTr::R, GLASGOW 
(TX) (RX) 

PASS 1: W1 T1 
PASS 2: W2 T2 
PASS 3, W3 T3 
PASS 4 : T4 W4 

b) MANCHESTER, LONDON 
(TX) (HX) 

PASS 1: W1 ~'1 
PASS 2 : W2 T2 
PASS 3 : T3 W3 

In example a), 'LONDON' is used as the wrap line, 
throughout the test, since it is the first line entered 
in the test request message. Each line, in turn, is 
then selected as the test line. (Both transmit and 
receive sides of full duplex lines are tested). When 
the last line entered has been tested, it is then used 
as the wrap line, and the firts line (which has not yet 
been tested) is used as the test line. 

The sequence is the same in example b). Note that the 
transmit line side of 'MANCHESTER I is used throughout 
as the wrap line, just as 'LONDON' was in example a). 

Up to sixteen symbolic names may be entered in the 
'DEV' field of the test request message. 

'I'his test section can be utilized to test the per-line 
hardware of the 3704/3705 up to tile line drivers. It 
tests the ability of the receive (test) line to strobe 
in data and present it to the Communications Scanner. 

If a problem is suspected on only one line of the 
3704/3705 1 this section should be run first, with the 
failing ll.ne used as the receive (t.est) line. If the 



test indicates a failure, the problem is probably in 
.."., the associated line interface cards (the problem may 

also possibly be in the associated Line Interface Sase 
cards) • 

If several lines are failing, examine their addresses. 
If they are all on the same Line Interface Base (LIB), 
then suspect a problem in that LIB. If they are not on 
the same LIB, suspect a problem in the Communications 

,..,., Scanner itself. 

Remember that the actual line drivers are not tested. 
Therefore, if a single line is failing, but the test 
section runs and the trouble still seems to lie in the 
3704/3705, suspect the line drivers. 

. T3700LTB ...,,--
T3700LTB - provides for a modem data wrap. This section 
was designed to test the 1200 BPS half and full duplex 
integrated modems and the 2400 BPS full guPlex 
integrated modem. This section may iISo e used to test 
external 3872, and 3875 modems attached to 3704/3705 

~r~~~l~io~~n~~t i~e~:s;e~~~~~ns~~o~~ ~:t;~ine the 
type of modem. If internally clocked, the section 
assumes an integrated 1200 BPS modem. If externally 
clocked, it assumes an integrated 2400 BPS modem or 
external 3872/3874/3875. 

This test section has three routines. All three 
routines perform the same function. The only difference 
is in the selection of data rate select. 

Routine 

Routine 

- 1200 BPS integrated modems only. (No data 
rate select) 

- 2400 BPS integrated modems or 3872, 3874, 
3875. This routine runs with the higher 
modem speed selected. (Data rate select 
on) • 

Routine 3 - 2400 BPS integrated modems or 3872, 3874, 
3875. This routine runs with the lower 
modem speed selected. (Data rate select 
off) • 

Note : if running with an external 3872/3874/3875 modem 
1--../ whose mode switch is not in the 'external' position, 
~ both routines 2 and 3-wTll be run; however, the modem 

will actually be tested only at the speed selected by 
the mode switch. 

The following illustrations show examples of the 'DEV' 
field of the test request message and are used to 
illustrate the T3700LTB test sequence. 

III 
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The sequence of testing is similar to that of T3700LTA. 
Since T3700LTB tests modems, however, there is a 
difference. When a full duplex line is encountered by 
T3700LTB, the transmit side is always used as the wrap 
line and the receive side is always used as the test 
line. Examine the following examples and the 
descriptions that follow. 

a) BIRMINGHAM, LONDON, LIVERPOOL 
PASS 1: W1 T1 
PASS 2: W2 T2 
PASS 3 : T3 W3 

b) MANCHESTER, LEEDS, LIVERPOOL 
(TX) (RX) (TX) (RX) 

PASS 1: W1 T1 
PASS 2: W2 T2 
PASS 3: W3 T3 

In example a), I BIRMINGHAM I is used as the wrap line, 
throughout the test, since it was the first line 
entered. Each line in turn is then selected as the test 
line. 

Example b) illustrates, however, that whenever a full 
duplex line is encountered, its transmit side is used 
as the wrap line. 

Up to sixteen symbolic line names may be entered in the 
test request message. 

This section should be run only after successful 
completion of T3700LTA (to insure that the - set itself 
is operative). If T3700LTA runs successfully and this 
section does not, suspect a definite problem in the 
1200 BPS integrated modem. Refer to the 3704/3705 
FETMM for addition service aids and information. 

T3700LTC - provides for execution of a modem self-test. 
This section was designed to test the 2400 BPS half 
i8~gex integrated modem and external 3872, 3874;-&:nd 

modems attached to 3704/3705 h!1! duplex lines. 

This section has two routines. Both provide the same f 
function. The only difference is the state of data rate \ 
select. Routine 1 runs with the data rate select 
interface lead on (the high modem speed) and routine 2 
runs with it off (the lower modem speed). 

Note : If running with an external 3872/3874/3875 modem 
whose mode switch is not 'external' position, both 
routines 1 and 2 willDi run 1 however, the modem will {" 
::;~~a;;l t~~. tested only at the speed selected by the 

Since this section requires only one line at a time to 

-'~ 



run, illustrations are unnecessary. Enter the name of 
each line to be tested. Each line, in the order 
entered, will be tested. Up to sixteen line names may 
be entered. 

This section should be run only after successful 
completion of T3700LTA (to insure that the line set 
itself is operative). If T3700LTA runs successfully and 
this section does not, suspect a problem in the modem. 
(For externally attached modems, T3 7 0 OLTA may be run 
first to check the 3704/3705 interface and the 'test l' 
posi tion of the modem may be used to check the modem) • 

Refer to the 3704/3705 FETMM for additional service 
aids and information. 

T3700LTD - provides for a test of the Autocall 
originate (ACO) feature of the integrated modem. It may 
also be used to exercise externally attached autocall 
units. Basically, the test is performed by dialing 
numbers selected by the operator. 

There are two routines in this section, also. The first 
routine dials a valid telephone number and tests for 
successful connection. The second dials an invalid 
number, no answer or busy, and tests for no 
connection. 

The numbers to be dialed may be entered by the operator 
at either of two times. The first is at the time the 
test is requested, by supplying the numbers in the 
EXT=field of the test request message. None, one, or 
both of the numbers may be entered at that time. The 
second is at the beginning of each of the routines. If 
the dial number for the individual routine was not 
entered in the EXT=field, a request will be made for 
the operator to enter it. 

This section, also, requires only one line at a time. 
Enter the name of each line to be tested up to a 
maximum of sixteen names. Each line will be tested, in 
the order entered. 

The telephone numbers to be dialed by this section may 
be entered at the same time the lines are selected. 
This is done by providing them in the EXT=option of the 
'OPT ' field of the test request message. If this is 
deSired, enter the numbers in the EXT~option, as 
follows : 

a) The telephone number for routine 1, routine 2, or 
both may be entered. If both are entered, they 
must be separated by a comma. If only the number 
for routine 2 is entered, it must be preceeded by 
a comma to indicate the absence of the number for 
routine 1. (Example: EXT=,4451). If only the 
number for routine 1 is entered, no comma is 
necessary. 
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b) Total length of the EXT=field may not exceed 54 
characters. The total lenqth of either telephone 
number may not exceed 34 characters. (If the total 
length of both numbers exceeds 54 characters, omit 
one of the numbers. When the routine requiring 
that number is executed, it will ask: for it). 

c) Only the characters 0-9, I?', I" I or I I may be 
entered. 

If this section detects any failures in the ACO feature 
of the integrated modems, refer to the 3704/3705 FETlo"..M 
for diagnostic flowcharts, service aids, and additional 
information. 

T3700LTE - provides for execution of the SDLe link 
test. This test is designed to aid in isolating 
failures on an SOLe link. 

This section automatically sends the SDLe test frame 10 
times and does not allow optional data to be sent in 
the test frame. 

Since this section requires only one line at a time to 
run, illustrations are unnecessary. Enter the name of 
each line to be tested. Each 'line, in the order 
entered, will be tested. Up to sixteen line names may 
be entered. 

This section should be run only after successful 
completion of T3700LTA, and T3700LTA, and T3700LTB or 
T3700LTC if integrated modems or 3872/3874/3875 modems 
are being used. This section is used to help isolate 
failures on an SOLe link. Analyzation of the statistics 
accumulated at the primary and secondary stations is 
helpful. 

On full duplex links, the use of wrap blocks or other 
methods of wrapping the transmit and receive 
interfaces, may be helpful. The lines should be wrapped 
in such fashion that all normal interface si9nals are 
present and send data of the transmit interface is tied 
to receive data of the receive interface. The lines may 
be wrapped anywhere, even down-line. Half duplex links 
may not be wrapped. 

Note - The LU, PU and Line must be deactivated in order 
to run this test G 

l \ 
I, 

r 

T3700LTF - provides for a test of the break circuitry ;!,. 

of the integrated 1200 bps modem with break feature. 1 

This section has two routines. The first tests the 
ability of the break circuitry to detect a mark 
frequency and the second routine tests its ability to 
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detect a space frequency • 

. ..,." Note : It is recommended that section T3700LTB be 
successfully run before attempting to run this 
routine. 

Since this section requires only one line at a time to 
run, illustrations are unnecessary. Enter the name of 
each line to be tested. Each line, in the order 

. entered, will be tested. Up to sixteen line names may 
~ be entered. 

This section should be run only after successful 
completion of TJ700LTA and TJ700LTB. If both of these 
sections run okay and T3700LTF fails, the problem is 
most likely to be in the modem I s break feature 
circuitry. 

T3700LT - CE utility and external data wrap. This 
section provides for te-stinq any of the same functions 
tested by TJ700LTA through TJ700LTE. It also provides 
for an external data wrap. In any of these cases, the 
operator may optionally specify 

a) The data to be sent. 

b) The LCO to be utilized. (If SOLC, the operator may 
also specify if NRZI mode is to be used). 

c) The set-mode SOF to be utilized. 

The device entry for this section differs from that of 
the other test sections. For this section, only one or 
two symbolic line names may be entered in the test 
request message. The second line name entered, if there 
ia one, will be used as the wrap line. (Some tests 
under T3700LT do not require a wrap line. In addition, 
if either of the lines whose names are entered are full 

~duplex lines, message ITB502 will occur. Thia mesaage 
is a request to select the side of the line to be 
utilized, i.e., transmit or receive. 

If no wrap line is entered (only one line name 
entered), and the test line is full duplex, the side 
not. selected in response to message ITB502 will be used 
aa-the wrap line. 

,.." Thio section when used in conjunction with T3700LTA can 
help isolate a problem to the 370Q/J70S line drivers. 
First, run T3700LTA to verify the operation of the line 
set. Then attach external wrap blocks on the 370Q/370S 
line drivers or receivers. 

The above description does not fully cover the 
facilities available under this section. The reader 

, .) should therefore refer to 3704/5 Communications Scanner 
~On-Line Testa form 099 - 370C for a more comprehenSive 

description. 

III 
!: 
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Description 

The API Echo Test is designed to verify the integrity 
of the link between the terminal and the central site. 
This is done by sending to the terminal the data that 
was requested the number of times specified. 

The above takes place while normal VTAN and NCP 
operations continue on all terminals not being tested, 
including other Terminals on a mul tidropped T. P. line. 

T3700SNA - provides for echoing the data to the .( 

~~!~a~f ~~:e;e~~e~~i~e~~P~'~t a~~~t~~~~e~~e~o d~~~a t~: \:" 
requested, the test will send default test data to the 
test terminal. 

Products supported 

3270 SNA 
3767 
3770 

1 - Device Field 

This section will test only one terminal at a time. 
Enter the symbolic name of the terminal to be tested. 

2-~~ 

T3700SNA is the test section name. 

Data to be echoed by this section may be entered at the 
same time the terminal is selected. This is done by 
providing it in the EXT= option of the IOPT I field of 
the test request message. (See note). If this is 
desired, enter the request in the EXT= option, as 
follows : 

a. 2 digit number for the times to receive the data 
followed by the data. (Example :EXT=99ABC •• Z). 
(This will send ABC ••• Z to the test terminal 99 
times) • 

Note :only Alpha-numeric characters will be echoed. 
caution :Over-printing will result on Test devices 
that require a carriage return character in its data f
str~m. , 

b. 2 digit number for the times to receive the standard 
message. (Example :EXT=99). (This will send A-Z, 

page 13-8 



0-9 to the test terminal 99 times). 

c. 2 digit number for the times to receive the data 
followed by X' then data. (Example :EXT=99X'FFFF). 
(This will send the Hex text (FFFF) to the terminal 
99 times). 

~ :g ~ ~ ~ ~ request ~, t 
he 

-EXT=OPtion ~ be used to request YYDATA. 

d. The word BIND to display the bind parameters for the 
symbolic unit in the Test field. 

Selecting the Echo options 

T3700SNA provides for selection of three different 
options in addition to allowing the operator to specify 
the da ta to be echoed. 

This message 'ENTER YYDATA, PROMPT, or END I will occur, 
providing an opportunity to select any of the following 
options : 

a. 'YYDATA' - YY is number of times to repeat the data. 
Data is the information to be echoed. 

b. 'PROMPT' - This will prompt the user of the YYDATA 
format. 

c. 'END' - Terminates the Echo Test. 

NOTE :If no options are selected, the test will repeat 
the last requested option (YYDATA). 

Selecting the Echo Data 

The 'DATA I option allows specification of the data to 
be transmitted during the selected test. Up to 100 
bytes of data may be specified. 

The data can be one of two formats 

~ (1) Normal keyboard data lie. ABC ••• Z 

(2) Hex data :ie. X'F1F2 

Hex data must be preceded by X' and consist of an 
even number of characters. 

,..., Reference documentation 

API echo 099-37000 

1 - NAME/T3700SNA/ / 
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Where :NAME is the symbolic name of the terminal to be ( 
tested. 
T3700SNA is API Echo Test. 

This example will select the terminal called 'NAME' and 
send a message to it requesting what data to echo. 

2 - */T3700SNA// 

This example is used when the test terminal and control 
terminal are the same. Only the * is required for the 
symbolic name. 

3 - NAME/T3700SNA/EXT=YYDATA/ 

EXT=YYDATA is requesting the Echo Test to send 'DATA' 
to the terminal YY times. 

q - NAME/T3700SNA/EXT=YY/ 

EXT=YY is requesting the Echo Test to send Default Test 
Data (A-Z, 0-9) to the terminal yy times. 

5 - NAME/3700SNA/OPT ,EXT=YYX' DATA/ 

EXT=YYX'DATA is requesting the Echo Test to send the 
data in Hex to the terminal YY times. 

The diagnostic programs detailed in this section are 
designed to test and provide functional exercisors 
for: 

* 3271 Remote Multiplexor Control Unit with SNA 
Feature 

* 3275 Remote Standalone Display Station with SNA 
Feature 

wi th attached 
* 3277 Display 
* 3284 Printer 

3286 Printer 
3288 Printer 

~ INITIATION 

station 

Test execution is initiated through the normal 
executive operator requests. The test ID shall be 
R3270D. The variations for inclusion in the request 
message are : 

EicT':~~~. NAME/R3270D/OPTIONS/ will cause a default to r' 

NAME/R3270D/ (OPTIONS) , EXT=xxx/ '-where xxx entries are 
explained below and a specific set of OLTs can be 
selected. 
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Specific portions of the OLT package can be selected by 
the use of an 

EXT= entry in the options field of the operators 
request message. The permitted entries for EXT= are: 

ENTRY 

CHK 

MAN' 

KEY' 
MAG' 
PAT* 

TESTS SELECTED 

Check tests (Functional 
Exercisors) 
Manual tests (includes both KEY 
and MAG). 
Keyboard tests. 
Magnetic Card Reader. 
Patterns for Display Station or 
Buffered Printer. 

PAT,DPRT* Patterns for dedicated printer 
(Non-Buffered) • 

RPQ RPQ Tests (For Future Use). 

These entries should be proceded by option 
MI, e.9., ... 

(SYM NAME) /R3270D/NFE ,MI ,EXT=MAN/' 

~ Selection 

FUnctional Exercisors (£!!!S) 

ROUTINE TEST DESCRIPTION 
NUMBER (CHK) 
DECIMAL 

1 Write and Read all Graphic Characters 
2 
3 
4 
5 
6 
7 
8 
9 
10 

Start Field Order with all valid attributes 
Insert Cursor with all WCCs 
Erase all unprotected command 
Erase Unprotected to Address Order 
Repeat to Address order 
Program Tap order 
Copy command 
Start Printer 
APL Graphic character test 

ROUTINE TEST DESCRIPTION 
NUMBER (KEY) 
DECIMAL 

31 
32 
34 

~~~~~~a~~tR~§gg~raIghg~~Ck 
APL Keyboard Check 

page 13-11 



ROUTINE TEST DESCRIPTION 
NUMBER (MAG) 
DECIMAL 

61 Test Magnetic Card Reader and Cards 
Reader and Cards 

~(ill) 

ROUTINE TEST DESCRIPTION 
NUMBER (PAT) 
DECIMAL 

91 RFT's Menu Pattern 
92 Copying all characters and symbols 
93 Test Patterns for 480 buffer alignment 
94 Test Pattern for 1920 buffer alignment 
95 Check Program Tab and Erase unprotected 
96 Universal pattern display 
97 New Line function test 

Reference Documentation 

Remote 3270 Display system 099-32700 

R 01, 3277D/R3270D,91,92/NFE,MI,EXT=PAT/ 

where : 
32770 is the symbolic name of the terminal 
R3270D is the test 
91 ,92 are the routine numbers to be run 
NFE,MI,EXT=PAT is the pattern test with options 
specified. 
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SOLe LINK TEST 1 (L TE) 

DESCRIPTION 

The SOLe Link Test, provided within the SNA 
architecture, is basically an echo test. The primary 
SDLe station sends an SDLC I TEST I frame down the link 
to the secondary station. If the secondary station 
receives the 'TEST' frame without errors, it resends 
the frame to the primary station. 

The SOLC Link Test is implemented in all SDLe devices. 
In the 370Q/3705 it is implemented in two vehicles. The 
first is in the the Internal Functional Tests (1FT's), 
and is commonly referred to as Link level O. The IFT's 
provide support for the 370Q/3705 to act as either a 
primary or secondary station and require that the 
entire 370Q/3705 be dedicated to the test. (Refer to 
the descriptions of routines X6FO and 15FO in D99-3700A 
for further detail) . 

The second is in the ON-Line Line Tests (OLLT's), and 
is commonly referred to as Link Level 1. This Level of 
the Link Test provides support for the 3704/3705 to act 
as a primary station only, and requires only the line 
to be tested be dedicated to the test. This level of 
the Link Test is described in the following 
para9raphs. The' test' frame that is sent is the same, 
regardless of the level of the test. Operating 
procedures and requirements, and statistics accumulated 
may be different. 

All SDLC frames are of structure as shown in figure 1. 
I The command field, for a 'TEST' frame indicates 'TEST'. 

'wi 

'."., 

The optional data field mayor may not be present. 
(T3700LTE does not allow the optional data field, while 
test 6, under T3700LT, does). 

Pad Pad F A C dd BC BC F ee 

where, 

Pad alternate data transition characters for clock 
correction: X'QO' if NRZI mode, 'XAA' if not 

F = SDLC flag characters : X'7E' 

A SOLe station address byte 

C SOLe corcunand byte ; X'F3' for 'TEST' . 

dd - optional data field. 

BC block check (CRC) characters. 
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ee ending transmission of idle character X'FF' 

Note : All characters between the two flags are defined 
as a frame. If NRZI is in use, the actual bit pattern 
on the line will be different due to NRZI mode. Also, I~ 
SOLC zero bit insertion/deletion apply to all ' 
characters ~ the frame. \r,_ 

OPERATION 

The Link Test OLLT sends a 'TEST' frame down the line. 
The secondary station (SOLe device or remote 370ij/3705) 
acts as follows : 

a} Buffer the received frame. 
b) Check the block check characters. 
c) Check for valid address and command bytes. 
d} Maintain statistics 
e) If no errors in receiving the frame, return the 

frame to the primary. (If more optional data is 
received that can be buffered, the basic 'test' 
frame is returned without the optional data). 

(Note that some SOLe devices may respond differently. 
These differences are beyond the scope of this 
document. Information relating to the responses of an 
individual device should be obtained from the 
documentation for the specific device). 

The Link Test OLLT checks the frames received from the 
secondary station in a fashion similar to the secondary 
station. In addition the optional data field received 
is compared to the optional data sent. Statistics are 
gathered and printed prior to test termination. 

Since this section requires only one line at a time to 
run, illustrations are unnecessary. Enter the name of 
each line to be tested. Each line, in the order 
entered, will be tested. Up to sixteen line names may 
be entered. 

e.g. SYM NAME/T3700LTEII 

- See console printout example (page 14-5) 
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~ ~ Statistics Table 

The following describes the Link Test statistics table. 
This table is immediately printed following the 
transmission of the requested number of SDLe I TEST I 

frames. Any hardware errors occuring while transmitting 
the frames will be printed first. Note that this table 
will always be printed whether or not errors occurred ; 
however, if no errors occurred there will be no I * I on 
the TOLTEP test terminate message. 

Example of table 

T3700LT - 00 RTN 001 - OEV/LN OOB SLBSCAD ECA 0 RETNUM 00000 

LINK TEST STATISTICS (IN HEX) 

FRMS REQUEST-OOOA 
BCC ERRORS -0000 
INV A/C FLO-DODO 
'CMDR' RESP -0000 

FRMS TX 
HRDWARE ERR 
DATA NT RCVD 
'NSA' RESP 

-OOOA TOT RCVO FRM-OOOO 
-0000 TIME OUT ERR-aOOA 
-0000 INCORRECT OAT-DODO 
-0000 RCVO WID ERR-DODO 

ACCUMULATED SCF -01 
ACCUMULATED RCVD DATA BITS IN ERROR 

0000 

a) FRMS REQUEST - The number of frames requested 

b) FRMS TX 

to be sent. (if T3700LTE, this will 
always be X' OA'). 

- The actual number of frames 
transmitted successfully. 
(Transmission of frames 
hal ts if any error is 
detected while transmitting). 

c) TOT RCVD FRM - The total number of frames 
received. This count 
includes all frames received, 

,.,., including fra.mes in error. 

d) BCC ERRORS 

e) HRDWARE ERR 

The number of frames received in 
which block check errors occUrred. 

- The number of receive operations 
tha t ended because of one or 
more hits in error in the SCF. 
As each level two interrupt occurs, 
bi ts 0, 2 and 3 of the SCF should 
be off. 

f) TIME OUT ERR - The number of receive operations 
that ended in a timeout, Le. 
nothing received within three 
seconds. 

g) INV A/C FLD - The number of frames received whose 
station add.ress was not equal to the 
station address sent, or whose 
command field did not contain 
X/'F3' • 
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h} DATA NT RCVD - The number of frames received that 
contained no optional data when 
optional data was included in the 
frames sent. 

i) INCORRECT OAT - The number of frames received whose 
optional data fields did not compare 
wi th the optional data sent. This {-

also includes the number of frames ,. 

j) I CMDR I RE5P 

k) I NSA' RESP 

that included data when no data was 
sent. 

- The number of frames received whose 
command field contained I CMDR , 
(command rejects) : 

- The number of frames received whose ( 
command field contained 'NSA', -I, 
(non-sequenced acknowledgement) : 
X'?3' • 

1) RCVD W/O ERR - The total number of frames received 
without error, i.e., all frames 
whose receipt was not included 
in any of the fielas-described 
in d-k above. 

m) ACCUMULATED SCF - The accumulated SCF. As each frame 
is received the ending SCD is or'ed 
into this field. 

n) ACCUMULATED RCVD DATA BITS IN ERROR - As each frame 
is received, the frame is compared 
with the frame sent. Each bit in 
error is ar'ed into this field. 
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EXAMPLE OF RUN LINK TEST 

ITA1071 OPTIONS ARE NTL,NEL"NPP,NFE,NMI, EP, CP, PR,NTR,NAP p01 
*32 ITA105D ENTER DEV/TEST/OPT/ POl 
R 32,A023/T3700LTE/NFE/ 

ITA548I ISTOLTEP NO LONGER REQUIRES A023 pal 
ITA158I S T3700LTE UNIT 0000 A023 pal 

*33 ITB531D - ENTER THE ONE BYTE STATION ADDRESS IN HEX pal 
R 33,C1 

t 

T3700LTE-00 RTN 001 DEV/LN 0000 A023 ECA a REFNUM 00000 pal 
POI 

LINK TEST STATISTICS (IN HEX) pal 
POl 
FRMS REQUEST-DODA 
BCC ERRORS -0000 
INV A/C FLD -0000 
'CMDR' RESP -0000 
POl 

FRMS TX -DODA 
HRDWARE ERR -0000 
DATA NT RCVD-OOQO 
'NSA' RESP -0000 

ACCUMULATED 
ACCUMULATED 

SCF -aD pal 

00000000 
POl 
pal 

RCVD DATA BITS IN ERROR pal 
POl 

TOT RCVD FRM-OOOA P01 
TIME OUT ERR-OOOO pal 
INCORRCT DAT-OOOO pal 
RCVD W/O ERR-OOOA pal 

ITB533I 
ITA158I 

- TEST 6 ENDED ON A023 (0846/NONE). pal 
T T3700LTE UNIT 0000 A023 pal 

II 
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MISCELLANEOUS DATA RECORDER (MDR) 

DESCRIPTION 

~he 3705 Network Control Program (NCP) and VTAM provide 
records as input to the Miscellaneous Data Recorder (MDR). 
VTAM recognizes these records by the system response (X'OA ' ) 
set by the NCP in the BTU. The text portion of the MDR 
record consists of a field of up to 25 bytes. The third byte 
of the field is the recording mode byte, which is used to 
differentiate between the types of NCP MDR records. The 
fourth byte, the record ID byte, is always set to X'OS' 

~ndicating to VTAM that this is a 370X MDR record. 

The recording mode byte (third byte) is broken down as 
follows : 

High-order Hex digit indicates the error category 

0000 •••• - 3705 TP Line Errors 
0001 •••• - 3705 Temporary Errors 

~ The two Hex digits together indicate 

0000 0000 - Permanent SDLC Line Errors 
0000 a001 - Statistical Data on Line Errors 
0001 0000 - Channel Adapter Temporary Error 
0001 000 1 - Communications Scanner Temporary Error 
0001 0010 - Program Checks Temporary Error 
0001 0011 - Miscellaneous Program Level 1/Level 3 

Temporary Error 

The Temporary errors are further defined by the fifth 
(+X' 04 1 ) byte of the t>1DR record. 

If the recording mode byte (+x'02') is a XI 10' (Channel 
Adapter Temporary Error) then : 

Error Record 
Byte (+X'04') 

X'02' 
Xl 04' 
X' 84 I 

Applies to 

Type Channel Adapter Position 
Type 2 Channel Adapter Position 
Type 1 Channel Adapter Position 

'.......if the recording mode byte (+X' 02') is a X111' 
~(Communication Scanner Temporary Error) then: 

Error Record 
Byte (+X' 04') Applies to 

X'OB' Type 2 Communications Scanner 
Position 4 

X 1 10' Type 2 Communications Scanner ...., Posi tion 3 
Xl 20' Type 2 Communications Scanner 

Position 2 
X'qO' Type 2 Comrnunications Scanner 

Position 1 
X'CO' Type 1 Communications Scanner 

Posi tion 1 

:rhe OS utility IFCEREPO and DOS EREP prints a formatted dump 
'~t these error records from the data set (SYS1 .LOGREe). 

Figure 1 shows an example of a Permanent SDLe Line Error 
MDR. 
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PERMANENT SOle LINE ERROR MDR 

I/O DEVICE EDITING ---

RECORD ENTRY TYPE 
CPU MODEL 0145 
DOS RELEASE LEVEL 
DEVICE TYPE 
CHANNEL UNIT 
RESOURCE ID 

- VTAM MDR 
SERIAL 750109 
32 

SOURCE - OUTBOARD 

RECORD TYPE 
LIB ADDR 

3705 
ADDRESS 0050 

201F 
- PERMANENT SDLC 

002A 

RESOURCE NM1E LINE2A 
LINE ERROR 

LINK INFORMATION 
CCB TYPE CONNECTION 
CCB TYPE FLAGS 

FLAGS 00 
21 

LXB COHMAND 8D 
LXB "'lODIFIERS 0000 
LXB HLII.H~D CTRL CMD 00 

LAST ERROR, BIT DECODE 
EXTENDED ERR STAT FLG 0 
FORMAT EXCEPTION FLAG 0 
CHARACTER SYNC CHECK 0 
DATA CHECK 0 
SDLC POLL FINAL BIT 0 

LAST ERROR EXT STAT 
OVERRU~~/UImERRCN FLAG 
BLOCK OVERRU~~ 

ABORT BLOCK 
HOUITOR COUNT OVERFLO 

LOCAL (PRI) STATION INFORMATIOt: 
SCB DEVICE TYPE 00 
SCB LINK SCHEDULING FLAGS 0000 
SCB OUTPUT CONTROL FLAGS 00 
LXB XMTD BLU CMD FIELD 00 
LXB RCVD BLU CMD FI ELD 00 
SCB SEQUENCE N(R) 0 
SCB SEQUENCE N(SI 0 
SCB BLKS OUTSTANDING COUNT 000 
SCB PASS COUNT 000 
SCB I-FORMATS TRANSMIT CNT 000000 
SCB TEMP XMIT ERROR COUNT 000 

,~-.,...'\\ ~~"~""', /'", 

'- / 

LXB LAST ERROR STATUS 
LXB LAST ERROR EXTENDED STATUS 
LXB FIRST ERROR STATUS 
LXB FIRST ERROR EXTENDED STATUS 

FIGURE 1 

"""~,, 

06F4 
00 

0000 
00 
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~he following pages contain a breakdown of the most 
1-~~~~r~~~~r;~~ldS contained in the MDR for 'Permanent SDLe 

lXBCMOOS 

LXBIMCTL 

Byte 0 Command modifiers : 

x... 1=Suppress ending a new command 
due to outstanding status 

O=Immediate end to new command 
when status is outstanding 

.x.. 1=No retry 
O=retry 

••• x 

••• x 

Byte 

1 =Inunediate retry if errors 
while normal polling 

O=if errors, retry at next 
normal poll cycle 

1=00 not release transmitted 
buffers after ACK 

x ••• 1=Perform command reset step first 
O=Normal command execution 

Immediate control command flags : 

x'ao' Reset immediate issued 

Set Mode Commands (for idle 
or busy lines) 

X'04' Read line type 
X'06' Set text error retry limit 
X'10' Set receive buffer cutoff factor 
X'12' Start line trace 
X'14' Stop line trace 
X'1S' Set operation link 
X I 1A' Reset operational link 

Set Mode Commands (idle 
lines only) : 

X 1 05' Set line adapter interface 
parameters 

X'D?' Set line control procedure 

LXB line type : 

x'ac' Primary SDLC station mask 
X'SE' Secondary SDLC station mask 
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lXBCMAND 

x' B3' 
X'BD' 
X'BF' 
X'30' 
X' 32' 

LXBEXTST 

1 ••••••• 

•••• 1 ••• 

.• 1. 

••• 1 

SCBTYPE 

x ••• 

•• 1. 
.1 •• 
• • 1. 
" oX 

page 15-4 

LXB command 

Disable 
Enable 
Dial 
Run SDLC link 
Run initial (remote NCP) 

Extended error status 

Qverrun if LXBSTAT Bit 4 = 0 
1. Lost character, PDF overlayed 
2. Flag received off boundary 

1 = Under run if LXBSTAT Bit 4 = 
Character in PDF transmitted 
more than one 
(Limit 127 retries LSBRTYCT) 

Block overrun occured 
Level 3 block processing in progress 
when another block available from L2 

Abort received 
Eight consecutive 1 bits received 

Monitor count overflow 
64 temporary I format receive 
errors have occured 
1. I format receive data check 
2. I format receive format checks 
3. I format receive aborts 

Station type 

1=Duplex station 
O=Half duplex station 
Switched SDLe station 
Terminal node (Type 1 PU) 
Cluster controller (Type 2 PU) 
1=Intermediate node (INN) 
O=Boundary node (BNN) 



l(BSTAT (BYTE 01 ..., 
Byte 0 

1 ••• 

.1.. 

.• 1. 

••• 1 

000. 
001. 
010 
011. 
100. 
101. 
11 o. 

111. 

Status equates : 

Extended error status 
see LXBEXTST 

Format exception 
invalid SDLe format 

1. Frame contained Data (NSA, SNRM) 

2. Not a complete frame 

3. The following is a list of 
LXBSTATC values and the reason for 
the format exception : 

DE Rec REJ, line is not duplex 
1C Rec RR or in NS Phase 
1E Rec XIO in RR or RNR phase 
A2 Rec Invalid SOLe Command 
AS Rec SOLe Oisc 
AC Rec RQI 
B2 Rec sOLc SNRM 
86 Rec SOLC ROL 
BC Rec NSA in RR or RNR Phase 
ED Sent SNRM did not rec NSA 

Synch check 

FCS error (data check) 

Run command error/exception 
phase field : 

No Command Active 
SOLe I-format sent or SOLC RR sent 
SOLe RNR sent 
SOLC NS command sent 
Transmit 
Error while sending text I-format 
Error while sending normal polling or 
response S-format 
Error while sending NS control sequence 
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LXBSTAT (BYTE 1) 

Byte 1 

000. 

a 000. 

a 110. 

a 111. 
1 110. 

1 111. 

001. 

o 000. 

o 010. 

o 110. 

1 010. 

011. .... 
0 000. 

0 001. 

0 010. 

1 010. 

100 • .... 

0 000. 

a a 10. 

0 110. 

0 111. 
1 011. 
1 100. 
1 110. 
1 111. 
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Completion code status byte : 

Normal Final Status : 
control information received in 
S-format 
Timeout 

received RR, RNR or REJ 
Partial acknov,'ledgement 

sequence number change 
(OR) 

Negative acknowledgement 
sequence number does not change 

SDLC REJ received 
SDLC RR received 

positive acknowledgement 
INS ~ NR) 

SDLC NRN received 

Normal Final Status : 
Data received In I-format 
Timeout 

received address and control 
fields 

Buffer Cutoff 
Exceeded buffer limit 

Partial acknowledgement 
sequence number change 

(OR) 
Negative acknowledgement 

sequence nwnber does not change 
End of Block 

I-format received 

Normal final status : 
Data received in NS format 
Timeout 

flag received 
SDLC CMDR received 

(no retry) 
MDR has reason for CMDR 
Buffer Cutoff 

Exceeded buffer limit 
SDLe NSI received 

Special -0 Final Status : 
Special Status or control 
information received in NS-format 

Timeout 
Nothing received 

Buffer Pool Depleted 
No more buffers available 

Reset 
end run command 

Invalid Address Received from Secondary 
Poll stop 
SDLe Frame sent 
Disabled 
Enabled 



XBSTAT (BYTE 1J (continued' 

101. 

111. 

000. 

001. 

010. 

011. 
100 
110. 
000. 

001. 
011. 
110. 
111. 

... 0 100. 

... 0 101. 

... 1 000. 

... 1 001. 

... 1 010. 

... 1 100. 

Special 1 SOLC Final Status 
control information received 
in NS format 

Timeout 
received flag 

Received Invalid SOLC Command 
(no retry) 

Received Invalid (incongruous) N(R) 
in I or S-format 

Link Activity Timeout (Secondary only) 
Recei ved SOLe DISC 
Received SOLC ROI or SIM (No retry) 
Record statistics 

total retry count overflowed or 
transmission count overflowed 

Received SOLC SNRM 
Received SOLC ROL (no retry) 
Received SDLC SNA 
Received SDLC XIO 

Hardware final status 
Adapter Check -
1. Timer has detected no level 2 

interrupt when at least one was 
expected. 

2. Modem self-test failed to get 
level 2 interrupt after placing 
the PCF in turnaround 

3. Enable or dial failed to get a 
level 2 interrupt after setting 
the PCF to set mode 

Adapter Feedback Check -
1. Timer detects an LCD of X'F' 

which results from a hardware
detected error within the adapter 

2. Improper SYSGEN about the adapter 
in use • 

Modem error - Set when the SCF modern 
error bit is on. 
1. Occurs when DSR drops during a 

transmit or receive operation 
2. Can be set by the timer 
3. Set if CTS drops while transmitting 
Transmit Clock or CTS failure 
1. During enable or write control 

operation, a Level 2 interrupt 
failed to follow turnaround 

2. During enable on a full duplex 
line, CTS failed to come up 

3. Time-out occurs with PCF of 
transmit initial (8) 

DSR Turn On Check - DSR fails to 
come up during an enable or dial 
operation 

DSR TUrn Off Check - DSR fails to 
drop during a disable operation 
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LXBSTAT (BYTE 1) continued 

... 1 110. 

11111111 

....... x 
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Auto call check 
1. Initial dial PCF 'F' sees ACR, 

DLO, COS, or PND up 
2. Dial PCF 14' sees ACR, COS, or 

PND up 

Program failure 
1. Line I/O code completed in an 

impossible status, (e. g. EHQ 
on SDLC line). 

2. A negative data length was 
computed 

Poll final bit 

,/ 
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MODEM TEST 

DESCRIPTION 

The tests referred to in this section apply to IBM 
modems 3872, 3874 and 3875 and integrated modems. 

Tests A, B, C, and D may be carried out for a 
centralized mUltipoint configuration. In this 
configuration, end-to-end testing is always carried out 
between the control modem and one of the tributary 
modems. 

Tests A, B, and E may be carried out for public 
switched network operation. 

Tests C through E require the cooperation of the 
other-end operator (remote or tributary); for tests C 
and D conversation may take place over the leased line 
via the handset (if the 'Alternate Voice' feature is 
installed) or may take place over the public telephone 
system. When test E is being performed the conversation 
must take place via the data coupler or the data access 
arrangement. 

In each of the tests, with the exception of test B, a 
faul t is indicated by the operate lamp on the receiving 
modem going out. 

A. T1A 

modem internal 

wrap test 

B. T2 

modem/OTE 
wrap test Bffi=x= 

T2 

end-to-end test DTE 

~
G 

TPC 

TIA 

ffi=B 
T2 

C.T3[T3 B 
(non switched line) G 

~D.T31T4 
remote wrljp test 

·non switched line) 

E.T3/T4 B 
end-to-end test DTE 

Iswitched network.) ....., 

~G 
~~ 

l : L ____ J 

T3 

r----' , I G 
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3600 DIAGNOSTICS 

DESCRIPTION 

The maintenance packaq8 for the 3600 consists of 

1) Problem Determination Procedures (PDP) 
2) Maintenance Analysis Procedures (MAP) 
3) 3601 Log 
4) Errors Statistics Counters 

1) ~ DETERMINATION PROCEDURES (~) 

PDP I S are available to the customer and are located 
in the Operating Guide for the IBM 3600 Finance 
Communication System, GA27-2776. Use of the PDP's 
will enable the customer to direct the CE to the 
problem. area. 

!) MAINTENANCE ~ PROCEDURES (~) 

MAP I S are used by the CE to analyse problems with 
the 3601 and the connected terminals and are 
included in the Maintenance Information Manual. 

The 3601 Log is a file located on the diskette. The 
system monitor places messages in this log that 
relate to maintenance and engineering data. The 
user f s proqrams also have the ability to place 
messages in this log. The first two digits of any 
loq messages are significant. The meaning of these 
digits are as follows ; 

First digit ... 1 ; System written log message. 
First digit ... Not 1: User-written log messa9'~. User 
should not begin the message with a 1. 
Second digit == 1: The log' message requires immediate 
attention. '1'0 alert the CE to the presence of such 
a message, the 3601 turns on the CHECK, 1, 2 or 3 
indicator light of the control operator's 360q. 
(The confiquration process at generation time 
determines which light will be used for this 
purpose. Usually, it is the CHECK light). If the 
control operator's 3604 is not operating, the 3601 
turns on the corresponding light of the first 
available 360Q that is operating. 
Second digit - Not 1 : This message does not require 
immediate attention and does not turn on the CHECK 
light at a 360Q. 
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NOTE : The 3601 log is lost through a cold start. It 
is not lost through a warm start. 

The CE can examine a display or a printout of the 
3601 log by logging on at any operating 3604, and 
then giving a 001, 002 or 046 command. 

TYPES OF LOG MESSAGES 

10 002 AA BBBBBB CCCCCCCC DDDDDDDD EE F GGGG, where 

A = Control Code supplemental version 10. 
B Diskette identification (Volume Dl. 
C Configuration identification (GEN ID). 
o "" The Ee level of the controller data. 
E Control Unit (controller) address (CUA). 
F Relocate count. A count of the number of the 

diskette records moved to the error track 
because of disk surface defects. 

G =. Session identification (ID). A session is one or 
more periods of time that the customer thinks of 
as one continuous period of time for the purpose 
of record keeping. 

NOTE : On a cold start, message 10 002 is placed in the 
log and the session identification is incremented. On 
a warm start, message 10 002 is placed in the log but 
the session identification is not incremented. 

10 030 DATA where : 

DATA is any text, up to 176 characters, keyed in by the 
CE for diskette test. 

11 003 NNNNNNNN SS PP AAAACCCC IIII, where: 

N Application program name. 
S Work station identification in hexadecimal. 
P Program check code in hexadecimal. 
A Program check address in hexadecimal. 
C Loop count in hexadecimal (a count to indicate ,,( 

whether the application .program is in an 
endless loop). 
First,two bytes of instruction. If PP = OB 
(user's instruction counter invalid), IIII is 
not valid data. 

NOTE : The above information is connected with the 
customer's application program and should be supplied 
to the customer. 

11 004 EEMM CCLL PPII WWWW WWWW TTTT ZZZZ 

This message contains design support information. The 
CE may be called upon to provide this information when 
aid is required to correct a problem. 

11 005 LOOP X ERROR,CODE = Y-Z, where 

X Loop number. 
Y Loop Status. 

o = The 3601 loop control card and the modem (if a 
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remote loop) passed the wrap test. 
1 = Modern failed wrap test. 
2 ... 3601 loop control card failed wrap test. 

= Machine check. 
= Combination of 2 and 4. 
= User requested stop loop. 

Modern status : 
o Transmit and receive not ready. 
1 Receive ready (carrier detect). 
2 Transmit ready (clear to send). 
3 Combination of 1 and 2. 

11 006 (host link error message) has three formats 

Format 
Format 
Format 

Format 1 : 

11 006 A 
11 006 AXXXBXXXXXXXXXXXX 
11 006 A (followed by 2B hexadecimal 
characters),. 

~ An error condition has caused the 3601 to run 
wrap tests, and they were successful, The 3601 
automatically wrap-tests the SOLC card and the modem if 
it is an integrated modem. The 3601 mayor may not 
automaticcally wrap-test an external modem. This is 
determined by the customer's configuration image and 
the external modem capability, 

A = 2. A stop link command has been given the 3601. 

Format 2 
A = i. ~i ther the SOLC card or the modem failed the 
wrap test. 

B 9. The SDLC card failed the wrap test. 

B O. The modem failed the wrap test. 

The remaining characters contain design support 
information. 

Format 3 
~ A message was received in error. 

NOTE : The 28 characters that follow 13 1 are for 
programming information. 

Log usage Notes. 

When displayinq and paqinq down the loq by 
repeatedly preSSing the enter (EM) key after 
entering the 001 command, the 3601 will cause 
message 90001 to be displayed if the enter key is 
pressed after message number one has been 
displayed, 

2. If an attempt is made to write a log message while 
you are loqged on and the loq area is full, the 3601 

'~ will cause messaqe 90012 40000 to be displayed, 

page 17-3 



i) ~ STATISTIC ~ 

In addition to recording errors in the log, the 3601 
maintains error statistic counters for each of the 
following components of the system 

3601 Diskette 
3601 Loop control (for each loop) ( 
3601 Host communication link 
3604 keyboard 
3604 Display 
360£1 Encoder 
3610 Document Printer 
3612 Document printer 
3612 Passbook Printer 
3614 Consumer Transaction Facility 
3618 Administrative Line Printer 

Keyboards commands are available 4:.0 display or print 
the contents of error statistic counters. 

NOTE I Error statistic counts a.e located in functional 
storage and ar~ lost each' time there is a startup (warm 
or cold). In contrast, the 3601 log is located on the 
diskette. Thus, this log is lost only on a cold start. 

After logging on at a 3604, the CE can key in either of 
two commands to obtain error statistics. 

,. 010 LSSD is keyed to display the error statistics of 
a specified component. 

2. 012 X is keyed to print error statistic counters for 
all components on the assigned out.put printer. X is 
the number of loops attached to the 3601. 

Refer to 'Commands given at keyboard' in 3601 
Maintenance Information form number SY27-2360 for 
details on the 010 and 012 commands and on the format 
of the printed/displayed error statistic messages. 

Concerning the displayed or printed error counts, note 
that, 

1. Each three-digit count represents the decimal count 
in one counter. The counters are designated as 
counter 1, counter 2, etc. from left to right. 

2. If a count reaches 256, additional errors of that 
type will cause the count to return to 128 and 
continue from there. Thus, counts of 128 or over, 
are not definitive. 

3. Error counts represent the number of operation 
failures, not the number of retries per operation, 

The following tables explain the error counts for the 
3601 components; that is, the diskette loop control, 
the host communication link: and the counters that 
record terminal component errors. 
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DISKETTE ERROR STATISTIC COUNTER 

9020 02 XXX XXX ... ... XXX 

Counter Stepped by : 

1 Intervention required. The diskette 
is not rota tinq or the speed is not 
within limit •• The count can include 
normal operations of changing the 
diskette. 

2 Command reject 

3 Record not found 

ij Incorrect cyclic redundancy check 
(CRC) 

5 Incorrect format 

6 Machine check 

7 Seek failure 

B Overrun 

9 A diskette surface defect 
encountered when attempting to 
wri te a record in the customer t s 
temporary data file. Record is 
then written in the next sector. 

LOOP ERROR STATISTIC COUNTER 

XOOO 80 XXX XXX XXX XXX XXX 

Counter Stepped by • 1 Sync Check. The counter is stepped if 
the loop goes out of sync and sync 
cannot be recovered within 64 tries. 

2 Noise errors in loop return to 3601. 

3 Machine check during wrap test of 
loop control card 

ij Error during wrap test of loop 
control card 

5 Error during wrap test of modem 
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HOST LINK ERRORS STATISTICS COUNTER 

r------------------~-~(-
"-9010 01 xxx XXX •••••• xxx 

Counter Stepped by : 

1 Receipt of a valid set response 
mode conunand from host 

Receipt of a test message 
from host 

Write retry. When the controller 
sends a message as the results of a 
poll fro!n the 370X, it waits [or 
confirmation that the complete 
message was received. If this 
confirmation is not found, the 
controller resends the entire 
message and increments this counter. 
If a part of the message was 
received, the parts not received are 
resent, but the counter is not 
incremented (This is a Soft error). 

Timeout. The line has been inactive for 
a period of time specified by the user in 
the CTG parameter in the COMLINK macro, 
then the adapter is reset, an automatic wrap 
is performed, and this counter is incre
mented. If the wrap test is not successful, 
a message is recorded in the controller log 
and the adapter is disabled. If the wrap test 
is successful, a message is also recorded 
in the controller log and the controller 
waits for traffic on the line : any subsequent 
timeouts are ignored until communication 
is restored. This is a Hard error. 

5 Overrun 

6 Underrun 

7 Connection problem. In association with ~ 
counter 3, if a complete message is resent 
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more than a preset number of times (20), 
this counter is incremented. This is a Soft 
error on the line. Counter 3 steps 20 times, 
counter 7 steps 1 time. 
Note : a Soft error means there is no interruption 
in the session. A Hard error interrupts the 
session and the adapter is wrap tested. ;~ 

" 
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(continued) 

Counter 

8 

9 

10 

11 

12 

13 

'4 
15 

16 

Stepped by • 

Invalid controller data. 
Indicates a failure in 3601. 

Block check count (Bee). The eRe check 
failed for last message received. 
Ind~cates a probable communication line 
problem. 

The 3601 detecting a not-normal 
termination of a message by the host. 
Indicate a network problem. 

Data communication equipment (DeE) 
error. Indicates a probable modem problem. 

3601 busy because of no available receive 
buffers. Indicates a probable 3601 configu
ration procedure problem. 

A command reject condition that resulted 
from messages received out of sequence. 
Frame has good Bec. 

M.achine check 

A command rej ect condition that resul ted 
from receipt of a data field with an 
otherwise valid write command for which 
no data field is defined. Frame has good 
Bee. 

A command reject condition that resulted 
from receipt of an invalid command in a 
frame which has good BCC. 
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TERMINAL COMPONENT ERROR STATISTIC COUNTER 

Terminal 
Component Counter Stepped by : 

360q 1 Common loop. error * 
keyboard 2 Common loop error * 

3 Keyboard or magnetic stripe 
reader error. 

q Translate error. 
5 Application program block 

(APB) segment overrun. 

360q 1 Cornman loop error * 
display 2 Common loop error * 
360q 1 Common loop error * 
encoder 2 Common loop error * 

3 Bad write, bad LRC, or bad 
buffer format 

3610 1 Cornman loop error * 
and 2 Cornman loop error * 
3612 3 Intervention required 

q Emitter check 
5 End of forms ** 
6 Platen open 
7 Timeout (no response) from 

3610 or 3612 

361q 1 Common loop error * 
2 Common loop error * 

3618 1 Common loop error * 
2 Cornmon loop error * 
3 Hammer fire check, printer sync 

check, illegal order or 
ini tialization check 

q Hammer fire check 
5 Fortns motion check 
6 Timeout 
7 Printer sync check 
8 End-of-forms, left or right, 

or both 
9 Retry count for initializations 

10 Belt not up to speed 
11 Printer overheated 
12 Cover/throat open 

* Counter 1 of each terminal component records the 
number of loop error checks detected (status 0200) while 
the 3601 was actively communicating with that 
terminal component. Counter 2 of each terminal component 
records the number of terminal address card checks 
detected (status 0201) while the 3601 was communicating 
with that terminal component. 

•• 3610 or 3612 models 3 and 13 only • 
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3650 DIAGNOSTICS 

DESCRIPTION 

The maintenance package for the 3650 consists of 

1. Problem Determination Procedures (PDP) 

2. Maintenance Analysis Procedures (MAP). 

3. Diagnostic Tests. 

4. Error Log. 

Problem Determination Procedures 

Problem Determination Procedures are included in the 
IBM 3650 Retail System Administrative Operations Guide, 
GA27-30BB. These procedures tell the user how to 
determine fault responsibility between IBM and other 
equipment manufacturers, but the user will never 
perfonn trouble diagnosis or make repairs to IBM 
equipment. 

In some cases, the CE may have to use these procedures 
during trouble analysis they are included in the 
MAP I S for CE use. 

Maintenance Analysis Procedures 

Maintenance Analysis Procedures (MAPs) are used by the 
CE to analyse problems with the 3650 Retail store 
System. The MAPs are arranged in frames, with each 
frame representing one item of information or a task to 
be performed. The CE should begin a service action by 
starting at the first frame in the MAPs (for example, 
frame 10-001 in the 3651 MAPs) and proceeding, frame by 
frame, as directed by the MAPs. Unless he is directed 
otherwise by the text in a frame the CE should perform 
each frame in sequence. 

Diagnostic ~ 

Diagnostic Tests are to be used only as directed by the 
MAPs and/or problem determination procedure. When the 
MAPs or problem determination procedure require a 
diagnostic test, they will give the instructions for 
executing the test. 

~~~i~e ~r:h;~o ol~~i~: dfa~~~~~~6t~~s~:S~~e: o~~~!~~~g ~nd 
the system is not available for normal store support 
operations. When the online diagnostic tests are 
operating, store support operations are'normal, except 
for the device being tested. The MAPs or problem 
determination procedure dictate system reqUirements. 
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Make sure 3651 is not running OLT or LOGSCAN already. 

On 3653 press ENTER twice (2 digit operator 1.0. may be 
required) 

t 

~~!~ 32/NNNN where /NNNN is optional Security f' 

Press ENTER MSG = ENTER ERROR SCAN ARGUMENTS 

Key in * 4 LOG SCAN, 3 DEV/TERM SCAN, 2 UNIT SCAN, 
1 SYSTEM SCAN 

Press DATE ENTRY 

If 1 SELECTED AT * ABOVE Press ENTER then exit 

Key in ** 01 3651, 02 Loop 1, 03 Loop 2, 
04 LOop 3, 05 Host Link, 06 Terminal 

Press RETURN CREDIT 

If 2 SELECTED AT * ABOVE Press ENTER then exit 

If 01 SELECTED AT •• ABOVE Key in 

Key in 001 DISK 002 CONTROLLER 
003 CE/OP PANEL 004 CLOCK LOG SCAN ONLY 

If 02, 03, 04, 05 SELECTED AT •• ABOVE key in 

Key in 001 DRIVER 002 LINK 

If 06 SELECTED AT *. ABOVE 

Key in XXX DECIMAL TERMINAL ADDRESS 

Press MOD TICKET 

If 3 or 4 SELECTED AT * Press ENTER 

MESSAGE NOW PRINTED 

If 

ENTER FOR RANGE SCAN 

ENTER FOR TOTAl, SCAN 

SELECTED PRINTOUT IS IMMEDIATE 

If SELECTED ENTER RANGE TIMES HHMM HHMM 

1st HHMM START TIME 2nd HHMM STOP TIME 

Press 

Key in 

PAYMENT if ENTER Pressed -
Just get todays log 

MM DD Y MM OD Y for start-stop date 
range 

. If printout stops without completing press enter again, 
for rest of data. Press VOID to cancel. 
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LOG SCAN 

AAAA HH.MM MM.DD.Y BB CCC 
HHHH HHHH HHHH HHHH HHHH HHHH 
HHHH HHHH HHHH HHHH HHHH HHHH 

These three lines will be repeated for each error. 

In the above format example 
AAA 

HH.MM 

MM.DD. Y 

BB 
CCC 
HHHH 

the sequence nwnber of this 
log (hexadecimal) . 
time (hour and minute) when 
in the error log 
date (month, day, and year) 
in the error log 
device type (decimal) 
device address (decimal) 
error data (hexadecimal) 

UNIT SCAN - 3651 

FROM 
HH.MM 
MM.DD. Y 

DEVICE 

DISK 
CONTROLLER 
CE/OP PANEL 
CLOCK 

TO 
HH.MM 
MM.DD. Y 

PRESENT 
HH.MM 
MM.DD.Y 

NO OF 
ERRORS 

NNNN 
NNNN 
NNNN 
NNNN 

In this format (example) : 

entry 

this 

this 

HH.MM = hours and minutes 
MM.DD.y' = month, day, and year 
NNNN = number of errors 

in the error 

entry was made 

entry was made 
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SYSTEM SCAN 

FROM 
HH.MM 
MM.DD.Y 

UNIT 

3651 

STORE LOOP 
POSITION 
POSITION 
POSITION 

TERMINALS 

HOST 

TO 
HH.MM 
MM.DD.Y 

PRESENT 
HH.MM 
MM.DD.Y 

NO OF 
ERRORS 

NNNN 

NNNN 
NNNN 
NNNN 

NNNN 

NNNN 

In this format (example) 

HH.MM = hours and minutes 
MM.DD.Y = month, day, and year 
NNNN = number of errors (decimal) 

DRIVER = Those types of errors that can be associated 
with the store controller hardware for that store 
loop. 

LINK = Those types of errors, detected by the line 
control, that can be associated with the store loop 
(noise injection, poor connector wiring in terminal 
plugs, opening the loop and turning on or turning off 
the terminal power). 
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DEVICE SCAN-DISK 

FROM 
HH.MM 
MM.DD.Y 

TO PRESENT 
HH.MM HH.MM 
MM.DD. Y MM.DD. Y 

ERROR 
TYPE 

MC/PC 
EXTERNAL CHECK 
I/O PARITY 

CYCLE STEAL 
EXTERNAL CHECK 
I/O PARITY CHECK 

READ DISK 
WRITE DISK 
SEEK 

1 to 7 TRACKS 
8 OR MORE TRACKS 

FILE NOT READY 
BAD SECTOR 

NO OF 
ERRORS 

NNNN 
NNNN 

NNNN 
NNNN 
NNNN 
NNNN 

NNNN 
NNNN 
NNNN 
NNNN 
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UNIT SCAN ,I 

STORE LOOP POSITION iiii 

FROM 
HH.MM 
MM.DD. Y 

DEVICE 
ID 

DRIVER 
LINK 

TO 
HH.MM 
MM.DD. Y 

PRESENT 
HH.MM 
MM.DD. Y 

NO OF 
ERRORS 

NNNN 
NNNN 

ERROR RATE FOR ALL 
LINK ERRORS 
FROM TO 
HH.MM HH.MM 
MM.DD.Y MM.DD.Y 

00.00 
PER 
CENT 

Note : The average figure for 
remote loop is 6" 

DEVICE SCAN - LINK 
STORE LOOP POSITION UU 

FROM 
HH.MM 
MM.DD.Y 

TO 
HH.MM 
MM.DD. Y 

PRESENT 
HH.MM 
MM.DD. Y 

ERROR NO OF 
TYPE ERRORS 

END-OF-POLL TIME-OUTS NNNN 

CRC WITH INV TERM ADR 

TERMINAL AAA 

eRC ERRORS 
SEQUENCE ERRORS 
RETRANSMISSIONS 

TERMINAL AAA 

CRC ERRORS 
SEQUENCE ERRORS 
RETRANSMISSIONS 

NNNN 

NNNN 
NNNN 
NNNN 

NNNN 
NNNN 
NNNN 

In this format (example) 

f*** can be 0001, 0002, or 0003 
AAA is the terminal address 
NNNN is the number of errors 
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Det ini tions 

END-OF-POLL TIMEOUTS = The store controller is sending 
out a Poll message on the loop requesting termina} 5 to 
send their messages to the store controller and the 

i 

store controller is not receiving its End-af-Poll byte ," 
back. ( 

eRe WITH INV 'l'ERM ADDR = The store controller has 
calculated a eRe error on a message that contains a 
terminal address that is illegal for that store loop. 
(For example a CRe error with the terminal address of 
095 on Store Loop 1 is illegal, since terminal 095 is a 
Store Loop 2 terminal address). This can happen if the 

, 

:~df~S;o~~t:r~~n~h~h:e~~~;: i~o~h~~9~~ ~~~h~O~~~~ ::~.) f" 
not a legal address byte. \, 

TERHINAL AM = Identifies the terminal against which 
errors have been recognized by the store controller. 
(It is possible for the adc.ress byte to be changed by 
noise, etc. in such a way that an error is logged 
against the wrong terminal. However, for this to 
happen, the address must still be valid for that store 
loop. For example, address 040 may be changed to 041). 
This failure may be identified by a scattering of CEC 
errors around the entire store loop, with no 
significant pattern. 

eRe ERRORS = The store controller has calculated a CEC 
error on a message that contains the terminal's 
address. Since the address byte is only eight bits of 
'the entire message, the probability that it is the byte 
affected is small. But this is possible, and it If.Ust l>e 
considered when the total log outFut is analyzed. 

SEQUENCE ERRORS = Information messages have send and 
receive counts so that the store controller and the 

~~~:;n:~e~a~h:a~:C~~~~a~~ ;h~,~s:~~e i~s S!~kn~~i~d~:~l: If ( 
the store controller receives messa'ges with counts that ( 
do not match, a SEQUENCE ERROH is logged against that 
terminal. 

RETRA.:.'1SMISSIONS = 'l.'his is looged when the store 
controller recognizes the need to retransmit to a given 
terminal. ~his may be a reaction to a eRe error. 
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Remote Loop Problem Determination Example 

The 3653 1 s on 3659# 1 have CRC errors in the 3651, i.e. 
the data transmitted from the 3653 has to go through 
the degradation and therefore gets corrupted. 

The 3653 1 5 on 3659# 2 should have only those eRe errors 
expected during normal operation. 

The 3653 1 s on 3659# 2 should have retransmission errors 
in the 3651, i.e. the data received by the 3653 from 
the 3651 has gone through the degradation and been 
corrupted. 

The 3653 1 s on 3659# 1 should have only those 
retransmissions expected during normal operation. 

After using the previous technique, the problem should 
be diagnosed to a specific link. 
This will include the communication line and the 
associated Transmit and Receive parts of the attached 
modems. 
It should be possible to use the wrap test to test the 
local 3659 and then use the equalise position of 3659 
to set up and monitor the quality of the line as shown 
in the 3650 system Maintenance Information book. 

It must be remembered that with line degradation it is 
possible that : 
1) The address could be corrupted and logged against a 
wrong device. 
2) The address could be corrupted in such a way that 
the address is not valid for that loop to which is 
attached, The indication is then 'eRe with invalid 
terminal address I • 
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3767 DIAGNOSTICS 

DESCRIPTION 

The maintenance package for the 3767 consists of 

problem Determination Procedures (PDP) 
Maintenance Analysis Procedures (MAP) 
Offline Diagnostics 
Online Diagnostics 

~. ~ DETERMINATION PROCEDURES 

PDP's are available to the customer and are located in 
the 13767 Communication Terminal Operators Guide', 
GA18-2000. Chapter 6. 
Use of the PDP's will enable the customer to direct the 
CE to the problem area. 

!. MAINTENANCE ~ PROCEDURES 

MAP I S are used by the CE to analyse problems with the 
3767 and are located in the 3767 MLM, SY18-2000. 

£. ~ DIAGNOSTICS 

The 3767 diagnostic tests reside in a ROS module on the 
planer card and consist of the following : 

1.. THE BASIC ASSURANCE TEST is initiated each time the 
te"Fm~power SWl.td1''18 turned on, or by other 
operations as shown in Figure 1. 

BAT entries are as follows 
'" Power on 

Test switch and numeric key 
This method is used for terminating the tests. 

'" Automatic entries from CE jumper Register 
Printout, Section V Line Buffer Printout, and 
Terminal Indepth Test. 

~. THE TEST SECTION TESTS are intiated by pressing and 
Fi'Ord~t~ sw~tch while the numeric key 
corresponding to the test section described is 
pressed (except Katakana keyboard, where for this 
function the one and six keys are inverted); the 
test switch is then released. If no key, or a key 
another than 1 through 6, is pressed while holding 
the test switch, the test section is bypassed and . ' 
Terminal Indepth Tests are run, followed by the 
BAT. 

1. A REGISTER PRINTOUT is initiated by CE installed 
jumpers. ThIS"'IS'ro'llowed by the BAT. 
The following descriptions of offline tests apply 
regardless of the method in which started (Figure 
1). 

!. INDICATOR TEST turns on eight Indicator lights and 
aii ANR segments. They remain on until te test 
awi tch is released or a keyboard key is pressed. 
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5. REGISTER PRINTOUT prints the contents of the 
reg~sters~es with 16 registers per line) in 
hexadecimal format of two characters per register 
and one space between registers. 

~. CONTROLLER TEST CHECKS with predetermined data, the 
funct~ons ai1'd"assoc~ated hard\.,are of most of the 
controller circuits. Successful completion of the 
tests ensures, to a high degree~ that the 
controller is operating correctly. 

2. ROS SCAN TEST checks~ on a byte basis, whether the 
Rc5S reacroU'tOf each address is valid. A cyclic 
redundancy check (eRe) count is made for each 
module and compared with the expected results. 

~. REGISTER SPACE TEST verifies that O~s and 11S can 
be wr~tten ~nto-a:nct read out of each position of 
each register. 

9. 3UFFER TEST verif ie-s that -0 1 sand 1 t 5 can be 
wr~tten--rrrt'o and read out of each position of the 
communication line buffer. 

10. COM!>1UNICATION WRAP TEST tests the transmit and 
- rece~ve hardware:--Itchecks all data combinations. 

Some unique signal lines are time-out counted. 

11. PRIN'l'ER TEST consists of one or two tests made as 
- shown In Fi"gUre 1. 

1. THE TIMER 'TEST checks that the time-out counter 
is operati!1g properly. 

2. THE PRINT. TEST checks the printer functions. 
Four lines, each consisting of all 96 
characters, are printed. These lines may be 
compared to check for complete and accurate 
printing. 

2..!,. KEYBOARD TEST (Test Section II selected) checks 
t~ c~ of each key pressed for corr€ct 
parity, and that the key code is valid. The pressed 
key scan code bits are displayed in the indicator 
lights. Key scan cod€s are also displayed in the 
indicator lights, when a key is depressed J while 
holding the Test switch. 

13. PRINTER INDEPTH TEST (Test Section III selected) 
-- i~n~test":" A detected error will not 

stop the printer. A variable length line of data 
(up to the maximum of the print line buffed may be 
entered and repeated until stopped. This test is 
useful to exercise printer functions to isolate a 
problem. 

14. COMMON REGISTER DISPLAY (test Section IV selected) 
- is used ~ay contents of inbound common 

registers (CR). This may be used to display switch 
settings, terminal jumpers, amd print and carriage 
emi tters by manually moving the print head or 
platen and observing the indicator lights .. 
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15. LINE BUFFER PRINTOUT (Test Section V selected) 
- prrnts-;--rnnexadec~mal format, the contents of the 

conununication line buffer. This is useful in 
diagnosing lines or line-related problems. 

16. MODEM 'rRANSMIT LEVEL ADJUSTMENT (Test Section VI 
- selected) perm~tSthe' cont~nuous sending of known 

data on the line. It may be used to adjust the 
modem transmit level. 

Notes : 

1. 

2. 

3. 

4. 

5. 

6. 

7. 

Test switch is normally used in local mode, to 
avoid communication interface • 
BAT and Terminal Indepth Test are customer Test 
functions. These tests and all others also CE test 
functions. 
Inbound lines are displayed. Outbound lines 
cannot be delayed. 
The printer is not be checked during these 
printouts. -
Disconnect modem plug before running Test Section 
VI to prevent interference to other terminals. 
If the alarm is sounding constantly, it may be 
disconnected temporarily while serving the machine 
by removing pin 3 from the berg connector of the 
cable plugged into J1 or J2 of the dc distribution 
card. Alarm may sound at end of the power on. 
Running the Basic Assurance Test will alter the 
contents of line buffer. 

Fo'r more detailed description of tests refer to 
chapter 2 in MLM (SY18-2000). 

~. ~ ~ DIAGNOSTICS 

The following tests can support the 3767 in SDLe mode: 

LINK TEST (T3700LTE). The SDLC link test is basically 
anecJ1'O"'test initiated by the host. The primary \ 
station sends a SDLC 'TEST' frame down the link to j 
secondary station. If the secondary station (3767) I 
receives the 'TEST' frame without errors it resends III 
the frame to the primary. (see Link Test, section 14). • 

API ECHO TEST (T3700SNA). The API echo test is 
aesignea toV'erify the integrity of the link between 
the terminal (3767) and the central site (370X). This 
is done by sending to the terminal the data that was 
requested the number of times specified. This test can 
be ini tiated from either host or terminal (see section 
13) • 
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EXAMPLE OF RUNNING API ECHO TEST FROM 3767 

Logon applid (istoltep) 
Fl02I ISTOLTEP REL 2.0 INITIALIZATION IN PROGRESS 
Fl07I OPTIONS ARE NTL,NEL,NPP,FE,NMI,EP,CP,PR,NTR,NAP 
F105D ENTER DEV/TEST/OPT/ 
'/3700sna// 
F1581 S T3700SNA UNIT OOCP RT2LU1 
901 ENTER YYDATA,PROMPT,OR END 
4 test data 
test data 
test data 
test data 
test data 
901 ENTER YYDATA,PROMPT,OR END 
end 
905 END OF ECHO TESTING 
F158I T3700SNA UNIT OOCF RTS2LUl 
F107! OPTIONS ARE NTL,NEL,NPP,FE,NMI,EP,CP,PP,NTR,NAP 
F1050 ENTER DEV/TEST/OPT/ 
cancel 

Logging on terminal 
to TOLTEP 

Running Echo test 

Cancelling TOLTEP 
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3770 DIAGNOSTICS 

~ESCRIPTION 
The maintenance package for the 3770 system consists of 

1. Problem Recovery Procedures (PRP) 
2. Maintenance Analysis Procedures (MAP) 
3. Offline tests 
4. Online tests 
5. Error log 

~ Reco?er"y Procedures 

'he customer is supplied with an Operator Guide containing 
~'RP I s. These charts will enable the customer to isolate the 

problem to the IBM, OEM, or common-carrier equipment 
(GA27-31H) • 

Maintenance Analysis Procedures 

"MAP's are used by the CE to analyse problems with the 3770 
system and are located in MLM SY27-0129. 

~) Bring-up Diagnostic ~ 

This test runs following any Power On Reset or System 
Reset. The following areas are tested: Controller, ROS, 
RAM, System Card or Keyboard Adapter and Operator Panel. 
Successful completion or an error condition will be 
indicated by the operator panel lights and NPR (LED's). 

£) Communication ~ 

This series of tests assists in determining whether the 
3770, local modem, line, or remote modem is causing the 

"Wf problem. 

~ Q. (~ Communication ~) 

Enter communication test mode : 
Hold the CODE key down and enter the number 10' from 
the keyboard. 
,Release the CODE key. 
Enter the number 16' from the keyboard. 

Note: The number '6' displays in the readout 
indicators ; this indicates that you have selected the 
communication test mode function. The terminal will 
enter communication test mode when you press the OEM 
key. 
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Press the EOM key to ent~r communication test mode, and f 
run test a (terminal communication test). \i., 

Test a (terminal communication test) runs automatically. 
The operator panel readout indicator (NPR) displays one 
of these indications of the status of the test. 

NPR = 01 the test is running; has not completed. 
NPR = 00 : the test ended without error; no problem 

was detected in the terminal communication 
test. 

NPR displays an BOO-series number I and the operator 
panel SYSTEM CHECK indicator turns on : An error was 
detected during the test ; these BOO-series numbers 
(for example 801 = a clear to send error) identify the 
error. These numbers are listed in the error code 
section of the MLM and also in the Operators Guide. If 
the test ended without error, you have identified that 
the problem is not in the terminal's controller 
(including the communication driver). 

~!. (Modern ~ ~) 

After test 0 ends (without error), enter the number '2' 
from the keyboard to start test 2 (Hodem Wrap Test). 
Test 2 (Modern Wrap Test) runs. The operator panel readout 
indicators (NPR) display indications of the status of the 
test. 

If an error was detected during the test : 
Check that the modern's cables (power cord cable from 
the terminal to the modem, and cable from the modem to 
the communication line jack) are plugged in ; run the 
communication tests again after re-connecting any plugs 
that were plugged in. 

Contact the operator at the central processor ; inform 
the operator that you will run test 3 (Modem Transmit 
Test) ; request that th~ processor operator run test 4 
(Modem Receive Test), and record the error count while 
the test runs. 
Start test 3 (Modem Transmit Test) by entering a numeric 
'3' from the keyboard. The operator panel STANDBY 
indicator turns on when the test starts. 
If using a switched communication (dial) network, dial 
the central processor I s modern and establish th~ 
communication link. 
Contact the operator at the processor to obtain the test 
resul ts ; one of these conditions could occur ; 

The processor did not receive the test transmission , 
if this happens : 
(1) When us.ing a switched communication line, re-dial 

the connection and run the test again 
(2) When using a leased communication line, request 

that the common-carrier company test the 
communication facilities, and correct any problems. 
The processor received" the test transmission, but 
the error count was excessive when compared to the 
'Error Count During Normal Transmission' chart that j' 

follows : if this happer.s : 
(1) If using a switched communication line, re-dial the 

connection and try the test again. 
(2) If using a leased communication line, and the 

terminal's auxiliary operator panel has a TRANSMIT 
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EQUALIZER control knob, or the terminal's modem is 
an IBM 3872 modem, check the equalization as 
described in the 'Modem Transmit Equalization' 
section in the Operator's Guide: then, return to 
this point in the test procedure. If performing 
transmit equalization does not correct the problem, 
request that the common-carrier company test the 
communication facilities and correct any problems. 

(3) If using a leased line and the terminal's auxiliary 
operator panel does not have a TRANSMIT EQUALIZER 
control, request the common-carrier company test 
the communication faeili ties and correct any 
problems. 

If no problems were noted when running test 3, you have 
identified that the terminal can transmit to the central 

~ processor. The next step : Run test 4 (Modem Receive 
Test), is to identify that the terminal can receive from 
the central processor. 

Contact the operator at the central processor ; request 
that the processor operator run test 3 (Modem Transmit 
Test) : inform thm the operator that you will run test 4 
(Modem Receive Test), and check the error count for the 
test message received. Start test 4 by entering a numeric 
'4' from the keyboard. 

The operator panel PROCEED indicator tUrns on when the 
test starts ; this indicates that you are receiving a 
signal from the processor I s modem. 

When test 4 starts, a count of the number of errors 
received displays in the operator panel readout 
indicators. Compare this error count to the 'Error Count 
During Normal Transmission' Chart that followsa 

Note : You can reset the error count, and start counting 

~ ~~~b~~~~r~t~~:i~~s~~r~n~:~!n~) ~ ~~m~~t~ ~~ 1 r;:~~e~~e the 
number of errors received for any given period of time. 

One of these problems can occur when the test starts : 

Aa The terminal did not receive the test transmission : 
if this happens : 
(1) When using a switched communication line, re-dial 

the connection and try the test again 
(2) When using a leased communication line, request 

that the common-carrier company test the 
communication facilities and correct any problems a 

Ba The terminal received the test transmission, but the 
error count was excessive when compared to the 'Error 
Count During Normal Transmission I chart that follows 
if this happens : 
(1) If usinq a switched communication line, re-dial 

the connection and try the test again 
(2) If using a leased communication line, and the 

terminal's auxiliary operate panel has a RECEIVE 
EQUALIZER control knob, or the terminal's modem is 
an IBM 3872 Modern, check the equalization as 
described in the 'Modem Receive Equalization' 
section in the Operator's Guide. Then, return to 
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this point in the test procedure. If performing 
recei ve equalizat;ion does not correct the problem 
request that the common-carrier company test the 
communication facilities and correct any problems. 

(3) If using a leased line and the terminal's 
auxiliary operator panel does not have a RECEIVE 
EQUALIZER control, request that the common-carrier 
company test the communication facilities and 
correct any problems. p 

The above tests should be performed in order sequence and 
can be used by either customer or CEo 

~ Diagnostics ~ 
(/ 

Located on the CE cassette tape supplied with the terminal, \ 
these tests are read into the terminal RAM using the 
cassette tape player (CE tool). If an error is detected 
during a selected test, an error code is displayed in the 
keyboard NPR' s (LED) or the operator panel lights if no 
keyboard. This error code acts as a key entry point into 
the MAP's. 

The following functions are checked in tests : 

Line Printer 
Wire Matric Printer 
Keyboard 
Operator Panel 
10 Badge Reader 
Communication Adapter/Modem 
Multipoint Feature 
Cycle Steal Adapters 
Disc Unit 
Buffers 
2502 Card Reader 
3501 Card Reader 
3521 Card Reader/Punch 

~~ ~~~~~~~~9:nformation on running the above test, refer to,~ 

This test enables the CE to loop the conununication cable, 
using a socket attached, back into the terminal. This will 
enable the CE to completely check his terminal to the cable 
end. 

This test is designed to verify the integrity of the link 
between the terminal (3770) and the central site (370X). 
This is done by sending to the terminal the data that was 
requested the number of times specified. This test can be 
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J_~nitiated from either the host or terminal (see section 12 
..... and 13). 

EXAMPLE OF RUNNING API ECHO TEST FROM 3770 

Logon applid (istoltep) 
Fl02I ISTOLTEP REL. 2.0 INITIALIZATION IN PROGRESS 
F10?I OPTIONS ARE NTL,NEL,NPP,FE,NMI,EP,CP,PR,NTR,NAP 
Fl0SD ENTER DEV/TEST/OPT/ 

~<~~~o~n;~700SNA UNIT ooep RT2LU1 
901 ENTER YYDATA, PROMPT, OR r:ND 
4 test data 
test data 
test data 
test data 
test data 
901 ENTER YYDATA, PROMPT, OR END 

~;~~ END OF ECHO TESTING 
F1S8I T3700SNA UNIT OOCF RTSLUl 
F107! OPTIONS ARE NTL,NEL,NPP,FE,NMI,EP,CP,PR,NTR,NAP 
Fl0SD ENTER DEV/TEST/OPT 
cancel 

The 3770 has an Error Log which contains detailed hardware, 
software and machine check information. To print this Error 
Log, hold the 'code' key down and press the numeric 2 key. 
This information is destroyed with Power-On-Reset. 
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3791 DIAGNOSTICS 

DESCRIPTION 

The maintenance package for the 3790 system consists of 

1. Problem Recovery Procedures (PRP) 
2. Maintenance Analysis Procedures (PRP) 
3. Offline tests 
4. Online tests 

1.. ~ Recovery Procedures 

The customer is provided with an Operations Guide, GA27-2786 
for version 1-5, GA27-2822 for version 6. These charts will 
enable the customer to perform Problem Recovery. 

!.o Maintenance Analysis Procedures 

MAP's are used by the CE to analyse problems with the 3790 
system and are located in the 'Maintenance Information I 
manuals, these are located with the machine (volume 1/2/3) 

The Bring-up tests test the functional units of the 
controller as listed below : 

1. unit controller 
2. Control storage/Extended storage 
3. Operator panel 
4. Diskette drive 

Failures are detected and repairs are verified by running 
the Bring-Up tests. To run Bring-Up test, the Diagnostic 
Diskette must be in Diskette Drive. To start the Bring-Up 
tests, turn power on. When power is turned on there is a ten 
second delay, during which 1500 is displayed. If the 
Data/Function Select switch is set to position 0, the entire 
test should run properly, ending with BeaD displayed. If 
the test stops with any display other than BCSO, a failure 
occured. 

If power is on, set Data/Function select switch to position 
F. Press reset switcl.. When Digit Display indicates FFOD, 
press Enter Function switch to continue tests. When tests 
are completed, BCSD will be displayed. If the test stops 
with any display other then BCaD, a failure occured. 

If a failure occured while running the Bring-Up test, go to 
AA01, General Failure Index. You will then be sent to the 
proper MAP to isolate the problem. This could be the BU, DO, 
OP or other MAP, depending upon the failure pattern 
displayed. 
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2. Adapter/Device ~ 

How to Invoke 

* At the 3791 Operator 
Panel 

* After initialization 
using the Diagnostic 
Diskette or at the 
completion of an 
offline test or 
routine. 

* At a BCaO or an LAOO 
display 

* Enter Data LASLRR 
(See Notes 1 and 4). 
Where: 
LA = Logical Address 

of adapter or 
device to be 
tested 

S = Test Selection 
Option 

S = 0 = Test Adapter 
(not Device) 

1 = Test Adapter 
and Device 

2 = Test Adapter 
and Device 
with manual 
intervention 

L = Loop Option 
L = 0 = No looping 

1 = Loop, stop 
on failure 

2 = LOop, no. stop 
on failure 

RR = Routine Number for 
a specific routine; 
otherwise no entry 
is required. 

* Enter Function B. 

£,-. Maintenance ~ 

Comments 

LAFO displays while tests 
run. 

LAOO displays when a test 
completes successfully. 

BcaD displays when a test 
or routine is terminated 
with Enter Function F. 

LAXX (XX = 01 through 7F) 
display indicates a Manual 
Intervention stop. Refer 
to the appropriate MAP 
for the required action. 

LAEE or LAYY (YY = 80 
through 9F) display 
indicates a failure has 
occured during a test. 
Use the Error Data 
Recovery procedure to 
display and record the 
Error Data. (Refer to 
section 3. 4 • 3.) See 
Notes 2 and 3. 

BCZZ (ZZ = 81 or greater) 
display indicates a 
procedure error while 
invoking or running the 
tests. Refer to the AA 
MAP General Failure 
Index (GFI). 
To terminate, Enter 
Function F. 

The Maintenance FUnction consists of six routines whia.h 
enable the CE to service the 3790 system offline : 

f 

f 

" 

( 

Routine 1. Displa/Patch Diagnostic Diskette : Routine 1 r
is used (only after aid is requested).., 
to display or change a "
data field in a test residing 
on the "Diagnostic Diskette. 
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Routine 2. Configure Diagnostic Diskette : Routine 2 
is used after an EC installation 
to transfer configuration data from 
the installation Diskette to a new 
unpersonalized Diagnostic Diskette 

Rputine 3. Disk Map Generation : Routine 3 is used by the DS 
MAP to record sector ID status of the 
disk storage unit(s) on the Diagnostic 
Diskette. 

Routine 4. Format Disk : Routine 4 is used (only after aid 
is requested or by EC installation 
instructions) to format disk sector ID 
or Data fields; action is dependent 
on run option. 

Routine 5. Disk Surface Analysis : Routine 5 is used by the DS 
MAP to determine the condition of disk 
sector IDs and data fields. 

Routine 6. Configuration and MAP File Save : Routine 6 
is used to transfer Configuration data 
and disk MAPs from a personalized 
Diagnostic Diskette tp an unpersonalized 
backup Diagnostic Diskette. 

This test identifies bad tracks on a formatted diskette 
capable of being used by a 3791. It may be invoked from any 
Diagnostic Diskette because the test is not dependent on 
system configuration. It .may be run on any range of tracks 

~ (0 to 76) with the option to loop or not to loop the test. A 
...,.. failure, after one or more tracks have been read 

successfully, indicates a diskette surface or head alignment 
problem. Go and perform the Head Alginment Check. If the 
Head Alignment is correct and the diskette has more than two 
bad tracks, replace the diskette. 

The RA Offline Tests are invoked using the invocation 
procedures that are described in Chapter 3, Offline 
Adapter/Device Test InVocation (SY27-2445). 

Routines 1 through 15 - Adapter Test. 
, These routines testthe RA adapter. They do not require or 

test the attached EIA card, integrated modem, or external 
I~ modem. A failure in any of these routines is probably caused 
......... by a defective RA adapter. 
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Routine 16 - Integrated or External Modem wrap Test. This / 
~tseither the integrated or external modem into wrap \' 
mode by raising the Local Test Line and running various data " 
patterns through the modem. A failure in this test is 
probably an integrated modem or external modem problem. The 
external modem must have wrap capability. 

Routine 17 - wrap Plug Test (adapter with clock) 
Thl.s testrequires a wrap plug, PN 2605944, to be installed 
at the end of the EIA interface cable. The test then checks 
for open or short circuits on the EIA interface by 
activating Driver Lines and Checking for-proper responses 
through the wrap plug. This routine is selected manually. 

Routine 18 - Wrap cable Test (adapter without clock) 
~urrne requires a wrap cable, PN 2605949, to be 
installed between the end of the EIA cable and the external 
modem. This routine is similar in operation to Routine 17, 
and also must be selected manually. f 

Routine 19 - wrap cable Test (JAPAN) 
Thl.S testrequires a wrap cable, PN 2722052, to be installed 
at the end of the EIA cable. This routine is similar to 
Routine 17, and it also must be selected manually. 

Online condition allows normal 3790 system customer data 
processing operations. Online service operati9ns, run by the 
CE, share the 3790 system with customer operations. 

Online functions provide the CE with additional system 
support. The CE can select these functions : 

* SYSLDEV (898) List Device Status 
• SYSREQ (908) System Messages 

SYSTRACE • (911) Trace pystem Operation 
SYSLPROG (91ij) List Functions 

* SYSPAT* (915) Emergency Patches 
* SYSIMOD (934) Installation Parameters/modification 
• SYSLERR (978) List Condition/Incident Records 
* SYSTCM (999) Online Tests 
* SYSTCM (999) Free Task Option 

The following chart shows which CE functions can be selected 
by 3790 terminals. 

Function v. ;i! Te,., 'Mt. 
Name/Number 2H1 3277 3793 Other 

SYSLDEV 898 Yes Yes Yes -
SYSREQ 908 No Yes Yes -
SYSTRACE 911 Yes Yes Yes -
SYSLPROG 91ij No Yes Yes -
SYSPAT** 915 No Yes Yes -
SYSIMOD 93ij No Yes Yes -
SYSLERR 978 Yes Yes Yes -
SYSTCM 999 Yes Yes Yes 3791' 

Oper-
ator 
panel 
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The SYSLDEV Function 

* 
.""'-' : 

* 

is used by the Control Operator or a CE 
Displays device status 
Can be invoked from a 2741, 3277, or a 3793 
is used only when the 3791 is online. 

, Caution : This fUnction "should be used by the CE only at 
~Site Installation time for recovering Control Operator 

messages. When these messages are required at other times, 
the 3790 Control Operator must perform message recovery. 

After Site Installation, the CE does not have access to the 
Control Operator password. For security reasons this 
password is normally changed by the customer when the 3790 
system is turned over to the customer. 

Description 

The SYSREQ function is invoked from a Control Operator's 
terminal (3277 or 3793). The SYSREQ Function prints or 
displays control messages from the 3790 Control Operator's 
queue. These control messages describe a 3790 system 

, condition or status and may prompt a 3790 Control operator 
or CE for additional system action. 

A single control message is printed or displayed when the 
SYSREQ function is invoked. To obtain another message, the 
SYSREQ function must be re-invoked. 

w£. ~ (2..2l) ~ System Operation 

The SYSTRACE Function 

* is used to trace selected Operating Code events while 
troubleshooting an Operating Code problem. 

* Is used only after contact with the Product Support 
~. Center. 

* Trace Data is obtained by taking a Dump of Control Storage 

* May be terminated by logoff or by initializing the 3791 

* Contain four options : 
Option 1 - Common code trace 
Option 2 - Terminal Code Trace 
Option 3 - Host Code Trace 
Option 4 - Host Communication Error Trace 
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~. ~ (2..!!) ~ Functions 

The SYSLPROG Function 

'" Used by the Control Operator or a CE 

... Lists the name, number, primary device, access 
information, and transaction data set use of functions 
stored in 3790 Data Sets. 

Function Range 

... The Control Operator may list the information related to 
programs (numbers 1 through 832) 

1(0 The CE may list ONLY information related to iunctio,"ls 
(numbers 897 through 1023) 

=,. ~ (2..:!1) Emergency ~ 

CAUTION : Customer Operations must be terminated before 
SYSPAT is used. 

The 5YSPAT Function 

'" Allows the CE to patch any block of data in the System 
Data Sets. 

'" Can only be used on 3277 or 3793 

... Is used only after contact with the Product Support 
Center. 

The S¥SIMOD Function 

... Can be invoked from a 3277 or a 3793 

... Is used to customize the Operational Code to a particular 
installation. 

*-• Consists of five Parameter Option Groups : 
Group 1 - Host Communication table 

a. For a remote teleprocessing 3790 system (no 
Local Channel Feature), contains host 
conununication link parameters. 

,( 

b. For a 5/370 attached 3790 system (Local / 
Channel feature) contains the S/370 Control 
Unit address of the 3791 Controller. 

Group - Print Group Table, contains parameters to 
customize the Print Data Set. 

Group - Transaction Data Set Group Table, contains 
parameters to customize the Transaction Data Set A

(TD5) • 
Group - System IoeB Table, contains parameters that 

indicate the Enable/Disable condition of 
terminals attached to the 3790· system. 

Group 5 - 2741 lOCB Table, contains 2741 communication 
link parameters. 
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Information for Groups 1,2,3 and 5 is provided by the 
customer using the 3790 SYSIMOD Worksheets, form 
GX27-2980. 

* Information for Group 4 is generated by the CEo 

The SYSIMQD Function is used : 

""'-' • At Initial Site Installation 

* After an Operational Code EC installation 

* After an Operational Code Full Installation 

* To change 3790 parameters after an Initial Site 
Installation 

* To enable or disable a selected terminal • 

.2,. ~ (~) Condition/Incident ~ 

Description 

• The SYSLERR Function : 

* Is provided to search, display, and print the contents of 
the Condition/Incident Log 

* Is used only when the 3791 is On Line. 

* Is invoked from a 2741, 3277, or a 3793 

Note : The Log may also be outputted on a Line Printer 
after invoking from one of the terminals listed above. 

Some of the SYSLERR Options Are 

* Search by Incident Type (1, 2 or 4) 

'~ * Search by LA (Logical Address) 

* Search by sequence range 

* Clear Log 

* Print on a Line Printer 

"'-' The Log output is always in reverse chronological order. The 
most recent records for the range selected are outputted 
first. 

The SYSTeM Function 

~ * INvoked from a 2741, 3277, 3793, or 3791 Op Panel. 

* Allows the user to request an execute tests in a 3790 
online condition. 
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~~:s~ag~:i~:~o~a~ invoke tests to other devices as shown in ./ 

Device to Be Tested 

Invoking Line 
Device 3793 3277 2741 Printer 

3793 Yes Yes No Yes 
3277 Yes Yes No Yes 
3791 PANEL Yes Yes No Yes 
2741 Yes Yes Yes (Same Yes 

2741) 

For description on running previous tests, refer to MI, 
SY27-2445 section 3-10. 

i. Condition/Incident ~ 

The 3791 records selected system events in a Condition/ 
Incident Log. This log resides on Disk Storage LA=21. Each 
event is identified by an incident type and a sequence 
number. Sequence numbers are assigned in order of occurence, 
sequentially from 1 to 4095. The Log will wrap around at 
4095, starting over at 1, and any previous recordings will 
be over-written. 
Note : Somce Condition/Incident Log records may be lost 
after a 3791 power-off sequence if 1) the Control Operator 
did not perform a normal termination of system operations 
prior to power-off or 2) the CE did not initialize the 3791 
prior to power off. 

There are three types of Condition/Incident records : 

1. Type 1 records 
failures. 

2. Type 2 records 
3. Type 4 records 

such as System 

are associated with Adapter or Device 

are associated with Machine Check failures 
are associated with various system events 
Start, System Abend, System Shutdown, etc. 

Incident records are obtained by using the CE Function 
SYSLERR (978) and by requesting the specific RA record 
types. RA records can be outputted as 'hard' copy on the 
3793 or 3791 Line Printer. 
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. ..,.; 

: ... 
~ 

-

~l~ 
1 2 

l-TYPE I-REC SEQ-XXXX NA-XX PA-XX LA-XX 

C-CODE-XX B-STAT-XX C-FR-XX 
9 10 11 

X-STAT1-xx X-STAT2-XX S-FR-XX 
12 13 
IOCB -xxxx XXXX RC-XX 
15 16 17 18 
Dl-xxxx D2-XXXX D3-XXXX D4-XXXX 

~ 1. !:..2.2. ~ Description 

Field 1 Type 1 

Field SEQ 

Field 3 NA 

Field q PA 

Field 6 C-CODE 

Field 7 B-STAT 

Field C-FR 

Field 9 10 X-STATX 

Field 11 S-FR 

Field 12 13,15 16 17 
18 

Indicates a Type 1 record, 
3791 Feature failure. 

A 4 digit decimal sequence 
number ranging from 0001 to 
4095. Number indicates the 
relative order at ·which the 
record occured. 

The number of functions and 
programs which were active at 
the time of the failure. 

The Physical Address of the 
Adapter for which the recording 
was made. 

A completion Code which identifies 
the amount of retries performed 
and if they were successful. 
Each MAP describes its C-Codes. 

A Basic status byte presented 
by the adapter and used by the 
MAPs to identify the problem. 

The adapter operation active at 
the time of the failure. 

X-STATX STatus 
X ;::: 1 or 2 information presented 
by the adapter (used by MAPs). 

The System Operation in process 
at the time of the failure. 

Feature dependent, MAPs 
identify usable fields. 
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2-TYPE 
19 

D21-XXXX 
21 
D22-XXXX 
23 
D23-XXXX 

I-REC 

XXXX 

XXXX 

2 
SEQ-XXXX 

20 
LVL-XX 
22 
MC-XX 

3 ij 
NA-XX PA-XX LA-XX 

8 
C-FR-XX 
11 
S-FR-XX 

24 
D2ij-XXXX 

25 
D25-XXXX 

~ 2 ~ Record Description -
Field 1 Type 2 Indicates a Type 2 

3791 Machine Check 

Field 2 3 4 5 8 11 Same as for Type 1 

Field 19 20 21 23 Reserved 
24 25 

Field 22 MC Two hex digits that 

record, 

record. 

indicate the type of 
Machine Check that 
occured. 

Bits 0 and 1 indicate an 
adapter failure. 

Bits 2 and 3 indicate a 
Unit Controller Logic or 
Control Storage failure. 

The RA adapter uses the Type 4 System Incident Record 
(SYS-COND-20) to indicate a majority of hardware errors. 
The format for the Type /.I record is : 

1 2 26 
-TYPE I-REC SEQ-XXXX SYS-COND-XX 

27 28 29 30 31 
D01-XX D02-XX D03-XX D04-XX DOS-XX 

- This field indicates the Type 4 incident (1) Record. 

.2 - This field indicates the decimal sequence number of the 
record. 

26- This field indicates that the incident was RA related 
(System Condition 20) 

, 
" 

l 

" 
f 
\c .. 

27 thru 30- These fields provide maintenance information in I' 
hexadecimal and are described as follows. \:. 

31 - Not used 
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( Field '')tion ~. . 

::01 in.~'e d .. erit ,he Type' main:enenee infor .. t~on fields. 

( ( ( 
Note l The 003 field is in binary so that the Status Flag Bits may be identified. 

X "" Any Value I DO' Field D02 Field 003 Field Status Flags I DO' Fi.,d 
Function Completion BINARY Extended 

o .. Always zero Request Code 29 Status 
Hex Hex 

10 I ' I 2 I 3 I· I I 6 I I 
He. 

27 28 5 7 30 

Write COD\plete 02 
• 8 

Read Intermediate 0' x , XID Link Hd Lost Sec Hd Rd I Poll 
Completion Rcvd Test T.O. Data Busy FBI Ksg Rcvd 

Aval 

write Complete and 02 
Read Intermediate 0' · . Lost Hd 
Completion data Hsg 

Aval 

Read/Write 0' Sx RJI Disc Wr Idle Over ~:~er ~~~~ I ~~ Exception o 2 
• 2 

Hevd Revd Retry T.O. Run 

write - Error o 2 .c Inv DCE Write 0 He 
Bstat Error T.O, 

Write - Halted o 2 
• A 

Read. (sense) o , .8 
No.t1D&l completion 

Open - Normal o 0 x, HI 
Cempletion 

Open - Intermediate o 0 .2 Rtry 
Completion T.O. 

Open - Error 00 x C Inv DCE Write I 0 IHe 
BStat Error T.O. 

Open - Halted o 0 
• A 

i Close - Normal o • x , 
N Complet.ion 

:: 

~~.-. 
Close - Error o • x c I ~~atl 0 

DCE 10 10 IHe 
Error 



~ ~ Bit Description 

Status flag bits (D03 field) are described below. Standard 
SDLe data conununication terminology apply. 

Conn Prob 

Some condition exists in the link that is preventing the 
proper establishment or reestablishment of communication /' 
with the remote station (20 Write Retries, 20 ROL8, 20 
CMDR) • 

DeE Error 
A DeE interrupt or other unexpected DeE condi tien has 
occured (e.g. DSR dropped when it should be on). 

Disc Rcvd 
Set Disconnect Response Mode command received and 
acknowledged. 

Dump Msg 
One or more significant errors have occured and are Command 
Reject conditions. All data in the buffer is bad due to this 
condition. 

Idle T.O. 
On a seitched or leased line, there has been inactivity (no 

\ 

flags received) for a period of 20 seconds. _ 

Inv BStat 
Adapter Basic Status was not meaningful. The probable cause 
was a hardware error. 

Link Test 
Posted at command time upon receiving and decoding Link Test 
command. (Note: BeC check has not been made yet). Also 
indicated along with Rd Msg Aval at END FLAG time if valid 
Link Test has been received. 

MC 
A non-recoverable machine check has occured. 

Overrun 
An overrun condition has been detected by the hardware (ReV 
mode) and the adapter is attempting recovery. 

Poll Rcvd 
The poll bit has been detected in the command field and no 
Write Function Request is outstanding. (Note: Poll cannot 
be verified until end frame time). 

Rd FBI 
The storing of the last character Read has caused the count 
to go to zero. fr' 

Read Msg Aval \ 
1. A complete message has been received with no detectable 

errors and is now available for processing. 
2. A valid Link Test has been received. 3791 code has sent 

the correct response. 
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: "Rd T.O. 
~This completion is posted when the 3791 code has been 

receiving (in sync) for a period longer than 20 seconds 
without receiving a Flag character interrupt, possibly 
indica ting : 

'" Intermediate Flag characters missed due to line noise. 
'" Continuous Flags being received 

, '" Long message besing received 
'~--J *. Line hung at • space I or valid data character 
~ Receive clocK failure (modern). 

RI 
A Ring Indicate signal had been detected while the Open 
FUnction Request was active. 

Rtry T.O. 
, \, An indication during an Open Function request that a 
~~time-out has occured while awaiting the data set to become 
~ ready. The condition will prevail until either the data set 

becomes ready or a halt request is received (on switched 
line only). 

Sec Busy 
An RNR response has been sent to the primary station due to 
lack of receive buffers in the 3791 • 

• SxRM 
A valid SARM or SNRM was received, acknowledged and the 3791 
Host code resequenced. The SNA response will be 
automatically sent. 

Underrun 
An underrun condition has been detected by the hardware 
(XMIT mode) and the adapter is attempting recovery 
(Secondary abort). 

Wr Rtry 
The adapter is required to send a previously transmitted 
message (I Frame) or series of messages, in its entirety, 
due to lack of confirmation by sequence number from the 
primary station. (Note : 'Write Retries = IConn Prob' and 

~both completions will be posted). 
Write T.O. 
A timeout condition has occured during a write operation (or 
while sending tone during Open) and indicates a potential 
hardware problem (e.g. Xmit clock failure). 

XID Rcvd 
A valid X1D was received. (Note ; XID is normally received 

L· ,with either no associated data field or with a six byte data 
~field). 

, 

PI 
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This field is valid only for a Read/Write - Exception 
with DUMP Msg bit ON. 

I-B_i_t-1r-N_a_m_e ____ +_D_e_sc_r_'_' P_t_i_o_n ____________ ---j~( 

Bee 

Primary 
Abort 

The eRC checK failed for the last 
message received. 

A detected condition indicating 
abnormal termination of a message 
by the remote transmitting station. 

, 
", 

1-_-1r-N_o_t_u_s_e_d __ + _________________ ---j/~ 

Not used I... 
~~------+-------------------4~ 

NR Seq Error 

Count 
exceeded 

Data with 
corranand 

Invalid 
command 

A Command Reject condition resulted 
from the receipt of an illegal NR 
sequence count in an information or 
supervisory frame containing good BCC. 
Recovery action will be taken by the 
3791 code. 

A Command Reject condition resulted • 
from a message being received, which 
was longer than the READ COUNT 
allocated for it. Originally, the 
read buffer pointer was'valid, and a 
not-busy condition existed for the 
operation to begin. (Frame had good 
BCC). The 3"791 will attempt recovery. 

A Command Reject condition resulted 
from the receipt of a data field 
with an otherwise valid command, 
for which no data field is defined. 
Recovery action will be taken by the !/-'" 
3 791 code. This hit will be on along " 
with INVAL CMD. (Frame had good BCC). 

A Command Reject condition resulted 
from the receipt of an undefined 
or non-implemented command field 
in a frame that has good BCC. 
Recovery action will be taken by the 
3791 code. 

For further information on Incident Logs refer 
to RA300-320 SY27-2392 
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• 

This procedure enables the CE to obtain all available RA 
incident records from the 3791 Condition/Incident Log. The 
RA records may be printed on the 3791 Line Printer or the 
3793. 

To obtain the RA records, perform the following : 
1. Log on the 3793 with CE 1D "" 4SCE3791. Refer fo Chapter 

3, 3790 Basic Procedures. 
2. Select the SYSLERR Function 

type 978, press Return Key. 
3. Obtain Type 4 RA records : 

ENTER FIELD 3 
type 3 ; press Return Key. 
ENTER FIELD2 
type 2420 ; press Return key. 
ENTER FIELD 1 

.. To print on 3793 
type 11 ; Press Return Key • 

.. To print on 3791 Line Printer (if present) 
type 12 ; press Return Key. 
Then, at message ENTER PRINTER ID, 
type , 4, press Return Key . 

The most recent Type 4 record is outputted, if present. 
4. Obtain Type 2 RA records : 

ENTER FIELD 3 
type 3 ; press Return Key. 
ENTER FIELD 2 
type 22 i press Return Key 
ENTER FIELD 1 

.. To print on 3793 : 
type 11 i press Return Key • 

.. To print on 3791 Line Printer (if present), 
type 12 i press Return Key. 
Then, at message, ENTER PRINTER 10 
type 14 ; press Return Key. 

The most recent Type 2 record is outputted, if present. 
Review and identify Type 2 records with LA and/or PA=24. 
These are the RA Type 2 records. 
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The Host 3704/3705 Communications controller provides an 
SOLC Link Test that may be used for Host data link problem 
determination and repair verification. 

The SOLe link test is basically an Echo Test with the 370X 
sending an SOLe test frame to a 3791. The 3791 will echo the 
test sequence back to the 370X, if it is received without ,~ 
error. \" 

The receiving of SOLe Test Frames and the echoing back. to 
the 370X is handled by the SYSHOST function of the Operating 
Code. With the SYSHOST function selected, the 3791 will 
receive and check all test frames. Test frames that are 
received good and have 9 or less data bytes will be 

;~:~:~i t~~~t b:~~ ;~c=~~e~7g~o~X~~~l~a~: ~~~:i~~~~ 9 T~:~a p' 
bytes will cause a CMOREJ sequence to be transmitted back to "i, 

the 370X. The 3791 will not send a response to any frame 
received bad. The results of the Link Test are recorded in 
the 3791 Condition/Incident Log as Type 4 CONO-20 records. 

For further information concerning Link Test operation 
procedure refer to RA172-174, SY27-2392 (see also Link. Test 
section 14 in this handbook). 

page 21·16 

• 



SECTION 22 CONTENTS 

~SECTION 22: 3271/5 DIAGNOSTICS 

• 

Description. . . . . . . . . 
Problem determination procedures. 
Maintenance analysis procedures 
Offline tests . 
Online tests .......... . 

.22.1 

.22.1 

.22.1 

.22.1 

.22.2 





3271/5 DIAGNOSTICS 

DESCRIPTION 

The maintenance Package for the 3271/5 system consists of 

1. Problem Determination ProcedUres 
2. Maintenance Analysis Procedures 
3. Offline Test 
4. Online Test 

'~ 1. ~ Determina.tion Procedures 

The customer is supplied with an Operator Guide, GA27-2750 
containing PRP IS. These charts will enable the customer to 
perform Problem Determination. 

"WI ~. Maintenance Analysis ProcedUres 

MAP's are used by the CE to analyse problems with the 3271/5 
system and these are located with the machine. 

Off-line testing is provided through the use of the 
following: 

A) Switch Indicator (SIU): Four hexadecimal LED 
indicators and a 16 bit block checker has been added 
to the SIU. The modified SIU is compatible with the 
existing 3270 Bse CU maintenance procedures. 

B} Pre-recorded cassette tape: One common pre-recorded 
tape will be available for both 3270 SDLC cu machine 
types. Diagnostic Read and Write commands have been 
added to the tape routines for additional fault 
isolation. 

C) Cassette Record Adapter Unit (CRAU): The CRAU provides 
the capability of operating pre-recorded tapes. 

D) SOLe Test Tape Procedure I When the original version 
of the SIU was used with 3270 BSC CU's, many bit 
swi tch manipulations were required to exercise the 
control units. The SOLe Test Tape procedure does not 
require manual bit switch operation ; thus reducing 
the possibility of switch operation errors. The 
following is a brief description of the SDLe test tape 
procedures I 

1. Test tape routine exercises the 3270 SOLC CU 

2. The SIU block checks the transmitted 3270 SOLe CU 
response. 

3. The Tape Routine Completion Code (TRCe) is indicated 
in the SIU Hexadecimal LEOS. This TRCC value is 
used along with the MLTG to determine the 
Failing Tape Routine. 

.. .. 22·'FlJ 



4. The repeatable tape routines are used for logic 
probing and with the SIU indicators, help in 
isolating the faulty card. 

" A. 3270 SNA (R3270D) : The OLT programs and patterns can be \!. 

invoked from the host CPU or via a test request message \:, 
from a remote keyboard. The OLTs operate concurrently 
with the customer program. Card calling fault locRting 
tests (FLT) have been removed from the OLTs and inserted 
in the off-line maintenance procedures (see section 13). 

B. API Echo (T3700SNA) : Test data in the form of characters 
or patterns are entered via the remote keyboard. The l-
operator (customer or CEl specifies the number of times '>1.; 

the test data will be repeated. The host system sends the 
test data to the remote display or printer specified, the 
number of times as indicated in the Echo Test message. 
The Echo Test is invoked from any remote keyboard and 
requires the dedication of the remote control unit under 
test (see section 13). 

c. SOLe Link Test (T3700LTE) : -The SOLC Link Test is 
provided for installation verification and for definition. 
and isolation of link problems. The link test is 
invokable from the host CPU (See section 14). 
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