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PREFACE

IBM is committed to providing document interchange capabilities across a broad
spectrum of IBM products designed for use in office systems. The strategic IBM
architecture for accomplishing this interchange is the Document Interchange
Architecture (DIA).

Document Interchange Architecture is a program-to-program communication
architecture. Specifically, DIA defines the protocols and data structures that
enable programs to communicate processing intentions and to interchange data.
DIA logically divides into several parts: an information interchange base and
various DIA application services.

This manual describes the basic concepts, protocols, and data structures to
perform DIA document library application services. The Document Library
Services encompasses the protocols and commands to file, retrieve, search, and
delete documents in a library.

This manual is intended for data processing managers, system analysts,

designers, system programmers, and application programmers, as well as systems
engineers and product support representatives.
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CHAPTER 1. INTRODUCTION

Document Interchange Architecture defines the protocols and data streams
necessary to interchange information such as documents and messages in a
consistent, predictable manner.

DIA provides these categories of services for the interconnection of office
systems:

. Document Library Services
. Document Distribution Services
. Application Processing Services.

Document Library Services allow users to file documents in a document library,
to retrieve them or delete them from the library, and to search the library for
documents that meet user-specified criteria, such as the the name of the author.
These criteria are compared with document descriptors that are stored with the
document. The user can obtain all documents filed in the document library that
meet those criteria.

Document Distribution Services deliver documents and related information from
their source to one or more recipients anywhere in the network. These services
can, for example, allow a user to enter a single request to distribute a
document to multiple recipients, schedule distribution by document priority,
confirm delivery, and report errors. Document Distribution Services are
commonly referred to as electronic document distribution.

Application Processing Services allow users to modify document descriptors used
in searching a library; to invoke a program to transform documents from one
format to another, for example, revisable-form text to final-form text; and to
execute user-supplied programs. '

This reference manual contains detailed information about the Document Library
Services of DIA. Document Library Services are the functions that are used to
manage the contents of a user's document library. These functions include
filing, deleting, searching for, and retrieving documents that reside in the
document library. Each of these functions is provided through the set of
Document Library Services commands that are described in this manual.

The definition of a document library is presented in Chapter 2. The discussion
includes how documents are entered into the library and deleted from the
library. The concepts of ownership and accessibility, necessary for gaining
access to documents, are explained.

Detailed specifications for the commands that make up the Document Library
Services are presented in Chapter 3. Any exception conditions that are unique
to each command are listed with the command description. Each command
discussion is completed with support notes which discuss such things as replies
to expect from the command execution.
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The reference manual concludes with an appendix which contains details about
each operand used in Document Library Services; an appendix which describes the
Document Interchange Unit, which is the major unit of interchange in DIA; and an

appendix which gives a table of encodings for the DIA entities applicable to
Document Library Services.
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CHAPTER 2. FUNCTIONAL DESCRIPTION

Document Interchange Architecture defines a set of services. These services are
performed by processes implemented in the uppermost layer of a communication
architecture such as IBM's Systems Network Architecture (SNA). DIA specifies
how these processes, located throughout a network, communicate with each other
to perform required office system functions.

Each DIA service performs specified functions requested by end users. An end
user represents the source or the recipient of information flowing through the
office system network. Each end user of a DIA process is uniquely identified in
the network by a logical address.

The information exchanged by DIA services comprises DIA commands and user
information. Typical commands are: distribute a document from office system A
to office systems B, C, and D; retrieve document XYZ from the document library;
and search the document library for documents that satisfy search criteria J, K,
and L.

Document Interchange Architecture is considered a part of SNA. (Only that part
of SNA is introduced by this book; SNA as a whole is described in SNA Concepts

and Products.) However, DIA is not dependent on the specific presentation and

transport services of the network, and is not concerned with the content of the
documents being interchanged among office systems.

LOGICAL COMPONENTS OF AN OFFICE SYSTEM NETWORK

A network of office systems based on Document Interchange Architecture contains
a set of interrelated logical components which lie within the physical
components of the network. The logical components are defined by the DIA and
are implemented by IBM products as processes executing in physical components.
These logical components are:

N A source node which acts on behalf of an end user to provide DIA services
that initiate and control the interchange of documents and other information
with end users called recipients.

i A recipient node which acts on behalf of an end user (recipient) to provide
© DIA services that control and receive documents and other information sent
by a source node or an office system node.

. An office system node (OSN) which provides DIA services that receive, store,
route, and deliver information for source and recipient nodes. An OSN
contains storage capabilities providing the document library for attached
source nodes. An office system node can also interact with an appropriately
configured network to distribute information to other office system nodes.

Source nodes, recipient nodes, and office system nodes interchange documents and
other information through an office system network using the transport services
of the network. The nodes are uniquely identified in the network.

Chapter 2. Functional Description 3



Specifically, a source node is identified by a source address; a recipient node
is identified by a recipient address; and an office system node is identified by
either an originating node address or a destination node address. An OSN is an
originating node when it supports a source node and is a destination node when
it supports a recipient node.

Originating node addresses and destination node addresses are unique within the
network. Source and recipient addresses are unique within originating nodes and
destination nodes, respectively.

An OSN process can act both as an originating node and a destination node
concurrently. In this case, the originating node address and the destination
node address are identical. Similarly, a DIA process can act in the capacity of
both a source node and a recipient node. In this mode, the values of the source
address and recipient address are identical.

DOCUMENT LIBRARY SERVICES CONCEPTS

Document library services are used for storing and retrieving documents
electronically. These functions are analogous to the manual filing and
retrieving of paper documents that take place in most offices.

However, document library services can also perform activities that are
cumbersome in a manual system. When a document is electronically filed in a
document library, a set of descriptors called a document profile is filed with
it. The profile contains parameters that identify the contents of the document,
for example, the name under which it is filed, the authors, the subject it
covers, and the date it was filed in the document library.

Document profile parameters are used in searching for documents in a document
library. For example, a user can ask the office system to search for all
documents about a particular subject and by a certain author that the library
received between any two dates. Upon completing the search, the office system
node would give the user a list of the documents that met the search criteria.
The user could then ask the office system to retrieve a specific document on the
list from the library and deliver it to the user for printing or viewing.

A document library services source node provides the following functions:

®* Allows end users to file documents in a document library, retrieve copies
from the library, or delete documents from the library.

4 Allows authorized end users other than the ones that filed the documents to
retrieve them from the library.

d Allows authorized end users to search for and retrieve documents in the
library for other end users. As an example, a secretary can modify
documents on behalf of those who generated them.

An office system node performing library services provides storage for the
document library and performs the functions that end users request through
source nodes. These functions are:
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. Places documents received from source nodes into the document library.

d Assigns each document it files in the document library a unique name called
the library-assigned document name. This name is returned to the requestor
and can be used to uniquely identify the document at some later time.

° Searches the profiles of documents in the library that the end user has
authority to access and returns to the source node a list of all documents
that meet the supplied search criteria.

. Delivers copies of documents to the source node from which they were
requested.

. Deletes documents from the library upon request from authorized end users.

LIBRARY CONCEPTS

A document library is the repository for documents. The documents that are
stored in the library are accessible to authorized users.

A document that is filed in a document library must be distinguished from other
documents in the library which may have the same user-assigned document names.
If the same document name is assigned by a user to two documents, the documents
may be distinguished by the Library Assigned Document Name (LADN) given the
document by the library file process. It is through these assigned names that
the Document Library Services commands are able to manipulate documents with
predictable results.

A user can file an externally named document in the Document Library, retrieve
it for updating, and then file the revised document back into the Document
Library as a new document. The revised document will be filed with a different
LADN to create a new base document. As each revision cycle is completed, the
previous edition can be removed from the Document Library.

The disposition of previous copies of a document may be to delete them from the
Document Library. Documents that are deleted from the Document Library are
permanently removed from the library storage space they occupied. Documents
that are shared among two or more owners will only be removed from the storage
space in the library when all owners have requested delete document processing.

Documents that have been filed in a document library are accessible for
retrieval and as input to other processes. The SEARCH command provides the
function for locating documents with specific characteristics.

The logical operations performed by each of the functions described above are
the document library services provided by the Document Library Services commands
that are described in the following sections.

DOCUMENT OWNERSHIP

In order to maintain the integrity of the DIA document library, it is necessary

to define the concept of document ownership. Ownership is maintained on a per
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document basis. The ownership of a document must be established at the time it
is filed in the library.

There are two types of ownership defined in DIA: a primary owner and
owner-delegates. When a FILE command request is processed to include a document
into the document library, the file requestor (that is, the ONA-SA if specified,
otherwise the SIGN-ON-ID) becomes the primary owner. Only the primary owner may
designate owner-delegates of the document. The designation of owner-delegates
is performed by specifying the appropriate values in the owner-delegate
parameter of the Interchange Document Profile. The identity of the primary
owner and the identities of the owner-delegates are preserved in the Interchange
Document Profile that accompanies the document when the document is filed.

Primary owners have the following privileges:

. Assign, modify, and delete document access codes

. Remove primary ownership of the document

d Access authority to the document regardless of access codes assigned
d Modify document search parameters.

Owner-delegates have the following privileges:

* Remove delegate ownership of the document for themselves only

. Access authority to the document regardless of access codes assigned

. Modify document search parameters.

ACCESS CODES (USER GROUPS)

When a library user files a document into the document library, he may specify a
set of access codes to be associated with the document. These access codes
define groups of users who are to be allowed access to the document even though
they are neither the primary owner nor owner-delegates.

Members of a user group are defined as users having a common access code. The
user may have as many access codes as is necessitated by his need-to-know.
Access codes associated with documents are assigned by the library user who
files the document into the Document Library using the FILE command. The access
codes may be modified by the primary owner by using the MODIFY command (refer to
Application Processing Services Reference for a description of the MODIFY
command). Documents will always have at least a private access code, but may
have as many codes as the primary owner wishes to assign.

When a request is made to access or reference a document in the library by a
user on his own behalf, the user's set of access codes is compared to the set of
access codes assigned to the document. When the request is made by one user on
behalf of another, the comparison of access codes is made, using the set of
access codes assigned to the relationship of the users as opposed to those
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assigned to either user alone. If a match occurs, the request is allowed
regardless of ownership considerations.

There are three types of access codes which may be assigned for documents in the
library. They are:

. Public - the identified document may be accessed by a requestor without
regard to access code authorization or ownership.

° Private -~ the identified document may be accessed only by the primary owner
and owner-delegates.

. Shared-Private - the identified document may be accessed by a designated
owner-delegate.

USER AFFINITY

Affinity is a concept which permits a user at a source node, signed on to the
Host OSN (originating node) in a DIA session, to access DIA resources on behalf
of another user. The user on whose behalf the action is being taken is referred
to as the principal. The signed-on user who is acting for the principal is
referred to as a surrogate.

The affinity relationship is accomplished using two lists: an authorization list
and an affinity list. The authorization list is associated with a principal and
specifies the users that he authorizes to act as his surrogates. The affinity
list is associated with a surrogate and specifies the users on whose behalf he
may act. The affinity list references those users who have the surrogate in
their authorization list. An affinity relationship exists when a principal has
the source or recipient address of a surrogate in his authorization list and the
surrogate has the source or recipient address of the principal in his affinity
list. Each Document Library user may be on more than one authorization list and
more than one affinity list.

If multiple signed-on users are trying to access resources for the same
principal, the contention resolution is on a first-come-first-serve basis.

A signed-on user can issue Document Library Services for the following:
° On his own behalf.
e As a surrogate on behalf of a user with which he has affinity.

° For a user that does not have affinity with the signed on user. For this
case the SOURCE-PASSWORD for the requesting user must be specified.
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The following table describes the affinity default when

Document Library Services commands

contain source addresses and source passwords.

Document Library Services

Affinity
Default

No Source Address
No Source Password

For signed-on
source

No Source Password
Source Address

= signed-on

pl
1

signed-on
but has affinity with signed-on

4
[T}

signed-on
and not affinity with signed-on

For signed-on
source

For specified
source

An exception

Source Password
Source Address

= signed-on

P
1l

signed-on
but has affinity with signed-on

]
]

signed-on
and no affinity with signed-on

For signed-on
source

For specified
source

For specified
source

No Source Address

An exception

Source Password

SEARCH RESULT LIST

The Search Result List (SRL) is a list of references or pointers to documents
that have been selected by a search of the document library. The search
selection process uses the arguments supplied by the requestor with the search
request as comparators for the document search parameter values defined by
profile parameter values. The documents that satisfy the comparisons have
pointers to them entered into the SRL.

The search requestor also provides a search request name to identify the SRL.
This name is qualified by the server processing node with a prefix consisting of
the ORIGINATING-NODE-ADDRESS operand value and the SOURCE-ADDRESS operand value
and by appending the date and time of the search process. The SRL may then be
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-

referenced with its name by the requestor for document retrieval and other
application functions.

The SRL is preserved by the Document Library Services process until it is
deleted or replaced by the requestor with an SRL with the same search request
name. The SRL is invalidated and deleted by the Document Library Services
process when the document library is reorganized. The SRL is deleted in this
case because the Document Library Services process preserves only references or
pointers to the documents that are selected by the search process and the
pointers are not dynamically updated with library reorganization.

DOCUMENT DESCRIPTOR

The document descriptors are returned in a document unit that is identified in
the DIU document unit ID as a document descriptor document. Each of the
document descriptors is formatted with an introducer LLIDF. The end of the
document descriptor document coincides with the end of the document unit.

The following is a format example of a document descriptor document generated as
a result of a DESCRIPTOR-CONTENT-DEFINITION operand specified on a SEARCH or
RETRIEVE command requesting that only the required base subprofile parameters be
returned in the descriptor document.

Field Length Value Name

Length —2 X'002F' Document descriptor length

1D 2 X'c904' Document descriptor ID

Format 1 x'o1' Document descriptor Format 1

Length 2 —X'002A" Length of specified
subprofile parameters

1D 2 X'CA04' Base subprofile ID

Format 1 x'o1' Format 1 subprofile

Length 2 ~X'0015" Length of parameter

1D 2 x'c700' Document name ID

Format 1 x'o1' Document name Format 1

Document name |16 —C'DIAMEMOA10141980" User document name

Length 2 —X'0007"' Length of parameter

1D 2 X'c706’ Document type ID

Format 1 X'o1' Document type Format 1

Document type | 2 L-x'0002' Final-form-text

Length 2 —X'0009" Length of parameter

iD 2 x'c7o1’ Character set ID

Format 1 x'o1' GCID Format 1

Document GCID “—4 “—L-X'00670100" Character set 103,

Code Page 256
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DOCUMENT INTERCHANGE UNIT

The basic unit of interchange between DIA processes is the document interchange
unit (DIU). A DIU is made up of the following data stream components:

PREFIX | COMMAND DATA DOCUMENT | SUFFIX
SEQUENCE | UNITS | UNITS

® The prefix contains the information to introduce and identify the DIU.

. The command sequence contains the command that specifies the function to be
performed and related processing information.

¢ The data unit contains information that may be referred to by the DIA
command in the command sequence. This field is optional and is present when
defined by the command.

The document unit contains the document profile and may contain the document
content. This field is optional and is present only when a document profile
and content are sent from one DIA process to another.

o A suffix specifies the end of the DIU and indicates whether any abnormal
conditions occurred while the DIU was being transmitted.

These data stream components may be composed of substructures called
subcomponents. Examples of subcomponents are command operands and document
profiles. All DIU components and their subcomponents begin with a structured
field called an introducer. The introducer uniquely identifies each field and
indicates its length. Consequently, all fields and components (and hence the
entire data stream) are self-describing and may be variable in length.

COMMANDS AND CONTROL FLOW

Control flow between DIA processes is command driven. Commands are divided into
classes, depending upon the protocol of the expected reply. The command class
is identified by the encoding used in the class byte of the command. Commands
that are used to reply to a previous command include a CORRELATION operand to
correlate the reply to the previous command. Command classes and the
correlation of replies to commands are described in the following two sectioms.
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Command Classes

This section contains detailed information describing each command class defined
for the architecture. The three classes of commands are as follows:

* No Reply Required Command Class (NRR)

The NRR command class is used for any command that does not require a
replying command from the receiver. No explicit synchronization or
correlation is done for this type of command exchange. Only an ACKNOWLEDGE
with an exception condition code is allowed to reply to and reference this
class of command. The exception condition information can be used for
statistics logging.

. Synchronous Reply Required Command Class (SRR)

The SRR command class is used for any command that requires a replying
command as the next command sent by the receiver. For normal nonpreemptive
command flow, the SRR requesting command sender should not send any other
commands until the replying command has been received. The replying command
may be any command that has a CORRELATION operand correlating it with the
SRR command.

*  Asynchronous Reply Required Command Class (ARR)

The ARR command class is used for any command that requires a replying
command within the following conditions:

— The reply need not be the next command sent by the receiver.
— The reply need not be sent during the current DIA session.
— Replies to ARR commands may be sent in any order.

— Replies to ARR commands may not be received in the order sent by the ARR
request processor.

The ARR commands must be replied to with a command that has a CORRELATION
operand correlating it with the ARR command.

Normal termination of the DIA session while a reply to an ARR command is
outstanding does not affect either the ARR command or the reply to that
command.

An individual command may be used in any command class except where specifically
excluded by its command definition.

When an exception condition is encountered in the processing of a command in any
class, an ACKNOWLEDGE command with an exception condition code will be returned
in the replying command class to the sender of the command exception.

Any command with a CORRELATION operand may be used as a replying command. The

CORRELATION operand will contain the information which identifies the command to
which this replying command is being sent. The correlation information is
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constructed from the DIU identifier found in the prefix. This information is
used by the command requestor to confirm and manage the conclusion and
disposition of requested process results.

Request-Reply Protocols

The flow of DIUs between two DIA processes is command-driven and complies with
the command or reply protocols specified for each command defined by DIA. The
following general rules apply to the issuing of commands within the DIA Session:

. Only one partner in a particular DIA session can be sending command requests
at any one time.

. The DIA partner which sends the SIGN-ON request is the partner which sends
the first command in the DIA session.

The mapping of DIA flow control protocols to the use of verbs at the SNA LU 6.2
protocol boundary is described in Transaction Programmer's Guide. The mapping
of DIA flow control to other communication subsystem implementations is
described in the publications of the implementing products.

FUNCTION SETS

Because office systems vary in their capabilities, DIA commands are grouped into
function sets that identify the scope of work for a DIA session. These function
sets have been defined so that each set contains all the commands required for a
well defined, usable, and complete set of functions for a given category of
services.

Function Set Negotiation

DIA processes establish a logical connection, called a DIA session, through
which they exchange information. The DIA session exists after the two DIA
processes identify themselves and agree on the scope of work that is to be
performed. This agreement is necessary because not all DIA implementations
support the same range of functions. DIA defines a wide range of office system
functions; most office systems require only a subset of these functions for
their operation.

The negotiation includes the determination of the roles each process will play.
The process that will be the command requestor is identified as Process B and
the process which will be the command server is identified as Process A. In the
case of symmetric interchange, for example, DIA processes capable of
simultaneously acting as a requestor and a server of a DIA function, the DIA
process must assume the role of both Processes A and B.
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Function Set Definition

Document Library Services commands provide the functions for maintaining user
documents in a document library. A summary of each of these commands is shown
here.

i The DELETE command permanently removes access to the identified document for
the delete requestor. A document that has two or more owners will be
removed from library storage when all of the owners have requested that it
be deleted.

b The DELIVER command transports a document from a server node to a requestor
node.

®¢ The FILE command preserves the identified document in the library for an
authorized document owner.

. The RETRIEVE command returns a library copy of the identified document to an
authorized document requestor.

¢ The SEARCH command locates the documents in the library that have
characteristics that match search criteria specified by the requestor of the
search. It creates and preserves a named list of references or pointers to
the search selected documents. The list of references may be used for
retrieving the document descriptors or the document contents.

Figure 1 on page 14 defines how the DIA commands are grouped to form the
Document Library Services function set. The figure lists each command for the
function set and identifies the valid command class for each command and the
request/reply protocol. The request/reply protocol is represented by send or
receive in the columns for Process A and Process B. Send indicates that the
process is the command requestor and receive indicates the command server.
Support of any function set requires that a DIA process assuming the role of
either Process A or Process B must recognize and process all the commands
designated as receive.
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COMMAND PROCESS A PROCESS B
COMMAND CLASS (SERVER) (REQUESTOR)
DELETE SRR receive send
FILE SRR receive send
RETRIEVE SRR receive send
SEARCH SRR receive send
DELIVER NRR send receive
ACKNOWLEDGE NRR send/rec send/rec
SIGN-ON Request SRR receive send
SIGN-ON Reply .NRR send receive
SIGN-OFF NRR send/rec send/rec

Figure 1. Function Set 8
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CHAPTER 3. COMMAND DESCRIPTIONS

This section contains the Document Library Services command descriptions. Each
command description begins with the command name and a list of the command
operands. Optional operands are denoted by brackets. Required operands are
shown without brackets.

The function of the command is explained, followed by a description of each
operand. The detailed operand definitions are contained in "Appendix A.
Operand Descriptions' on page 39. The command structured field introducers
(IDF) are defined in "Appendix C. DIA Code Points" on page 67.

Each command description contains the request/reply protocol used between the
command requestor and command server. Normal and exception condition scenarios
are shown.

The command descriptions are concluded with a list of exception conditions which
are specific to the command. The general exception conditions that are common
to all DIA commands are described in "DIU General Exception Conditions' in
Concepts and Structures. The command descriptions for the ACKNOWLEDGE, SIGN-ON,
and SIGN-OFF commands are also contained in Concepts and Structures.

DELETE
Command Operands
DELETE IDENTIFIED-DATA

[ ,ORIGINATING-NODE-ADDRESS]
[, SOURCE -ADDRESS]
[, SOURCE -PASSWORD]

The DELETE command is used by a document owner to remove his ownership of the
identified document. If the primary owner deletes his ownership, all access
code access authority is also deleted. When all owners of the identified
document have deleted their ownership, the Document Library Services command
server permanently deletes the document from the document library and removes
all references to the document.
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Operand Descriptions

IDENTIFIED-DATA

The IDENTIFIED-DATA operand identifies a document within the document
library. The document may be identified by using either a Search Result
List or Library Assigned Document Name (LADN). IDENTIFIED-DATA (Format
3) is used for identifying a document with the Search Result List and
IDENTIFIED-DATA (Format 42) is used for identifying a document with the
Library Assigned Document Name (LADN).

ORIGINATING-NODE-ADDRESS

The ORIGINATING-NODE-ADDRESS (Format 1) operand, if present, specifies
the 1- to 8-character group address token of the requestor which

initiated this request. If omitted, the group address token of the
command sender is assumed.

SOURCE-ADDRESS

The SOURCE-ADDRESS operand, if present, specifies the element address
token of the requestor which initiated this request; either
SOURCE-ADDRESS (Format 1 or 42) is valid. If omitted, the element
address token of the command sender is assumed.

SOURCE-PASSWORD

The SQURCE-PASSWORD (Format 1) operand specifies the 1- to 8-character
access authorization key of the requestor which initiated this request.
The SOURCE-PASSWORD (Format 1) operand is conditionally required if the

SOURCE-ADDRESS (Format 1) is specified. The SOURCE-PASSWORD (Format 1)
operand is required if:

The SOURCE-ADDRESS (Format 1) operand specifies an element address
token different than the command sender.

The specified requestor does not have affinity with the command
sender.

The specified requestor has a password.

Otherwise, the SOURCE-PASSWORD should be omitted.

Request/Reply Protocol

The following scenarios illustrate possible replies to the DELETE command:

16

Scenario 1 - Normal Condition

The reply command to a DELETE command is an ACKNOWLEDGE command that is sent
to the requestor when the deletion has been completed.
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Requestor Server
(Process B) (Process A)

SRR DELETE

v

NRR ACKNOWLEDGE (last)

4

Scenario 2 - Exception Condition.

Exception conditions detected during the DELETE command processing will be
replied to with an ACKNOWLEDGE command that contains the exception condition
in the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)

SRR DELETE

v

NRR ACKNOWLEDGE (last)

7'

Exception Conditions

The general exception conditions that are common to the DIA commands are
described in "DIU General Exception Conditions" in Concepts and Structures. The
following exception conditions are specific to the DELETE command and are
detected and reported in addition to the general exception conditions.

The SOURCE-PASSWORD operand is present and the SOURCE-ADDRESS (FORMAT 1)
operand is not present.

Exception = Catastrophic, Syntax, Data-Not-Found, Command-Operand
Exception Code = X'C20708'
Exception data = LLIDF of SOURCE-ADDRESS (FORMAT 1) operand

The SOURCE-ADDRESS operand specifies a requestor different than the command
sender; the specified requestor does not have affinity with the command
sender; the specified requestor has a password; and the SOURCE-PASSWORD
operand is not specified.

Exception = Catastrophic, Semantic, Data-Not-Found, Command-Operand
Exception Code = X'C30708'
Exception data = LLIDF of SOURCE-PASSWORD operand
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The SOURCE-ADDRESS operand contains an invalid address.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of SOURCE-ADDRESS operand and data

The ORIGINATING-NODE-ADDRESS operand contains an invalid address.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of ORIGINATING-NODE-ADDRESS operand and data

The SOURCE-PASSWORD operand contains an invalid authorization key.
Exception = Catastrophic, Semantic, Password-Invalid, Operand-Value
Exception Code = X'C30509'

Exception data = LLIDF of SOURCE-PASSWORD operand and data

The document specified in the IDENTIFIED-DATA operand cannot be found.
Exception = Catastrophic, Process, Data-Not-Found, Operand-Value

Exception Code = X'C40709'
Exception data LLIDF of IDENTIFIED-DATA operand and data

L]

The specified requestor is not an owner or owner-delegate of the document
specified in the IDENTIFIED-DATA operand. The requested library process
cannot be performed without the requestor being a designated document owner.

Exception = Catastrophic, Process, Unauthorized-Access, Operand-Value
Exception Code = X'C40309'
Exception data LLIDF of SOURCE-ADDRESS operand and data

"

DELIVER
Command Operands
DELIVER IDENTIFIED-DATA,
CORRELATION

The DELIVER command is used as a replying command to return a document from a
Document Library Service command server to the Document Library Service command
requestor. For example, the DELIVER command is used to return a document to a
requestor in reply to a RETRIEVE command.
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Operand Descriptions

IDENTIFIED-DATA

The IDENTIFIED-DATA (Format 1) operand specifies the location of the
data to be delivered, specifically, the DIU Document Unit.

CORRELATION

The CORRELATION (Format 1) operand is used to correlate a replying
command to a previously sent request. The CORRELATION (Format 1)
operand identifies the request to which this command is replying and
gives an indication of whether or not additional replying commands are
to be expected, that is, a last or not-last indicator is returned. When
the last replying command has been received, the request is considered
complete.

Request/Reply Protocol

The following scenarios illustrate the possible replies to the DELIVER command:
° Scenario 1 - Single Reply

The following is a request and single reply scenario.

Requestor Server
(Process B) (Process A)

SRR Request

v

NRR DELIVER (last)

¢

Chapter 3. Command Descriptions 19



Scenario 2 - Multiple Reply Commands

The following is a request and multiple replying command scenario.

Requestor Server
(Process B) (Process A)

SRR Request

v

NRR DELIVER (not-last)

4

(o]
o]
o]
NRR DELIVER (last)

¢

Scenario 3 - Exception Conditions.

Exception conditions detected during the DELIVER command processing will be
replied to with an ACKNOWLEDGE command that contains the exception condition

in the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)

SRR DELIVER

v

NRR ACKNOWLEDGE (last)

'

Exception Conditions

The general exception conditions that are common to the DIA commands are

described in "DIU General Exception Conditions" in Concepts and Structures.

DELIVER command will be rejected by the receiver if any of the following
conditions exist.

20

The receiver is not in a state in which it can receive and output data.

Exception = Catastrophic, Session, Intervention-Required, Unknown
Exception Code = X'C11217'
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The IDENTIFIED-DATA operand has been omitted.

Exception = Catastrophic, Syntax, Data-Not-Found, Command-Operand
Exception Code = X'C20708"'

The CORRELATION operand does not reference a command previously sent by the

receiver.

Exception = Catastrophic, Semantic, Data-Not-Found, Operand-Value
Exception Code = X'C30709'
Exception Data = LLIDF and data of CORRELATION operand

The IDENTIFIED-DATA operand references nonexistent data.

Exception = Catastrophic, Semantic, Data-Not-Found, Operand-Value
Exception Code = X'C30709'

Exception Data = LLIDF and data of IDENTIFIED-DATA operand

The Document Unit Type is not supported.

Exception = Catastrophic, Semantic, Data-Not-Supported, Document-Unit

Exception Code = X'C3020C’
Exception Data LLIDF of Document Unit Introducer

tn

The Document Content Introducer type is not supported.

Exception = Catastrophic, Semantic, Data-Not-Supported,
Document-Content-Introducer

Exception Code = X'C30210'

Exception Data = LLIDF of Document Content Introducer

The Document Type in the Document Unit ID is not supported.
Exception = Catastrophic, Semantic, Data-Not-Supported, Document-Unit ID

Exception Code = X'C3020D'
Exception Data = LLIDF and data of Document Unit ID

The Document Type parameter in the Base Subprofile is not supported.

Exception = Catastrophic, Semantic, Data-Not-Supported,
Document-Profile-Parameter

Exception Code = X'C3020F'

Exception Data = LLIDF and data of Document Type parameter

The document subprofile is not supported.
Exception = Catastrophic, Semantic, Data-Not-Supported, Document-Profile

Exception Code = X'C3020E'
Exception Data LLIDF of Document Profile

Receiving process resources are unavailable.

Exception = Catastrophic, Process, Resource-Not-Available, Document-Unit
Exception Code = X'C4040C'

Chapter 3. Command Descriptions
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. The receiving process cancels the delivery of the data.

Exception = Catastrophic, Process, Cancelled, Command
Exception Code = X'C41407'

FILE

Command Operands
FILE IDENTIFIED-DATA

[ ,ORIGINATING-NODE-ADDRESS ]
[, SOURCE-ADDRESS |

[, SOURCE-PASSWORD

[, ACCESS-CODE]

The FILE command is used to store information into the document library. The
types of information that may be stored include documents with an associated
document profile and document profiles alone which reference externally stored
documents. The information to be stored is submitted with the request in the
DIU document unit.

A stored document must have an Interchange Document Profile (IDP) that includes
parameters which, minimally, specify the user-assigned document name, document
type, and the character set ID (GCID) in which the profile parameters are coded.

The Document Library Service command server creates a unique name for the
document by concatenating the document library node address with the date and
time that the file process is completed. This name, called the Library Assigned
Document Name (LADN), is returned to the requestor as status information in the
REPLY-DATA operand of the ACKNOWLEDGE command. The LADN is preserved in the
document library as a reference for subsequent document processing. The
requestor may specify the access characteristics of the document as private
(accessible by only the requestor), public (accessible by any user authorized to
use the library), or shared (accessible by predefined user groups).

Operand Descriptions

IDENTIFIED-DATA

The IDENTIFIED-DATA (Format 1) operand specifies that the document to be
filed is located in the DIU document unit of the request.
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ORIGINATING-NODE-ADDRESS

The ORIGINATING-NODE-ADDRESS (Format 1) operand, if present, specifies
the 1- to 8-character group address token of the requestor which
initiated this request. If omitted, the group address token of the
command sender is assumed.

SOURCE -ADDRESS

The SOURCE-ADDRESS operand, if present, specifies the element address
token of the requestor which initiated this request; either
SOURCE-ADDRESS (FORMAT 1 or 42) is valid. If omitted, the element
address token of the command sender is assumed.

SOURCE -PASSWORD

The SOURCE-PASSWORD (Format 1) operand specifies the 1- to 8-character
access authorization key of the requestor which initiated this request.
The SOURCE-PASSWORD (Format 1) operand is conditionally required if the

SOURCE-ADDRESS (Format 1) is specified. The SOURCE-PASSWORD (Format 1)
operand is required if:

The SOURCE-ADDRESS (Format 1) operand specifies an element address
token different than the command sender.

The specified requestor does not have affinity with the command
sender.

The specified requestor has a password.

Otherwise, the SOURCE-PASSWORD should be omitted.

ACCESS-CODE

The ACCESS-CODE (Format 41) operand, if present, defines 4-byte decimal
value user group codes that control accessibility to documents by
nonowners. The user group X'0000' is defined to be public, that is, all
users can access the document. Members of a user group associated with
a particular document are permitted read-only access to the document.

If the operand is omitted, the document is filed as a private document
accessible by the requestor.

Request/Reply Protocol

The following scenarios illustrate the possible replies to the FILE command:

Scenario 1 - Normal Condition

The filed document is assigned a LADN, stored as a private, public, or
shared document, according to the processing options, and the requestor of
the FILE command is defined as the primary owner of the document. The file
server generates the LADN by concatenating the document library node address
token (ID) and the date and time that the file process was successfully
completed. The reply command to a FILE command is an ACKNOWLEDGE command
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that is sent to the requestor when the document has been filed in the
Document Library. The replying ACKNOWLEDGE command also contains the LADN
returned in the REPLY-DATA operand. No exception condition is indicated in
the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)

SRR FILE

v

NRR ACKNOWLEDGE (last)

'y

The format of the REPLY-DATA operand is defined as follows:

REPLY-DATA LIBRARY ASSIGNED DOCUMENT NAME
INTRODUCER Defined as IDD (Format 42)
LLIDF LLIDF
X'nnnnC34501" X'nnnnC32042' (IDD (Format 42) Introducer)

LT X'0A01' Date and Time
X'YYMDhmshs'

LT X'nn02' Document Library Node Address
C'cce . . . c¢c' 1- to 8-byte character string

. Scenario 2 - Exception Condition.

Exception conditions detected during the FILE command processing will be
replied to with an ACKNOWLEDGE command that contains the exception condition
in the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)
SRR FILE

NRR ACKNOWLEDGE (last)

4
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Exception Conditions

The general exception conditions that are common to the DIA commands are
described in "DIU General Exception Conditions" in Concepts and Structures. The
following exception conditions are specific to the FILE command and are detected
and reported in addition to the general exception conditions.

i The SOURCE-PASSWORD operand is present and the SOURCE-ADDRESS (FORMAT 1)
operand is not present.

Exception = Catastrophic, Syntax, Data-Not-Found, Command-Operand
Exception Code = X'C20708'
Exception data = LLIDF of SOURCE-ADDRESS (FORMAT 1) operand

® The SOURCE-ADDRESS operand specifies a requestor different than the command
sender; the specified requestor does not have affinity with the command
sender; the specified requestor has a password; and the SOURCE-PASSWORD
operand is not specified.

Exception = Catastrophic, Semantic, Data-Not-Found, Command-Operand
Exception Code = X'C30708'
Exception data = LLIDF of SOURCE-PASSWORD operand

. The SOURCE-ADDRESS operand contains an invalid address.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of SOURCE-ADDRESS operand and data

¢ The ORIGINATING-NODE-ADDRESS operand contains an invalid address.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of ORIGINATING-NODE-ADDRESS operand and data

. The SOURCE-PASSWORD operand contains an invalid authorization key.

Exception = Catastrophic, Semantic, Password-Invalid, Operand-Value
Exception Code = X'C30509'
Exception data = LLIDF of SOURCE-PASSWORD operand and data

e An invalid access code has been specified.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of ACCESS-CODE operand and data

i An invalid access code range has been specified.

Exception = Catastrophic, Semantic, Range-Exceeded, Operand-Value
Exception Code = X'C31109'
Exception data = LLIDF of ACCESS-CODE operand and data

W n

° The document specified in the IDENTIFIED-DATA operand cannot be found.
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Exception = Catastrophic, Process, Data-Not-Found, Operand-Value
Exception Code = X'C40709'
Exception data = LLIDF of IDENTIFIED-DATA operand and data

RETRIEVE
Command Operands
RETRIEVE IDENTIFIED-DATA

[ ,ORIGINATING-NODE-ADDRESS |

[, SOURCE -ADDRESS]

[, SOURCE -PASSWORD ]
[,RETRIEVE-COUNT]

[ ,DESCRIPTOR-CONTENT-DEFINITION]

The RETRIEVE command is used to retrieve a copy of the identified information
from the server's document library. The types of information that may be
retrieved includes a document (profile and content), document profiles only,
document content only, search-selected document descriptors, and search-selected
document descriptors with the associated document content.

Operand Descriptions

IDENTIFIED-DATA

The IDENTIFIED-DATA operand specifies the location of the data to be
retrieved. The information to be retrieved is referenced in the Document
Library Services servers document library using IDENTIFIED-DATA (Format
3 or 42). The IDENTIFIED-DATA (Format 3) operand provides the
capability to identify a document to be retrieved by the position of the
document in a Search Result List and to specify what type information to
be returned: the document (including the document profile and content),
the document profile only, the document content only, the
search-selected document descriptors, or the search-selected document
descriptors with the associated document content. The IDENTIFIED-DATA
(Format 42) operand provides the capability to explicitly specify the
Library Assigned Document Name (LADN) of the document to be retrieved.

ORIGINATING-NODE-ADDRESS
The ORIGINATING-NODE-ADDRESS (Format 1) operand, if present, specifies

the 1- to 8-character group address token of the requestor which
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initiated this request. If omitted, the group address token of the
command sender is assumed.

SOURCE -ADDRESS

The SOURCE-ADDRESS operand, if present, specifies the element address
token of the requestor which initiated this request; either
SOURCE-ADDRESS (FORMAT 1 or 42) is valid. If omitted, the element
address token of the command sender is assumed.

SOURCE -PASSWORD

The SOURCE-PASSWORD (Format 1) operand specifies the 1- to 8-character

access authorization key of the requestor which initiated this request.
The SOURCE-PASSWORD (Format 1) operand is conditionally required if the
SOURCE-ADDRESS (Format 1) is specified. The SOURCE-PASSWORD (Format 1)

operand is required if:

° The SOURCE-ADDRESS (Format 1) operand specifies an element address
token different than the command sender.

N The specified requestor does not have affinity with the command
sender.

. The specified requestor has a password.
Otherwise, the SOURCE-PASSWORD should be omitted.

RETRIEVE-COUNT

The RETRIEVE-COUNT (Format 1) operand is applicable only when the
IDENTIFIED-DATA (Format 3) operand is specified and, if present,
specifies the maximum number of document descriptors that will be
returned in response to a RETRIEVE command requesting document
descriptors. When this operand is omitted and the request
(IDENTIFIED-DATA (Format 3)) is for document descriptors, a default
value of 1 is assumed. If the IDENTIFIED-DATA (Format 42) is specified
or the IDENTIFIED-DATA (Format 3) operand does not request document
descriptors to be retrieved, the RETRIEVE-COUNT (Format 1) operand, if
present, is ignored.

DESCRIPTOR-CONTENT-DEFINITION

The DESCRIPTOR-CONTENT-DEFINITION (Format 41) operand is applicable only
when the RETRIEVE request is for document descriptors (IDENTIFIED-DATA
(Format 3) operand is specified) and, if present, specifies the
introducer IDF values of the document profile parameters that will be
returned as document descriptors in a reply to the RETRIEVE command.

The descriptors will be returned in a Document Descriptor Document. If
this operand is omitted and the RETRIEVE request is for document
descriptors, only the document name will be returned in the document
descriptors document. If the IDENTIFIED-DATA (Format 42) is specified
or the IDENTIFIED-DATA (Format 3) operand does not request document
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descriptors to be retrieved, the DESCRIPTOR-CONTENT-DEFINITION (Format
41) operand, if present, is ignored.

Request/Reply Protocol

The following scenarios illustrate the possible replies to the RETRIEVE command:
. Scenario 1 - Normal Condition

The normal reply to a RETRIEVE command is a DELIVER command that is sent at
the conclusion of processing.

Requestor Server
(Process B) (Process A)

SRR RETRIEVE

v

NRR DELIVER (last)

r's

The DELIVER DIU document unit contains the requested information. The
following examples define the contents of the DELIVER DIU document unit in
reply to the RETRIEVE request. Final-Form-Text DCA (Document Type 02) is
used as the type of document referenced. The examples assume that there is
no need for segmentation of the document unit.

IDD (Format 3 or 42) - Document and Document Profile

FIELD LENGTH VALUE NAME

LLIDF 5 X'nnnnC90301' Document Unit Introducer

parameter 2 X'0002"' Document Type Identifier
(Final-Form-Text DCA)

13 X'n...n' System Code
LLIDF 5 X'nnnnCA0301' Interchange Document Profile
Introducer

LLIDF 5 X'nnnnCA0401' Base Subprofile Introducer

LLIDF 5 X'nnnnC70001' User Assigned Document Name (UADN)
Introducer

parameter  1-44 X'n...n' User Assigned Document Name

LLIDF 5 X'0007C70601' Document Type Introducer

parameter 2 X'0002' Final Form Text Identifier

LLIDF 5 X'0009C70101' Profile GCID Introducer

parameter & X'csidepid' Character Set and Code Page
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The above base subprofile contains the
minimum DIA required parameters. Other
parameters may be present and are entered
as specified by the IDP Architecture.

Additional subprofiles may be specified at
this point in the document unit. These may
include product private subprofiles and
application subprofiles.

LLIDF 5 X'0005CB0101" Document Content Introducer
The Final-Form-Text document content begins here
and occupies the space remaining as specified
by the LL (length) bytes of the document unit

introducer.

IDD (Format 3) - Document Content Only

FIELD LENGTH VALUE NAME
LLIDF 5 X'nnnnC90301"' Document Unit Introducer
parameter 2 X'0002' Document Type Identifier
(Final Form Text DCA)
13 X'n...n' System Code
LLIDF 5 X'0005CB0101' Document Content Introducer

The Final-Form-Text document content begins here
and occupies the space remaining as specified

by the LL (length) bytes of the document unit
introducer.

IDD (Format 3) - Document Profile Only

Since the Interchange Document Profile can consist of one or more
subprofiles, all of these subprofiles will be returned in the DIU for the
DELIVER command.

FIELD LENGTH VALUE NAME
LLIDF 5 X'nnnnC90301" Document Unit Introducer
parameter 2 X'0002" Document Type Identifier
13 X'n...n' System Code
LLIDF 5 X'nnnnCA0301' Interchange Document Profile
Introducer
LLIDF 5 X'nnnnCA0401' Base Subprofile Introducer
LLIDF 5 X'nnnnC70001"' User Assigned Document Name (UADN)
Introducer
parameter 1-44 X'n...n' User Assigned Document Name
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LLIDF 5 X'0007C70601"' Document Type Introducer

parameter 2 X'0002" Document Type of the Document
LLIDF 5 X'0009C70101"' Profile GCID Introducer
parameter &4 X'csidepid' Character Set and Code Page

The above base subprofile contains the
minimum DIA required parameters. Other
parameters may be present and are entered
as specified by the IDP Architecture.

Additional subprofiles may be specified at
this point in the document unit. These may
include product private subprofiles and
application subprofiles.

LLIDF 5 X'0005CB0201"' Document Content Introducer

The Type 2 Document Content Introducer specifies
that there is no document content to follow.

IDD (Format 3) - Document Descriptor Document

FIELD LENGTH VALUE NAME
LLIDF 5 X'nnnnC90301' Document Unit Introducer
parameter 2 X'0008"' Document Type Identifier
g (Document Descriptor Document)
13 X'n...n' System Code
LLIDF 5 X'0005CB0101' Document Content Introducer

The Document Descriptor Document content begins here
and occupies the space remaining as specified

by the LL (length) bytes of the document unit
introducer.

IDD (Format 3) - Selected Document Descriptors and Document Content

FIELD LENGTH VALUE NAME
LLIDF 5 X'nnnnC90301"' Document Unit Introducer
parameter 2 x'0002' Document Type Identifier
(Final-Form-Text DCA)
13 X'n...n' System Code
LLIDF 5 X'nnnnCA0301"' Interchange Document Profile
Introducer
LLIDF 5 X'nnnnCA0401' Subprofile Introducer
LLIDF 5 X'0007C70601"' Document Type Introducer
parameter 2 X'0002' Final-Form-Text Identifier
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The values of the requested descriptors
would follow the subprofile introducer.
Document Type is used as an example.

LLIDF 5 X'0005CB0101' Document Content Introducer
The Final-Form-Text document content begins here

and occupies the space remaining as specified

by the LL (length) bytes of the document unit
introducer.

A null Document Descriptor Document will be returned if a document
referenced by IDENTIFIED-DATA (FORMAT 3) cannot be found.

Scenario 2 - Exception Conditions.

Exception conditions detected during the RETRIEVE command processing will be
replied to with an ACKNOWLEDGE command that contains the exception condition
in the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)

SRR RETRIEVE

v

NRR ACKNOWLEDGE (last)

4

Exception Conditions

The general exception conditions that are common to the DIA commands are
described in "DIU General Exception Conditions" in Concepts and Structures. The
following exception conditions are specific to the RETRIEVE command and are
detected and reported in addition to the general exception conditions.

The SOURCE-PASSWORD operand is present and the SOURCE-ADDRESS (FORMAT 1)
operand is not present.

Exception = Catastrophic, Syntax, Data-Not-Found, Command-Operand
Exception Code = X'C20708"

Exception data = LLIDF of SOURCE-ADDRESS (FORMAT 1) operand

The SOURCE-ADDRESS operand specifies a requestor different than the command
sender; the specified requestor does not have affinity with the command

sender; the specified requestor has a password; and the SOURCE-PASSWORD
operand is not specified.
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Exception = Catastrophic, Semantic, Data-Not-Found, Command-Operand
Exception Code = X'C30708'
Exception data = LLIDF of SOURCE-PASSWORD operand

. The SOURCE-ADDRESS operand contains an invalid address.
Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of SOURCE-ADDRESS operand and data

* The ORIGINATING-NODE-ADDRESS operand contains an invalid address.
Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value

Exception Code = X'C30209'
Exception data = LLIDF of ORIGINATING-NODE-ADDRESS operand and data

N The SOURCE-PASSWORD operand contains an invalid authorization key.

Exception = Catastrophic, Semantic, Password-Invalid, Operand-Value
Exception Code = X'C30509'
Exception data = LLIDF of SOURCE-PASSWORD operand and data

N The document specified in the IDENTIFIED-DATA operand cannot be found.

Exception = Catastrophic, Process, Data-Not-Found, Operand-Value
Exception Code = X'C40709'
Exception data = LLIDF of IDENTIFIED-DATA operand and data

. The specified requestor is not authorized to have access to the document
specified in the IDENTIFIED-DATA operand.

Exception = Catastrophic, Process, Unauthorized-Access, Operand-Value
Exception Code = X'C40309'
Exception data = LLIDF of SOURCE-ADDRESS operand and data

¢ The specified document cannot be returned in an allowable document type
specified in the SIGN-ON command for the DIA session.

Exception = Catastrophic, Process, Data-Not-Supported,
Document-Content-~Control
Exception Code = X'C40211'

® The specified document cannot be returned in an allowable Graphic Character
Set specified in the SIGN-ON command for the DIA session.

Exception = Catastrophic, Process, Data-Not-Supported, Document-Content-Data
Exception Code = X'C40212'

Support Considerations

The types of data returned for the RETRIEVE command are scoped by the RETRIEVE
operands and the DOCUMENT-TYPE and/or GCID operands specified on the SIGN-ON
command at DIA session establishment.
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SEARCH

Command Operands
SEARCH SEARCH-REQUEST-NAME

[, SEARCH-DATA]

[ ,ORIGINATING-NODE -ADDRESS ]

[, SOURCE -ADDRESS ]

[, SOURCE -PASSWORD]

[ ,RETRIEVE-COUNT]

[ ,DESCRIPTOR-CONTENT-DEFINITION]
[, TIME-LIMIT]

[,SELECT-LIMIT]

[, SEARCH-OPTION]

The SEARCH command is used to locate documents in the document library that
satisfy requestor-specified search criteria. The search criteria consist of
combinations of document profile parameters which define search parameters. The
search process locates only those documents to which the requestor has access
authority. If no search criteria are specified, the selection process is a
request to create a list of all documents in the library that are owned or
delegate-owned by the requestor. The search process creates a list of
references or pointers to the selected documents and preserves the list with the
search request name qualified with the SOURCE-ADDRESS operand and
ORIGINATING-NODE-ADDRESS operand.

Operand Descriptions

SEARCH-REQUEST-NAME

The SEARCH-REQUEST-NAME (Format 1) operand specifies the 1- to 8-byte
name used by the search process to identify and preserve the results of
the selected document references or pointers.

SEARCH-DATA

The SEARCH-DATA operand, when present, specifies the arguments that are
used by the search process to identify documents in the document
library; either SEARCH-DATA (Format 41 or 42) are valid. The search
process selection procedure compares the search arguments with the
values of identified document profile parameters. All documents in the
document library that match the search criteria and that the requestor
has authority to access are selected. References to the selected
documents are placed in the Search Result List.
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If this operand is omitted, the search process is a comparison of the
profile specified document owner and delegate-owner parameters with the
source ID or source name that is specified in the SOURCE-ADDRESS operand
of the command. If the SOURCE-ADDRESS operand is not specified, the
comparison is made with the SIGN-ON-ID operand value of the command
requestor. In this case, all documents in the document library that are
owned and delegate-owned are selected and references to them are placed
in the Search Result List.

ORIGINATING-NODE-ADDRESS

The ORIGINATING-NODE-ADDRESS (Format 1) operand, if present, specifies
the 1- to 8-character group address token of the requestor which

initiated this request. If omitted, the group address token of the
command sender is assumed.

SOURCE-ADDRESS

The SOURCE-ADDRESS operand, if present, specifies the element address
token of the requestor which initiated this request; either
SOURCE~ADDRESS (FORMAT 1 or 42) is valid. If omitted, the element
address token of the command sender is assumed.

SOURCE -PASSWORD

The SOURCE-PASSWORD (Format 1) operand specifies the 1- to 8-character
access authorization key of the requestor which initiated this request.
The SOURCE-PASSWORD (Format 1) operand is conditionally required if the

SOURCE-ADDRESS (Format 1) is specified. The SOURCE-PASSWORD (Format 1)
operand is required if:

d The SOURCE-ADDRESS (Format 1) operand specifies an element address
token different than the command sender.

The specified requestor does not have affinity with the command
sender.

. The specified requestor has a password.

Otherwise, the SOURCE-PASSWORD should be omitted.

RETRIEVE-COUNT

The RETRIEVE-COUNT (Format 1) operand, when present, specifies the
maximum number of document descriptors that are to be returned in
response to a SEARCH command. A RETRIEVE-COUNT of O specifies that the
requestor wants only a count of the number of documents which were

selected by the search process. When this operand is omitted, a default
value of 1 is assumed.

DESCRIPTOR-CONTENT-DEFINITION

The DESCRIPTOR-CONTENT-DEFINITION (Format 41) operand, when present,
specifies the introducer IDF values of the document profile parameters
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that will be returned in a response to a SEARCH command. The
descriptors will be returned in a Document Descriptor Document. If this
operand is omitted, only the document name will be returned in the
document descriptors document.

TIME-LIMIT

The TIME-LIMIT (Format 1) operand, if present, specifies the maximum
number of minutes (from 1 to 1440) that the command server should allow
the search process to execute. If this operand is omitted, the maximum
execution time is determined by the command server.

SELECT-LIMIT

The SELECT-LIMIT (Format 1) operand, if present, specifies the maximum
number of documents (from 1 to 32,767) that the requestor wants the
command server to allow to be selected by the search process. If this
operand is omitted, the maximum number is determined by the command
server.

SEARCH-OPTION

The SEARCH-OPTION (Format 1) operand, if present, defines the scope of
the search to be taken. The scoping specifies either a search of all
documents owned or all documents that are either owned or accessible by
the requestor. When a scope other than owned is specified, the
SEARCH-DATA operand is required. If the SEARCH-OPTION OPERAND is
omitted, the search scope is determined by the SEARCH-DATA operand.

Request/Reply Protocol

The following scenarios illustrate the possible replies to the SEARCH command.

L]

Scenario 1 - A document descriptor document is returned to the requestor.

When the number of documents selected by the search process is equal to or
less than the number specified in the SEARCH command RETRIEVE-COUNT operand,
a DIA-defined document descriptor document is sent to the requestor in a DIU
document unit with a DELIVER command. The contents of the document
descriptor document are either the user-specified fields, as defined in the
SEARCH command DESCRIPTOR-CONTENT-DEFINITION operand, or only the document
name specified in the IDP Base subprofile. The document descriptor document
contains an entry for each document that was selected by the search process.
The references to the search selected documents identified by the
descriptors are preserved by the Document Library Services server for
subsequent processing requests.
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Requestor Server
(Process B) (Process A)

SRR SEARCH

v

NRR DELIVER (last)

b

Scenario 2 - Normal conclusion but no documents selected.

Normal conclusion of the search process that does not select any documents
will be replied to with an ACKNOWLEDGE command with a COUNT operand
specified in the REPLY-DATA operand. If there were no documents to satisfy
the search criteria, the COUNT operand contains a value of 0. When the
search process selects a greater number of documents than the value
specified in the RETRIEVE-COUNT operand, or when a RETRIEVE-COUNT value of 0
was specified, the value in the COUNT operand will be the actual number of
documents that satisfied the search criteria.

Requestor Server
(Process B) . (Process A)
SRR SEARCH

NRR ACKNOWLEDGE

The REPLY-DATA operand containing the COUNT operand has the following
format:

REPLY-DATA COUNT Operand
LLIDF LLIDF DATA
X'000CC34501' X'0007C33E01' X'nnnn'

Scenario 3 ~ Normal conclusion but a limit was exceeded.

When the search process is terminated because the time limit or select limit
is exceeded, the ACKNOWLEDGE operand will contain the specific exception
code in the EXCEPTION-CODE operand and the count of the number of documents
specified in the COUNT operand of the REPLY-DATA operand, if any, selected
up to the point of termination.
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Requestor Server
(Process B) (Process A)

SRR SEARCH

NRR ACKNOWLEDGE

'y

Scenario 4 - Exception Conditions.

Exception conditions detected during the SEARCH command processing will be
replied to with an ACKNOWLEDGE command that contains the exception condition
in the EXCEPTION-CODE operand.

Requestor Server
(Process B) (Process A)

SRR SEARCH

v

NRR ACKNOWLEDGE (last)

Exception Conditions

The general exception conditions that are common to the DIA commands are
described in "DIU General Exception Conditions" in Concepts and Structures. The
following exception conditions are specific to the SEARCH command and are
detected and reported in addition to the general exception conditions.

The SOURCE-PASSWORD operand is present and the SOURCE-ADDRESS (FORMAT 1)
operand is not present.

Exception = Catastrophic, Syntax, Data-Not-Found, Command-Operand
Exception Code = X'C20708'

Exception data = LLIDF of SOURCE-ADDRESS (Format 1) operand

The SOURCE-ADDRESS operand specifies a requestor different than the command
sender; the specified requestor does not have affinity with the command

sender; the specified requestor has a password; and the SOURCE-PASSWORD
operand is not specified.

Exception = Catastrophic, Semantic, Data-Not-Found, Command-Operand

Exception Code = X'C30708'
Exception data = LLIDF of SOURCE-PASSWORD operand
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* The SOURCE-ADDRESS operand contains an invalid address.

Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'
Exception data = LLIDF of SOURCE-ADDRESS operand and data

d The ORIGINATING-NODE-ADDRESS operand contains an invalid address.
Exception = Catastrophic, Semantic, Data-Not-Supported, Operand-Value
Exception Code = X'C30209'

Exception data = LLIDF of ORIGINATING-NODE-ADDRESS operand and data

A The SOURCE-PASSWORD operand contains an invalid authorization key.
Exception = Catastrophic, Semantic, Password-Invalid, Operand-Value
Exception Code = X'C30509'

Exception data = LLIDF of SOURCE-PASSWORD operand and data

N The search process exceeded the maximum time specified by the TIME-LIMIT
operand or the processing server's maximum search execution time.

Exception = Severe, Process, Time-Out, Command
Exception Code = X'841307'

. The search process exceeded the maximum number of documents specified by the
SELECT-LIMIT operand or the processing server's maximum number of search

selected document count.

Exception = Severe, Process, Range-Exceeded, Command
Exception Code = X'841107'
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APPENDIX A. OPERAND DESCRIPTIONS

This section contains a detailed discussion of each operand relevant to the DIA
Document Library Services. Each discussion includes an illustration of the
operand structure. ‘

ACCESS-CODE (FORMAT 41)

The ACCESS-CODE (Format 41) operand defines document library user group
codes that control accessibility to documents by nonowners. Members of a
user group associated with a particular document are permitted read-only
access to the document.

LL I D F LT LT

X'nnnn' {X'C3'{X'39"|X'41"{X'nn01" |ACCD|X 'nn02"' | RNGE

The ACCD field consists of one or more access codes that are preserved in
the destination document library. The ACCD field is a fixed length 4-byte
decimal number from O to 2047. The ACCD field is assigned a T value of
X'01'. The ACCESS-CODE operand may also be specified as a set of values
that are defined as a range of codes beginning with the value specified by
an ACCD field. The RNGE field is used to specify the upper bound of the set
of values that are between the values of ACCD and RNGE. The RNGE field may
not be specified with ACCD values of 0 (zero) and null (4 bytes of binary
zero). The permitted range of values are all of the integers beginning with
ACCD and increasing, by one, up to and including the value specified by the
RNGE field. The RNGE field is assigned a T value of X'02' and is specified
as a 4-byte decimal value from 2 to 2047. The RNGE field must be
immediately preceded by an ACCD field that has a value that is less than the
value of the RNGE that follows it. Both individually specified ACCD wvalues
and ranges of access code values may be specified using the RNGE field in
one ACCESS-CODE operand. Multiple ranges of access codes may also be
specified by orderly pairing fields of ACCD and RNGE values. For example,
an ACCD value of 0001 and a RNGE value of 0099, followed by another ACCD
value of 0201 and a RNGE value of 0399, would produce 298 access codes for
all of the integer values from 1 to 99 and from 201 through 399. An ACCD
value of 0 (zero) means that the identified document is not access code
controlled (that is, the document is public) and may be accessed by any
requestor. A value of null (4 bytes of binary zero) means that the
identified document has no access codes (that is, the document is private)
and may only be accessed by the primary owner and owner-delegates. The
length of the ACCESS-CODE operand and the number of assigned access code
values and ranges are determined from the LL bytes of the operand
introducer.
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CORRELATION (FORMAT 1)

The CORRELATION (Format 1) operand identifies the command to which is
command is replying. It is used to correlate a replying command to a
previously received request command. The operand is defined as follows:

LL I D F

X'nnnn'{X'C3'|X'28'[X'01' |COR

0 2 3 4 5 v

The COR operand value has the following format:

FIELD LENGTH VALUE
Reply-Indicator 1 binary

Last x'o0'

Not Last x'o1l'

Reserved X'02' - X'FF'
Command-Sequence=-No. 1 binary
DIU-ID LL-7 binary

Field Descriptions

The Reply-Indicator field specifies whether this reply is the last reply to
the referenced request.

The Command-Sequence-Number field specifies a number which is equal to the
position of the requesting command in the command sequence in the DIU in
which the requesting command was received.

The DIU-ID field matches the DIU-ID field of the DIU Prefix in which the
requesting command was received.

The combination of the DIU-ID and the Command-Sequence-Number parameters

provide a unique identification by which the command can be correlated with
the requesting command.
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DESCRIPTOR-CONTENT-DEFINITION (FORMAT 41)

The DESCRIPTOR-CONTENT-DEFINITION (Format 41) operand specifies the
introducer IDF values of the document profile parameters that will be
returned in the document descriptor document in a response to a RETRIEVE or
SEARCH command. ’

LL I D F

X'nnnn' |X'C3'|X'1D'|X'41'DCD

0 2 3 4 5 v

The DCD operand value has the following format. Each descriptor field is
preceded by an LT. One or more of these descriptors may be specified in the
DCD operand.
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FIELD

Descriptor LT introducer.
The L is the length for one
descriptor operand entry.

Introducer IDF for the document
subprofile for the profile
parameters to be returned.

Introducer IDF for the document
profile parameter that will be
the first parameter field in the
document descriptor document.
This field may be specified as

3 bytes of binary zero when a
parameter introducer is not used.

Introducer T field value of the
subprofile parameter to be
returned. May be zero if T
values are not used in the
parameter.

[e]

Descriptor LT introducer
of next descriptor operand
entry.

Introducer IDF of the next
subprofile for the parameter
to be returned.

Introducer IDF for the document
profile parameter that will be
the last parameter field in the
document descriptor document.
This field may be specified as

3 bytes of binary zero when a
parameter introducer is not used.

Introducer T field value of the
subprofile parameter to be
returned. May be zero if T
values are not used in the
parameter.

LENGTH  VALUE

2 X'nno1'
3 binary
3 binary
1 binary
2 X'nno1'
3 binary
3 binary
1 binary
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Field Descriptions

The DCD parameter values include an LT and 3-byte fixed length IDF of the
base application, and product subprofile parameter introducers that identify
the parameter values that may be retrieved in a document descriptor
document.

The ID and Format byte values of the parameters are used only to specify the
profile parameters that should be included in the document descriptor
document; the length fields are not needed for this identification. The
profile parameters are returned in the document descriptor document in the
same order as they are specified in the DCD operand, if they are present in
the profiles of the documents that are referenced by the SRL.

IDENTIFIED-DATA (FORMAT 1)

The IDENTIFIED-DATA (Format 1) operand specifies the location of the data
being referenced by the command.

The operand is a reference to the DIU document unit. The operand value
contains a l-byte binary number designating the specific document unit from
the first document unit in the DIU, that is, the nth document unit in the
DIU.

LL I D ¥

X'nnnn'|X'C5'|X'20'}X'01'|IDD

IDENTIFIED-DATA (FORMAT 3)

The IDENTIFIED-DATA (Format 3) operand references a document that is a
member of a specified Search Result List. The operand values are specified
as immediate data.

LL I D F

X'nonn'|X'C3'[X'20'|X'03"'[IDD

0 2 3 4 5 v

T